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Firmware Release Notes

Version 1.13
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1 Introduction

This release notes documents the change history and bug fixes for all the previous releases.

2 Hardware Features

	Functionality
	Features Supported

	Chipsets
	· CPU: IKANOS IKF6846

· Switch: Realtek RTL8305SC

	Memory
	· 8MB flash ROM for AR260S
· 32MB SDRAM for AR260S

	WAN
	· 10/100M Ethernet port

· Auto-sensing MDI/MDIX (Auto Uplink)
· LED

· Off: No Link detected

· On, Green: Link detected

· Blinking, Green: Activity detected

	LAN
	· 4-port auto-sensing 10/100M Ethernet switch

· Auto-sensing MDI/MDIX (Auto Uplink)
· LEDs

Each port will have a LED indicating: Link, and Activity. The LED is single-colored (green).
· Off: No Link detected.
· On, Green: Link detected
· Blinking, Green: Activity detected

	Console Port
	· A RS-232 serial console port (RJ-45 connector) is provided for field debugging and firmware update.

· An optional console port cable may be provided as accessory.

	Reset Button
	· Accessible in rear panel

· Function

· Used for rebooting the system when system crashes.

· Used for resetting system configuration to factory default. (Press the reset button for 5 seconds will return system configurations to factory default.)

· 

	Power LED
	· Off: Power is not connected.
· On, Green: Power is connected.

	Power Supply
	· Use external power adapter. Four types of adapter are available for this system. Output for all adapters is 15V AC, 07A.
· USA: Input – 120V/60Hz, 90mA
· Japan: Input – 100V 50/60Hz, 90mA

· Europe: Input – 230V/50Hz
· China: Input – 220V/50Hz, 60mA

· Power switch: box has a power switch for turning on/off power.

	Environmental Specification
	· Temperature
· Operating: 0°C – 40°C (32°F – 105°F)
· Non-operating: -20°C – 65°C (-4°F – 149°F)

· Relative humidity
· Operating: 5% – 90%, non-condensing
· Non-operating: 5% – 90%, non-condensing

	Regulatory

(Depend on customer’s requirement)
	· Safety: UL

· EMC (Electro Magnetic Compatibility): FCC Class B, CE.


3 Software Features
3.1 Key Features Overview
Note that new and enhanced features since previous release are highlighted in red. CLI is provided as a tool for developers only and is not recommended for end users.

	Functionality
	Features Supported

	Router and WAN software 
	· PPPoE session per port

· PPPoE MSS clamp

· PPP Keep alive
· PPP Dial on demand

	Networking Applications
	· Web server

· Telnet server

· DHCP server on the Internal interface (LAN). MAC address based fixed DHCP lease is supported.

· DHCP client on the External interface (WAN)
· DNS relay

· SNMP
· SNTP

	Network Management Protocol
	SNMP V1

	MIB Support
	MIB II (RFC 1231)

	Software Management
	· Web management interface via HTTP

· Administrative user security and access control, remote administration control

· Event management and logging support (WELF-like format) via remote Syslog server & local system

· Software upgrades, configuration backup, restore via Web interface

· Software upgrade though FTP and TFTP via CLI (Optional)

	Firewall
	· Remote access

· Stateful packet inspection

· Packet filter (via access control list – IP, port, protocol, time ranges, application filtering)
· DOS attack prevention

· Key word based URL filtering

· Network Address Translation with popular Application Level Gateways
· Policy list management

· IP/MAC Binding

	VPN
	· Hardware Accelerated Encryption & Authentication

· Key Management with IKE – main mode, aggressive mode

· FQDN support
· IPSec Standard Compliance

· Integrated Firewall & VPN
· VPN Keep Alive


4 Limitations
4.1 General
4.2 Web GUI

· GUI can be best viewed with IE 5.0 or Netscape 6.2 and above.

· Every time the firmware is upgraded, delete the cache in the local browser. This will avoid GUI failure issues seen due to changes in the GUI pages with the latest release.
· WAN

· Does not allow user to set static MTU size. Existing implementation gets the MTU size from the PPPoE AC.

5 Features not supported

5.1 General

· CLI interface is not fully supported.

5.2 Firewall Related
· Number of session supported on Firewall is 10000 for SL1200.


· Following ALG are not supported in Firewall:

· L2TP

· DIABLO-II 

· BATTLE-NET-UDP

· BATTLE-NET-TCP

· AOL

5.3 VPN Related
· Number of tunnels supported on VPN is 50 for SL1200.


6 Known Issues

7 Bug Fixes and Changes

Release 1.13

· Bug fixes
· Add LAN host detection and IP/MAC Binding feature
· Fixed snmpd doesn't work issue
· DUT doesn't receive RIPv1 and v2 broadcast routing info when RIP receive type set as "both".

· Fixed unable to establish 50 ipsec tunnels

· Fixed incorrect MAC address changed log in syslog
· Fixed ipsec communication become possible issue due to decryption fastpath SA address updated to encryption SA address.
· Web UI Help page error: spelling and format
· Fixed unable to change VPN tunnel local Secure Group IP address or remote Secure Group IP address
· Change
· change ipsec engine as kernel loadable module
· Support inbound NAT specified redirect port number

· Add UPNP support

Release 1.05

· Bug fixes

· Changes

· Add LAN host detection and IP/MAC Binding feature

· Add DoS features: MIME flooding and sequence number out-of-range check
Release 1.02


Initial release
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