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1. INTRODUCTION

ASMA contains ASMA driver for different motherboards and its SNMP agent. Through
SNMP Agent, Network management software such as NT performance monitor and HP
OpenView can monitor the system's fan speeds, working voltage and system temperature.
SNMP Agent will report to Network Management Station immediately to in case of an
error to prevent problems from getting worse when the server'sin an abnormd state.

1.1 ASMM Overview

ASUS Sysem Monitoring Module, is a hardware portion of this management
environment. There are two kinds of implementation for this part. One is ISA cad
implementation, the other one is mainboard implementation.

Basicdly the ASMM card is a 8 bit ISA Server Monitoring Card which includes a 20-pin
externa feature connector for ASUSTek SMH (Server Monitoring Header).

A ground
B: CPU1ITH
C EXT ShaT#

D: CPU2TH
E: RESET

»| F: POWER_LEL
G SMB_CLE
H SME_DATA
I EEYLOCK

T 3

E: TH_REFV

The connections are classfied into 2 categories. Chasss Intruson and Fan Monitor:
Chassis Intruson: Chassis Intrusion permits the activation of a user-instaled darm. One 3
wires cable supports the external customized chassisintruson darm. The pin definition are
: RED ( battery power ), YELLOW ( intruson signd), and BLACK ( ground ). The
externa intruson signa should be open-drained. Fan Monitor: The fan monitor provides
power for up to 3 fan while monitoring the connected fans rotation through the specialy
designed tachometer. Three 3 wire cables are used to extend the length of each fan
connection. The pin definitions are. YELLOW ( tachometer signd ), RED ( +12V) , and
BLACK (ground).

The sysem will be notified when the voltageltemperature/fan speed exceeds the
predefined thresholds. The notification mechanism can be as smple as polling or through
SMI#IRQ service routine, depending on the programming of LM78. Five different
choices of 1SA IRQ can be sdected (IRQ 3,4,5,6,7) through hardware jumper. ASMM
function includes the Chassis Fan, CPU1Fan, CPU2 /Power Fan, +3.3V, +5V, -5V, +12V,
-12V, System Temperature, Chassis Intrusion, and Automatic Server Restart.



1.2 ASMA Overview

ASUS System Monitoring Agent is a SNMP agent. This software enable the computer to
be managed by Network Management Station (NMSs) through Internet. ASUS System
Monitoring Agent can report the computer fan speeds, working voltage, system
temperature and chassis intrusion to NMS, it can aso enable or disable Automatic Server
Regtart (ASR) function from NMS through the Internet. ASR is a function that reboot the
computer system automaticaly when the computer system is hang. ASR and Chassis
Intrusion functions must have ASMM card or its hardware circuit/components installed on
the mainboard. There are severa manageable environments for ASMA:

NT Performance Monitor

NT Event Viewer

NT Web Adminigtration

LANDesk Server Manager

HP Openview

CA-TNG

Microsoft System Management Server (SMS)
Other SNM P Management Stations

ASUS System Monitoring Agent - it can record the history of ASUS System Monitoring
Agent progress satus. The datus includes the time during which dert events
(fan/voltage/temperature) occur and what type dert events (fata/warning/normal) occur.
The status aso log the time ASR/Remote Reboot/Chassis Intrusion is enabled or disabled.
These datus events are dl logged in the Windows NT Application event log file. Users
can view these event log easily from Windows NT event viewer. These status events can
be displayed in different colors (for example, red for critical events, yellow for warning
events and blue for normal indication events). Through different color usage, one quick
look at the screen will cover the whole scope of every computer status across the
enterprise. Users can view another computer's ASUS System Monitoring Agent's event
log remotely through the network by Windows NT event viewer too. ASUS System
Monitoring Agent provides extensions to the Windows NT Performance Monitor utility
that alow you to monitor the computer fan speeds, voltage level and system temperature
on ether loca or remote machines without usng a NMS, al you needed is the Windows
NT Performance Monitor.

NT Performance Monitor Extension Counters - Performance Monitor groups the
counters by object type. After install the ASMA into NT system, a unique set of
counters exist for the ASMA system temperature, CPU temperature, Chassis Intrusion
and other object types that produce statistical information. Certain object types and
their respective counters are present on all systems.

ASUS ASMM Diriver - SNMP extension agent and NT performance monitor extenson
counters must use this driver to access and control the ASMM hardware.



1.3 SNMP Overview

Simple Network Management Protocol (SNMP) is the most popular network management
protocol in the TCP/IP protocol suite. SNMP lets TCP/IP-based network management
clients exchange information about the configuration and status of nodes on a TCP/IP-
based Internet. The information available is defined by a set of managed objects referred to
as the SNMP. The example of SNMP in a network environment isillustrated as follows.

SNMP Management means a server can control other clients via
SNMP. (like HP Openview )

Set/Get
SNMP
ASMA / Management
Get/Set / Set/Get
Response/ ﬁ
Response
Trap
ASMA
Ethernet EThernet

As mentioned above, we will introduce severa terminology of SNMP.

Management Information Base (MIB). The subset of managed objects comprising the
TCP/IP portion of the MIB is maintained by each TCP/IP node. SNMP aso generates trap
messages used to report significant TCP/IP events asynchronoudy to interested clients.

SNMP Get — let SNMP NMS get the value of atribute of managed system, such as fan
speed, working voltage and system temperature.

SNMP GetNext — alows the NMS to retrieve the next object instances from a table with
an agent.

SNMP Set — st the value of attribute of managed system, such as fan speed threshold,
working voltage threshold and system temperature threshold from SNMP NMS.

SNMP Response — be responsible for the response of SNMP GET, SNMP GETNext and
SNMP Set.

SNMP Trap — managed computer system can inform some event to the NMS ( when the
interested attributes, such as fan/voltage/temperature, over or lower the thresholds )
asynchronoudly.



2. FUNCTION DESCRIPTION

There are several functionsin ASMA. These functions are described as follows.
ASMA
- isaSNMP agent, and has full SNMP operations.
has Windows NT performance monitor extensions counter.
use Windows NT event log to record the important events.
IS more convenient to install.

has auto detection function for monitoring hardware of different system (such as
the number of fans of mainboard).

ASMA consists of full set SNMP operations, such as SNMP Get, SNMP GetNext
SNMP GetResponse, SNMP Set and SNMP Trap, so it can be managed by any kind
of SNMP management software. Even, if there is not any SNMP management
software in your business, it can also be managed by Windows NT Performance
Monitor. Through the ASMA driver, the system information can be retrieved and be
shown to the system administrator, so the system administrator can deal with the
abnormal activities to avoid the system crash. Furthermore, ASMA is easy to install,
and you do not need to reboot your system when the installation is completed.

ASMA provides severa different function under hardware requirements, such as
monitoring system temperature, fan speed, and voltages, to enhance system stability.
And then these functions are separately explained as follows.

1. Temperature monitor: system temperature, CPU 1 temperature and CPU 2
temperature. These recommendation values are illustrated in table 2-1.

Table 2-1 Default Value of Temperature Monitor

Fatal Low Warning Low Warning High Fatal High
Value Value Value Value
System 210 0 60 70
Temp.
CPU1 210 0 60 70
Temp.
CPU2 210 0 60 70
Temp.

(Note: The unit specified in the table isin centigrade.)



2.Fan speed monitor: The fan monitor provides power for up 3 fans while monitoring
the connected fans rotation through the specially designed tachometer. The
recommendation values areillustrated in Table 2-2.

Table 2-2 Default Value of Fan Speed Monitor

Fatal Low Vaue Warning Low Value
Chesds Fen 1500 rpm 2000 rpm
CPU1 Fan 1500 rpm 2700 rpm
CPU2/Power Fan 1500 rpm 2700 rpm
Note: User must use the CPU2/Power fan with at least 2800 rpm in order to work
properly.

3.Voltages monitor: +12V, -12V, +5V, -5V, +3.3V, V corer (CPU 1 voltage), V core2 (CPU
2 voltage). In general, the high/low warning value is (normal value+10%), and the
high/low fatal value is (norma valuex15%). These recommendation values are
illustrated in the following table.

Table 2-3 Default Value of Voltages Monitor

Fatal Low Warning Low Warning High Fatal High
Value Value Value Value
Veorel | 5380 my 2520 mv 3080 mv 3220 mv
(2.8v)
Veore2 | oag0 my 2520 mv 3080 mv 3220 mv
(2.8v)
+3.3v 2805 mv 2970 mv 3630 mv 3795 mv
+50v 4250 mv 4500 mv 5500 mv 5750 mv
-50v -5750 mv -5500 mv -4500 mv -4250 mv
+12.0v 10200 mv 10800 mv 13200 mv 13800 mv
-120v -13800 mv -13200 mv -10800 mv -10200 mv

4.Chassis intrusion: Chassis intrusion permits the activation of a user-installed alarm.
Furthermore, optical chassis detection circuit is also built-in (or external intrusion

detection connector is aso provided).

5.ASR(Automatic Server Restart): Server can be hard reset after a system hang is

detected.

6.Remote reboot: SNM P management can reboot the managed SNMP agent via

network.




Besides, due to the different characteristics of each mainboard, there are different
functions provided by the hardware. Table 2-4 illustrates the differences.

Table 2-4 ASMA function for ASMM card and ASUS mainboard

Mode / Function Ise\zl B 1"053 P2L97-DS Rpjv B 1D 083 P65UpPS / with
T T ASMM cad
P2B-S P2B-D2 Rev. 1.04
Rev. 1.03 Rev. 1.02
Chassis Fan X X X X
CPU 1Fan X X X X
Speed
CPU 2/ Power X X X X
Fan Speed (Power Fan) (CPU 2 Fan) (CPU 2 Fan) (CPU 2 Fan)
CPU 1 Vcore X X X
CPU 2 Vcore X X
+3.3V X X X X
+5V X X X X
-5V X X X X
+12V X X X X
-12V X X X X
CPU 1
Temperature X X
CPU 2/ X X
Regulator (Regulator (CPU 2Temp.)
Temperature Temp.)
ASR X X X
Chassis Intrusion X X X
Remote Reboot
Management X X
System
Temperature X X X X

(Notes X ismeanits VALUE isVALID in thismainboard )




For ASUS Server, there are two method to detect Chassis Intrusion. One is Photo
Sensor, another is Micro Switch. Table 2-5 describe the difference method for ASUS
Server.

Table 2-5 Chassis Intrusion Detection Method for ASUS Server

ASUS Server Type Chassis Intrusion detection Method
AP100 Photo Sensor
AP2000 Micro Switch
AP2500 Micro Switch
AP6000 Micro Switch
AP7000 Photo Sensor
AP7500 Micro Switch

Finally, frequencies generated by different SNMP traps are described as follows.

The Fata SNMP Trap duration is 10 sec by default. The Warning SNMP Trap
duration and the Chassis Intrusion SNMP Trap duration are 20 sec and 60 sec
individually. The Fatal SNMP Trap duration can be changed via set-operation of
SNMP from smPollFreq MIB object. But the Warning SNMP Trap duration and the
Chassis Intruson SNMP Trap duration can not be changed to any value, and they
must be the 2 and 6 multiples of the Fatal SNMP Trap duration respectively.

10



3. INSTALLATION PROCEDURES
ASMM card

1. Plug the ASMM card onto your computer.

2. Make surethe ASMM card isin alSA dot correctly.

3. Be sure the server monitor signal connector is connecting to motherboard server
connector.

4. Be sure the CPU1 Fan and CPU 2 Fan connector is connected properly.

5. Be sure the Reset signa connector is connecting to motherboard Panel connections.

6. Be sure the Chassis connector is connecting to motherboard externa micro-switch.

Important! If your motherboard is equipped with the LM78 chipset, your system will

report a warning since both LM78 use the same I/O address. Please refer to ASMM user’s

manual for more information.

Motherboards embedded ASMM

1. Make sure the motherboard is P2B-L S, P2B-DS, P2B-D2.

2. Be sure the CPU Temp. cable is connecting to motherboard connector.
(for P2B-LS— TRCPU connector )
(for P2B-DS —> JP4 and JP5 connector )
(for P2B-D2 — J1601 and J1602 )

3.1 Operation System Requirements

ASMA can support both Windows NT Server and Windows NT Workstation, but you
mugt ingtall the SNMP service first before you ingtall the ASMA to aNT system. If you
aready ingtaled a previous verson of ASMA in the NT system, you must uningtall the
older version before you ingtalling the new version of ASMA into aNT system.

(Pleaseingtdl the NT SNMP servicefirst)

Severe |

Q The SNMP Service is not installed on the spstem

The SMMP Serdice MUST be installed on the system,
I order for the Azuz SHMP Agent to work

11



3.2 Installation ASMA into NT system

1. Insert the ASUS ingtdlation CD or disk. The ASUS ingtal
shell will appear. If it does not appear, run \setup.exe.
You will presented with alist of installed options.

2. Click theingtal ASMA and awelcome message appears.

Welcome

‘whelcome ta the AS1S System Manitaring Agent 1.1
Setup program.  This program will inztall ASUS System
tonitoring Agent 1.1 on your computer.

It iz gtrongly recommended that you exit all Windows programs
befare running this Setup program.

Click Cancel to quit Setup and then cloze any programs you
have running.  Click Mest to continue with the Setup program.

WARMIMG: This program iz protected by copyright law and
international treaties.

Unautharized repraduction or distribution of this program, or any
portion of it, may rezult in severe civil and criminal penalties, and
will be prosecuted to the marimum extent poszible under law.

Cancel

3. ASMA program will stop and restart your NT SNMP service.

Check and Stop SNMP Sence.

12




3. Please type your name and company.

Uszer Information

Tupe pour name below, v'ou must alzo type the name of the
company you waork. for.

Mame: |.~’-\SUS_£«GENT

LCompar; IAS s

< Back Cancel

4. Choose a destination location.

Chooze Deztination Location

Setup will ingtall 85115 Syztem Monitoring Agent 1.7 in the
fallowing folder.

Toinztall to this falder, clhick Hest.

Toinztall to 5 different folder, click Browse and select another
folder.

ou can chooze not boingtall 3505 Spstem Monitoring Agent 1.1
by clicking Cancel to exit Setup.

" Destination Folder

C:A WSS Segtem Monitoring Agent Browse... |

Cancel |

13



5. Sdlect program folder.
[x]

Select Program Folder

Setup will add program iconz to the Program Folder listed belov,
You may type a new folder name, or select ane from the exristing
Folders list. Click Mest to continue,

Program Folders:

stern Maonitaring Agent

Episting Folders:

Adrministratiree Toals [Cormmon)

< Back I Mewut » I Cancel

6. Sdlect the Chassis Intrusion detection Method. (Reference Table 2-5)

a. AP100 support Photo Sensor.
b. AP2000, AP2500, AP6000,AP7500 support Micro Switch.
c. AP7000 will not appear this dialog box, it support Photo Sensor Only.

Choose The Chassis Intrusion Detection Method [x]

Selectthe Chassis Intrusion detection method from the options below.

 Micro-Switch

Mo Chassis Intrusion

< Back | Mext > | Cancel

14



7. Start to copy filesto system.

<1 ASUS System Monitoring Agent 1.1 Setup

ASUS Systen: Monitoring Agent 1.1

=
&
&

8. Click I would like to view the Readme file, if you want to view it.
A setup complete dialog box appears, click Finish to complete the setup.

Setup Complete

Flzaze read the Feadme. htm file for important information about
the product ASUS Syztem Monitoring dgent 1.1

¥ 1 would ke ta views the Feadme file.

Click Finizh to complete ASIS System konitoring Agent 1.1
Setup.

< Bask I Finizh I

15




9. Show readme.htm in web browser.

 C:\Program Files\Asus\ASUS System Monitoring AgentiReadMe._htm - Microsoft Internet Explorer
J Eile Edit “iew Go Favortes Help ‘

J@,»,@Gﬁ‘@@@

Back R eigif=lie] Stop Refresh Horme Search  Faworites  History  Channels

&

Fullscreen hail

JAddress IE ChProgram FilestAsusiASUS System Monitaring Agent\Readhie.htm j H Links

ASUS System Monitoring Agent Version 1.1 Readme

© 1998 ASUSTek Computer Corporation

This document includes information provided by the ASUS® Server and System Business
Team.

Contents

Introduction

Setup
Uninstall

Installing and Configuring SNMP
ASUS MIB
ASUSMIB.MIB File

ASUS System Monitoring Agent 1.1 for Windows NT Performance Monitor Extensions
ASUS System Monitoring Agent 1.1 for Windows NT Event Viewer

@ | | | ’_ Wy Computer
Astart|| @ RS E A ® |[[£1c\Program Files | azepm

El

10. After the program installation is completed, you should be ableto see it from
the application program list menu invoked by the START button.

New Office Document
—

u
BOpen Office Document

A:cessorles
ernet Explorer
Favorites » Hstarup
ECDmmand FPrompt
@ Documents b By Windows NT Explorer
(= Administrative Tools (Commaon)
@ Seftings ¥ 8 Adobe Acrobat

. @ Startup
»

@ Hslp @Mmitm 3
- GASUS Frivate EnterPrise MIB
Txi | eﬁead Me

@ Log Off Administratar...

Shut Down

[ 112zam
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4. ASMA SOFTWARE CONFIGURATION
4.1 Configuring ASMA on Windows NT

If you monitor your PC or network by usng Smple Network Management Protocol
(SNMP), you can use the SNMP Management Information Bases (MIBS) provided by
ASMA software program. Y ou will need to compile the MIB files using the MIB compiler
that comes with your SNMP Management software.

* Configuring SNMP Service on NT Server

1.At the Microsoft SNMP Properties dialog, click the Traps tab.

2.In the Community Name box, type a name for the SNMP community, such as
public.

3.Click the Add button.

4.Below the Trap Destinations box, click the Add button.

5.Typethe IP address or computer name of your network's SNMP management
station

6.Click the Add button.

7.Click the OK button.

8.Click the Close button.

9.When prompted , click the Yes button to restart your computer.

Microsoft SNMP Properties HE

Agent  Traps |Securily|

The SHKF Service provides network management owver TCR/IP and
IF/SFx protocols. ftraps are required, one or mare community names
must be specified. Trap destinations may be host names, IF addresses,
or IPX addresses.

— Cormmunity Name:
[pubiic = el
Bemowve |

Trap Destinations:

192.72.126.155

Add.. | Edit. | Remove |

0K I Cancel | Al |

Notes: User can use the SNM P Management software to control or change those values
from remote site. We strongly suggest users to use the SNMP Management
Software to change the threshold value, ASR enable and Chassis Intrusion enable
vaue. The default function of ASR and chassisintruson are disable.

17



To turn ON/OFF the Automatic Server Restart:
Hkey Loca_Machine\System\CurrentControl Set\Services\A SR\Parameter\ASREnable
(for PESUP8 + ASMM card )

&' Registry Editor

Begistiy  Edit Wiew Help

- SECURITY =] | Mame | Data

G SOFTWARE [Default] [walue nat zet]

= SvSTEM ] 0»00000001 (1]
3 Clone EE]ASR Timer 000000019 [25)

+-{Z1 ControlSet001
=23 ControlSet00z
ElD CurrentContralS et
{:I Control
=22 Erum

D Hardware Profile:
=127 Services
{23 Abiosdsk,
-0 Afd
) AhalS4s
{2 Ahal T4
E-{I0 aicTSxs
F-{ Alerter
{2 Abways
~{Z2 amilnt
[ amsint

T Ao =
o T A
< I _>I_I < | m

I ky ComputersHEEY_LOCAL MACHIMESSY'S TEMSCurrentControls etsS erviceshaSRYWFs 2

o

Hkey Loca_Machine\System\CurrentControl Set\Services WA SR\Parameter\A SREnable
(for P2B series)

= Registry Editor - [HKEY_LOCAL_MACHINE on Local Machine]
Options  Window  Help 18] =]

nBegistry Edit Tree “iew Security

—Etga =] _ ]
EIR 0 ASRTimer : REG_DWORD : 0x5
-0 Ulira124 loPortAddress . REG_DWORD : Dx30
0 Ultra? 4f loFonCount : REG_CWORD - Ox?
—C0 Ultra24f
FCOURS

38 wPvram

—3 vgaSave

30 vgaStant
—E0vxD

&1 WASE

£ Enum

3 Security
G0 Wd 33093

-G wdd0c2da

G0 weitekpa

3 WinSock

G winSock?

G winTrust —

G2 WLM7EDre hd
1 | 1
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To turn ON/OFF the Reboot System function:
Hkey Loca_Machine\Software\A SUS\ASUSMIB\RebootSystemEnable

= Registry Editor - [HKEY_LOCAL_MACHINE on Local Machine]

i Begisty Edit Tree
= HEEY_LOCAL_MACHINE
- E HARDWWARE

-3 Sabd

&3 SECURITY

& SOFTWARE

- Adohe

-3 Asus

ASIS System Monitoring
#= AsushIB
£ Hardware Config

-3 Classes

3 Clients

3 Compag

G2 Description
-3 Intel

30 Microsoft

G 0DBC

1 Program Groups
—C1 Secure

-3 Windows 3.1 Migration Statu
-3 SYSTEM

“iew Security Options

1] |

Window Help
L78INIHighLimit: REG_DWORD : 0x1676
L78IN3LowLimit: REG_DWORD : 0x109a
Lkd78IM 3w arningHighLimit: REG_DWORD : 0x157c
Lkd78IM 3 arningLowlimit: REG_DWORD : 0x1194
LA78INAHighLimit: REG_DWORD : 0x35%ef
L78INALowLimit: REG_DWORD : 0x27d8
Lr78INdamingHighLimit: REG_DWORD : 0x3330
Lr78IM v armingLowlimit: REG_DWORD : 0x2a30
Lid78kinusIiMEHighLimit: REG_DWORD ; Duffffcl828
LiA7ErinusIMNELowLimit : BEG_DWORD : Duffffcald
Li78MinusINSWarningHighLimit : REG_DWORD : O«ffifdl
L7 8MinusINSWarningLowLimit : REG_DWORD : Oxffffcc
L 78MinusiNEHighLimit : REG_DWORD : Oxffffefbb
LiA7BrinusIMBELowLimit : BEG_DWORD : Dxffffe8a
Lkd78kinusiMBWarningHighLimit: REG_DWORD : Oxffffe
Lkd78MinusIMNBW arningLowLimit : REG_DWORD : Oxffifes
LM78PolFreq : REG_DWORD : Oxa
LM78TemperatureHighLimit: REG_DWORD : Ox46
LM78TemperatureLowLimit : REG_DWWORD : Oxffffffe
Lkd78TemperaturetamingHighLimit: REG_CWORD - O
Lk78TemperaturetaminglLowLimit: BEG DWORD 0 |
nEnable : ) - [ -

| ol

To enable the Auto hardware detect function:

Hkey Loca_Machine\System\CurrentControl Set\Services\WL M 78Drv\Parameter\AutoD

ect (for P2B series).

Hkey Loca_Machine\System\CurrentControl Set\Services\L M 78Drv\Parameter\AutoDet

ect (for PESUP8 & P2L97-DS).

Notes: If you want to add addition hardware (like FAN) to system, you can modify the

vaue of AutoDetect from O to 1 without re-ingtall the ASMA. After you modify

the value of AutoDetect, please reboot your system..

= Registry Editor - [HKEY_LOCAL_MACHINE on Local Machine]

i Begisty Edit Tree
-0 Ulira 4
-0 UliraZ 4f
e

- G v vram
- vgaSave
30 vgaStan
EI RGN,

-G WASE
-G Wl 33cH3
-G wd40c2da
B wihvga
weitekpd
3 WinSock
50 WWinSock?
G winTrust
&1 w780
£3 Enum
£ Security

-3 Xga

- Select

-1 Setup -

| 21

=] |

i

1]

“iew Security Options
cessPath
AtoDet :
Chassisintrusion

12CSleepTime : REG_DWORD : Dxa
loFonaddress  REG_DWORD : Oxe800
loFonCount: REG_CWORD : Oxb
ISAloPotdddress - REG_DWORD : 0x295
ISAloPontCount : REG_DWORD : Oe?

Window Help
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To enable the Chassis Intrusion Exist function:

Hkey Loca_Machine\System\CurrentControl Set\Services WL M 78Drv\Parameter\Chass

slntrusonExi<,

Set 0 to disable, 1 to enable Photo sensor, 2 to enable micro switch.

= Registry Editor - [HKEY_LOCAL_MACHINE on Local Machine]

i Begisty Edit Tree

1]

-0 Ulira 4
-0 UliraZ 4f
e
- G v vram
- vgaSave
30 vgaStan
VD
-G WASE
-G Wl 33cH3
-G wd40c2da
B wihvga
weitekpd
3 WinSock
50 WWinSock?
G winTrust
&1 w780
£3 Enum
£ Security
-3 Xga
- Select

[

-1 Setup

“iew Security Options

|

Window Help
AccessPathByUser: REG_DWORD : 0

Intrusion R
12CSleepTime : REG_DW
loFonaddress  REG_DWORD : Oxe800
loFonCount: REG_CWORD : Oxb
ISAloPotdddress - REG_DWORD : 0x295
ISAloPontCount : REG_DWORD : Oe?

To turn ON/OFF the Chassis Intrusion function:
Hykey Loca_Machine\Software\ASUS\ASUSMIB\Chassisintrusion

= Registry Editor - [HKEY_LOCAL_MACHINE on Local Machine]

ﬁ Begistry Edit Tree Yiew Security Options Window  Help 18] =]
&= HKEY_LOCAL_MACHIMNE ASRandPebootGranted : REG_DWORD : Ox1 -
G0 HARDWARE Intrusion : REG_ CAWWORD -0

1]

30 SAR LW7B8CPUI TemperatureHighLimit: REG_DWORD : Ox4E
-E3 SECURITY Lk78CFLN TemperatureLowlimit: REG_DWORD : Ouxfffff
-3 SOFTWARE LM7ECPU TemperaturedarningHighLimit : REG_DWOFR
0 Adohe LM78CPUN Temperature’arningLowLimit: REG_DWOFR
- Asus LM7ECFU2TemperatureHighLimit: REG_DWORD : OxdE

ASIS System Monitoring
#= AsushIB
£ Hardware Config

-3 Classes

3 Clients

3 Compag

G2 Description

-3 Intel

30 Microsoft

G 0DBC

1 Program Groups

—C1 Secure

-3 Windows 3.1 Migration Statu

-G SYSTEM

| l4]

LM7ECPUETemperatureLowlimit: REG_DWORD : Duxfffff
Lk78CPUETemperaturedarningHighLimit : REG_DWWOFR
Lk78CPUZTemperaturedarningLowlimit: REG_DWOR_
LiA78Fan] Lowlimit: REG_CWORD : Ox&dc
Lk78FanTWarminglowLimit: REG_DWORD : 0x7d0
LiA78FanZLowlimit: REG_CWORD - Oxbdc
Lk78Fan2¥WarningLowLimit: REG_DWORD : Oxalc
LiA7EFan3lowlimit: REG_CWORD - Oxbdc
Lkd78Fan3arminglowlimit: REG_DWORD @ Oxalc
L78INOHighLimit: REG_DWORD : Oxc34
Lr78INOLowLimit: REG_DWWORD : 0x34c
LK78IMDWarningHighLimit: REG_DWORD : 0xc08
Lkd78IM O arningLowlimit: REG_DWORD : 0x3d8
L78INTHighLimit: REG_DWORD : Oxc34

L78INT LowLimit: REG_DWORD : 0x34c

y
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5. ASMA MANAGEMENT ENVIRONMENTS

In here, we introduce some ASMA management environments only. For more information
or detailed description , please refer to ASUS System Management Application note.

5.1 NT Performance Monitor

NT Performance Monitor - is a graphical tool for measuring the performance of your
own computer or other computers on a network. On each computer, you can view the
behavior of objects, such as processors, memory, cache, threads, and processes.

The following overview lists how you use Performance Monitor to view the
performance of objects:. Simultaneously view data from any number of computers.
View and dynamically change charts reflecting current activity and showing counter
values that are updated at a user-defined frequency. Export data from charts, logs,
aert logs, and reports to spreadsheet or database programs for further manipulation
and printing. Add system alerts that list events in the Alert Log and notify you either
by reverting to Alert view, logging the event in Event Viewer's Application log, or
issuing a network alert. Run a predefined program either every time or only the first
time a counter value goes over or under a user-defined value. Create log files
containing data about objects on different computers. Append selected sections of
existing log files to asingle file, forming a long-term archive.

Performance Monitor consists of four main windows, which you display by clicking
Chart, Alert, Log, or Report on the View menu. These windows contain different
information and have only the menu bar, status bar, and toolbar in common. You can
press the F1 key to see Help about any Performance Monitor command. On the
Options menu, Data From is available in any of the four windows. Use this command
to switch from working with current values for current activity (real time data) to
viewing and manipulating existing log files. The default is current activity.

There are two ways that user can monitor system temperature, working voltages and
fan speed from NT Performance Monitor.

Method I:

1. From the Windows NT desktop, choose Start select Programs, Select ASUS
System MonitorAgent, Select Monitor.

2. From the Monitor, you can monitor the status of system's temperature, voltage
and fan speed.

Method I1:

1. From the Windows NT desktop, choose Start | Programs | Administrative Tools |
Performance Monitor.

2. Choose Edit menu, Select Add to Chart

3. Select the computer that you want to monitor, click OK.

4. From the Object Box, select ASUS System Monitor. It will displays ASUS
System Monitor performance list in the Counter Box.
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5. To see adescription of acounter, click the Counter in the Computer list box, and
click the Explain button. This displays a Counter Definition panel that describes
the counter.

6. In the Counter list box, click a performance counter you want to monitor, and click
the Add button. Repeat this step for al counters you want to monitor.

iz Performance Monitor S
Eile  Edit Miew Options Help
+E= =G &

GO /. d to Chart []

75

70 Computer I\\ASUS_AGENT Add

65

50 Object IASUS System Monitar r| Instance Cancel

E5

50 Counter: =

|
_I Explain>>
Il Help

System CPU 1 Temperature
System CPUZ Temperature/Regulator Tx
4 »

20 Color, [m— ] oo IDefau\t j widdth: | =l SME:| =]
15
10
5
0
Last| 0.000 Average| 0.000 Min 0.000 Max 0.000 Gragh Time 100.000
Color Scale Counter Instance Parent Object Computer
‘Data Current Activity
#start| & & A © | |[EPerormance Mon... I ez am

7. When you are finished adding counters to the chart, close the Add to Chart dialog
box., You can now observe the color-codes graphs of the counters you have
choosen as they Illustrate current.

i@ Performance Monitor [ [=2]x]
Eile Edit Wiew Options Help

+elx| sl @]

Last|  5PRAON0 Average|  B7A55@4 Min|  EPRAOD0 Max|  SAIANND GraphTime| 100000

Color Scale Instance Parent
] 0.0100000 CP /Po ) vion
Data: Current Activity

M Start H e %) H EPerformance Mon... | 919 Al

Note: Using Method 11, you can monitor another computer that installed ASUS
system monitor agent remotely from the network.
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To configure the threshold of Fan/Voltage/Temperature in NT performance monitor
extension

1. From Start, Select Programs, Select ASUS System Monitoring Agent, Select
Alert, choose the threshold you want to monitor.
Choose Edit menu, Click Add to Alert

Select Computer, object, counter, Set Alert threshold value, click Add, click
done.

wnN

iz Performance Monitor - Fatal 003.pma =] x]
Eile  Edit Miew Options Help

Alert Interval: 5.000

Alert Log
Add to Alert [x]
Computer. I\\ASUS_AGENT Add |
Object IASUS System Monitar j Instance Cancel
Counter:  [CPU 2 Fan/Pawer Fan = MI
CPU 2 Voltage
System CPU 1 Temperature Hel
System CPUZ Temparaturs/Regulsior T Lo
n Temperature
AlertLeg Aler If Run Prograrm on Alert
Color  Colgr; | — El = Onver o I € First Time
@ € Undler & EweryTime | ENT
O ENT
(] > 13800 -12v — — ASUS Systern Mon VWASUS_AGENT
(@) < 42500000 +5.0% — — ABUS System Mon VWASUS_AGENT
® < 28050000 +33V — — ASUS Systerm Mon VWASUS_AGENT
[ ] < 10200 +12v — —

< 1500.0000

ASLS System Mon VWASUS_AGENT
A em Mon 4 GENT

‘Data Current Activity, Save File: Fatal 003 pma

M Start H e %) H EPerformance Mon... ‘ 10:48 Ak

4. Choose Options menu, click Alert.

5. Select Send network message, Type the computer name where the alert message
you want to sent.

iz Performance Monitor - Fatal 003.pma =] x]
Eile  Edit Miew Options Help

Alert Interval: 5.000

Alert Log
Alert Options
IV Switch to Alert Yiew
¥ Log Eventin Application Log
Cancel
-~ Network Alert
¥ Send network message
Met Mame: ﬂl
ASUS_CONSOLE|
i Update Timi
Interval (seconcs):
Alert Legend. # Periodic Update 5.000
Color Value Cour Computer
¢ 00000 Systa || e amusllpdsts M Mon YASUS_AGENT
> 57500000 -5.0%: m bon WASUS_AGENT
> 13800 -12v

ASUS Systern Mon VWASUS_AGENT
ASUS System Mon YWASUS_AGENT
ASUS Systerm Mon VWASUS_AGENT

ASUS Systern Mon WASUS_AGE]
A o GE

< 42500000 +5.0V
< 28050000 +33V
< 10200 +12v
< 15000000 CPU 2 Fan/Power Fan

oL Jerel

‘Data Current Activity, Save File: Fatal 003 pma

M Start H e %) H EPerformance Mon... ‘ 11:01 Abd
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6. You can stop the CPU fan to generate a dert.

i@ Performance Monitor - Fatal 003.pma [ [=2]x]
Eile Edit Wiew Options Help

=@ +HEx]| =i E
Alert Interval: 5.000

AlertLog

@10/15/98  11:02:5.8 AM 0.000 < 1600000 CPU 2 Fan/Power Fan, . . ASUS System Manitor, WASUS_AGE

@10/15/98  11:02:10.8 AM 0.000 < 1600000 CPU 2 Fan/Power Fan, , . ASUS System Manitor, YWASUS_AGE
gl 0 < 1500000 CPLU 2 Fan, Fan, . . ystem Monitor,

4] | i

AlertLegend.
Color Value Counter Instance Parent Object Computer

) < 0.0000 System Temperature  — - ASUS System Mon 4\ASUS_AGENT
o) >5750.0000 -5.0v - - ASUS System Mon WASUS_AGENT
@ > 13000 -12v - - ASUS System Mon WASUS_AGENT
fa) < 42500000 +50V - - ASUS System Mon \ASUS_AGENT
® < 28050000 +3 3V — ASUS System Mon 4WASUS_AGENT
@ BEY

— ASLS System Mon LV ASUS_AGEN
/ ; MNT

‘Data Current Activity, Save File: Fatal 003 pma

M Start H e %) H #Performance Mo ‘ 11:02 Ahd

7. Using Event viewer to view this alert message.

10415788 EwventlD: 2000
Log Wi Time: 11:02:05 AM Source:  PerfMon

Dat User: (TN Type! Information 5 t
Glls Computer: ASUS_AGENT Category: None S e

@ 1015 BSUS_AGENT
& 10/15 Description: BSUS_AGEMNT

I’\n Alert condition has occurred on Computer: \WASUS_AGENT ; Object: ;I PrSUS_AGENT
SIS System Monitor; Counter: CPU 2 Fan/Power Fan ; Instance: : Parent:
: Yalue: 0.000; Trigger: < 1500.000

@ 10,15

@ 10/15 BSUS_AGEMT

& Bytes € Words

22
Sl
38
Ja
35

Dlext

M Start H e & %) H E#Parformance Monitar |i vent Viewer - Ap... ‘ 11:05 Ahd
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8. Thisaert message will send to CONSOLE.

Message fram ASUS_AGENT to ASUS_COMNSOLE on 10/15/95 11:01AM

"0/15/96 11:02:5.8 AM 0.000<  1500.000 CPU 2 Fan/Power Fan, . .
ASUS System Manitor, VASUS_AGENT"

M Start H &% ) H i Messenger Servi... | 11:03 An

5.2 NT Event Viewer

Event Viewer - is the tool you can use to monitor events in your system. You can use
Event Viewer to view and manage System, Security, and Application event logs.

Event: In the Windows NT operating system, an event is any significant occurrence
in the system or in an application that requires users to be notified. For critical events
such as afull server or an interrupted power supply, you may see a message on screen.
For many other events that do not require immediate attention, the Windows NT
operating system adds information to an event-log file to provide information without
disturbing your usual work. This event logging service starts automatically each time
you start you computer running Windows NT.

System Log: The System log records events logged by the Windows NT system
components. For example, the failure of a driver or other system component to load
during startup is recorded in the System log.

Security Log: The Security log records security events. This helps track changes to
the security system and identify any possible breaches to security. For example,
attempts to log on the system may be recorded in the Security log, depending on the
Audit settings in User Manager. You can view the Security log only if you are an
Administrator for a

compulter.

Application Log: The Application log records events logged by applications. For

example, a database application might record a file error in the Application log.
ASUS ASMA will generate some specia eventsin thislog.
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ASMA events information in Event Viewer:

: Event Yiewer - Application Log on Y\ASUS_AGENT
Log “iew Options Help

Date Time Source Category Event User Computer

@ 10/15/98  1:51:30 PM ASLS SNMP Agent Mane [/ 4 ASUS_AGENT
i (] ne 4 T

2 \ /
ABUSE SMNMP Agent Mone A AZU

@ 10/15/98 14350 PM _AGENT
@ 10/15/98 14350 PM ABUSE SMNMP Agent Mone 2002 A ASUS_AGENT
@ 10/15/98 14350 PM ABUSE SMNMP Agent Mone 2000 A ASUS_AGENT
@, 10/15/98  1:43:50 PM ABUSE SMNMP Agent Mone 1003 A ASUS_AGENT
@, 10/15/98  1:43:50 PM ABUSE SMNMP Agent Mone 1004 A ASUS_AGENT
@, 10/15/98  1:43:50 PM ABUE SMNMP Agent Mone 100z A ASUS_AGENT

To show a Automatic Server Restart Function Enable/Disable event in Event Viewer:

Ewvent Detail

Date: 10/15/98 EwventlD: 2000

Time: 1:43:50 FPhd Source:  ASUS SNMF Agent

User: [RFFS Type: Infarmation

Computer: ASUS_AGENT Category: MNone

Description

lSF (Automatic Sener Restart) function is ENABLE on this camputer, =l
o) e

K f
Close | Previous MNext Help |
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To show a Chassis Intrusion Function Enable/Disable event in Event Viewer

Event Detail
Date: 10415798 EwentlD: 2002
Time: 1:43:50 Phd Source:  ASUS SMNMP Agent
User: (WY Twpe: Information
Computer: ASUS_AGENT Category: Mone
Description:
iThe Chassis Intrusion function is EMABLE an this computer. |

Kl

Close |

Previous

To show a Reboot Management function Enable/Disable event in Event Viewer:

Event Detail
Date: 10/15/98 EwventlD: 2000
Time: 1:43:50 Pid Source:  ASUS SMMP Agent
User: IN{A Type: Information
Computer: ASUS AGENT Category. None
Description:
lLSR (Automatic Server Restart) function is ENABLE on this computer, =]

K

Close |

Previous

Help |
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ASMA will generate the SNMP Trap and aevent of NT event log , if an alert occurs.

Event Detail [x]
Date: 10/15/98 EwventlD: 4001
Time: 1:51:20 Pid Source:  ASUS SMMP Agent
User: IN{A Type: Etror
Computer: ASUS AGENT Category. None
Description:
e Fatal Alert condition has occured on this computer The computer system =]
itern: CPIJ2/Power Fan; its walue: 0; its Fatal Low Threshould: 1500; ltis too
Laow (Fatal).
L]
Date: @ Bytes  C1erds
=
Kl _>l_I
Close I Previous et Help |

5.3 NT Web Administration

Web Administration for Microsoft Windows NT Server enables you to remotely
administer Microsoft Windows NT Server using existing HTML browsers. Web
Administration is not designed to replace existing administrative tools for Windows
NT servers; instead, it is to enable you to perform limited administrative tasks when
you are roaming, away from your usua workstation. Web administration is a tool that
is implemented to work in conjunction with Microsoft Internet Information Server
2.0. User can monitor system temperature, working voltages and fan speed from Web
Performance Monitor. You can install the Web Administration software on any server
that run Windows NT server 4.0 and Microsoft Internet Information Server (11S).
Installing the Web Administration software on the server causes the server to publish
web pages that include forms you can use to administer that particular server. The
Web Administration tool is intended for existing Windows NT server administrators
who have performed tasks with the regular administrative tools on Windows NT 3.51
and NT 4.0.

You may download the Web Administration program from Microsoft Web site at
following URL: http:// www.microsoft.com/ntserver/webadmin/dinowdl.htm?

To manage the ASMM in Web Administration program:
1. Run Web Browser (IE or Netscape).

2. Type the address at your Browser such as
http://server name or | P address/ntadmin/ntadmin.htm.
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3. Click the Status. Type your user name, password.

Windows NT Server - Microsoft Internet Explorer

Eile  Edit w  Go  Favorites  Help |

== 0 A o9 WS 2
Back Fomwier Stop Riefresh Home Search Fawvorites  History  Channels | Fullscreen bdail
Address [£] htp.//192.72.126.184/ntadmin/ntadmin him | ks
Web Administration of
Enter Network Password
Introduction Flease type your user name and password
&l
M Resource: 192.72.126.184
M User name: IAdm\mstra{Dr
Event Logs Passward: I
File System
Maintenance o | Cancel
Printers "~ General wWindows NT Server status information.
Services
Sessions You must be logged on with administrative
=222 | privileges to use this tool.
Status
=
‘E ’i ’7‘ | |e\ntemetzme

[ Trseam

Astart| & & A © |[[E1web Administrati..

4. Click Performance Statistics.

File Edit Yiew Go Favorites Help |

- e LD Al el B
Back Fomyer Stop Fiefresh Home Search Favorites  History  Channels | Fullscreen bail
Address |@ http://192.72126. 184/ Scripts/NTAdmin/NTAdmin dli?AdminCommand=Sitatistics j “ Links

Weh Administration of ¥l
Microsoft Windows NT Server

~Status On Server:ASUS_AGENT

Introduction

Accounts

Devices Sgrver Configuration o _
Click here for the server configuration information.

Event Logs

File System
Maintenance

Performance Statistics
Click here for performance monitor statistics on the server.

Server Statistics

Printers : »
Click here for statistics on the server.
Services |
Sessions
Status -
El
‘@ ‘ ’7‘ | |e\ntemetzme

Astart|| & & A © | [E15erver Status - Mi.. I 1t am
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5. Select ASUS System Monitor and Click Counter button

rformance Monitor Objects - Microsoft Internet Explorer [_[5]x]
File Edit Yiew Go Favorites Help |

@v»VQQ‘@@Q H B

Back Fomyer Stop Fiefresh Home Search Favorites  History  Channels | Fullscreen bail

Address [8] hp://192.72.126.184/ ScriptsNTAdmin/NTAdmin dii?AdminCommend=Sratistics_Performance | |J Links
Weh Administration of ¥l
Microsoft Windows NT Server

~Status On Server:ASUS_AGENT

Introduction
Performance Objects

Accounts
Devices Select the object you want to see counter information for and click
e Counters.
Event Logs
File System 4Back to Server Status
Maintenance I
Printers Performance Monitor Objects
Services Server Work Queues Al
T E—— Paging File
Sessions Browser
ASUS System Monitor
Status  — [Gopher Service
Internet Infnrmatinn Servines Glnhal | Counters I ;l
‘@ ‘ ’7‘ | |£\ntemetzme

M Start H e % %) H &]Performance Mon... | 11:43 A

6. When prompted, you can observe the status of system's temperature,
voltages fan speed, and so on.

A Performance Monitor Counters - Microsoft Internet Explorer [_[5]x]

File Edit Yiew Go Favorites Help |

< s @ a0 a E S H B

Back Fomyer Stop Fiefresh Home Search Favorites  History  Channels | Fullscreen bail
Address |@ TAdmin.di?Serer=ASUS_AGENT&ADminCommand=Performance_ListaIndex=20128Command=Counters j “ Links
Web Administration of =]

Microsoft Windows NT Server

~Status On Server:ASUS_AGENT

Introduction
Performance Counters

Accounts
Devices 4Back to Performance Objects
Event Logs
File System ASUS System Monitor
: System Temperature 24 j
Maintenance CPU 1 Voltage Sa00
Printers CPU 2 Voltage 2864
i +3.3V 3376
Services +5.0V 4933
: +12V 13056
Sessions e 11968
Status — -5.0¢ 5066
Chassis Fan 0 =l
‘@ ‘ ’7‘ | |£\ntemetzme

M Start H 8% ) H &]Performance Mon. .. | 11:657 A
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5.4 HP Openview

The HP Openview SNMP program broadens the capabilities of SNM P-based management
applications to control basic network devices and critical systems and applications. In
addition to managing devices like routers, bridges, and hubs, the Extensble SNMP Agent
alows you to manage applications, printers, users, and databases that are centrd to
business success. The ability to control access to network and system resources and
effortlesdy monitor important network components gives you unprecedented visibility and
control of your network infrastructure.

User may use HP Openview program to compile the ASUS MIB file, then user adds the
compiled ASUS MIB file module to HP Openview to manage and operate the ASUS
private Enterprise MIB with the computer system has installed ASUS System Monitoring
Agent .

Notes. Please find the ASUS MIB file at following location:
1. From locd ingtdlation directory.
(\program_files\asus\Asus System Monitoring Agent\asusmib.mib)
OR

2. From ASUSCD or disk. (\Asmamib\)
(Asusal.mib file can be used when there are severd different motherboards in same
network )
(Asugp2b.mib for P2B-LS & P2B-DS & P2B-D2)
(Asusp2c.mib for P2L97)
(Asusup8.mib for P65UP8 + ASMM )

Installing ASUS MIB file to HP Openview
1. Click Control menu.

2. Select SNMP Manager.

3. Sdlect Manage Database.

4. Click Import.
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5. Sdect ASUS MIB fileinto File Name, Click OK button.

Add File 2]
File name: Folders:
Iasusall.mib dhasmamib

EEIE E-.Il.rnil:u =y, . (=] ﬂl
Seuapzlmt 5 semamic Network. |

asusupd.mib

[ [
Listfiles of type: Dirives:
[MIB Files (* mib) x| |=3dAsmant_LDsMENT =]

6. From Available MIB files box, select ASUSMIB.MIB and click ADD button.

SNMP Manager - Manage Database | ]

(@] Files successfully added to database.

Available MIB Files: Files in MIB Database:

ASUSALL MIB 09725498 - ASUSALL MIB 09725498

IANAIF MIB 09711497

RFC1213.MIB 09711497

RFC1229.MIB 09711497

RFC1230.MIB 09711497

RFC1231.MIB 09711497

RFC1232 MIB 09711497

RFC1233.MIB 09711497

RFC1238. MIB 09711497

RFC1243.MIB 09711497

RFC1253.MIB 09711497 hd
Import... I | Clear Database Close I | Help
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Using HP Openview to monitor ASUS Server

1. From Control menu, Select SNMP Manager, Select Defined Query.

2. Using Up and Down to \iso\org\dod\i nternet\privaté\enterpri se\asus\systemM onitor

SNMP Manager - Define Query
-Device Display
Name: |Asus_AGENT ElfiEe il p
_mns...
Network Address: 19272126 184 j| O Graph =0
Yariables
Awvailable Selected

[systemMonitorComponent]
[systemMonitorAlarm]
[systemMonitorASR]
[systemMonitorReboot]
[systemMonitorCPUTemp]
[systemMonitorCPUTempAlarm]

RBemove

Up I | Down I

[systemMonitorComponent]

iso.org.dod.internet.private.enterprises.asus.sy
1.3.6.1.4.1.2623.1.2

Monitor.syst

MonitorComponent -

Save... I ‘ Close

|

Help |

3. Sdect the Server name from Name box.

4. From Available box, Select systemMointorComponent, Click Add, Click Perform.

Then you can view the information about ASMA

i SNMP Table - ASUS_AGENT M=l E3

D Read-only variable.

Close

E "AsusTek Computer Corporation

L

Yariable Yalue

ELOLEEUT = ITET M Asus Tek Computer Corporation

et

-

smModelNumber

AsusTek SNMP Extension Agent for Windows NT (Server-M

smManufacturerA

4FI,.No. 150, Li-Te Rd.. Peitou, Taipei, Taiwan, ROC.

smManufacturerC

Tel:686-2-6943447, Fax:886-2-8943449, WWW site: http:/ fww

smPollFreq

10

Copy

dii]

smTemperature

smlem
smTem
smTem
smTem

37 Options...

eratureb

70

eraturel.

-10

erature¥

60

erature¥

1]

smyoltycorel

592

;Volt\-"co relHic

3220

(View / Monitor ASMA Information )
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5. Sdlect the systemMonitorReboot, Click Add, Click Perform.

SNMP Manager - Define Query E
-Device Display
Name: [Asus_AGENT | Ot —
Network Address:  [192.72.126.184 -] || ©Grapn L=
[ uliu'ﬁ:sa
Available Selected
[systemMonitorComponent] [systemMuonitorReboot]
[systemMonitorAlarm]
[systemMonitorASR]
[systemMonilurCPUTemp]
[systemMonitorCPUTempAlarm]
w | _bow |
iso.org.dod.internet.privale_enterprises.asus.sy Monitor.sy MonitorReboot -
1.3.6.1.4.1.2623.1.5
I
6. Modify the rmRebootSystemEnable variable from 0 to 1 and click SET.
i SNMP Table - ASUS_AGENT M= E3

)

E |E j| Start I
Variable | Yalue Set

smRebootSysten|1
smRebootSyste

Copy

1]

Options...

( Configure ASMA information )




Configuring SNMP Trap for HP Openview:

1. From Auto Discovery menu, Select Layout, Select Do Basic Layout
2. From Options menu, Select Customize Trap

3. Sdect Unconfigured/Default, Default, Click Add.

Customize Trap Alarms [ =]

Device Class Name:

Ignore?: Enterprise:

HP ¥isual OpenYiew

Unconfiqured/Default

e
1.361.41112173.2

No: Trap Name: Type: Map: Log: Bell:
Default Default X X

0 Cold Start Generic X X

1 W¥arm Start Generic x x

2 Link Down Generic X X

3 Link Up Generic x x

4 Auth Failure Generic X X

5 Neighbor Loss Generic x x

Delete

Load...
Severity:
Informational d
Major
Normal .
Edit...
Warning =
Normal

-8
= =

B Delete
Informational

Informational

4. From Extended Description box, Type $*, Click OK.

Edit Trap
Trap Type
Number: I
@ Default
C Generic Name: IDefauIt
O Speciic | Soverity: [T -]

Cancel

Description: Trap #$5 From OID $E

Extended $

Description:

Action

Acknowledge on Matching Trap and Variable

: : HII
=

X Update Map Status Trap: INONE

Variable: INONE j

X Log
[ Sound Bell

)
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Receiving SNMP Trap
1. From Monitor menu, Select Alarm Log

i HP OpenView Alarm Log 19 [=] ]

Acknuwledgeéll | Current Display Options Current: 2
Show All Alarms History: 6
| | All Objects Display: 2

Status | Date | Time

| Description | Object |

Filters .. History Print Close Help

2. Click more info to view the detail information.

More Alarm Information

Object: ASUS_AGENT

Date/Time: 10/15/98 15:46:15

Status: Info.

Description: Trap #51 From OID 1.3.6.1.4.1.2623

.3.6.1.4.1.2623.1.3.47. 0-OCTSTR:The Fan 3 (CPU2 or Power Fan) is back to

.3.6.1.4.1.2623.1.2.52 0-INT:2777
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Appendix A. ASMA SNMP MIB OBJECT

For different version of SNMP agents from other vendor, there are different vendor
specific enterprise MIB objects. As for ASMA, it is compatible for several platforms,
such as HP OpenView, Microsoft SMS, Intedd LDSM, SunSoft Solstice
Site/SunNet/Domain Manager, CA TNG and so on. A copy of our ASMA MIB file
can be obtained from the path \ASMAMIB inside our CD , we will separately
describe our MIB object as follows:

I. ASUS Private Enterprise MIB Description:

smManufacturer :
The name of the computer system manufacturer. For instance, AsusTek
Computer Inc. This MIB is Read-Only.

smModelNumber :
The name of the computer system model. For instance, 1 Pentium CPU. This
MIB is Read-Only.

smManufacturerAddress :
The Address of the computer system manufacturer. This MIB is Read-Only.

smManufacturerContact :
The Contact method of the computer system manufacturer. For instance,
Telephone, Fax, WWW site, E-Mail Address etc. This MIB is Read-Only.

smPollFreq :
This variable informs the monitor of the system frequency. The timer unit is
second. This MIB is Read-Write. User can set the value to change the monitor
frequency for the computer system. The value range that user can set is from 1
to 10000. The default valueis 10.

smTemperature :
This variable informs the current temperature of the system. The temperature
unit is centigrade. This MIB is Read-Only.

smTemperatureHighLimit :
This variable is the threshold value for the fatal upper bound of temperature
value of the system. The temperature unit is centigrade. This MIB is Read-
Write. The value range that user can set is from -55 to 125. The default value is
70.

smTemperatureLowLimit :
This variable is the threshold value for the fatal lower bound of temperature
value of the system. The temperature unit is centigrade. This MIB is Read-
Write. The value range that user can set isfrom -55 to 125. The default valueis -
10.

smTemperatureéWarningHighLimit :
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This variable is the threshold value for the warning upper bound of temperature
value of the system. The temperature unit is centigrade. This MIB is Read-
Write. The value range that user can set is from -55 to 125. The default value is
60.

smTemperatureéWarningLowLimit :
This variable is the threshold value for the warning lower bound of temperature
value of the system. The temperature unit is centigrade. This MIB is Read-
Write. The value range that user can set is from -55 to 125. The default value is
0.

smVoltVcorel :
This variable informs the current VCOREL (CPU 1) voltage of the system. The
voltage unit is milli-voltage. This MIB is Read-Only.

smVoltV corelHighLimit :
This variable is the threshold value for the fatal upper bound of VCOREL's
(CPU 1) voltage value of the system. The voltage unit is milli-voltage. ThisMIB
is Read-Write. The value range that user can set is from 1000 to 3900. The
default value is 3220 (when CPU uses 2800 millivoltage). Otherwise the default
value is 3795 (when CPU uses 3300 millivoltage).

smVoltVcorellLowLimit :
This variable is the threshold vaue for the fatal lower bound of VCOREL's
(CPU 1) voltage value of the system. The voltage unit is milli-voltage. ThisMIB
is Read-Write. The value range that user can set is from 1000 to 3900. The
default value is 2380 (when CPU uses 2800 millivoltage). Otherwise the default
value is 2805 (when CPU uses 3300 millivoltage).

smVoltV corelWarningHighLimit :
This variable is the threshold value for the warning upper bound of VCOREL's
(CPU 1) voltage value of the system. The voltage unit is milli-voltage. ThisMIB
is Read-Write. The value range that user can set is from 1000 to 3900. The
default value is 3080 (when CPU uses 2800 millivoltage). Otherwise the default
value is 3630 (when CPU uses 3300 millivoltage).

smVoltV corelWarningLowLimit :
This variable is the threshold value for the warning lower bound of VCOREL's
(CPU 1) voltage value of the system. The voltage unit is milli-voltage. ThisMIB
is Read-Write. The value range that user can set is from 1000 to 3900. The
default value is 2520 (when CPU uses 2800 millivoltage). Otherwise the default
value is 2970 (when CPU uses 3300 millivoltage).

smVoltVcore2 :
This variable informs the current VCORE2 (CPU 2 if have otherwise the same
as VCOREL) voltage of the system. The voltage unit is milli-voltage. This MIB
is Read-Only.

smVoltV core2HighLimit :
This variable is the threshold value for the fatal upper bound of VCOREZ2's
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(CPU 2 if have) voltage value of the system. The voltage unit is milli-voltage.
The value range that user can set is from 1000 to 3900. The default value is
3220 (when CPU uses 2800 millivoltage). Otherwise the default value is 3795
(when CPU uses 3300 millivoltage).

smVoltVcore2L owLimit :
This variable is the threshold vaue for the fatal lower bound of VCOREZ2's
(CPU 2 if have) voltage value of the system. The voltage unit is milli-voltage.
The value range that user can set is from 1000 to 3900. The default value is
2380 (when CPU uses 2800 millivoltage). Otherwise the default value is 2805
(when CPU uses 3300 millivoltage).

smVoltV core2WarningHighLimit :
This variable is the threshold value for the warning upper bound of VCOREZ2's
(CPU 2 if have) voltage value of the system. The voltage unit is milli-voltage.
The value range that user can set is from 1000 to 3900. The default value is
3080 (when CPU uses 2800 millivoltage). Otherwise the default value is 3630
(when CPU uses 3300 millivoltage).

smVoltV core2WarningLowLimit :
This variable is the threshold value for the warning lower voltage of VCOREZ2's
(CPU 2 if have) voltage value of the system. The voltage unit is milli-voltage.
The value range that user can set is from 1000 to 3900. The default value is
2520 (when CPU uses 2800 millivoltage). Otherwise the default value is 2970
(when CPU uses 3300 millivoltage).

sm3V .
This variable informs the current +3.3 voltage of the system. The voltage unit is
milli-voltage. This MIB is Read-Only.

sm3VHighLimit :
This variable is the threshold value for the fatal upper bound of +3.3 voltage
value of the system. The voltage unit is milli-voltage. This MIB is Read-Write.
The vaue range that user can set is from 2700 to 4100. The default value is
3995.

sm3VLowLimit :
This variable is the threshold value for the fatal lower bound of +3.3 voltage
value of the system. The voltage unit is milli-voltage. This MIB is Read-Write.
The value range that user can set is from 2700 to 4100. The default value is
2805.

sm3VWarningHighLimit :
This variable is the threshold value for the warning upper bound of +3.3 voltage
value of the system. The voltage unit is milli-voltage. This MIB is Read-Write.
The value range that user can set is from 2700 to 4100. The default value is
3830.

sm3VWarningLowLimit :
This variable is the threshold value for the warning lower bound of +3.3 voltage
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value of the system. The voltage unit is milli-voltage. This MIB is Read-Write.
The value range that user can set is from 2700 to 4100. The default value is 2970.

sm5V :
This variable informs the current +5.0 voltage of the system. The voltage unit is
milli-voltage. This MIB is Read-Only.

sm5VHighLimit :
This variable is the threshold value for the fatal upper bound of +5.0 voltage
value of the system. The voltage unit is milli-voltage. The voltage unit is milli-
voltage. This MIB is Read-Write. The value range that user can set is from 4200
to 5800. The default value is 5750.

sm5VLowLimit :
This variable is the threshold value for the fatal lower bound of +5.0 voltage
value of the system. The voltage unit is milli-voltage. The voltage unit is milli-
voltage. This MIB is Read-Write. The value range that user can set is from 4200
to 5800. The default value is 4250.

sm5VWarningHighLimit :
This variable is the threshold value for the warning upper bound of +5.0 voltage
value of the system. The voltage unit is milli-voltage. The voltage unit is milli-
voltage. This MIB is Read-Write. The value range that user can set is from 4200
to 5800. The default value is 5500.

sm5VWarningLowLimit :
This variable is the threshold value for the warning lower bound of +5.0 voltage
value of the system. The voltage unit is milli-voltage. The voltage unit is milli-
voltage. This MIB is Read-Write. The value range that user can set is from 4200
to 5800. The default value is 4500.

smizv :
This variable informs the current +12.0 voltage of the system. The voltage unit
ismilli-voltage. This MIB is Read-Only.

sm12VHighLimit :
This variable is the threshold value for the fatal upper bound of +12.0 voltage
value of the system. The voltage unit is milli-voltage. This MIB is Read-Write.
The value range that user can set is from 10000 to 14000. The default value is
13800.

sml12VLowLimit :
This variable is the threshold value for the fatal lower bound of +12.0 voltage
value of the system. The voltage unit is milli-voltage. The voltage unit is milli-
voltage. This MIB is Read-Write. The value range that user can set is from
10000 to 14000. The default value is 10200.

sm12VWarningHighLimit :
This variable is the threshold value for the warning upper bound of +12.0
voltage value of the system. The voltage unit is milli-voltage. The voltage unit is
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milli-voltage. This MIB is Read-Write. The value range that user can set is from
10000 to 14000. The default value is 13200.

sm12VWarningLowLimit :
This variable is the threshold value for the warning lower bound of +12.0
voltage value of the system. The voltage unit is milli-voltage. The voltage unit is
milli-voltage. This MIB is Read-Write. The value range that user can set is from
10000 to 14000. The default value is 10800.

sm-12V .
This variable informs the current -12.0 voltage of the system. The voltage unit is
milli-voltage. This MIB is Read-Only.

sm-12VHighLimit :
This variable is the threshold value for the fatal upper bound of -12.0 voltage
value of the system. The voltage unit is milli-voltage. This MIB is Read-Write.
The value range that user can set is from -14000 to -10000. The default value is
-10200.

sm-12VLowLimit :
This variable is the threshold value for the fatal lower bound of -12.0 voltage
value of the system. The voltage unit is milli-voltage. This MIB is Read-Write.
The value range that user can set is from -14000 to -10000. The default value is
-13800.

sm-12VWarningHighLimit :
This variable is the threshold value for the warning upper bound of -12.0 voltage
value of the system. The voltage unit is milli-voltage. This MIB is Read-Write.
The value range that user can set is from -14000 to -10000. The default value is
-10800.

sm-12VWarningLowLimit :
This variable is the threshold value for the warning lower bound of -12.0 voltage
value of the system. The voltage unit is milli-voltage. This MIB is Read-Write.
The value range that user can set is from -14000 to -10000. The default value is
-13200.

sm-5V :
This variable informs the current -5.0 voltage of the system. The voltage unit is
milli-voltage. This MIB is Read-Only.

sm-5VHighLimit :
This variable is the threshold value for the fatal upper bound of -5.0 voltage
value of the system. The voltage unit is milli-voltage. This MIB is Read-Write.
The value range that user can set is from -5800 to -4200. The default value is -
4250.

sm-5VLowLimit :
This variable is the threshold value for the fatal lower bound of -5.0 voltage
value of the system. The voltage unit is milli-voltage. This MIB is Read-Write.
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The value range that user can set is from -5800 to -4200. The default value is -
5750.

sm-5VWarningHighLimit :
This variable is the threshold value for the warning upper bound of -5.0 voltage
value of the system. The voltage unit is milli-voltage. This MIB is Read-Write.
The value range that user can set is from -5800 to -4200. The default value is -
4500.

sm-5VWarningLowLimit :
This variable is the threshold value for the warning lower bound of -5.0 voltage
value of the system. The voltage unit is milli-voltage. This MIB is Read-Write.
The value range that user can set is from -5800 to -4200. The default value is -
5500.

smFanl:
This variable informs the current Fan 1 (Chassis Fan) of the system. The fan
rotation unit is RPM (Rotate Per Minute). This MIB is Read-Only.

smFanl1LowLimit :
This variable is the threshold value for the fatal lower bound of Fan 1 (Chassis
Fan) value of the system. The fan rotation unit is RPM (Rotate Per Minute).
This MIB is Read-Write. The value range that user can set is from 1500 to 2000.
The default value is 1500.

smFan1WarningLowLimit :
This variable is the threshold value for the warning lower bound of Fan 1
(Chassis Fan) value of the system. The fan rotation unit is RPM (Rotate Per
Minute). This MIB is Read-Write. The value range that user can set is from
1500 to 2000. The default value is 2000.

smFan2 :
This variable informs the current Fan 2 (CPUL1 Fan) of the system. The fan
rotation unit is RPM (Rotate Per Minute). This MIB is Read-Only.

smFan2LowLimit :
This variable is the threshold value for the fatal lower bound of Fan 2 (CPU1
Fan) value of the system. The fan rotation unit is RPM (Rotate Per Minute).The
values range that user can set is from 1500 to 2700. The default value is 1500.

smFan2WarningLowLimit :
This variable is the threshold value for the warning lower bound of Fan 2 (CPU1
Fan) value of the system. The fan rotation unit is RPM (Rotate Per Minute).The
values range that user can set is from 1500 to 2700. The default value is 2700.

smFan3:

This variable informs the current Fan 3 (CPU2 or Power Fan) of the system. The
fan rotation unit is RPM (Rotate Per Minute). This MIB is Read-Only.
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smFan3LowLimit :
This variable is the threshold value for the fatal lower bound of Fan 3 (CPU2 or
Power Fan) value of the system. The fan rotation unit is RPM (Rotate Per
Minute). The value range that user can set is from 1500 to 2700. The default
value is 1500.

smFan3WarningLowLimit :
This variable is the threshold value for the warning lower bound of Fan 3 (CPU2
or Power Fan) value of the system. The fan rotation unit is RPM (Rotate Per
Minute). The value range that user can set is from 1500 to 2700. The default
value is 2700.

smAutomaticServerRestart :
This variable is for Automatic Server Restart enable(1l)/disable(0) when
computer system hangs. The value range that user can set is either 1 (enable) or
O (disable). The default value is 0O, i.e. the ASR (Automatic Server Restart) is
disable.

smChassisintrusionEnable :
This variable is for the computer system Chassis Intrusion enable(1)/disable(0).
The values range that user can set is either 1 (enable) or O (disable). The default
valueis O, i.e. the Chassis Intrusion is disable. If the MIB object can not be set,
the chassis intrusion function is not support on the system.

smChassisintrusionStatus :
This variable is for detect the computer system Chassis Intrusion flag status
Intrusion(1)/No Intrusion(0).

smRebootSystemEnable :
This variable enable(1)/disable(0) the current system remote reboot function.
The Default value is 0.

smRebootSystemNow :
This variable reboots the system. The set valueis 1.

smCPU1Temperature :
This variable informs the current CPU1 temperature of the system. The
temperature unit is centigrade. This MIB is Read-Only.

smCPU1TemperatureHighLimit :
This variable is the threshold value for the fatal upper bound of CPU1
temperature value of the system. The temperature unit is centigrade. ThisMIB is
Read-Write. The value range that user can set is from -55 to 125. The default
valueis 70.

smCPU1TemperatureLowLimit :
This variable is the threshold value for the fata lower bound of CPU1L
temperature value of the system. The temperature unit is centigrade. ThisMIB is
Read-Write. The value range that user can set is from -55 to 125. The default

43



valueis-10.

smCPU1TemperatureWarningHighLimit :

This variable is the threshold value for the warning upper bound of CPU1
temperature value of the system. The temperature unit is centigrade. ThisMIB is
Read-Write. The value range that user can set is from -55 to 125. The default
valueis 60.

smCPU 1TemperatureWarningLowLimit :

This variable is the threshold value for the warning lower bound of CPU1
temperature value of the system. The temperature unit is centigrade. ThisMIB is
Read-Write. The value range that user can set is from -55 to 125. The default
valueisO.

smCPUZ2Temperature :
This variable informs the current CPU2 (or Regulator) temperature of the
system. The temperature unit is centigrade. This MIB is Read-Only.

smCPU2TemperatureHighLimit :

This variable is the threshold value for the fatal upper bound of CPU2 (or
Regulator) temperature value of the system. The temperature unit is centigrade.
This MIB is Read-Write. The value range that user can set is from -55 to 125.
The default value is 70.

smCPU2TemperatureLowLimit :

This variable is the threshold value for the fatal lower bound of CPU2 (or
Regulator) temperature value of the system. The temperature unit is centigrade.
This MIB is Read-Write. The value range that user can set is from -55 to 125.
The default value is -10.

smCPU2TemperatureWarningHighLimit :

This variable is the threshold value for the warning upper bound of CPU2 (or
Regulator) temperature value of the system. The temperature unit is centigrade.
This MIB is Read-Write. The value range that user can set is from -55 to 125.
The default value is 60.

smCPU2TemperatureWarningLowLimit :

This variable is the threshold value for the warning lower bound of CPU2 (or

Regulator) temperature value of the system. The temperature unit is centigrade.

This MIB is Read-Write. The value range that user can set is from -55 to 125.

The default value is 0.

PS : User must aways set the threshold's values as following:.
smXXXHighLimit > smXXXWarningHighLimit >
smXXXWarningLowLimit > smXXXLowLimit

I1. ASUS Private Enterprise Alarm MIB Description :
smTemperatureNormalAlarm :

This variable is for trap to inform when the Normal temperature of the system is
occurred.



smTemperatureHighLimitAlarm :
This variable is for trap to inform when the fatal high temperature of the system
is occurred.

smTemperatureLowLimitAlarm :
This variable is for trap to inform when the fatal low temperature of the system
is occurred.

smTemperatureWarningHighLimitAlarm :
This variable is for trap to inform when the warning high temperature of the
system is occurred.

smTemperaturéWarningLowLimitAlarm :
This variable is for trap to inform when the warning low temperature of the
system is occurred.

smVoltVcorelNormalAlarm :
This variable is for trap to inform when the Normal VCOREL1's (CPU 1) voltage
of the system is occurred.

smVoltV corelHighLimitAlarm :
This variable is for trap to inform when the fata high VCORE1's (CPU 1)
voltage of the system is occurred.

smVoltVcorellL owLimitAlarm :
This variable is for trap to inform when the fata low VCORELl's (CPU 1)
voltage of the system is occurred.

smVoltV corelWarningHighLimitAlarm :
This variable is for trap to inform when the warning high VCOREL1's (CPU 1)
voltage of the system is occurred.

smVoltV corelWarningLowLimitAlarm :
This variable is for trap to inform when the warning low VCOREL1's (CPU 1)
voltage of the system is occurred.

smVoltVcore2NormalAlarm :
This variable is for trap to inform when the Normal VCOREZ2's (CPU 2 if have
otherwise CPU 1) voltage of the system is occurred.

smVoltV core2HighLimitAlarm :
Thisvariable is for trap to inform when the fatal high VCOREZ2's (CPU 2 if have
otherwise CPU 1) voltage of the system is occurred.

smVoltVcore2LowLimitAlarm :

This variable is for trap to inform when the fatal low VCORE2's (CPU 2 if have
otherwise CPU 1) voltage of the system is occurred.

45



smVoltV core2WarningHighLimitAlarm :
This variable is for trap to inform when the warning high VCOREZ2's (CPU 2 if
have otherwise CPU 1) voltage of the system is occurred.

smVoltV core2WarningLowLimitAlarm :
This variable is for trap to inform when the warning low VCORE2's (CPU 2 if
have otherwise CPU 1) voltage of the system is occurred.

sm3VNormalAlarm :
This variable isfor trap to inform when the Normal +3.3 voltage of the system is
occurred.

sm3VHighLimitAlarm :
This variable is for trap to inform when the fatal high +3.3 voltage of the system
isoccurred.

sm3VLowLimitAlarm :
This variable is for trap to inform when the fatal low +3.3 voltage of the system
is occurred.

sm3VWarningHighLimitAlarm :
This variable is for trap to inform when the warning high +3.3 voltage of the
system is occurred.

sm3VWarningLowLimitAlarm :
This variable is for trap to inform when the warning low +3.3 voltage of the
system is occurred.

sm5VNormaltAlarm :
This variable isfor trap to inform when the Normal +5.0 voltage of the system is
occurred.

sm5VHighLimitAlarm :
Thisvariable is for trap to inform when the fatal high +5.0 voltage of the system
is occurred.

sm5VLowLimitAlarm :
This variable is for trap to inform when the fatal low +5.0 voltage of the system
is occurred.

sm5VWarningHighLimitAlarm :
This variable is for trap to inform when the warning high +5.0 voltage of the
system is occurred.

sm5VWarningLowLimitAlarm :
This variable is for trap to inform when the warning low +5.0 voltage of the
system is occurred.

sm12VNormalAlarm :
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This variable is for trap to inform when the Normal +12.0 voltage of the system
isoccurred.

sml12VHighLimitAlarm :
This variable is for trap to inform when the fatal high +12.0 voltage of the
system is occurred.

sml2VLowLimitAlarm :
This variable is for trap to inform when the fatal low +12.0 voltage of the
system is occurred.

sm12VWarningHighLimitAlarm :
This variable is for trap to inform when the warning high +12.0 voltage of the
system is occurred.

sm12VWarningLowLimitAlarm :
This variable is for trap to inform when the warning low +12.0 voltage of the
system is occurred.

sm-12VNormaAlarm :
This variable is for trap to inform when the Normal -12.0 voltage of the system
is occurred.

sm-12VHighLimitAlarm :
This variable is for trap to inform when the fatal high -12.0 voltage of the
system is occurred.

sm-12VLowLimitAlarm :
Thisvariable is for trap to inform when the fatal low -12.0 voltage of the system
is occurred.

sm-12VWarningHighLimitAlarm :
This variable is for trap to inform when the warning high -12.0 voltage of the
system is occurred.

sm-12VWarningLowLimitAlarm :
This variable is for trap to inform when the warning low -12.0 voltage of the
system is occurred.

sm-5VNormaltAlarm :
This variable is for trap to inform when the Normal -5.0 voltage of the system is
occurred.

sm-5VHighLimitAlarm :
This variable is for trap to inform when the fatal high -5.0 voltage of the system
is occurred.

sm-5VLowLimitAlarm :
This variable is for trap to inform when the fatal low -5.0 voltage of the system
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is occurred.

sm-5VWarningHighLimitAlarm :
This variable is for trap to inform when the warning high -5.0 voltage of the
system is occurred.

sm-5VWarningLowLimitAlarm :
This variable is for trap to inform when the warning low -5.0 voltage of the
system is occurred.

smFanlNormalAlarm :
This variable is for trap to inform when the Normal Fan 1 (Chassis Fan) of the
system is occurred.

smFanlLowLimitAlarm :
This variable is for trap to inform when the fatal low Fan 1 (Chassis Fan) of the
system is occurred.

smFan1WarningLowLimitAlarm :
This variable is for trap to inform when the warning low Fan 1 (Chassis Fan) of
the system is occurred.

smFan2NormalAlarm :
This variable is for trap to inform when the Normal Fan 2 (CPU1 Fan) of the
system is occurred.

smFan2LowLimitAlarm :
This variable is for trap to inform when the fatal low Fan 2 (CPU1 Fan) of the
system is occurred.

smFan2WarningLowLimitAlarm :
This variable is for trap to inform when the warning low Fan 2 (CPU1 Fan) of
the system is occurred.

smFan3NormalAlarm :
This variable is for trap to inform when the Normal Fan 3 (CPU2 or Power Fan)
of the system is occurred.

smFan3LowLimitAlarm :
This variable is for trap to inform when the fatal low Fan 3 (CPU2 or Power
Fan) of the system is occurred.

smFan3WarningLowLimitAlarm :
This variable is for trap to inform when the warning low Fan 3 (CPU2 or Power
Fan) of the system is occurred.

smChassislntrusionNormal Alarm :

This variable is for trap to inform when the computer system Chassis Intrusion
is resolved.
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smChassisintrusionAlarm :
This variable is for trap to inform when the computer system Chassis Intrusion
is occurred.

smCPUl1TemperatureNormalAlarm :
This variable is for trap to inform when the Normal CPU1 temperature of the
system is occurred.

smCPU1TemperatureHighLimitAlarm :
This variable is for trap to inform when the fatal high CPU1 temperature of the
system is occurred.

smCPUl1TemperatureLowLimitAlarm :
This variable is for trap to inform when the fatal low CPU1 temperature of the
system is occurred.

smCPU 1TemperatureWarningHighLimitAlarm :
This variable is for trap to inform when the warning high CPU1 temperature of
the system is occurred.

smCPU1TemperatureWarningLowLimitAlarm :
This variable is for trap to inform when the warning low CPU1 temperature of
the system is occurred.

smCPU2TemperatureNormalAlarm :
This variable is for trap to inform when the Normal CPU2 (or Regulator)
temperature of the system is occurred.

smCPU2TemperatureHighLimitAlarm :
This variable is for trap to inform when the fatal high CPU2 (or Regulator)
temperature of the system is occurred.

smCPU2TemperatureLowLimitAlarm :
This variable is for trap to inform when the fatal low CPU2 (or Regulator)
temperature of the system is occurred.

smCPU2TemperatureWarningHighLimitAlarm :
This variable is for trap to inform when the warning high CPU2 (or Regulator)
temperature of the system is occurred.

smCPU2TemperatureWarningLowLimitAlarm :

This variable is for trap to inform when the warning low CPU2 (or Regulator)
temperature of the system is occurred.
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