ASUS System Management Application Notes



No part of this product, including the product and software may be reproduced, transmitted,
transmitted, transcribed, stored in sretrieva system, or trandated into any language in any form
by any means with the express written permisson of ASUSTek COMPUTER INC. except
documentation kept by the purchaser for backup purpose.

This manud introduces the fundamenta Server Management knowledge, the hardware support
in ASMM board . This note provides festures and architecture of the ASMM product for the

server and the console.
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Chapter 1 Introduction

1. 1 What is the ASUS System Management

There are two components for ASUS System Management. One is ASMM — ASUS
System Monitoring Module, the other one is ASMA — ASUS System Monitoring Agent.
ASMM had been implemented on an ISA card and ASUSTek mainboards. This hardware
module provides Fan speed, Voltage, Temperature and Chassis Intrusion information of
sysem and Automatic Server Restart function. ASMA contains ASMM'’s driver and its
SNMP agent. Through SNMP Agent, Network management software such as HP
OpenView can monitor the system's fan speeds, working voltage and system temperature.
SNMP Agent will report to Network Manager immediately to prevent problems from
getting worse when the server'sin an abnormd state.

1.2 ASMM Overview

Badicdly the ASMM card is a 8 bit ISA Server Monitor Card and it includes the 20-pin
externa feature connector for ASUSTek SMH (Server Monitoring Header).
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The connections are classfied into 2 categories. Chasss Intruson and Fan Monitor:
Chassis Intruson: Chassis Intrusion permits the activation of a user-instaled darm. One 3
wires cable supports the external customized chassisintruson darm. The pin definition are
: RED ( battery power ), YELLOW ( intruson signd), and BLACK ( ground ). The
externa intruson signal should be open-drained. Fan Monitor: The fan monitor provides
power for up to 3 fan while monitoring the connected fans rotation through the specialy
designed tachomter. Three 3 wire cables are used to extend the length of each fan
connection. The pin definitions are. YELLOW ( tachometer signd ), RED ( +12V) , and
BLACK (ground).
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The system can be notified when the voltage/temperature/fan speed exceeds the predefined
thresholds. The notification mechanism can be a smple as polling or through SMI#IRQ
service routine, depending on the programming of LM78. Five ISA IRQ can be sdlected
(IRQ 3,4,5,6,7) through hardware jumper.



If your motherboard has equipped with LM78 chipset, system will report an warning
message as both LM 78s ( The on board and the one on ASMM) use the same /O address
which is necessary for LDSM software that LM 78 is located at 1/0 address of 0x295. The
basic idea for testing the LM78 function of ASMM s to disable the on-board LM78. The
ASR rdated function gets no influence of LM78 and need to do nothing for disable any
function. Currently, the BIOS cannot auto-detect the on-board LM78 and LM78 on
ASMM such that a hardware conflict occurs and results in a system warning. Future BIOS
will automatically disable the onboard LM 78 if the ASMM is detected. Thereisachip on
the motherboard at the rear edge about in the middle of the plug in dots called and LM78.
It's a chip made by National Instruments and it's the LM 78 that provides the circuitry for
monitoring the motherboard hardware such as fan RPM's and Temp. There are severd
features:

Fan Status Monitoring and Alarm: To prevent system overheat and system damage, the
CPU fan and system fans are monitored for falure. Each fan can be set for its darm
thresholds.

Voltage Monitoring and Alert: System voltage levels are monitored to ensure stable
current to critical motherboard components. Voltage specifications are more critica for
future processors, so monitoring is necessary to ensure proper system configuration and
management.

System Resources Alert: Today's operation systems, such as Windows 95, Windows NT
and OS/2, require much more memory and hard drive space to present enormous user
interfaces and run large applications. The system resource monitor will warm the user
before the system resources are used up to prevent possible application crashes.

If you want to maintain mainboard, you must use jumper to disable Photo Sensor Chassis
Intrusion. If you do not disable Photo Sensor Chassis Intrusion, the capacity of battery will
be lost when you maintain mainboard.

1.3 ASMA Overview

ASUS System Monitoring Agent is a SNMP agent. This software enable the computer to
be managed by Network Management Station (NMSs) through Internet. ASUS System
Monitoring Agent can report the computer fan speeds, working voltage, system
temperature and chassis intrusion to NMS. ASUS System Monitoring Module can enable
or disable Automatic Server Restart (ASR) function from NMS through the Internet. ASR
isafunction that can reboot the computer system automaticaly when the computer system
is hang. ASR and Chassis Intrusion functions must have ASMM card or its hardware
circuit/components installed on the computer system. However, the P2B-DS motherboard
aready included ASR and Chassis Intruson There are several manageable environments
for ASMA:

NT Performance Monitor - isagraphical tool for measuring the performance of your
own computer or other computers on a network. On each computer, you can view the
behavior of objects, such as processors, memory, cache, threads, and processes. Each
of these objects has an associated set of counters that provide information about

device usage, queue lengths, delays, and information used to measure throughput and



internal congestion. It provides charting, alerting, and reporting capabilities that
reflect both current activity and ongoing logging. You can open, browse, and chart log
fileslater asif they reflected current activity.

NT Event Viewer - isthe tool you can use to monitor eventsin your system. Y ou can
use Event Viewer to view and manage System, Security, and Application event logs.
You can also archive event logs. The event-logging service starts automatically when
you run Windows NT. You can stop event logging with the Services tool in Control
Panel.

NT Web Adminidration - for Microsoft Windows NT Server enables you to remotely
adminiger Microsoft Windows NT Sever using existing HTML browsers. Web
Adminigtration is not designed to replace existing administrative tools for Windows NT
sarvers, ingead, it is to enable you to perform limited administrative tasks when you are
roaming, away from your usua workstation.

LANDek Server Manager - provides network administrators with a proactive
management solution and emergency management recovery Tools to help maximize
business-critica server uptime. From a centralized console, LANDesk Server Manager
monitors critical parameters on either Microsoft NT or Novell Netware servers. Through
enhanced derting features and server health monitoring, LANDesk Server Manager
products notify the LAN administrator when a server reaches a predefined threshold.

SNMP Management Stations — there are several management programs in the market. One
of the SNMP programs from HP is Openview, which is to control basic network devices
and critical systems and applications. Microsoft System Management Server (SMS) isa
solution for centralized management of Windows-based environment. SM S offers features
that can help administrators streamline their work and increase user productivity.



Table of ASMA function for ASMM card and ASUS mainboard

P2B-LS

P2B-DS

Mode / Function P2L97-DS P65UDPS / with
Rev. 1.03 Rev.103 | Fp2Jms/wit
P2B-S P2B-D2 Rev. 1.04
Rev 1.03 Rev 1.02
Chassis Fan X X X X
CPU1Fan X X X X
Speed
CPU 2/ Power X X X X
Fan Speed (Power Fan) (CPU 2 Fan) (CPU 2 Fan) (CPU 2 Fan)
CPU 1 Vcore X X X
CPU 2 Vcore X X
+3.3V X X X X
+5V X X X X
-5V X X X X
+12V X X X X
-12v X X X X
System
Temperature X X X X
CPU 1
Temperature X X
CPU2/ X X
Regulator (Regulator (CPU 2Temp.)
Temperature Temp.)
ASR X X X
Chassis Intrusion X X X
Remote Reboot
Management X X X X

(Notes X ismeanits VALUE isVALID in thismainboard )




1.4 SNMP Overview

Simple Network Management Protocol (SNMP) is the most popular network management
protocol in the TCP/IP protocol suite. SNMP lets TCP/IP-based network management
clients exchange information about the configuration and status of nodes on a TCP/IP-
based Internet. The information available is defined by a set of managed objects referred to
asthe SNMP.

The example of SNMP in anetwork environment isillustrated as follows.

SNMP Management means a server can control other clients via
SNMP. (like HP Openview )

Set/Get

SNMP

e ‘//v Mensaement

Get/Set Set/Get

Response/ l A T

Trap Set/Get
Respons
Trap

ASMA

Ethernet EThernet

As mentioned above, we will introduce severa terminology of SNMP.

Management Information Base (MIB). The subset of managed objects comprising the
TCP/IP portion of the MIB is maintained by each TCP/IP node. SNMP aso generates trap
messages used to report significant TCP/IP events asynchronoudy to interested clients.

SNMP Get — let SNMP NMS get the value of attribute of managed system, such as fan
speed, working voltage and system temperature.

SNMP GetNext — alows the NMS to retrieve the next object instances from a table with
an agent.

SNMP Set — st the value of attribute of managed system, such as fan speed threshold,
working voltage threshold and system temperature threshold from SNMP NMS.

SNMP Response — be responsible for the response of SNMP GET, SNMP GETNext and
SNMP Set.

SNMP Trap — managed computer system can inform the NMS of some event ( when the
interested attributes, such as fan/voltage/temperature, over or lower the thresholds )
asynchronoudly.



1.5 Terminology

The following table lists common terms for ASMM and LDSM

Term |Definition
ASMM |ASUS System Monitoring Module
LDSM |LANDesk Server Manager
LM78 |H/W Monitor, which is for system temperature, fan status, CPU voltage and
aert.
AMS2 |A new version of Alert Management System
DMI  |Desktop Management Interface, an industry standard management
specification
MIB |Management Information Format, used by SNMP for describing component
instrumentation
snvp |Simple Network Management Protocol, a stand network protocol  for
management information
ASR Automatic Server Redtart, is a function that can reboot the computer system
automatically when the computer system is hang
NMs [Network Management Stetion, such as LANDesk Server Manager, HP

Openview , SUN Net Manager, Tivoli Netview and CA-Unicenter TNG.




Chapter 2 ASMA Ingdlation and Configuration

2.1 Installation tip:

ASUS System Monitoring Agent defines ASUS Private Enterprise MIB that is about
the computer system fan speed, working voltage and system temperature information. It
has the thresholds MIBs for fan, voltage and temperature MIBs also. ASUS System
Monitoring Agent can send SNMP Trap to NM S to inform user that computer system
have an abnormal condition occur when ASUS System Monitoring Agent detect the
computer system temperature/fan/ voltage over the temperature/fan/voltage threshold.

You must start the services to be monitored before configuring and starting the SNMP
service on ASMA software. Once the SNMP service has been started on both remote
and local side, you can use SNMP tools to monitor the running services.

NT SNMP Service Ingtdling:

1. From the Windows NT Control Panel, double-click Network icon.

2.Click the Services tab.

3.Click the Add button.

4.Double-click SNMP Service.

5.Specify alocation for the Windows NT install files and click the Continue button.

User may get this MIB file from ASUS subdirectory under Program File directory in local
drive. User can use MIB Compiler to compile thisfile, then user adds the compiled ASUS
MIB file module to NMS to manage and operate the ASUS private Enterprise MIB with the
computer system hasingtaled ASUS System Monitoring Agent .

Y ou may verify thisMIB filein REGEDIT program as following screen:

£ Reagistry Editor
eqgistry  Edit Yiew Help

(i

=1 B My Computer | | Mame |___D.9t_§ =
[ HKEY_CLASSES_ROOT [2b] (D efault] [value nat sst)

B#Hask 0x00000000 (0]
ﬁili] Chaszszsiglntruzion 000000000 [0]
[B%] LM78F an LawLimit  0x000005ds (1500)
[BE]LM7SFantwiamin... 0x000007d0 (2000] —
8] LM78F anZLowLimit  0x000005dc [1500)
[88] LM78F anZwiamin..  0x00000a50 [(2640)
[&%] LM78F an3LowLimit  0x00000aF0 (2800
LM7EF anFwiamnin..  0x00000e38 [(3640]
LM78IMOHighLimit  0x00000ed3 (3795)
LM78IM0LowLimit  0x00000aF5 (2805)
-_I_-,a Lk 78N aming... 0=00000eZe [3630]
231 Description [BH] LM7RINDWaming..  0x00000b9a (2970)

Z1 Hewlett-Packard f @LM?EIN1HighLimit O0x00000ed3 [3795] =

[0 | A Z QI RIA L anil et [ A T T T T PO e T=T 4

| My ComputertsHEEY _LOCAL MACHINESSOFTWARE M sushtsustdIB n,j

REGEDIT Programin NT server



2.2 Configuration

If you monitor your PC or network by usng Smple Network Management Protocol
(SNMP), you can use the SNMP Management Information Bases (MIBS) provided by
ASMA software program. Y ou will need to compile the MIB files using the MIB compiler
that comes with your SNM P software.

Configuring SNMP Serviceon NT Server

1.At the Microsoft SNMP Properties dialog, click the Traps tab.

2.In the Community Name box, type a name for the SNM P community, such as
public.

3.Click the Add button.

4.Below the Trap Destinations box, click the Add button.

5.Typethe IP address or computer name of your network's SNMP management
station.

6.Click the Add button.

7.Click the OK button.

8.Click the Close button.

9.When prompted , click the Yes button to restart your computer.

Microsoft SNMP Properties EHE

Agent  Traps |Security|

The SNMP Service provides network management cver TCR/IP and
|IF/ 5P pratocols. Iftraps are required, one or more community names
must be specified. Trap destinations may be hostnames, IP addresses,
or IPx addresses.

— Community Mame:

Ipublic j Al

Bemowve |

Trap Destinations:

19216810123

Edit... | Eemove |

oK | Cancel | Apply |
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To turn ON/OFF the Automatic Server Restart:
Hkey Loca_Machine\System\CurrentControl Set\Services\A SR\Parameter\ASREnable
(for PESUP8 + ASMM card )

&' Registry Editor

Begistiy  Edit Wiew Help

-1 SECURITY | [ Mame | Data
'D SOFTwWARE '_[Default] [value nat set]
- SYSTEM ] 00000001 1]

i[Z3 Clone [EH] ASR Timer 0x00000019 [25)
-3 ContralSetdnd

-2 ControlSet0nz
=123 CurrentControlS et
{j Coantrol
{:l Erum
E-{Z1 Hardware Profile:
=27 Services
{7 Abiosdsk
B Ak
0 Ahalban
) Ahal Tas
F-{T0 aicT8xs
-2 Alerter
w2 Adways
D armildnt
{21 armnszint

[T Ao =
[ e T W
< i _>l_I < | 2l

I ky ComputersHEEY_LOCAL MACHIMESSY'S TEMSCurrentControls etsS erviceshaSRYWFs 2

o

Hkey Loca_Machine\System\CurrentControl Set\Services WA SR\Parameter\ASREnable
(for P2B series)

= Registry Editor - [HKEY_LOCAL_MACHINE on Local Machine]
B Begisty Edit Tree “iew Secwity Options Window Help ==l
~Etga B | ~=REnable  REG ]
EIR 0 ASRTimer : REG_DWORD : 0x5
-0 Ulira124 loPortAddress . REG_DWORD : Dx30
0 Ultra? 4f loFonCount : REG_CWORD - Ox?
—C0 Ultra24f
FCOURS
38 wPvram
—3 vgaSave
30 vgaStant
& v=D
&1 WASE

£ Enum

3 Security
-G Wl 33cH3
wel90c24a
B wihvga
G0 weitekpa
3 WinSock
WinSock?
G winTrust —

G2 WLM7EDre hd
1 | 1
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To turn ON/OFF the Reboot System function:
Hkey Loca_Machine\Software\A SUS\ASUSMIB\RebootSystemEnable

= Registry Editor - [HKEY_LOCAL_MACHINE on Local Machine]

i Begisty Edit Tree
= HEEY_LOCAL_MACHINE
- E HARDWWARE

-3 Sabd

&3 SECURITY

& SOFTWARE

- Adohe

-3 Asus

ASIS System Monitoring
#= AsushIB
£ Hardware Config

-3 Classes

3 Clients

3 Compag

G2 Description
-3 Intel

30 Microsoft

G 0DBC

1 Program Groups
—C1 Secure

-3 Windows 3.1 Migration Statu
-3 SYSTEM

“iew Security Options

1] |

Window Help
L78INIHighLimit: REG_DWORD : 0x1676
L78IN3LowLimit: REG_DWORD : 0x109a
Lkd78IM 3w arningHighLimit: REG_DWORD : 0x157c
Lkd78IM 3 arningLowlimit: REG_DWORD : 0x1194
LA78INAHighLimit: REG_DWORD : 0x35%ef
L78INALowLimit: REG_DWORD : 0x27d8
Lr78INdamingHighLimit: REG_DWORD : 0x3330
Lr78IM v armingLowlimit: REG_DWORD : 0x2a30
Lid78kinusIiMEHighLimit: REG_DWORD ; Duffffcl828
LiA7ErinusIMNELowLimit : BEG_DWORD : Duffffcald
Li78MinusINSWarningHighLimit : REG_DWORD : O«ffifdl
L7 8MinusINSWarningLowLimit : REG_DWORD : Oxffffcc
L 78MinusiNEHighLimit : REG_DWORD : Oxffffefbb
LiA7BrinusIMBELowLimit : BEG_DWORD : Dxffffe8a
Lkd78kinusiMBWarningHighLimit: REG_DWORD : Oxffffe
Lkd78MinusIMNBW arningLowLimit : REG_DWORD : Oxffifes
LM78PolFreq : REG_DWORD : Oxa
LM78TemperatureHighLimit: REG_DWORD : Ox46
LM78TemperatureLowLimit : REG_DWWORD : Oxffffffe
Lkd78TemperaturetamingHighLimit: REG_CWORD - O
Lk78TemperaturetaminglLowLimit: BEG DWORD 0 |
nEnable : ) - [ -

| ol

To enable the Auto hardware detect function:

Hkey Loca_Machine\System\CurrentControl Set\Services\WL M 78Drv\Parameter\AutoD

ect (for P2B series).

Hkey Loca_Machine\System\CurrentControl Set\Services\L M 78Drv\Parameter\AutoDet

ect (for PESUP8 & P2L97-DS).

Notes: If you want to add addition hardware (like FAN) to system, you can modify the

vaue of AutoDetect from O to 1 without re-ingtall the ASMA. After you modify

the value of AutoDetect, please reboot your system..

= Registry Editor - [HKEY_LOCAL_MACHINE on Local Machine]

i Begisty Edit Tree
-0 Ulira 4
-0 UliraZ 4f
e

- G v vram
- vgaSave
30 vgaStan
EI RGN,

-G WASE
-G Wl 33cH3
-G wd40c2da
B wihvga
weitekpd
3 WinSock
50 WWinSock?
G winTrust
&1 w780
£3 Enum
£ Security

-3 Xga

- Select

-1 Setup -

| 21

=] |

i

1]

“iew Security Options
cessPath
AtoDet :
Chassisintrusion

12CSleepTime : REG_DWORD : Dxa
loFonaddress  REG_DWORD : Oxe800
loFonCount: REG_CWORD : Oxb
ISAloPotdddress - REG_DWORD : 0x295
ISAloPontCount : REG_DWORD : Oe?

Window Help
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To enable the Chassis Intrusion Exist function:

Hkey Loca_Machine\System\CurrentControl Set\Services WL M 78Drv\Parameter\Chass

slntrusionExist

= Registry Editor - [HKEY_LOCAL_MACHINE on Local Machine]

i Begisty Edit Tree

1]

-0 Ulira 4
-0 UliraZ 4f
e
- G v vram
- vgaSave
30 vgaStan
EI RGN,
-G WASE
-G Wl 33cH3
-G wd40c2da
B wihvga
-G weitekpa
3 WinSock
50 WWinSock?
G winTrust
&1 w780
£3 Enum
£ Security
-3 Xga
- Select

[

-1 Setup -

“iew Security Options

Window Help

AccessPathByUser: REG_DWORD : 0
AutuDeted REG DWORD IJ

IECSIeepTlme REG_| DWORD : Dxa
loFonaddress  REG_DWORD : Oxe800
loFonCount: REG_CWORD : Oxb
ISAloPotdddress - REG_DWORD : 0x295
ISAloPontCount : REG_DWORD : Oe?

|

To turn ON/OFF the Chassis Intrusion function:
Hykey Loca_Machine\Software\ASUS\ASUSMIB\Chassisintrusion

= Registry Editor - [HKEY_LOCAL_MACHINE on Local Machine]

B Begisty Edit Tree “iew Secwity Options Window Help 18] =]
= HKEY_LOCAL_MACHINE | ASRandRebootGranted : REG DWORD : Ox1 =
- G0 HARDWARE i usion - REG ;

-3 Sabd

&3 SECURITY
& SOFTWARE
- Adohe
-3 Asus

-3 Classes

3 Clients

3 Compag

G2 Description
-3 Intel

30 Microsoft

G 0DBC

1 Program Groups
—C1 Secure

L& SYSTEM
1 |

ASIS System Monitoring
#= AsushIB
£ Hardware Config

-3 Windows 3.1 Migration Statu

LM?BCF’U1Temperaturenghlelt REG_DWORD : Dx4E
Lk78CFLN TemperatureLowlimit: REG_DWORD : Ouxfffff
LM73CPL TemperaturetarningHighLimit : REG_DWWOFR
LM7ECPU Temperaturedarninglowlimit: REG_DWOR
LM7ECPUETemperatureHighLimit: REG_DWORD : OxdE
LM7ECPUETemperatureLowlimit: REG_DWORD : Duxfffff
Lk78CPUETemperaturedarningHighLimit : REG_DWWOFR
Lk78CPUZTemperaturedarningLowlimit: REG_DWOR_
LiA78Fan] Lowlimit: REG_CWORD : Ox&dc
Lk78FanTWarminglowLimit: REG_DWORD : 0x7d0
LiA78FanZLowlimit: REG_CWORD - Oxbdc
Lk78Fan2¥WarningLowLimit: REG_DWORD : Oxalc
LiA7EFan3lowlimit: REG_CWORD - Oxbdc
Lkd78Fan3arminglowlimit: REG_DWORD @ Oxalc
L78INOHighLimit: REG_DWORD : Oxc34
Lr78INOLowLimit: REG_DWWORD : 0x34c
LK78IMDWarningHighLimit: REG_DWORD : 0xc08
Lkd78IM O arningLowlimit: REG_DWORD : 0x3d8
L78INTHighLimit: REG_DWORD : Oxc34

L78INT LowLimit: REG_DWORD : 0x34c

20|

y
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2.3 Troubleshooting

1. How to disable the on-board LM 78, if you want to instal a ASMM.

Current BIOS can not auto-detect the on-board LM78 and LM78 on ASMM card
such that a hardware conflict occurs and results in a system warning. Future BIOS
will auto-detect these two and automatically disable the on-board one. To disable the
on-board LM 78 currently, the following operation steps are provided:

1) Format a bootable floppy disk (DISKA)
2) Copy the PCI control program PCICFG.EXE on to DISKA
3) Copy the DOS utility DEBUG.COM onto DISKA
note: the version of debug.com must be the same as the DOS version on DISKA
or it can not be executed.
4) Adjust the BIOS booting sequenceto A:, C: (boot from floppy first)
5) Insert the DISKA and boot the system
note: Ignore the hardware monitor error as a result of LM78s confliction.
6) Under prompt sign A>, type PCICFG<enter>
7) Under prompt sign BUS00>, type WD 1 3 60 00670290
note: The on-board LM78 is now disabled
8) Under prompt sign BUS00>, type Q<enter> to exit from the PCI control program.
9) Under prompt sign A>, type DEBUG<enter>
10) Under prompt sign >, type A<enter>
11) Under prompt sign xxxx:0100, type int 19<enter>
12) Under prompt sign xxxx:01yy, type <enter>
13) Remove the DISKA from floppy drive and leave it open
14) Under prompt sign >, type G<enter>
15) Now, you can see the O.S. from hard disk boots-up and LDSM can work with the
LM78 on ASMM.

If your motherboard does not equip with LM 78, everything goes fine with LDSM.

14



2. What kind of environment can be used to monitor the ASMM/ASMA information ?

ASUS LDSM OEM Reease, HP Openview, NT performance Monitor, Microsoft SMS
Microsoft Web Administration , NT Event Viewer and other SNMP Management
Console.

Other SNMP Management Consoles

(ASUSLDSM OEM Release)

(NT WEB Admin)

 Event Viewer - Appiication Log on \\ANDY-NTE

Log View Oplions Help
Date ‘Tim: Source ‘Cm:gnry

10:40:26 Ahd ASUS SNMP Agent None

10:40:26 Ahd ASUS ShMP Agent Mone
SNMP Agent Nane

i SNIVIP Agent Nona

120259 PM Al P Agent None

41398 120259PM  ASUS SNMP Agent None
@413/%  115223AM  ASUS SNMP Agent None
41398 115223AM  ASUS SNMP Agent None
L4398 115223AM  ASUS SNMP Agent None
J003EPM ASUS SNMP Agent None
J0025PM ASUS SNMP Agent None

v

4—

= Ry =

(HP Openview ) ASMM (H/W) ASMA (S/W) (NT Event Viewer)

( Microsoft SMS) ( NT Performance Monitor )
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Chapter 3NT Performance Monitor

NT Performance Monitor - is a graphical tool for measuring the performance of your
own computer or other computers on a network. On each computer, you can view the
behavior of objects, such as processors, memory, cache, threads, and processes.

The following overview lists how you use Performance Monitor to view the
performance of objects:. Simultaneously view data from any number of computers.
View and dynamically change charts reflecting current activity and showing counter
values that are updated at a user-defined frequency. Export data from charts, logs,
aert logs, and reports to spreadsheet or database programs for further manipulation
and printing. Add system alerts that list events in the Alert Log and notify you either
by reverting to Alert view, logging the event in Event Viewer's Application log, or
issuing a network alert. Run a predefined program either every time or only the first
time a counter value goes over or under a user-defined value. Create log files
containing data about objects on different computers. Append selected sections of
existing log files to asingle file, forming a long-term archive.

Performance Monitor consists of four main windows, which you display by clicking
Chart, Alert, Log, or Report on the View menu. These windows contain different
information and have only the menu bar, status bar, and toolbar in common. You can
press the F1 key to see Help about any Performance Monitor command. On the
Options menu, Data From is available in any of the four windows. Use this command
to switch from working with current values for current activity (real time data) to
viewing and manipulating existing log files. The default is current activity.

There are two ways that user can monitor system temperature, working voltages and
fan speed from NT Performance Monitor.

Method I:

1. From the Windows NT desktop, choose Start select Programs, Select ASUS
System MonitorAgent, Select Monitor.

2. From the Monitor, you can monitor the status of system's temperature, voltage
and fan speed.

Method I1:

1. From the Windows NT desktop, choose Start | Programs | Administrative Tools |
Performance Monitor.

2. Choose Edit menu, Select Add to Chart

3. Select the computer that you want to monitor, click OK.

4. From the Object Box, select ASUS System Monitor. It will displays ASUS
System Monitor performance list in the Counter Box.

16



5. To see adescription of acounter, click the Counter in the Computer list box, and
click the Explain button. This displays a Counter Definition panel that describes
the counter.

6. In the Counter list box, click a performance counter you want to monitor, and click
the Add button. Repeat this step for al counters you want to monitor.

iz Performance Monitor S
Eile  Edit Miew Options Help
+E= =G &

GO /. d to Chart []

75

70 Computer I\\ASUS_AGENT Add

65

50 Object IASUS System Monitar r| Instance Cancel

E5

50 Counter: =

|
_I Explain>>
Il Help

System CPU 1 Temperature
System CPUZ Temperature/Regulator Tx
4 »

20 Color, [m— ] oo IDefau\t j widdth: | =l SME:| =]
15
10
5
0
Last| 0.000 Average| 0.000 Min 0.000 Max 0.000 Gragh Time 100.000
Color Scale Counter Instance Parent Object Computer
‘Data Current Activity
#start| & & A © | |[EPerormance Mon... I ez am

7. When you are finished adding counters to the chart, close the Add to Chart dialog
box., You can now observe the color-codes graphs of the counters you have
choosen as they Illustrate current.

i@ Performance Monitor [ [=2]x]
Eile Edit Wiew Options Help

+elx| sl @]

Last|  5PRAON0 Average|  B7A55@4 Min|  EPRAOD0 Max|  SAIANND GraphTime| 100000

Color Scale Instance Parent
] 0.0100000 CP /Po ) vion
Data: Current Activity

M Start H e %) H EPerformance Mon... | 919 Al

Note: Using Method 11, you can monitor another computer that installed ASUS
system monitor agent remotely from the network.
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To configure the threshold of Fan/Voltage/Temperature in NT performance monitor
extension

1. From Start, Select Programs, Select ASUS System Monitoring Agent, Select
Alert, choose the threshold you want to monitor.
Choose Edit menu, Click Add to Alert

Select Computer, object, counter, Set Alert threshold value, click Add, click
done.

wnN

iz Performance Monitor - Fatal 003.pma =] x]
Eile  Edit Miew Options Help

Alert Interval: 5.000

Alert Log
Add to Alert [x]
Computer. I\\ASUS_AGENT Add |
Object IASUS System Monitar j Instance Cancel
Counter:  [CPU 2 Fan/Pawer Fan = MI
CPU 2 Voltage
System CPU 1 Temperature Hel
System CPUZ Temparaturs/Regulsior T Lo
n Temperature
AlertLeg Aler If Run Prograrm on Alert
Color  Colgr; | — El = Onver o I € First Time
@ € Undler & EweryTime | ENT
O ENT
(] > 13800 -12v — — ASUS Systern Mon VWASUS_AGENT
(@) < 42500000 +5.0% — — ABUS System Mon VWASUS_AGENT
® < 28050000 +33V — — ASUS Systerm Mon VWASUS_AGENT
[ ] < 10200 +12v — —

< 1500.0000

ASLS System Mon VWASUS_AGENT
A em Mon 4 GENT

‘Data Current Activity, Save File: Fatal 003 pma

M Start H e %) H EPerformance Mon... ‘ 10:48 Ak

4. Choose Options menu, click Alert.

5. Select Send network message, Type the computer name where the alert message
you want to sent.

iz Performance Monitor - Fatal 003.pma =] x]
Eile  Edit Miew Options Help

Alert Interval: 5.000

Alert Log
Alert Options
IV Switch to Alert Yiew
¥ Log Eventin Application Log
Cancel
-~ Network Alert
¥ Send network message
Met Mame: ﬂl
ASUS_CONSOLE|
i Update Timi
Interval (seconcs):
Alert Legend. # Periodic Update 5.000
Color Value Cour Computer
¢ 00000 Systa || e amusllpdsts M Mon YASUS_AGENT
> 57500000 -5.0%: m bon WASUS_AGENT
> 13800 -12v

ASUS Systern Mon VWASUS_AGENT
ASUS System Mon YWASUS_AGENT
ASUS Systerm Mon VWASUS_AGENT

ASUS Systern Mon WASUS_AGE]
A o GE

< 42500000 +5.0V
< 28050000 +33V
< 10200 +12v
< 15000000 CPU 2 Fan/Power Fan

oL Jerel

‘Data Current Activity, Save File: Fatal 003 pma

M Start H e %) H EPerformance Mon... ‘ 11:01 Abd
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6. You can stop the CPU fan to generate a dert.

i@ Performance Monitor - Fatal 003.pma [ [=2]x]
Eile Edit Wiew Options Help

=@ +HEx]| =i E
Alert Interval: 5.000

AlertLog

@10/15/98  11:02:5.8 AM 0.000 < 1600000 CPU 2 Fan/Power Fan, . . ASUS System Manitor, WASUS_AGE

@10/15/98  11:02:10.8 AM 0.000 < 1600000 CPU 2 Fan/Power Fan, , . ASUS System Manitor, YWASUS_AGE
gl 0 < 1500000 CPLU 2 Fan, Fan, . . ystem Monitor,

4] | i

AlertLegend.
Color Value Counter Instance Parent Object Computer

) < 0.0000 System Temperature  — - ASUS System Mon 4\ASUS_AGENT
o) >5750.0000 -5.0v - - ASUS System Mon WASUS_AGENT
@ > 13000 -12v - - ASUS System Mon WASUS_AGENT
fa) < 42500000 +50V - - ASUS System Mon \ASUS_AGENT
® < 28050000 +3 3V — ASUS System Mon 4WASUS_AGENT
@ BEY

— ASLS System Mon LV ASUS_AGEN
/ ; MNT

‘Data Current Activity, Save File: Fatal 003 pma

M Start H e %) H #Performance Mo ‘ 11:02 Ahd

7. Using Event viewer to view this alert message.

10415788 EwventlD: 2000
Log Wi Time: 11:02:05 AM Source:  PerfMon

Dat User: (TN Type! Information 5 t
Glls Computer: ASUS_AGENT Category: None S e

@ 1015 BSUS_AGENT
& 10/15 Description: BSUS_AGEMNT

I’\n Alert condition has occurred on Computer: \WASUS_AGENT ; Object: ;I PrSUS_AGENT
SIS System Monitor; Counter: CPU 2 Fan/Power Fan ; Instance: : Parent:
: Yalue: 0.000; Trigger: < 1500.000

@ 10,15

@ 10/15 BSUS_AGEMT

& Bytes € Words

22
Sl
38
Ja
35

Dlext

M Start H e & %) H E#Parformance Monitar |i vent Viewer - Ap... ‘ 11:05 Ahd
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8. Thisaert message will send to CONSOLE.

‘ Messenger Service

Message fram ASUS_AGENT to ASUS_COMNSOLE on 10/15/95 11:01AM

"0/15/96 11:02:5.8 AM 0000« 1500.000 CPU 2 Fan/Power Fan, . .
ASUS System Manitor, VASUS_AGENT"

i# Start H &% %) H #Messenger Servi | 11:03 AM
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Chapter 4 NT Event Viewer

Event Viewer - is the tool you can use to monitor events in your system. You can use
Event Viewer to view and manage System, Security, and Application event logs.

Event: In the Windows NT operating system, an event is any significant occurrence
in the system or in an application that requires users to be notified. For critical events
such as afull server or an interrupted power supply, you may see a message on screen.
For many other events that do not require immediate attention, the Windows NT
operating system adds information to an event-log file to provide information without
disturbing your usual work. This event logging service starts automatically each time
you start you computer running Windows NT.

System Log: The System log records events logged by the Windows NT system
components. For example, the failure of a driver or other system component to load
during startup is recorded in the System log.

Security Log: The Security log records security events. This helps track changes to
the security system and identify any possible breaches to security. For example,
attempts to log on the system may be recorded in the Security log, depending on the
Audit settings in User Manager. You can view the Security log only if you are an
Administrator for a

computer.

Application Log: The Application log records events logged by applications. For

example, a database application might record a file error in the Application log.
ASUS ASMA will generate some specia eventsin thislog.

ASMA events information in Event Viewer:

: Event Yiewer - Application Log on \\ASUS_AGENT
Log  Miew Dptions  Help

Date Time Source Category ‘Event |User Computer
ASL g A EN

@ 10/15/98 1:51:30 P
& 10/15/98 15120 Phd P
@ 10/15/98  1:4350 Ph A5 P

2008 [+ /4
4001 !

@ 10/15/98  1:43:50 PM ASUS SNMP Agent Mone 2002 A ASUS_AGENT
@ 10/15/98  1:43:50 PM ASUS SNMP Agent Mone 2000 A ASUS_AGENT
&, 10/15/98  1:43:50 PM ASUS SNMP Agent Mone 1003 A ASUS_AGENT
@, 10/15/98  1:43:50 PM ASUS SNMP Agent Mone 1004 A ASUS_AGENT
&, 10/15/98  1:43:50 PM ASUS SNMP Agent Mone 1002 A ASUS_AGENT

21



To show a Automatic Server Restart Function Enable/Disable event in Event Viewer:

Ewvent Detail

To show a Chassis Intrusion Function Enable/Disable event in Event Viewer

Event Detail
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To show a Reboot Management function Enable/Disable event in Event Viewer:

Event Detail

Date: 10/15/98 EwventlD: 2000

Time: 1:43:50 Pid Source:  ASUS SMMP Agent

User: A Type: Information

Computer: ASUS_AGENT Category:. MNone

Description:

lLSP (Automatic Server Restart) function is ENABLE onthis computer, =]
o f"

K f
Close | Previous et Help |

ASMA will generate the SNMP Trap and aevent of NT event log , if an alert occurs.

Ewvent Detail
Date: 10/15/98 EwventlD: 4001
Time: 1:51:20 Pid Source:  ASUS SMMP Agent
User: A Type: Etror
Computer: ASUS_AGENT Category:. MNone
Description:

i Fatal Alert condition has occured on this computer The computer system =]
iterm: CPUZ/Power Fan; its walue: 0; its Fatal Low Threshould: 1500; Itis too
Lo (Fatal).

Kl f
Close | Previous et Help |
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Chapter 5 NT Web Admin

Web Administration for Microsoft Windows NT Server enables you to remotely
administer Microsoft Windows NT Server using existing HTML browsers. Web
Administration is not designed to replace existing administrative tools for Windows
NT servers; instead, it is to enable you to perform limited administrative tasks when
you are roaming, away from your usua workstation. Web administration is a tool that
is implemented to work in conjunction with Microsoft Internet Information Server
2.0. User can monitor system temperature, working voltages and fan speed from Web
Performance Monitor. You can install the Web Administration software on any server
that run Windows NT server 4.0 and Microsoft Internet Information Server (11S).
Installing the Web Administration software on the server causes the server to publish
web pages that include forms you can use to administer that particular server. The
Web Administration tool is intended for existing Windows NT server administrators
who have performed tasks with the regular administrative tools on Windows NT 3.51
and NT 4.0.

You may download the Web Administration program from Microsoft Web site at
following URL: http:// www.microsoft.com/ntserver/webadmin/dinowdl.htm?

To manage the ASMM in Web Administration program:
1. Run Web Browser (IE or Netscape).

2. Type the address at your Browser such as
http://server name or 1P address/ntadmin/ntadmin.htm.

3. Click the Status. Type your user name, password.

2 Web Administration Of Windows NT Server - Microsoft Internet Explorer
File Edit Yiew Go Favortes Help |
- e 0 A o9 WS B
Back Fomwier Stop Riefresh Home Search Fawvorites  History  Channels | Fullscreen bdail

Address [£] htp.//192.72.126.184/ntadmin/ntadmin him | ks

= Web Administration of _ r

Enter Network Password

Introduction Qﬁ.Q Flease type your user name and password
i
Accounts Flesowce: 19272126184

Devices User name IAdm\mstratDr

Event Logs Passward: I
File System

Maintenance 0K I Cancel

Printers

General Windows NT Server status information.
Services
You must be logged on with administrative

Sessions | riviteges to use this tool.

Status

‘E ’i ’7‘ | |e\ntemetzme
#san| & & A B ||[Elweb Administrati_. I 1iseam

1]
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4. Click Performance Statistics.

| Server Status - Microsoft Internet Explorer [_[5]x]
File Edit Yiew Go Favorites Help |
G e A Q | 4 i
Back Fomyer Stop Fiefresh Home Search Favorites  History  Channels | Fullscreen bail
Address [8] http-//192.72.126.184/Scripts/NTAdmin/NTAdmin dif?AdminCommands=Statistics | |J Links
ﬁ Weh Administration of ¥l
Microsoft Windows NT Server
—— rStatus On Server:ASUS_AGENT
Introduction -
Accounts
Devices Server Configuration
Click here for the server configuration information.
Event Logs
File System Performance Statistics
= Click here for performance monitor statistics on the server.
Maintenance
Printers Server Statistics
E Click here for statistics on the server.
Services &
Sessions
Status -
- |
‘@ ‘ ’7‘ | |£\ntemetzme

M Start H e & L7} H £]Server Status - Mi...

5. Select ASUS System Monitor and Click Counter button

T am

k rformance Monitor Objects - Microsoft Internet Explorer [_[5]x]
File Edit Yiew Go Favorites Help |
s A Q. = &
Back (R =i e Stop Refresh Horne Search  Fawvorites  History  Channels | Fullscreen il
JAddrESS @ http://192.72 126184/ Scripts/NTAdmin/NTAdmin dli?AdminCommand=Statistics_Perormance j “ Links
% Web Administration of =
Microsoft Windows NT Server
ntroduction | 2tatus On Server:ASUS_AGENT
Performance Objects
Accounts
Devices Select the object you want to see counter information for and click
Counters.
Event Logs
File System 4Back to Server Status
Maintenance i
Printers Performance Monitor Objects
Services Server York Queues Bl
Paging File
Sessions Browser
ASUS System Monitor
Status — |Gopher Service
Internet Infarmatinn Services Glnhal | Counters | =

‘@ ‘ ’7‘ | |£\ntemetzme
#iston|| @ & @ ® ||[ElPerformance Mon...
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6. When prompted, you can observe the status of system's temperature,

voltages fan speed, and so on.
R e e e i B

File Edit Yiew Go Favorites Help |

< s @ a0 a E S H B

Back Fomyer Stop Fiefresh Home Search Favorites  History  Channels | Fullscreen bail

Adeiress [8] TAdmin dI?Sanver-ASUS_AGENT&AdminCommand=Performance_List&index=2012Command=Caunters =) || Links

~Status On Server:ASUS_AGENT

Performance Counters

Introduction

Accounts
Devices 4Back to Performance Objects
Event Logs
File System ASUS System Monitor
: System Temperature 24 j
Maintenance CPU 1 Voltage Sa00
Printers CPU 2 Voltage 2864
i +3.3V 3376
Services +5.0V 4933
: +12V 13056
Sessions e 11968
Status — -5.0¢ 5066
Chassis Fan 0 =l
‘@ ‘ ’7‘ | |£\ntemetzme

M Start H 8% ) H &]Performance Mon. .. | 11:657 A
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Chapter 6 ASUS LDSM OEM Release

LANDesk Server Manager provide administrators with a proactive management solution
and emergency-management recovery tools to help maximize business-critica server
uptime. From a centraized console, LANDesk Server Manager product monitor critical
parameters on ether Microsoft Windows NT or Novell Netware Server. Through
enhanced alerting features and server health monitoring, LANDesk Server Manager notify
the LAN administrator when a server reaches a predefined threshold. ( ASUS provides an
ASUS OEM version of LDSM in the package. In thisLDSM, it added a ASMA patch for
LDSM; therefore, you can monitor ASMA information from LDSM console).

The following figure highlights the high level architecture of LDSM with new or changed
components shaded.

Management Console Features:

LDSM has been re-architected with a new console GUI that follows Microsoft COM and
MMC modds. The Management Directory (MD) is the part of Management Console that
handles the under-the covers functiondity of the console Management Directory
discovers and exposes managed objects with their associated management functiondity in
a standard and unified manner. One of the key features of the console is the server hedth
view, which offers a color-coded view of pre-defined parameter thresholds and limits.
Using Active X technology , it will be easier to create, maintain and enhance.

Managed Server Features:

Data Collection Agent (DCA), dlows data from independent data sources registered with
the Message System to be grouped together. Data collection agent supports the LDSM
enriched abstractions goal, by collecting data from multiple agents, grouping it in a
meaningful way and reducing communications overhead. Rather than multiple agents or
proxies collecting data and communicating to the console through the message system,
now thereisjust one agent (the DCA) performing this task.

LANDesk Server Manager server sde architecture is composed of severa agents and
speciaized pieces that gather, and share information with other agents and management
console. It is through these agents and services that the Network Operating System (NOS)
and the Server Monitoring Module are monitored, information communicated to the
console.
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There are two dertable parameter typesin LDSM:

Gragphable parameters that have three independently configurable thresholds:
informational, non-critical and critical.

Event-only parameters that track single operating system event, such as loading and
NLM.

The administrator can configure alerts for both Netware and Windows NT servers. The
following isalook a where the AMS2 dert occur on the network:

1. Message Box

2. Broadcast Message

3. Windows NT Event Logging
4. Send Internet Mail

5. Program Execution

6. Paging

7. SNMP Trap

SNMP Trap Generation

AMS2 supports the configuration of actions based on a given event or dert. One of the
action is to generate an SNMP trap. The system may be configured to send the trap to a
SNMP management console. SNMP requires that the address (either 1P or IPX) for the
system receiving the trap be configured in advance. The method for specifying the trap
destination address depends on the operation system of the device generating the trap.

Common Base Agent ( CBA ) is made up of severad modules that provide basic common
denominator services that are protocol and OS independent.

Message System

The messaging system is the glue that holds the Agent together. Because the native
capabilitieswill differ from NOS to NOS, the Agent messaging AP! could require features
that are not present on some OS. The CBA messaging system is a service library calable
by al Agent modules. Theway it is packaged will be on each NOS; aDLL on NT, aNLM
on Netware. The messaging system has a given set of API function calls making it capable
of handing al of the messaging needs for LDSM. Message System is the CBA highest-
level module and provides local and remote process-to-process messaging.
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Ping Discovery Sysem ( PDS)

PDS is a process by which a console node discovers other nodes that are capable of being
managed. This service is used by the LDSM console to discover the servers with LDSM
installed. This service has two parts:

Full discovery - aping is sent over the network to which LDSM serversto reply. If aCBA
is present on the server, a ping is sent back to the requesting console with its reply
information. This information is stored on the console used to populate the discovered
server tree for that console.

Refresh discovery - issmilar to full discovery option, but rather than sending a packet on
the wire to dl servers, it uses the information stored at the console as a request ligt, and
send s a ping only to those servers. The discovered server tree list is rebuilt based on the
reply from those servers at that moment. If the server fails to reply, its discovered icon is
grayed in thetree, indicating it isno longer available.

Network Transport Service (NTS)

Network Transport Service is a set of APIs which shield LDSM from the complexities of
networking protocol detall of sending and receiving data. NTS is designed so that it will
not have to change for different operating systems. For example, the SMM agent will use
the same NTS APl whether it is running on Netware or Windows NT. The NTS code is
optimized to take advantage of the services available on a particular operating system, and
are transparent to the LDSM agents. NTS offers routines, which alow for guaranteed
ddivery of sequenced packets. The protocol is designed to alow packets to be sent in Sze
of up to 65,535 bytes. NTS will fragment the packet on the network wire and receive the
packet into a buffer of at least the same gze. NTS congsts of three main pieces. A
transport layer that communicates to the network. A message system that process
information between each of the multiple agents on a server. A proxy which services as a
bridge connecting this message system and transport layer.

Before you ingtal the LDSM, please make sure you dready ingtalled the ASMM into the
server. The ASMM s fully compatible with LDSM, HP Openview, NT Performance
Monitor, NT Web Admin, Microsoft SMS and so on.
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Installing ASUS LDSM OEM

Stepl ingtaling and configuring SNMP.
1. Atthe Microsoft SNMP Properties dialog, click the Traps tab.
2.

a ko

© o No

In the Community Name box, type a name for the SNM P community,

such as public.

Click the Add button.

Below the Trap Destinations box, click the Add button.

Typethe IP address or computer name of your network's SNMP management
station.

Click the Add button.

Click the OK button.

Click the Close button.

When prompted , click the Yes button to restart your computer.

Step2: ingtalling Windows NT Service Pack3 (or above).

Step3: ingtalling LDSM.

CoNoOOMWNE

Insert the ASUS install CD.

Click Install LDSM.

Select Install to install LDSM and Click Next.

Select Yesto agree the license and Click Next.

Type the Registration Key and Click Next.

Click Plan to view installation help, Click Next.

Select LDSM components that you wish to install, Click Next.

Select Server to install LDSM Agent. Click Next.

Specify aWindows NT group or user that can remote control the server
, Click Next.

10. Re-check your setting and Click Install.

11. Wait for Transferring files and Click Next.

12. Wait for Transferring AMS Services and Click Next.
13. Select Reboot now and Finish to restart your computer.

Notel: If you ingal LDSM Agent to Windows NT, You must ingtdl ASMA first.

To configure LDSM Agent for Netware 4.x.

1

Edit \SY S\System\AUTOEXEC.NCF.at Netware Agent.

2. LDSM default to mask sm_auto.ncf, unmask it.
3.
4. Edit\SY S\System\ASMM.INI to configure ASMM function a Netware Agent.

Inthelast line, add asuddsm.ncf

Default valueis asfollow.

ASREnable=0 ----------------- Disable ASR. Set O to disable. Set 1 to enable.
ASRTIMmEr=5 ---------mmmmmm- ASR Palling Time (unit: Min)
Chasssintrusonexig¢=0 ----- ChassisintrusonExigt. Set 0 to disable,

Set 1 to enable photo sensor.

Set 2 to enable micro switch.
Restart Netware Server.
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To configure the LDSM for monitoring ASMM information:

1. From the Windows NT desktop, choose Start | LANDesk Server Manager | Local
Network

2. Click the Fan Group and Task.

erver Manager 6.0 - [Intel Management DirectoryiLocal NetworkiWindows NT Device GroupyASUS_,
% FEile Edit Yiew Window Help

5 Intel Management Directory ‘@ Fan Group

=-#8 Local Network d
[ Netwars Device Graup Subltems | Properies | Tasks |
Windows NT Device Group (] (]

= [ ASUS AGENT
-9 Health

Subitems [ Staws
(3 ASR (0=>Disable. 1= ['F Chassis Fan (REM) Healthy
(19 Browser Group @ CPU1 Fan (RPM) Healthy:
(1 Chassis Intrusion Gro | | @ CPUZ/Power Fan (RPh) Healthy
& Data MWap Hits %%
ERid - Group

1 Chassis Fan (RPh
1 CPU1 Fan (RPM)
@ CPUZ/Paower Fan

% Logical Disk Group

(% Memary Group

(1% Paging File Group

(1 Physical Disk Group

] Processor Group

@ Systemn Up Time

(1% Temperatura Group

{1 woltage Group

¢z Historical Data.

[+ Instrumentation

&) ﬂ Snap-ing

= [ ASUS_AGENT 1

- Modem Alerts fram Intel EMC1

& ¥ SNMP Transpont

i I

3. Configure the Thresholds step by step.
a Sdlect Threshold type.

*f Server Manager 6.0 - [Intel Management Directory\Local Network\Windows NT Device GrouptASUS_A . EIfE B

Eile Edit “iew ‘Window Help =& x|
—

5 Intel Management Directory @ Chassis Fan (RPM)
=-#8 Local Network |

[ MNetware Device Group Properties Tasks |

Windows NT Device Group Task Name | Dascription
= [J ASUS_AGENT Configure Thresholds Configure the alert threshold settings fo
-9 Health Start/Stop a History Start ar stop a history for this parameter

@ ASR (0=>Disahle, 1=3
EB Browser Group

EB Chassis Intrusion Gro
& Data MWap Hits %%

= 13 Fan Group

Enable/Disable Contributi.. Enable/Disable ability to contribute ta t.
Configure Data Collection  Configure the data collection method f.

gure Thresholds
b i Use this task to configure infarmational, warning, and critice

 CPU1 Fan (RP) current parameter. Configured thresholdds contribute to the

@ CPUZ/Paower Fan

% Logical Disk Group

(i Memory Group

(i Paging File Group

(i Physical Disk Group

] Processor Group

@ Systemn Up Time

(i Temperature Group

% voltage Group

€% Historical Data.

[+ Instrumentation

&) ﬂ Snap-ing

= [ ASUS_AGENT 1

[ € Modem Alerts from Intel EMCT

& ¥ SNMP Transpont

kil | s S | _"_I

Select athreshold type:
& Critical Thresholds
= MWaming Threshalds

" Infarmational Thresholds
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b. Sat Threshold value.

*f Server Manager 6.0 - [Intel Management Directory\Local Network\Windows NT Device GrouptASUS_A . EIfE B

% FEile Edit Yiew Window Help _1& x|
—
5 Intel Management Directory ) Chassis Fan (RPM)
=-#8 Local Network - |
[} Matwars Device Group Prapariss Tasks |

Windows NT Device Group Task Name | Dascription
= [J ASUS_AGENT Configure Thresholds Configure the alert threshold settings fo
-9 Health Start/Stop a History Start ar stop a history for this parameter
() ASR (1=>Disable, 1= Enable/Disable Contributi.. Enable/Disable ability to contribute ta t..
(¥ Browser Group Configure Data Collection  Configure the data collection method f.
EB Chassis Intrusion Gro
(3 Data Map Hits % Configure Thresholds
=] EB Fan Group
% Chassis Fan (RPk
& CPUT Fan (RPM)
@ CPUZ/Paower Fan
% Logical Disk Group
(% Memary Group

Enter the threshald values after activating the upper or lowe

I Upper Threshald

0.0000
(i Paging File Group I
i) Fhysical Disk Group ¥ Lower Threshald!
] Processor Group
| 1500.0000

@ Systemn Up Time
(1% Temperatura Group
{1 woltage Group
¢z Historical Data.

[+ Instrumentation

&) ﬂ Snap-ing

= [ ASUS_AGENT 1

- Modem Alerts fram Intel EMC1

& ¥ SNMP Transpont

i I

4. Configure the data collection method.
a Modify the data collection method.

*§ Server Manager 6.0 - [Intel Management Directory\Local Network\Windows NT Device Group\ASUS_A

File Edit Miew ‘Window Help =18l x|
—
5 Intel Management Directory ) Chassis Fan (RPM)
=8 Local Network i
[ Netwars Device Graup Prapariss Tasks |
Windows NT Devica Group Task Name I Description
= [J ASUS_AGENT Configure Thresholds Configure the alert threshold settings fo
-9 Health Start/Stop a History Start ar stop a history for this parameter
() ASR (1=>Disahle, 1= Enable/Disable Contributi.. Enable/Disable ability to contribute ta ..
EB Browser Group Configu C ion  Canfigure n 1
EB Chassis Intrusion Gro
(3 Data Map Hits % Configure Data Collection

= 13 Fan Group

% Chassis Fan (RPk
1 CPU1 Fan (RPM)
@ CPUZ/Paower Fan
% Logical Disk Group
(% Memary Group
(1% Paging File Group
(1 Physical Disk Group
] Processor Group
@ Systemn Up Time
(1% Temperatura Group
{1 woltage Group
€% Historical Data.
[+ Instrumentation
&) ﬂ Snap-ing
= [ ASUS_AGENT 1
- Modem Alerts fram Intel EMC1
& ¥ SNMP Transpont

i I

Use this task to modify the data collection method. (For res
and history logs)

Barameter Name and Method;

Chassis Fan (RPM)

& Actual Data
Actual datais the raw data collected at specified intens

 Averaged Data
Aweraged datais rew data collected over a set period —
averaged to show the over-all pedormance

| o
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b. Select how the server agent pollsthe server for data.

*§ Server Manager 6.0 - [Intel Management Directony\Local NetworkiWindows NT Device Group\ASUS

File Edit Yiew Window Help

|4 Intel Management Directary

@ Chassis Fan (RPM)

=-#8 Local Network

[ MNetware Device Group
Windows NT Device Group

[ ASUS_AGENT

- Health

@ ASR (0=>Disable, 1=
i) Browser Group

(M Chassis Intrusion Grc
@ DataMap Hits %
=% Fan Group

9 Chassis Fan (RPI
CPU1 Fan (RPM)

=)

Properies Tasks |

Task Name

I Description

nahble/Disable Contributi
Configure Data Collection

@ CPURPowelCRLT

Fan (RPM)

(% Logical Disk Group
(1 Memory Group

(1% Paging File Graup
(1 Physical Disk Group
(M Processor Group
@ System Up Time
(1% Temperaturs Group
{1 Waltage Group
€& Historical Data

-3 Instrumentation

#-g] Snap-ins

= [ ABUS_AGENT_I

@€ Modem Alerts from Intel EMC1
&% SNMP Transport

< |

|

Configure Data Collection

Configure the alert threshold settings fo
Start or stop & history for this parameter
Enahle/Disable ahility to contribute to t
Configure the data collection method ...

Select how the server agent palls the senver for data.

Foll data ewvery:
I E‘ ISEEDmds

Round datato the nearest;
[ones (1)

El

MNaote: To reduce the amount of disk space used, increase 1
samples

S
|

g

File Edit Wiew ‘Window Help

5. To configure the Event in LDSM.
a Choose Task, Sdlect Configure Event Action.

erver Manager 6.0 - [Intel Management DirectoryiLocal NetworkiWindows NT Device Group{ASUS_A. .

@ Intel Management Directary

‘@ Fan Group

=28 Local Metwork
[{) Netware Device Group
=) Windows NT Device Group
B [ ASUB_AGENT
=¥ Health
B[ ASR (0=>Disable, 1=
&) @ Browser Group
&) @ Chassis Intrusion Gre
- Data Map Hits %
=) @ al
(¥ Chassis Fan (RPI
¥ CPUT Fan (RPM)
 CPUZ/Pawer Far
2-(9 Logical Disk Group
-1 Memory Group
-1 Paging File Group
-1 Physical Disk Group
1% Processor Group
- System Up Time
-1 Temperature Group
@[ Voltage Group
#-{& Historical Data
[+ & Instrumentation
[ ﬁ Snap-ing
B [ ASUS_AGENT_1
€2 Madem Alerts from Intel EMCT
-2 SNMP Transport

i i

Subltemal Froperties Tas

ksl

Task Name

I Description

Configure Event Actions
Add a Parameter
Add a Parameter Group

Configure Event As

Configure event/threshold actions for a.
Add & parameter to this group
Add & new parameter group

Use this task to configure the actions Senver Manager perft
status changes.

‘Whatwould you like to do?
& Configure AMS2 Alerts

£ Ao senver actionsio critical events,
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b. Double Click Fan Group.

% FEile Edit Yiew Window Help

5 Intel Management Directory ‘@ Fan Group

Local Network
[ MNetware Device Group

Subltemal Properties  Tasks |

Windows NT Device Group

Task Name

I Description

= [ ABUS_AGENT

-9 Health

@ ASR (0=>Disahle, 1=3
EB Browser Group

EB Chassis Intrusion Gro
& Data MWap Hits %%
=13 Fan Group

1 Chassis Fan (RPhk
1 CPU1 Fan (RPM)
@ CPUZ/Paower Fan
% Logical Disk Group
(i Memory Group

(i Paging File Group
(i Physical Disk Group
] Processor Group

@ Systemn Up Time

(i Temperature Group
% voltage Group
¢z Historical Data.

[+ Instrumentation

&) ﬂ Snap-ing

= [ ASUS_AGENT 1

[ € Modem Alerts from Intel EMCT

& ¥ SNMP Transpont

i |

Configure Event Actions
Add a Parameter
Add a Parameter Group

Configure Event As

Il

Configure event/threshold actions for a.
Add & parameter to this group
Add & new parameter group

Use this task to configure alert actions for each threshold 5
parameter ar group. To configure an alert action, double-c
ar group in the tree below.

Mote: [fthe prirmary alert action fails, then the backup action
AMS Alert Actions may not be delivered ifthe serveris shu

Gl e il P |51 s
-3 Diata Groups

J Deiault Alen

B Fan Group

c. Select Send SNMP Trap, Click Next.

lect Action

Actions:

Message Box

Send Page Ly

Send Intemet Mail If@.ﬁ&and EMC Fage

a[gg Fun Program

((M)) Broadcast

< Back

I lext » I

Cancel Help




d. Select Action Compurter, Click Next.

Select Action Computer

Select computer to perorm action.

Action computer

=8 Microsoft Windows Metwork Options...
B ASUS_AGENT
B, ASUS_AGENT_1

l

[DisEaver

< Back I Dlext > I Cancel Help

e Sdect valid severities for dert action.

Select Action Severity

Selectvalid severities for alert action.

= kEnitar
=i

»
o
” oK
N
o
X

V¥ Nan-critical
¥ Critical

= Nen-recaverale

< Back I Mext > I Cancel Help

f. Type Action name, Select Message, Click Finish.

Send SNMP Trap

Action name Isnmptest

tdessage: Alert parameters:
Alert <Alert Name» ;I AlertMame =
Computer: <Hast Mame>» Date
Date: <Date> Group Severity
Tirne: <Time> Host Name
Severity, <Severity> <¢ | [Member Mame
Source: <Source> Severity

Source

Thrashald

s Time

1] _>l_I Valie [

Diefault |

< ok I Finish I Cancel Help |
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g. Then Configure Event Action is OK.

*f Server Manager 6.0 - [Intel Management Directory\Local Network\Windows NT Device GrouptASUS_A . EIfE B

FEile

Edit

Wiew Window Help

T
=1

@Fﬂ Management Directory
Local Network

[ MNetware Device Group

) Windows NT Device Group
[ ASUS_AGENT

-1 Health

=)

= 13 Fan Group

€% Historical Data.

[+ Instrumentation

) ﬂ Snap-ing

ks Modem Alerts from Intel EMCT
ST SNMP Transport

|@ Fan Group

@ ASR (0=>Disahle, 1=>Ena
EB Browser Group

i} Chassis Intrusion (0=>Imval
& Data MWap Hits %%

1 Chassis Fan (RPM)
1 CPU1 Fan (RPM)
i CPUZ/Power Fan (RPh
{9 Logical Disk Group
(1 Memary Group

(1 Paging File Group
(1 Physical Disk Group
i) Processor Group

@ System Up Time

(1% Temperatura Group
(% waltage Group

Sub\lemsl Properties Tasks |

I Description
Caonfigure event/threshold actions for &.
Add a parameter to this group
Add & new parameter group

Task Name

Caonfigure Event Actions
cld a Parameter

v 1Add a Parameter Group

Configure Event Actions

Use this task to configure alert actions for each threshaold
parameter ar group. To configure an aled action, doukle
of group in the tree below,

Mote: Ifthe primary aler action fails. then the backup actic
AMS Alert Actions may not be delivered ifthe serveris sk

b el el e

= E3 Data Groups
o Default Alert

4]

6. To configure ahistory log for ASMM information.
a Sdect Star anew History, Click Next

*§ Server Manager 6.0 - [Intel Management Directory\Local Network\Windows NT Device Group\ASUS_A

* File

Edit Wiew ‘Window Help

5 Intel Management Directory
=-#8 Local Network

[ MNetware Device Group
Windows NT Device Group

=)

[

5 [ ABUS_AGENTY
- Modem Alerts fram Intel EMC1
5 E7 SMMP Transport

‘ 9 Chassis Fan (RPM)

[ ASUS_AGENT
-9 Health
@ ASR (0=>Disahle, 1=3
EB Browser Group
EB Chassis Intrusion Gro
& Data MWap Hits %%
= 13 Fan Group
% Chassis Fan (RPk
1 CPU1 Fan (RPM)
@ CPUZ/Paower Fan
% Logical Disk Group
(i Memory Group
(i Paging File Group
(i Physical Disk Group
] Processor Group
@ Systemn Up Time
(i Temperature Group
% voltage Group
€% Historical Data.
[+ Instrumentation
&) ﬂ Snap-ing

Properties Tasks |
Task

I Description
Caonfigure the alert threshold settings fo

Name
nfigure Thresholds

Enable/Disable Contributi.. Enable/Disable ability to contribute ta t.
Configure Data Collection  Configure the data collection method f.

Start/Stop a History

Use this tagk to start or stop a history. A history is a graph o
over a specified period of time

Whatwould you like to da?
& Stop the current histary and start & new histary

" Stap the current histary

e

|
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b. Select the kind of history, Click next

*§ Server Manager 6.0 - [Intel Management Directory\Local Network\Windows NT Device Group\ASUS_A _ HEER

% FEile Edit Yiew Window Help _1& x|
—
5 Intel Management Directory ) Chassis Fan (RPM)
=-#8 Local Network - |
[} Matwars Device Group Prapariss Tasks |

Windows NT Device Group Task Name | Discription
= [J ASUS_AGENT Configure Thresholds Configure the alert threshold settings fo
-9 Health Start/Stop a History Start ar stop & history far this parameter
# ASR (0->Disahle, 1= Enable/Disahle Contributi.. Enable/Disable ability to contribute o t..
(¥ Browser Group Configure Data Collection  Configure the data collection method f.
EB Chassis Intrusion Gro
(3 Data Map Hits % Start/Stop a History
EB Fan Group

% Chassis Fan (RPk
& CPUT Fan (RPM)
@ CPUZ/Paower Fan
{9 Logical Disk Group
(% Memary Group
(1% Paging File Group
(1 Physical Disk Group
i) Processor Group
3 Systern Up Time
(1% Temperatura Group
{1 woltage Group
€% Historical Data.
[+ Instrumentation
&) ﬂ Snap-ing
= [ ASUS_AGENT 1
[ € Modem Alerts from Intel EMCT
& ¥ SNMP Transpont

i I i

ez e

-

Wy'hat kind of histany would you like to start?

@ Ralling History

A rolling history keeps the most current data for & specified
example, a rolling history defined for 24 hours will continual
hours of data

£ Time Period/File Size Limited History:

Atime period/file size limited history will stop after the spec
file size is reached. For example, atime period/file size lin
haurs will record only 5 hours of data,

| R e R R R R R e

| sl

c. Set the time period the managed computer uses to collect data.

*§ Server Manager 6.0 - [Intel Management Directory\Local Network\Windows NT Device Group\ASUS_A

Eile Edit “iew ‘Window Help =& x|
—
5 Intel Management Directory ) Chassis Fan (RPM)
=-#8 Local Network - |
[} Matwars Device Group Prapariss Tasks |

Windows NT Device Group Task Name | Discription
= [J ASUS_AGENT Configure Thresholds Configure the alert threshold settings fo
-9 Health Start/Stop a History Start ar stop & history far this parameter
# ASR (0->Disahle, 1= Enable/Disahle Contributi.. Enable/Disable ability to contribute o t..
(¥ Browser Group Configure Data Collection  Configure the data collection method f.
EB Chassis Intrusion Gro
(3 Data Map Hits % Start/Stop a History
EB Fan Group

% Chassis Fan (RPk
& CPUT Fan (RPM)
@ CPUZ/Paower Fan
{9 Logical Disk Group
(% Memary Group
(1% Paging File Group
(1 Physical Disk Group
i) Processor Group
3 Systern Up Time
(1% Temperatura Group
{1 woltage Group
€% Historical Data.
[+ Instrumentation
&) ﬂ Snap-ing
= [ ASUS_AGENT 1
[ € Modem Alerts from Intel EMCT
& ¥ SNMP Transpont

i I i

{22 = e

i}

Setthe time period the managed computer uses to collect

Raolling Wincow Duration;

IDays
V¥ Save Old History

| R e R R R R R e
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7. Toview aHigtory log for ASMM information.

% Senver Manager 6.0 - [Intel Management Directory’

x/ Eile

Edit

Wiew Window Help

cal Network\windows NT Device Group\ASUS_A... EEIE
&=

I%el Managerment Directany
Local Metwork.
[H) MNetware Davice Group
=) Windows NT Device Group

[J ASUS_AGENT

2 [ ASUS_AGENTI

1 Heatth

¢zl Histarical Data

¢ History Log

Y Cpagefile sy,
Y Cpagefile sy,
] +12 () (11-04-1
] +3.3Y (mv) (11-04-
] +5Y (mv) (11-0418
0.% Digk Time (11
0% Processor Tin
1% Processor Tin
12 v (11-04-
] BV () (11-04-1¢
& Announcements S
] ASR (D=>Disable,
Awailable Bytes (1
C:.% Free Space (
C:Awg. Disk Queu
& Chassis Fan (RPh
] Chassis Intrusion [
{] CPUT Fan (RPM) {

CPUT Temperatur _

3

A |E| History Log

Subltems |

AN

Subitems

Us (11-04- 2 Gl
77 Chpagefile sys.% Us (11-04-1998 21:30:2 1. ASUS_AG
] +12% (m) (11-04-1898 21:30:24) ASUS_AGENT_1.0019
] +3.3% (M) (11-04-1998 21:30:24). ASUS_AGENT_1.0015
] BV (m') (11-04-1988 21:30:24) ASUS_AGENT_1.0018
] 0.% Disk Time (11-04-1388 21:30:22) ASUS_AGENT_1.0005

(] 0.% Processor Time (11-04-1998 21:30:23) ASUS_AGENT_1.0011

&]1.% Processaor Time (11-04-1993 21:30:23) ASUS_AGENT_1.0012
(]-12% (-mv) (11-04-1998 21:30:25).ASUS_AGENT_1.0020

i]-5Y (-miv) (11-04-1998 21:30:25). ASUS_AGENT_1.0021
@Anmum:emema Serer/sec (11-04-1398 21:30:23) ASUS_AGENT_1.0013
) ASR (0=>Disable. 1=>Enab (11-04-1998 21:30:22) ASUS_AGENT_1.0002
i Available Bytes [11-04-1998 21:30:22) ASUS_AGENT_1.0006

(] C:.% Free Space (11-04-1938 21:30:22) ASUS_AGENT_1.0003

(i) Ge.Awg. Disk Queus Lengpt [11-04-1998 21:30:22) ASUS_AGENT_1.0004
] Chassis Fan (RPM) (11-04-1958 21.30:26) ASUS_AGENT_1.0025

(] Chassis Intrusion (D=>In (11-04-1385 21:30:26) ASUS_AGENT_1.0028

] GPUT Fan (RPM) (11-04-1998 21:30:26).ASUS_AGENT_1.0026

(] CPU1 Temperature (C) (11-04-1388 21:30:25) ASUS_AGENT_1.0023

] CPUN Weore (miv) (11-04-1998 21:30:24) ASUS_AGEMNT_1.0018

] GPU2 Veore (miv) (11-04-1998 21:30:24) ASUS_AGENT_1.0017

&gl CPU2/Power Fan (RPM) (11-04-1998 21:30:26) ASUS_AGENT_1.0027
(] CPU2/Regulator Temperatu (11-04-1998 21:30:25) ASUS_AGENT_1.0024
(] Diata. Map Hits % (11-04-1998 21:30:21).ASUS_AGENT_1.0001

ENT_1
ENT_1.0010

FEile

Edit

Yiew Window Help

- [Intel Management Directory\Local Network\Windows NT Device Group\ASUS_,

g Local Metwork
Ifl Metare Device Group
= Ifl Windows NT Device Graup
[ ASUS_AGENT
B J ASUS_AGENT_1
3 Heatth
= ¢zl Histarical Data,
=& Histary Log

El

‘@ CPU1 Temperature (C) (11-04-1998 21:30:25) ASUS_AGENT_1.0023

S \PC\pagefile.sy
S \PC\pagefile.sy
B 129 (mv) (11-041
) +3.39 (V) (11-04-1
B 45 miv) (11-04-19
&) 0.% Disk Time (11-
& 0.% Pracessor Tim
& 1.% Pracessor Tim
B 129 (i) (11-041
B BV () (11-04-19
& Annauncements S¢
] ASR (0=>Disable, —
] Awvailable Bytes (17
] C.% Free Space
& C.Awg, Disk Queus
] Chassis Fan (RPM
] Chassis Intrusion (0
B CPUT Fan (RPM) [

Properties |

| Description™alue
Click to display
Click to display
Currently running

| Property

] History Graph (actual data)

[ History Graph (averaged daily dats)
E&' History Status

" T

30

1 S PP

1]
11/05/35 12:00:00 11/05/498 06:00:00 117064498 12:00:00 11/06/95 0F

[l
4| | »
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8. To monitor the DMI information.

W“Server Manager 6.

- [Intel Management Directory’

cal Networki\windows NT Device GroupiASUS_,

& Eile Edit View MWindow Help =13l x|
Intel Management Directany | CPU1 Temperature (C)
8 Local Metwork |
) Metware Devica Group Fefpilice
() Windaws NT Devics Group | Property I Description/Yalug &
[J ASUS_AGENT eal Time Graph (actual data) Click ta display
= [JASUS_AGENT_1 Property type MNumber
&) CB Health Description Click to display ;I

¢zl Historical Data

=4 Instrumentation

- DIl

- ASUS Dl

- ASMM

+12% (1Y)
+3.3V ()
+BY [rmiv)
12V (mv)
5y (mv)
ASR (0=>Di
Chassis Far
Chassis Intn

CPUZ Veore
CPUZ/Paw
CPUZ/Regt
Reboot (1=3

Systam Tiill

30

20

INR3RA 1A-R4AN  10-RA1A 1NR4-2A 1HF4’%HI 1NR4-dn WHFiiLI
3

9. To Enable ASR
Set the number to 1, it will Enabl

ethe ASR

ﬁSeNer Manager 6.0 - [Intel Management Directory’

»' File Edit ew Window Help

cal Network\windows NT Device Group\ASUS_A... EEIE

| Managerment Directany
Local Metwork

|»

‘ ASR (0=>Disable. 1=>Enable)

[7] Netare Device Group

[7] Windows NT Device Group

B [ ASUS_AGENT

{4 Health

] Historical Data

=) Instrumentation

-y DM

- ASUS DI

-y ASKM

-] +12Y )

-] 3.3 (mv)

-] 45 ()

B 12V ()

03] BY (-miv)

-02] ASR (0=>Disable
B Chassis Fan (RFI
28 Chassis Intrusion
[
[
L
L
L
[

-1 CPUT Fan (RPM)
+-] CPUT Temperat
CPLU1 Veore (mivi—
CPUZ Voore (mv,
CPUZ/Power Far
1] CPUZ/Regulatar
Reboot (1=>Rehi
-2 System Tempere

- ComponentlD _'LI
»

< |

Properties  Tasks |

I Description

|_Taak Name

Editthe numbet value

Edit Number

Use this task to edit the number value

Current Number:
1

MNew Number:

100

T finish, click Apphy.

Help |

cEEE | I\Ilext >

| An_;s\.;l
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10. To configure Remote Reboot.
Set the number to 1, it will remote reboot the agent.

ﬁSeNer Manager 6.0 - [Intel Management Directory\Local Network\Windows NT Device GrouptASUS_A... EIEIE

»' File Edit ew Window Help =13l x|
| Managerment Directany i ‘ Reboot (1=>Reboot system)

Local Metwork =

) Netware Device Group Praperies Tasks |

Iﬂ Windows NT Device Group Task Name | Description |

B [ AsUS_AGENT Edit Number Editthe numbet value

{3 Health ———— _
- Instrumentation

s DM

-y ASUS DMI

-y ASMM

-] +12Y )
-2 +3.3 (miv)

Use this task to edit the number value

Current Number:

-1 +5Y (i) 0
-] 12 (-mv)

s ] B (-miv)

-] ASR (0=>Disable

MNew Number:

£
£
B
[
L 100
w2 Chassis Fan (RPI
-] Chassis Infrusion
-] CPUT Fan (RPM)
-] CPUT Temperat,
-] CPUT Yeore (my—
-] CPUZ Voore (mY,
w2 CPU2/Power Far
-1 CPUZ/Regulator
Reboot (1=>Rehi
-2 System Tempere

248 ComponentD _';| Helo | ek | mems | A;:_m.;l
» »

T finish, click Apphy.

P ST 4 |

< S i)

LDSM Application Integration Modules:

Application Integration Modules (AIMs) enable you to integrate managed desktop,
mobile, and server systems running LDSM and LCM into popular enterprise management
consoles, including:

HP Openview — Network Node Manager V5.01 for Windows NT

Tivoli TME —NetView V5.0 for Windows NT

Computer Associates Unicenter TNG for Windows NT

Key Feature:

1. Receiving and interpreting SNMP traps from LDSM/LCM managed nodes.

2. At-a-glance summary of health for managed nodes.

3. Iconsthat indicate warning and critical aerts on managed nodes.

4. Configuring device and send SNMP traps required severd steps, as outlined by the
enterprise management application.

5. For more information, please refer to hitp:/Aww.intel.convnetwork/AIMs
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ASUSLDSM OEM function Table

. P2B-LS P2B-DS PE5UP8 / with
Modd / Function POB-S P2L97-DS POB-D2 ASMM cad
ChasssFan X X X X
CPU 1Fan X X X X
Speed
CPU 2/ Power X X X X
Fan Speed (Power Fan) (CPU 2 Fan) (CPU 2 Fan) (CPU 2 Fan)
CPU 1 Vcore X X X
CPU 2 Vcore X X
+3.3V X X X X
+5V X X X X
-5V X X X X
+12V X X X X
-12v X X X X
System
Temperature X X X X
CPU 1
Temperature X X
CPU 2/ X X
Regulator (Regulator (CPU 2Temp.)
Temperature Temp.)
ASR X X X
Chassis Intrusion X X X
Remote Reboot
Management X X

(Notes X ismeanits VALUE isVALID in thismainboard )
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Chapter 7 SNMP Management Station

7.1 HP Openview

The Openview SNMP program broadens the capabilities of SNMP-based management
applications to control basic network devices and critical systems and applications. In
addition to managing devices like routers, bridges, and hubs, the Extensble SNMP Agent
alows you to manage applications, printers, users, and databases that are centrd to
business success. The ability to control access to network and system resources and
effortlesdy monitor important network components gives you unprecedented visibility and
control of your network infrastructure.

User may use HP Openview program to compile the ASUS MIB file, then user adds the
compiled ASUS MIB file module to Openview to manage and operate the ASUS private
Enterprise MIB with the computer system has installed ASUS System Monitoring Agent

Toingal aASUS MIB file on HP Openview

The Manage Database option is accessed from the SNMP Manager command under the
Control menu. Manager Database accesses a compiler that adds ASUS MIB file to the
MIB database; dso adding to the list of variables displayed in the Defined Query window.

Installing ASUS MIB file to HP Openview

1. Click Control menu.

2. Select SNMP Manager.

3. Select Manage Database.

4. Click Import.

5. Sdect ASUS MIB fileinto File Name, Click OK button.

Add File
File narme: Ealders:
|asusp2b.mib dAasmamib

Cancel

asusall.mib = dy, |=] Q
asus :uE't:n.rnil:u = asmamib Network..
asuspll.mib
asusupl.mib

= =
Listfiles of type: Dirives:
MIB Files (*.mik) j | d: ASkATT_LDSkEDN j
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6. From Available MIB files box, sslect ASUSMIB.MIB and click ADD button.

SNMP Manager - Manage Database | ]

(@] Files successfully added to database.

Available MIB Files: Files in MIB Database:

ASUSP2B.MIB 09725798 = ASUSPZB.MIB 09725498

IANAIF MIB 09711797 RFC1213.MIB 09711497

RFC1213.MIB 09711797

RFC1229.MIB 09711797

RFC1230.MIB 09711797

RFC1231.MIB 09711797

RFC1232 MIB 09711797

RFC1233.MIB 09711797

RFC1238.MIB 09711797

RFC1243.MIB 09711797

RFC1253.MIB 09/11/97 =
Import._. I | Clear Database Close | | Help

Using HP Openview to monitor ASUS Server
1. From Control menu, Select SNMP Manager, Select Defined Query.
2. Using Up and Down to \iso\org\dod\i nternet\privaté\enterpri se\asus\systemM onitor

SNMP Manager - Define Query [ =]
-Device Display
Name: |Asus_AGENT ElfiEe il p
ions....
Network Address: 19272126 184 j| O Graph =0
‘Yariables
Awvailable Selected
[systemMonitorComponent] [systemMonitorComponent]
[systemMonitorAlarm]

[systemMonitorASR]
[systemMonitorReboot]
[systemMonitorCPUTemp]

[systemMonitorCPUTempAlarm]

Up I | Down I

iso.org.dod.internet.private_enterprises.asus.systemMonitor.systemMonitorComponent -
1.3.6.1.4.1.2623.1.2

| Save... I ‘ Close I | Help I
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3. Select the Server name from Name box.
4. From Available box, Select systemMointorComponent, Click Add, Click Perform.
Then you can view the information about ASMA

: SNMP Table - ASUS_AGENT I [=1 E3
D Read-only variable.
E "AsusTek Computer Corporation j| Start I
Variable Value = Set I
ELOLEEUT = ITET M Asus Tek Computer Corporation |

smModelNumber|AsusTek SNMP Extension Agent for Windows NT (Server-M

Copy
smManufacturerA|4Fl,.No. 150, Li-Te Rd.. Peitou, Taipei, Taiwan, ROC.

smManufacturerC| Tel:886-2-8943447, Fac886-2-8943449. WWW site: http-/ fww Log...
smPollFreq 10
smTemperature (37 Options...

smTemperatureH 70

smTemperaturel|-10
smTemperature¥{60

smTemperature¥(0

smyoltycorel 592

sm¥olt¥core1Hid3220 =]

(View / Monitor ASMA Information )

5. Sdlect the systemMonitorReboot, Click Add, Click Perform.

SNMP Manager - Define Query E
-Device Display
Name: [asus AGENT B e e —
Network Address: |FI92_?2.1 26.184 j| ' Graph ~p
‘Yariables
Available Selected
[systemMonitorComponent] [systemMonitorReboot]

[systemMonitorAlarm]
[systemMonitorASR]
[systemMonitorReboot
[systemMonitorCPUTemp]

[systemMonitorCPUTempAlarm]

Add —>

w ] oo ]

iso.org.dod.internet. private_enterprises.asus.sy MonitorReboot -

1.3.6.1.41.2623.15

Monitor.sy

Com ] o




6. Modify the rmRebootSystemEnable variable from 0 to 1 and click SET.

: SNMP Table - ASUS_AGENT M=l E3

0
EE @ o [Csen ]
Variable | Value Set

smRebootSysten|1
smRebootSyste

Copy

Options...

( Configure ASMA information )

Configing SNMP Trap for HP Openview:

1. From Auto Discovery menu, Select Layout, Select Do Basic Layout
2. From Options menu, Select Customize Trap

3. Sdect Unconfigured/Default, Default, Click Add.

Customize Trap Alarms [ =]

Device Class Name:

HP ¥isual OpenYiew

Trap Name:

Default

Cold Start
W¥arm Start
Link Down
Link Up

Auth Failure
Neighbor Loss

(L]

OnconfiqurediDetaull

Ignore?: Enterprise:

1.361.41112173.2

Type: Map: Log: Bell:
Default X X
Generic

Generic x x
Generic X X
Generic x x
Generic X X
Generic x x

Cancel

o

Delete

=9 =
; =

Load...
Severity:
Informational d
Major
Vo
o [etere |
Informational

Informational
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4. From Extended Description box, Type $*, Click OK.

Edit Trap

Trap Type
’7

)
C | Cancel

O Severity: |{I{l(T] T j

Description:  [Trap #$5 From OID $E

Extended $
Description:

x|

Action Acknowledge on Matching Trap and Variable
X Update Map Status | J
X Log J
[ Sound Bell
Receiving SNMP Trap

1. From Monitor menu, Select Alarm Log

i HP OpenView Alarm Log 19 [=] ]
TAC nuwledgeﬁll | Current Display Options Current: 2
Show All Alarms History: 6
| | All Objects Display: 2
Status | Date | Time | Description | Object |

Filters .. History Print Close Help

46



2. Click more info to view the detail information.

More Alarm Information

Object: ASUS_AGENT

Date/Time: 10/15/98 15:46:15
Status: Info.

Description: Trap #51 From OID 1.3.6.1.4.1.2623

.3.6.1.4.1.2623.1.3.47. 0-OCTSTR:The Fan 3 (CPU2 or Power Fan) is back to

.3.6.1.4.1.2623.1.2.52 0-INT:2777

4 3
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7.2 Microsoft SMS

Microsoft Systems Management Server (SMS) isa solution for centralized management of
Windows-based environments. SM S offers features that can help administrators streamline
their work and increase user productivity, and Microsoft has included the product in its
Zero Adminigtration Initiative for Windows — an effort designed to help companies lower
the total cost of owning and operating technology.

The session describes how to configure SMS to be a SNMP trap receiver. In 7.2.1, we
discuss how to set up a SNMP filter to filter which SNMP traps we are interested. In
7.2.2, we introduce how to view the SNMP traps in your site. Finaly, in 7.2.3, we
provide another method (Query your site database) to get the traps that we are
interested.

7.2.1 Create an SNMP trap filter
1. Start your SMS administrator, and open sites window.

- Microsoft SMS Administrator

File Options Tools ‘window Hslp

The Sites window displays a hierarchical
@ wiew of sites. domains. and machines in
your SMS installation.

¥ Show this dialog at startup

2. Click the site name, and select the properties from File menu.

&0 Microsoft SMS Administ

ASUSTEST DOMAIN

Wiews or modify site or domain properties [ 1 item(s] selected of 1
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3. In the Site properties dialog box, choose and press SNMP Traps button, and then

the SNMP trap dialog box will

be shown.

LT Microsoft SMS Administrator

File Edit Iree Yiew Options Tools Window Help

el el e S e I P N I ) P B R e e 1 - B = I | =l

Site Propertics
p— p— [ ox |
Site name Thame Cancel |
Site wersion
Site server ASUSTEST
Site server damain ASUSTEST_DOMAIN Help |
Install directary CASMS

Last report at [GHT]
Last report at [Local)
Inactive domains:
Inactive servers:
Inactive companents:
Inactive senders:

549/98 1:52:59 PM
549/98 9:58:53 Pt
o

coo

i S| e=Prs o} £l Vi SEgLcR
T Clients Services Acecunt

7

BEJH9 9]
Earent Site

Domains

Servers

Addresses

‘Senders

Outbones I

[
SHMP Iraps

[Domain

[ 1 item[=] selected of 1

4. Check the proposed properties box and press the Create button, the other window
(SNMP Trap Filter Properties) will be popped up.

LT Microsoft SMS Administrator

oK I
Cancel I

[Domain

Cancel |

Fils Edit Tree Wiew Optiors Tooks  Swiedow  Help
(I LI e e ey I o N ) I B e, ey, ) = B =y, = | I=a!
Site Properties

Site code TTT

Site marne Trams

Site warsicr 7B

Site server Sy

[ SNMP Traps =]

Tristall dits

Last repor

| I

.Ln?ét'.i?é. " Cument Properties = Proposed Prope

Inactive s

Inactive &1 Trap Filters at Site TTT (Tname):

Inactive ¢

| Generic 1

Help I

=
Addres:

Active | Description [ 1P Address | Enterprise
<] |
Froperties | | Create | Deletel | i) |

File Edit Tree Wiew

LT Microsoft SMS Administrator

Options

Tools Window

Help

Site Propertics

B = M|

SMNMF Trap Filter Properties [ =]

Description:

—When a trap meets the

oK I
Cancel I

IP Address: |

Enterprise:
“ OID

Generic Trap Type:
I~ Cold Start
¥ wWarm Start
I¥ Link Down
I~ Link Up

" MT Event Source |

Help I

¥ Authentication Failure
¥ EGP Meighbor Loss

¥ Enterprise Specific 10:

Perform this action:
i wirite to Database

" Discard

Site code
Site name
Site version
Site: server
Site se EETETER T
Install ¢
Last re
Last e
Inactiv i Cu
Inactiv
Imactiv i
Inactiv UheTe (7
Active
1
Ral |
Add Eiopel
<
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5. Fill out the conditions that traps will be caught and their description. In additions,
choose the action type is either Write to Database or Discard, and then press OK
button, afilter has been generated.

it Tree Miew Options Tools Window Help

P— e i e A i e B W e B e B ) o B e B e B e e
Site Properties

SHMP Trap Filter Properties
Description:|Monitor the host status [ ox 1]
Cancel |
when a trap meets the following conditions: —————————
Help I
E 7z 126 154
ooooo I
Generic Trap Type:
[~ Cold Start ¥ Authentication Failure
I Wfam Stark ¥ EGF Heighbor Loss
I Link D own ¥ Enterprise Specific 1D:
I~ Link Up N
Perform this action:
r 1= wWijte to Database " Discard |
4] T >

[ 1 itemis) selected of 1

6. Press OK button in SNMP Traps and Site properties window, SMS will require you
to confirm the settings you has generated mentioned above.

L7 Microsoft SMS Administrator
Eile Edit Iree ‘iew Opti window Help

HEsEleEmEae ClEEE Sl (2 FEEE
[ 3

[Ef ASUSTEST DOMAIN

[ 1 iternl=] selected of 1

7. SMS updates the site database for thisfilter rule.

7.2.2 View SNMP traps in a Site
1. Start your SM S administrator.

Open Window: SMMP Traps
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2. Open SNMP Trap window, and then al the traps recorded in the site’s database

will appear.

L Microsoft 5MS Administrator - [SNMFP Traps]
4% File Edit Yiew Options Tools window Help L= 2=

] e e e e 2 0 I = = =
e - a=- - == =

€53 1127 'SHMP Traps' items at 4/2/38 4:17.00 PM
NT Event Sourc] G

7
=) 192072126186 | 1.2.6.1.4.1.2623 & | a8 34023

e 192072126186 | 1.3.6.1.4.1.2623 E|13 35024

=) 192072126186 | 1.2.6.1.4.1.2623 & | a5 35024

e 192072126186 | 1.3.6.1.4.1.2623 E|13 36024

=) 192072126186 | 1.2.6.1.4.1.2623 |13 37025

o) 192072126186 | 1.2.6.1.4.1.311.1.1. o|o ]

=) 192072126186 | 1.2.6.1.4.1.2623 |13 1015

e 192072126186 | 1.3.6.1.4.1.2623 E|13 2015

=) 192072126186 | 1.26.1.4.1.311.1.1 z|o 2001

o) 192072126186 | 1.2.6.1.4.1.311.1.1. 2|0 3001

=) 192072126186 | 1.2.6.1.4.1.2623 |13 3016

e 192072126186 | 1.3.6.1.4.1.2623 E|13 a016

=) 192072126186 | 1.2.6.1.4.1.2623 |13 5017

e 192072126186 | 1.3.6.1.4.1.2623 LE |13 B017

=) 192072126186 | 1.2.6.1.4.1.2623 |13 Fo18

e 192072126186 | 1.3.6.1.4.1.2623 E|13 8018

=) 192072126186 | 1.2.6.1.4.1.2623 |13 3013

e 192072126186 | 1.3.6.1.4.1.2623 E|13 10019

=) 192072126186 | 1.2.6.1.4.1.2623 |13 11018

e 192072126186 | 1.3.6.1.4.1.2623 5|13 12020 -
1 I i
Ready [ 1 item[s] selected of 1127

3. The traps list shows every trap in different aspect (parameter) such as IP address,
Enterprise, NT Event Source, Generic Trap Type, Specific Trap ID, Time Ticks,
Time and Date Received, Number of Variables and Variable N Data.

4T Microsoft SMS Administrator - [SNMP Traps]

%% File Edit Yiew Options Tools indow Help

i EEEE R E = E N EE R ] R

000

g 1127 'SHMP Traps' iter LU SNCT ol &1 [=<]] |
[1P Address En

Close

el 192.072.126.186
feh 192.072.126.186
gah 192.072.126.154
geh 192072126156
fe) 192072126154
fel 192.072.126.186
[ Toztred2e.154
Ee) 192072126156
fef 192072126154
feh 192.072.126.186
el 192072126154
geh 192072126156
§sh 192072126164
feh 192.072.126.186
el 192.072.126.154
geh 192072126156
@) 192.072.126.154
feh 192.072.126.186
o) 192072126154
geh 192072126156
geh 192072126154
<

IP Address: [19z2.072.126.154

Enterprize: [1-3.6.1.4.1.2623 ST I
NT Event Source: | Hext I

Generic Trap Type: [Specific Trap
Help I
|43

Specific Trap ID:

[AESRARNRARS]

)l

Time Ticks: [FoE2

Time Received: [4/2/588 2:00.00 PM

Warnable Warnable ID Data Type Data —t
1 1.3.6.1.4.1.262___ | Octet string The Fan 1
2 1.3.6.1.4.1.262___ | Integer o

AR AR AR AR AR R R ARARN]

Fleady [ item(s] selected of 1127

4. Double click in the trap you want to investigate in detail.

5. Choose either Previous or Next button to get the proceeding or following detail trap

message.

6. Press Close button, and then return to the original SNMP Traps window.
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7.2.3 Query the database for SNMP traps
1. Start your SMS administrator.

E Options  Tools  Window Help

il A ) = ] A B =1 =) [

Fready

2. Open Queries window.

Microsoft SMS Admi

& File Edit Yiew Options Tools Mindow Help == =]

= EEE EEE = EE I EE E E E R (=[]
Hame 1D Architecture Comment

ﬁ Al Personal Computers SkS001 FPersonal Computer | Finds all personal computers.

& sl Servers SMS002 Personal Computer | Finds personal computers with the Server

& Computers by Last User. SMS003 Personal Computer | Finds personal computers with the specifil

& Computers by Mame SMSO04 Personal Computer | Finds personal computers with the specifil

ﬁ Computers by Operating Syste SMSO0S FPersonal Computer | Finds personal computers with the specif

& Computers by Processor. SMMS00E Personal Computer | Finds personal computers with the specifil

& Computers by Spstern Tupe.. SMSO007 Personal Computer | Finds personal computers with the specifil

2 Cormputers with Mearlp Full Disk] StS008 Finds persanal computers with disk span

e Fin

Feady [ 1 itemils] selected of 9

3. Choose New from File menu and fill out these fields such as Query Name and
Comment.

# File Edit Yiew Options Tools Window Help

= F R E R R EE R E ] E R RN E
1D

Query Prop

Hame

all Personal Computf SKMS001

all Servers Sk500z2 Query Hame: Ian Fan Speed

Computers by Last If SMS003 Comment: [F, d 1 — Cancel I
Cormputers by Mamd SkS004 = an speed [z low

Computers by Operd SMS00S = Add AND.._ I
Computers by Procd SMSO006 —

Computers by Spste| SMS007 Architecture: | Personal Computer = Add OR... |
Computers with Med SMS008

@ Inactive Personal O] SMS009 Find all '‘Personal Computer” items where: Properties._. I

Delete |
Copy) |
Faste |

Group |
ETOUpIH |
Ungroup |

Help |

BHBHBHBHY

Ready | 1 item[z) selected af 9
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4. Choose SNMP Traps from Architecture field.

£ File Edit ‘iew Options

Microsoft SMS Administrator - [Queries]

Tools

Window Help

[EloEEEElE [SlaT=s ] Sl (Sl

Hame D

Query Prope

SMS50071
SMS002
SMS003
SM5004
SM5005
SMS00E
SMS007
S5 008

Al Personal Compu
Al Servers

Computers by Last
Computers by Marmg
Computers by Oper.
Computers by Procg
Computers by Systel
Computers with Meq

Query Hame: [Low Fan Speed

Comment: [Fan speed is low

Architecture:

ZEEEEEEET

Inactive Personal Cf Sk45003

Find all 'SHMP Traps® items where:

SHMP Traps

Cancel I

Add AND___ |
Add OR.._. |
Piopertice. . |

g

Delete |
Copy) I
Pastc |

Group |

Group MO |
Wnaroup |

Help |

Fready

[ 1 item[s] selected of 9

5. Press Add AND or AND OR button to add your query conditions, and then the
Query Expression Properties dialog box will be shown.

Microzoft SMS Administrator - [Queries]

File Edit “iew DOptions Took “Window Help =
EI%'@IS&'@ @.lﬁhllﬁl@)l [SISTER] (S5 [E (& =] [ma]
= Query Properties
& Al Perzonal Compuf SMS001 oK
& Al Servers SMS002 Querp Hame: |an Fan Speed |
£ Computers by Last || SMS002 Comment: = = Cancel I
£ Computers by Namd SMS004 - |Fan speed is low

Query Expression Properties [<]

Add AND_._ I

Identification
Identification
Identification
Identification
Identification

MICROSOFTIIDENTIFL

MICROSOFTIDENTIFY
MICROSOFTIDENTIFY
MICROSOFTIDENTIFY
MICROSOFTIDENTIFY
MICROSOFTIDENTIFY
MICROSOFTIDENTIFY
MICROSOFTIDENTIFY
MICROSOFTIDENTIFY

MICDACACTURCRTICH

Attribute
1P Address
Enterprise
NT Event Source
Generic Trap Type
Specific Trap ID

Time Ticks

Time and Date Rec
Number of Wariable:
Variable 1 Data

LY JRNE ST R W . YR

gl

or ]

Cancel I

Add OR... |

Broperhes|

Derere |
Copy) |
Paste |
Group |
Group NI |

Help |

Operator: | is

=

Wngroup I

Valus: |

=

Help I

Ready

| 1 item[z) selected af 9

6. Select the Attribute column you want to operate with your expression, and fill out
the condition as the expression form (Operator and Value).

“iews Options

Tools Window Help

il EEE E R R = R R E R N EE N
—— = Query Properties
& Al Personal Comput] SMS 001
& Al Servers SMSO0Z Query Hame: [Low Fan Speed
& Computers by Last | SMS003 = L - —
& Computers by Namd SMS004 Lomment |Fan speed is low I—I

Query Expression Properties

Cancel |
Add AND___ |

ldentification
Identification
Identification

Identification
Identification
Identification

i s

Attribute
IP Address
Enterprise
NT Event Source

MICROSOFTIDENTIFI
MICROSOFTHDENTIF]
MICROSOFTIDENTIF]
MICROSOFTIDENTI
MICROSOFTIDEN
MICROSOFTIDEN

MHumber of Variable:
Wariable 1 Data

sconcaCTInCRTIc Aok 3 D

[ 50

ok | Add 0R... |
Cancel | Eroperties i |
Help | Deiere |

Group |
Group HO I |

Operator: [is

=]

Ungroup |

Walue: | 192 072.126.154

=]

Help I

Fleady
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7. Press OK button in Query Expression Properties and Query Properties dialog
boxes, and then the query condition is added in Query window.

evs Options  Tools  Window Help

Hey] (o] [E]3=]

1D Archi Co

Al Persanal Compuf] SMS001 Personal Computer | Finds all personal computers

All Servers SME002 Fersonal Computer | Finds personal computers with the Serve
Computers by Last || SM5003 Fersonal Computer | Finds personal computers with the specifi
Computers by Namd StS5S004 Personal Computer | Finds personal computers with the specifi
Computers by Operd SMS5005 Personal Computer | Finds personal computers with the spacifi
Computers by Procd SMS006 Personal Computer | Finds personal computers with the specifi
Computers by Spste| SMS007 Fersonal Computer | Finds personal computers with the specifi
Computers with Ned 55008 Personal Computer | Finds personal computers with disk space
Inactive Personal Cf SMS5009 Personal Computer | Finds personal computers that last scann

CEREEETEL

eady itern(s] =elected ol
Fead [ [5] el d of 10

8. Choose Execute Query from File menu.

Open.
Close
Close All
omputer | Finds all personal computers
Hew Ctrl+MN Computer | Finds personal computers with the Serves
Froperties... Alt+Enter Computer | Finds personal computers with the specifi
omputer | Finds personal computers with the specif
2 omputer | Finds personal computers with the specif
B T R e omputer | Finds personal computers with the specifi
Print Chl+F omputer | Finds personal computers with the specifi
Frint S atup. omputer | Finds personal computers with disk space
Frre Seim.. omputer | Finds personal computers that last scarn
Exit
Execite a query against the database [ 1 item(s] selected of 10

9. SMS confirms you whether the query action will be done.

soft SMS5 Adm

le Edit Miew Options Tools ‘window Hslp

& E
i FEElE = G olo=l"] [El=]
C

Name
# Al Personal Compul] SMS001 Personal Computer | Finds all personal computers
& AllServers SMs002 Personal Computer | Finds personal computers with the Servel
& Computers by Lastil Skasnnz Eerenmnal Comouber | Einds nereanal comnnters with the_ snecifi
& Computers by M. [SEISTEE I IT]
# Computers by O]
& Computers by Pr - Querny: o< ]
Computers by 5 =
g Computars it | [ Tow Fan Speed T N
& Inactive Person: Query Result Format:
& LowFan Speed [1dentification | Help |
I | Limit: bo) Sites:
[ &5 Trame -]
I Include Subsites
Fieady [ 1 item(s] selected of 10



10. The events you are interested will be queried out from SM S database.

&8 Microsoft SMS Administrator

File Edit “iew Options Tools *#indow Help

il [FA =] R R N i =) = R e = E S = HEE

Hame ]3]

Al Servers 4 SMS002

Architecture
Personal Computer
Personal Computer
Personal Computer
Personal Computer

Comment
Finds personal computers with the Ser;l
Finds personal computers with the spe
Finds personal computers with the spe
Finds personal computers with the spe

=

& Cornputers by Last || SM5003
& Cornputers by Marng Sk5004
& Cornputers by Operd Sk5005
&
&
&
&

Computers by F
Computers by £
Computers with oy Low Fan Speed
Inactive Persot 23 'SHMP Traps' items at 5410498 1:31:55 A

Low Fan Speer E

w [Query Hesults - Low Fan Speed

1P Add

MNT Event Sourcy Generic Trap Ty| Specific Trap I[

1.261.21.11.0.7.1
1.261.21.11.0.7.1
1.2.6.1.4.1.2622
1.2.6.1.4.1.2622
1.2.6.1.4.1.2622
1.2.6.1.4.1.2622
1.2.6.1.4.1.2622

192.072.126.154
deh 192.072.126.154
deh 192.072.126.154
deh 192.072.126.154
deh 192.072.126.154
deh 192.072.126.154
deh 192.072.126.154

deh 192.072.126.154 1.2.6.1.4.1.2622 4z

deh 192.072.126.154 1.2.6.1.4.1.2622 4z

el 192.072.126.154 1.2.6.1.4.1.2622 43 -

4] | vl
Ready | 1 itemn(s] selected of 23

7.3 Solaris Solstice Site/SunNet/Domain Manager

In this section, we will firstly introduce how to convert our ASUS MIB to schemafile
that Solstice knows, and then introduce how to load the schema file into the runtime
database of Site/SunNet/Domain Manager. Finaly, we will introduce how to get/set
the values of attributes of the SNMP agent and describe how to view the SNMP traps
from Site/SunNet/Domain Manager.

7.3.1 Convert ASUS MIB to schema file

In order to use our SNMP agent characteristic, firstly you should convert our MIB to
schema file that Solstice knows. Furthermore, we also prepare our schemafile, so you
can skip the step except that upload the schema file from our CD to the UNIX viathe
ASCII mode of FTP and then copy the schema file into /opt/SUNWconn/snm/agents
directory.

For example, you can type as follows in command line environment.
1. cd /opt/SUNWconn/snm/agents

2. cp /(our asusmib.mib path)/asusmib.mib .
3. mib2schema asusmib.mib

* If you find the schema file trandated from asusmib.mib that contents of ™A
(Ctrl+A) character, replace it with the space character in the entirefile.
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7.3.2 Load the schema file from your Domain Manager console

1.From the File menu, choose LOAD, and then choose Management Database....

PS. If you see the following error message in the footer of Domain Manager
console,and the detail error message shown in error report is duplicate
attribute name , you can ignore it.

Load of asusmib.mib failed — see error report for details.

i Management Database..

Save -  Predefined Requests...

(e e (e (e i) (e
192.72.126. 122,72, 126, 1R, 72,126, 1WEE. 72. 126, tHER. 72. 126, HE2. 72,126 R, 72, 126 2. 72. 126, AR, 72.126. 187

o o
192.72.126.128-subnet

=
test 182.72.126.HHR.72.126. HHD. 72.126. 144 192.72.126. 1122, 72 126 2. 72126, A2, 72.126. 184
192.72.126.182

192.72.126. HER.72.126. HERE. 721 26. B2, 72.126. 15192, 72 1261 92672126, B2 72, 126. 17892, 72.126.153

a4 »}

2. Select the file name you want to load.

SunNet Manager Console: 192.72.126.128 ==
File =1 Wiew r) Edit = Prons.”) Requests r) Taools \-) Goto r)g

m—y N

192.72.126, 122,72, 126, B2, 72, 126, THER, 72,126, 1HER2, 72, 126, .. 72. 126, 1R, 72, 126, 1BR. 72,126,183

S, T, R, T, R, e, T, T, T,
192,72 126 . 72126, HBR. P2.126. HER. 72,126, TRER. 72,1 26. 112, P2, 126. 11502, 72126, HERR. 72,126, IR 72,126,187

SunMet Manage

Directory: Jfopt/SUNwWoonn/bin

=
192.72.126.128-subnet

4. (Goup alevel)

EHbuild_cid
Fbuild_tt
— [ [Hec_config
e Fcc_receiver
test  192.72.126. NER.72.126. 1.7 | | Fjnstall_snm_license 126, 1182.72.126.184

Hlmibzschema
Elnla_cenfig_dirs

Elnla_parser
Elnla_updateschemas
— == = i =
192.72.126. HBE. 72,126 11HR. 72.126. . 72.126.182
Name: |
(Load)
==
NIERTY, [
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7.3.3 Get/Set the values of attributes of the SNMP agent.

1. Over the target machine icon, press the right button, and choose the
Set Request > ASUS-MIB - systemMonitorComponent.

192.72.126 N2, 72,126, HBR. 72,126 B2, 72, 126 B2, 72,126 3R 72. 126, TR 72. 126, HIBR. 72.126. 183

192.72.126. 142,72, 126. 1HR. 72,126, HHE. 72. 126, M. 72. 126, HB2. 72, 126. B2, 72. 126 2. 72. 1 26. AR 72.126. 187

[=;
192.72.126.128-subnet

r2.126. fEe. 72126, @2, 72.126. 184

192.72.126. HER. 72,126, 1HR. 721 26. B2, 72.126. 151 HER.72.126.17292.72.126.153
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3. Input the new value of attribute that you want to modify on the middle portion.

4. Press the Set button and then the following message will be shown in the footer.
Set request of agent ASUS-MIB done successfully.
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7.3.4 View the SNMP Trap

1. Over the target machine icon, press the left button. And then from the View menu,
choose Alarm Reports....

B (e (e i) (e (e (e (e
F126. HER. 72126, WEE. 72,126 HE2. 72, 126, THE2. 72,126 R, 72, 126 HER . 72. 126, R, 72.126.183

e e (e (e (e i) (e (e
ZE.72.126. 1B, 72126 THEE. F2. 126, HER. 72,126, NE2. 72,126 1R 72, 126. 2. 72. 126, &R, 72.126.187

test

e ) Ty, o FE ) oooo
192.72.126. HED.72.126. B2 72.126. 1WBR. 72.126. 15192, 72. 1261 $2672. 126 T2 72. 126. 17892, 72.126. 153

source-time=00:22:30.07
trap-type=enterprise

enterprise=asus

trap-no=43

trap-name=enterprise specific trap: 42
priority=Tow

smFan2lowlimitalarm=The Fan 2 {CPU1 Fan) is too Low! (Fatall
smFan2=0
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7.4 CA-TNG

Unicenter TNG addresses today’s most pressing I T management challenges through a
tightly integrated set of core solutions. The breadth of these management solutions
and their ability to work together delivers true end-to-end management of the
environment and sets Unicenter TNG apart from other enterprise management
offerings. Unicenter TNG's ability to manage the entire enterprise from a business
process perspective renders it the industry’s only practical solution for today’s
unwieldy environments. In fact, Unicenter TNG is widely recognized as the standard
for enterprise management.

To monitor the ASMA in CA-TNG:
Step 1: Copy ASUS MIB file to \tngfw\schema\excluded

Step 2: Choose the ObjectView Schema Builder and In excluded box, please select
ASUSMIB and click >> button.

=] CA-DbjectView Schema Builder !E[E
E #cluded Included
CPONLTH = s
CPOHOST Tl = I BASEBRD
CPOIDA CAINTOS Help |
CPQIDE £z I CalwiNgs —
CPORECOYW |- CHIPCOR
CPLSCSI CIsCO Compile 5chemas |
CPOSINFO COMPAL
CPASRYMM CTROM
CPOSTDEQ ExAGEMNT
CPOSTSYS FODICTR
CPOTHRSH HFPAAMGEMT
CPOUPS HPF-HP
ETHER [I=10]
LI Shas Ll I3 Ll
Select &l | Desslect 4l Selectall | Desslect 4|

Step 3: Click the ASUSMIB in included box and fill in the name in Model Name.
Than click the RUN MOSY tab.

MIEB FProperties E3 I
— MIE Information
k1B Mame Ia&ugmib | Ok, I
File D ate IEJEIJEIEI 9:05:02 Pk Help I
Filz Size |333?44
— Schema Infarmation
: Fun b osy I
Schema Mame Iasusmlb.sch
Edit Schema |
File O ate |5£1 4,98 Z:00:24 Phi
E dit Mib |
File Size |24335
Update kModel I

kA odel M arne I-":'H-SUSMlEE

Step 4: Return to the screen of CA-ObjectView Schema Builder and click the
Complier.
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Step 5: Choose the ObjectView and fill in the IP address and ASUSMIB.
Monitor the System Temperature from ASMA

Unicenter THG Object¥iew - [Object¥iewl]

ﬁfile “Wiew DashBoard Monitor  ObjectYiew ‘wWindow Help

D|(E] 5[ o]=] @l2(%]

=30

19272125184 =] |

|asusHIB

b anuf acturer ;l
b odel Nurnber

b anufacturer Address

b anufacturer Contact

123 Poll Freq
123 J
128 Temperature High Limit

123 Temperature Low Limit

123 Temperature W arning High Limit
123 Temperature W arming Low Limit
123 ol voorel

123 okt Yoore1 High Limit

123 okt Woore1 Lowe Limit
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Step 6: Monitor the value of Reboot Management System
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