ASUS System Management Application Notes



No part of this product, including the product and software may be reproduced, transmitted,
transmitted, transcribed, stored in s retrieval system, or translated into any language in any form
by any means with the express written permission of ASUSTek COMPUTER INC. except

documentation kept by the purchaser for backup purpose.

This manual introduces the fundamental Server Management knowledge, the hardware support
in ASMM board . This note provides features and architecture of the ASMM product for the

server and the console.
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Chapter 1 Introduction

1. 1 What is the ASUS System Management

There are two components for ASUS System Management. One is ASMM — ASUS System
Monitoring Module, the other one is ASMA — ASUS System Monitoring Agent. ASMM
had been implemented on an ISA card and ASUSTek mainboards. This hardware module
provides Fan speed, Voltage, Temperature and Chassis Intrusion information of system and
Automatic Server Restart function. ASMA contains ASMM’s driver and its SNMP agent.
Through SNMP Agent, Network management software such as HP OpenView can monitor
the system's fan speeds, working voltage and system temperature. SNMP Agent will report
to Network Manager immediately to prevent problems from getting worse when the

server's in an abnormal state.
1.2 ASMM Overview

ASUS System Monitoring Module, is a hardware portion of this management environment.
There are two kinds of implementation for this part. One is ISA card implementation, the
other one is mainboard implementation.

Basically the ASMM card is a 8 bit ISA Server Monitoring Card which includes a 20-pin
external feature connector for ASUSTek SMH (Server Monitoring Header).
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The connections are classified into 2 categories: Chassis Intrusion and Fan Monitor:
Chassis Intrusion: Chassis Intrusion permits the activation of a user-installed alarm. One 3
wires cable supports the external customized chassis intrusion alarm. The pin definition
are : RED ( battery power ), YELLOW ( intrusion signal), and BLACK ( ground ). The

external intrusion signal should be open-drained. Fan Monitor: The fan monitor provides



power for up to 3 fan while monitoring the connected fans’ rotation through the specially
designed tachomter. Three 3 wire cables are used to extend the length of each fan
connection. The pin definitions are: YELLOW ( tachometer signal ), RED ( +12V) , and
BLACK ( ground ).

The system can be notified when the voltage/temperature/fan speed exceeds the predefined
thresholds. The notification mechanism can be a simple as polling or through SMI#/IRQ
service routine, depending on the programming of LM78. Five ISA IRQ can be selected
(IRQ 3.,4,5,6,7) through hardware jumper.

If your motherboard has equipped with LM78 chipset, system will report an warning
message as both LM78s ( The on board and the one on ASMM) use the same I/O address
which is necessary for LDSM software that LM78 is located at I/O address of 0x295. The
basic idea for testing the LM78 function of ASMM is to disable the on-board LM78. The
ASR related function gets no influence of LM78 and need to do nothing for disable any
function. Currently, the BIOS cannot auto-detect the on-board LM78 and LM78 on ASMM
such that a hardware conflict occurs and results in a system warning. Future BIOS will
automatically disable the onboard LM78 if the ASMM is detected. There is a chip on the
motherboard at the rear edge about in the middle of the plug in slots called and LM78. It's a
chip made by National Instruments and it’s the LM78 that provides the circuitry for
monitoring the motherboard hardware such as fan RPM's and Temp. There are several

features:

Fan Status Monitoring and Alarm: To prevent system overheat and system damage, the
CPU fan and system fans are monitored for failure. Each fan can be set for its alarm
thresholds.

Voltage Monitoring and Alert: System voltage levels are monitored to ensure stable current
to critical motherboard components. Voltage specifications are more critical for future
processors, so monitoring is necessary to ensure proper system configuration and

management.

System Resources Alert: Today's operation systems, such as Windows 95, Windows NT
and OS/2, require much more memory and hard drive space to present enormous user
interfaces and run large applications. The system resource monitor will warm the user

before the system resources are used up to prevent possible application crashes.



If you want to maintain mainboard, you must use jumper to disable Photo Sensor Chassis
Intrusion. If you do not disable Photo Sensor Chassis Intrusion, the capacity of battery will

be lost when you maintain mainboard.

1.3 ASMA Overview

ASUS System Monitoring Agent is a SNMP agent. This software enable the computer to be
managed by Network Management Station (NMSs) through Internet. ASUS System
Monitoring Agent can report the computer fan speeds, working voltage, system temperature
and chassis intrusion to NMS. ASUS System Monitoring Module can enable or disable
Automatic Server Restart (ASR) function from NMS through the Internet. ASR is a
function that can reboot the computer system automatically when the computer system is
hang. ASR and Chassis Intrusion functions must have ASMM card or its hardware
circuit/components installed on the computer system. However, the P2B-DS motherboard
already included ASR and Chassis Intrusion There are several manageable environments
for ASMA:

NT Performance Monitor - is a graphical tool for measuring the performance of your
own computer or other computers on a network. On each computer, you can view the
behavior of objects, such as processors, memory, cache, threads, and processes. Each of
these objects has an associated set of counters that provide information about device
usage, queue lengths, delays, and information used to measure throughput and internal
congestion. It provides charting, alerting, and reporting capabilities that reflect both
current activity and ongoing logging. You can open, browse, and chart log files later as
if they reflected current activity.

NT Event Viewer - is the tool you can use to monitor events in your system. You can
use Event Viewer to view and manage System, Security, and Application event logs.
You can also archive event logs. The event-logging service starts automatically when
you run Windows NT. You can stop event logging with the Services tool in Control
Panel.

NT Web Administration - for Microsoft Windows NT Server enables you to remotely
administer Microsoft Windows NT Server using existing HTML browsers. Web
Administration is not designed to replace existing administrative tools for Windows NT
servers; instead, it is to enable you to perform limited administrative tasks when you are

roaming, away from your usual workstation.



LANDesk Server Manager - provides network administrators with a proactive management

solution and emergency management recovery Tools to help maximize business-critical

server uptime. From a centralized console, LANDesk Server Manager monitors critical

parameters on either Microsoft NT or Novell Netware servers. Through enhanced alerting

features and server health monitoring, LANDesk Server Manager products notify the LAN

administrator when a server reaches a predefined threshold.

SNMP Management Stations — there are several management programs in the market. One

of the SNMP programs from HP is Openview, which is to control basic network devices

and critical systems and applications. Microsoft System Management Server (SMS) is a

solution for centralized management of Windows-based environment. SMS offers features

that can help administrators streamline their work and increase user productivity.

Table of ASMA function for ASMM card and ASUS mainboard

) P2B-LS | P2B-D2 | P2B-DS
Model / Function
Rev. 1.03 | Rev 1.02 | Rev. 1.03 CUV4X | CUR-DLS | CUR-DLSR
P2B-S
Rev 1.03
Chassis Fan 1 X X X X X X
Chassis Fan 2 X X
CPU 1 Fan Speed X X X X X X
CPU 2 / Power X X X X X X
Fan Speed (Power | (CPU2 | (CPU2 | (Power
Fan) Fan) Fan) Fan)
Chassis Fan X X X
Control
CPU1 Fan X X X
Control
CPU2/Power Fan X X X
Control (Power)
CPU 1 Vcore X X X X X X
CPU 2 Vcore X X X X
+3.3V X X X X X X
+5V X X X X X X
+12V X X X X X X
+1.5V X X X
+2.5V X X X
+3VSB X X X
+5VSB X X X
CMOS Battery X X X
NVRAM Battery X X X




System
Temperature X X X X X
CPU 1
Temperature X X X X X
CPU 2/ X X X X X
Regulator  |[(Regulator| (CPU2 | (CPU?2 (CPU2 (CPU2
Temperature Temp.) | Temp.) | Temp.) Temp.) Temp.)
ASR X X X X X
Chassis Intrusion X X X X X
Remote Reboot
Management X X X X X
Event Action % % %
SCSI Backplane

Table of ASMA function for ASMM card and ASUS mainboard (continue)
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CPU 1 X
Temperature
CPU 2/ )
Regulator
Temperature
ASR X
Chassis Intrusion X
Remote Reboot X
Management
Event Acti
vent Action X
SCSI Backplane

(Notes: X is mean its VALUE is VALID in this mainboard )

ASMA can monitor the BackPlane's DriveBay status, the power system of DriveBay is

good or bad, the cooling fan status of the BackPlane and the temperature of the BackPlane.

When these BackPlane objects are not at normal status, the ASMA will send snmp trap to

SNMP NMS. It can also automatic adjust cooling fan speed depend on the temperature of

the BackPlane.

ASMA function on different BackPlane board

Function
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(Rev 1.03)
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Backplane Configuration X X X X
Remap

Drive Power off X X X X

(Notice: the "X" means the function is supported in the BackPlane.)

ASMA can light the LED of BackPlane when RaidCard is rebuilding the Raid Drive.
ASMA 2.0 can let user to know hard drive status (rebuild, spare, and Failure) by using light
the LEDs of BackPlane. User need to install RAID driver and GUI RAID Manager for
Windows NT for this feature.

ASMA can monitor the CPU1/CPU2/System temperature over the fatal high threshold
value, then the event action will occur. The event action have reboot the system, power off

the system and shutdown the system.
1.4 SNMP Overview

Simple Network Management Protocol (SNMP) is the most popular network management
protocol in the TCP/IP protocol suite. SNMP lets TCP/IP-based network management
clients exchange information about the configuration and status of nodes on a TCP/IP-based
Internet. The information available is defined by a set of managed objects referred to as the
SNMP.

The example of SNMP in a network environment is illustrated as follows.

SNMP Management means a server can control other clients via
SNMP. (like HP Openview )

Set/Get

SNMP
ASMA / Management

Get/Set Set/Get

Response/ f
Set/Get T

Trap
Response
Trap

ASMA

Ethernet EThernet

As mentioned above, we will introduce several terminology of SNMP.

Management Information Base (MIB). The subset of managed objects comprising the
TCP/IP portion of the MIB is maintained by each TCP/IP node. SNMP also generates trap

messages used to report significant TCP/IP events asynchronously to interested clients.




SNMP Get — let SNMP NMS get the value of attribute of managed system, such as fan

speed, working voltage and system temperature.

SNMP GetNext — allows the NMS to retrieve the next object instances from a table with an

agent.

SNMP Set — set the value of attribute of managed system, such as fan speed threshold,
working voltage threshold and system temperature threshold from SNMP NMS.

SNMP Response — be responsible for the response of SNMP GET, SNMP GETNext and
SNMP Set.

SNMP Trap — managed computer system can inform the NMS of some event ( when the
interested attributes, such as fan/voltage/temperature, over or lower the thresholds )

asynchronously.

1.5 Terminology

The following table lists common terms for ASMM and LDSM

Term |Definition
ASMM |ASUS System Monitoring Module
LDSM |LANDesk Server Manager

LM78 [H/W Monitor, which is for system temperature, fan status, CPU voltage and
alert.

AMS?2 |A new version of Alert Management System

DMI  |Desktop Management Interface, an industry standard management
specification

MIB  |Management Information Format, used by SNMP for describing component
instrumentation

snMp  |Simple Network Management Protocol, a stand network protocol for
management information

ASR |Automatic Server Restart, is a function that can reboot the computer system
automatically when the computer system is hang

NMs  |Network Management Station, such as LANDesk Server Manager, HP
Openview , SUN Net Manager, Tivoli Netview and CA-Unicenter TNG.
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Chapter 2 ASMA Installation and Configuration

2.1 Installation tip:

ASUS System Monitoring Agent defines ASUS Private Enterprise MIB that is about the
computer system fan speed, working voltage and system temperature information. It has
the thresholds MIBs for fan, voltage and temperature MIBs also. ASUS System
Monitoring Agent can send SNMP Trap to NMS to inform user that computer system
have an abnormal condition occur when ASUS System Monitoring Agent detect the

computer system temperature/fan/ voltage over the temperature/fan/voltage threshold.

You must start the services to be monitored before configuring and starting the SNMP
service on ASMA software. Once the SNMP service has been started on both remote and

local side, you can use SNMP tools to monitor the running services.

NT SNMP Service Installing:

1. From the Windows NT Control Panel, double-click Network icon.
2.Click the Services tab.
3.Click the Add button.

4.Double-click SNMP Service.
5.Specify a location for the Windows NT install files and click the Continue button.

User may get this MIB file from ASUS subdirectory under Program File directory in local
drive. User can use MIB Compiler to compile this file, then user adds the compiled ASUS
MIB file module to NMS to manage and operate the ASUS private Enterprise MIB with the
computer system has installed ASUS System Monitoring Agent .

Y ou may verify this MIB file in REGEDIT program as following screen:
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B My Conputsi =] | Heve ks =
& [ HEEY_CLASSES_ROOT L [IEELET ) [l nok 3]
5 ) HEEY_CURREHT_USER Al a5k [keCHOOD00G i1
= ol MEET_LOLAL_MALHIME ] Chassisl ninsion N 1]
-] ?-—3'-'”-‘-“5 B4 LM7EF anilowiimit  CbaCNNNNSc [1500]
e i AH|LMTEFenl'warin. DW000007S0 (2000]
e SOFTWHRE RE|LMTOEan el (OO0 1 500)
- —_'Jm_h AL MTEFen S e (LO0000S] [2E40]
) fsus i AN LMTeFand owlive  DOODO0ST (2000
£ [0 ABUS Syolem b | EMLMTEFandwaein, DMO0D00:36 [3640)
= A¥]LmTENIHghLimé OO0 ect) [3755)
% (53 Clasans A LMTELowLimt (00000 (ZB05)
33 [ Chanie il LM g .. IWODI00sZs (3530
(1 [ npsion. i) L FHRS wming [eCOO s [
- § HesadaiiF acknd A% LM TN T Hghl e [0 0ed [3735])
¥ Lok =1 |0 st e s LT I e
4| I 3 -Iil 3
Py CompuaierHEEY L0 CAL_MACMIME VEDF TWaRAE WsuSsugMIl




REGEDIT Program in NT server
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2.2 Configuration

If you monitor your PC or network by using Simple Network Management Protocol
(SNMP), you can use the SNMP Management Information Bases (MIBs) provided by
ASMA software program. You will need to compile the MIB files using the MIB compiler
that comes with your SNMP software.

Configuring SNMP Service on NT Server

1.At the Microsoft SNMP Properties dialog, click the Traps tab.

2.In the Community Name box, type a name for the SNMP community, such as
public.

3.Click the Add button.

4.Below the Trap Destinations box, click the Add button.

5.Type the IP address or computer name of your network's SNMP management
station.

6.Click the Add button.

7.Click the OK button.

8.Click the Close button.

9.When prompted , click the Yes button to restart your computer.

Microsoft SNMP Properties EHE

Agent  Traps |Secumy|

The SNMP Service provides network management cver TCPYIP and
|IP/ 5P pratocols. If traps are required, one or more community names
must be specified. Trap destinations may be host names, IF addresses.
or IPx addresses.

— Comrmunity Name:

Ipublic j Add

Bemowve |

Trap Destinations:

192.168.10.123

Edit... | Eemowve |

oK | Cancel | Apply |
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To turn ON/OFF the Automatic Server Restart:
Hkey Local Machine\System\CurrentControlSet\Services\ASR\Parameter\ASREnable
( for P65UP8 + ASMM card )

&' Registry Editor

Begistip  Edit Wiew Help

MHame | Data
[Default] [walue nat zet]
[ - 0=00000001 (1]
.-'1'-.SF| Tirner 0«000000143 [25)]

B

-2 ControlS et00]
-3 Control5 et002
=123 CurrentContralSet
-3 Cantral

#-{Z Hardware Profile:
EI{:I Semvices
- Abiosdsk
- aafd
T AkhalSdn
T Akhal Fas
EEI---D aic T B
-2 Alerter
T Abeays
- aridnk
{3 amsint

20 Ao =
S e e
4 i _>l_I <] | i3

| My ComputersHEEY_LOCAL MACHIMESSYS TEMSCurrentControlS etsS erviceshWaSRYFe o2

-

Hkey Local Machine\System\CurrentControlSet\Services\W ASR\Parameter\ASREnable
(for P2B series )

= Registry Editor - [HKEY_LOCAL_MACHINE on Local Machine]

nBegistry Edit Tree “iew Security Ogtions

~Etga =] ]

S EIR ASRTimer: REG_DWORD : 0x5

1 Ulra124 loForaddress - BEG_DWORD - (30
O Ultral 4f loFPorCount: REG_CWORD : Ox?

- C0 Ultra2 4f

FEOUPS

30 w7vram

30 vigaSave

30 YvgaStant

e EI R

=1 WASE

£ Enum

23 Security

-G wd33ca3

50 wdd0c24a

wichsga

50 weeitekpd

-G wWinSock

- WinSock2

50 WinTrust —

G WLM7E Dy _ILI
4| | ]
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To turn ON/OFF the Reboot System function:
Hkey Local Machine\Software\ASUS\ASUSMIB\RebootSystemEnable

= Registry Editor - [HKEY_LOCAL_MACHINE on Local Machine]

& RBegistry Edit Tree
= HKEY_LOCAL _MACHINE
G0 HARDWARE

-G SAkd

3 SECURITY

& S0FTWARE

-G Adobe

- Azus

ASIS System Monitoring
= AsusMIB
3 HardwaraConfig

-3 Classes

3 Clients

3 Compag
Description
G2 Intel

32 ticrosoft

G0 0DBC

0 Program Groups
—C1 Secure

=G Windows 3.1 Migration Statu
-3 SYSTEM

“iew Security Options

4] |

Window Help
Lk78IN3HighLimit: REG_DWORD : 0x1676
L7 8INILowLimit: FEG_DWORD : 0x109a
LK78IM 3 arningHighLimit: REG_DWORD : Ox157¢c
L7 8IMIarningLowlimit: REG_DWORD : 0x11594

L7 8INAHighLimit : REG_DWORD : 0x35e8

L7 BINALowLimit: REG_DW/ORD ; 0x27d8

L7 8INSWarningHighLimit: REG_DWORD : 03330
L7 8IM W arningLowlimit: REG_DWORD : 0x2a30

L7 8MinusiMNEHighLimit: REG_DWORD : Oxdfffcl528
LiA7BrdinusiMbELowlimit: BEG_DWWORD : Duffffcald

Lkd7 BtdinusiMNEWarningHighLimit : REG_DWORD : Oxffffd
L7 aMinusINEWarningLowLimit : REG_DWORD : Dxffffcc
L7 8MinusiMNEHighLimit: REG_DWORD : Oxdfffefbb

L7 BMinusIMNBLowLimit: REG_DWWORD : Oxffffed8a

L7 BMinusIiNB W arningHighLimit : REG_DWORD : Dxffffe
Lkd7 BtdinusiMNBWarningLowLimit : REG_DWORD : Oxffffes
LM7aPollFreq : REG_DWORD : Oxa

L7 8 TemperatureHighLimit: REG_DWORD ; 0x46

L7 8TemperatureLowLimit : REG_DWWORD : Dxfffffife
L7 8TemperaturetarningHighLimit: REG_DWORD : 05
LA7BT emperaturearningLowlimit: REG_CWORD 0

-

To enable the Auto hardware detect function:

Hkey Local Machine\System\CurrentControlSet\Services\WLM78Drv\Parameter\AutoD

ect (for P2B series).

Hkey Local Machine\System\CurrentControlSet\Services\LM78Drv\Parameter\AutoDet

ect (for P65UP8 & P2L.97-DS).

Notes: If you want to add addition hardware (like FAN) to system, you can modify the

value of AutoDetect from 0 to 1 without re-install the ASMA. After you modify

the value of AutoDetect, please reboot your system..
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= Registry Editor - [HKEY_LOCAL_MACHINE on Local Machine]

& Registry Edit

Tree

3 Ultra 4f

- C0 Ultra2 4f
FEOUPS

30 w7vram
- VgaSave
30 vigaStart
—E0w=D

G0 WASE
50 Wd33ca3
50 wd30c2 da
G0 wdwga

- G0 weitakpd
G WinSock
50 WinSock?
50 WinTrust
=1 w780
£3 Enum
£ Security
—E Xga

- Select

-0 Setup

| i

“iew Security Options

Window Help
AccessPathBylser |
‘AutoDietect - BE -
ChassisintrusionExist: REG_DWORD : 0
12CSleepTime : REG_DWORD : Dxa
loForaddress - REG_DWORD : leeB00
loForCount: REG_CWORD - Oxk
ISAloPonaddress : BEG_DWWORD ; 0x295
ISAloPorCount : REG_DWYORD : Ox2

[

-
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To enable the Chassis Intrusion Exist function:
Hkey Local Machine\System\CurrentControlSet\Services\WLM78Drv\Parameter\Chassi
sIntrusionExist

= Registry Editor - [HKEY_LOCAL_MACHINE on Local Machine]
ﬁBegistry Edit Tree “iew Security Ogtions Window Help 18] =]

-0 Ultral 4f =]
0 UltraZ 4f

AccessPathBylUser: REG_DWORD : 0
AutoDetect: REG_DWORD - 0

FCUPS : EG [

G0 wwram eepTime : REG_DWORD

G0 VgaSave loPonaAddress : REG_DWORD : Oxe800
(31 VgaStart loForCount: REG_DWORD : OxB

e E R ISAloPortAddress : REG_DWORD : 0x285
-G WASH ISAloPonrCount : REG_DWYORD : Ow?
G50 Wel33c93

-G wdlA0c24a

wichsga

G0 weitekpd

30 WinSock

G0 WWinSock?

30 WinTrust

=0 /L7 B0
£ Enum
23 Security

—E Xya

—C0 Select

0 Setup

d | 2

-

To turn ON/OFF the Chassis Intrusion function:
Hykey Local Machine\Software\ASUS\ASUSMIB\ChassisIntrusion

= Registry Editor - [HKEY_LOCAL_MACHINE on Local Machine]
B Begisty Edit Tree Yiew Secuwity Options Window Help =18l
= HKEY_LOCAL_MACHINE ASRandRebootGranted : REG_DWORD : 0x1 -
G HARDWARE ision  BEG DWORD - 1
50 SaAk Lkd78CFLUT TemperatureHighLimit : REG_DWORD : Ox4E
&3 SECURITY L7BCPLT Temperaturelowlimit: REG_DWORD : Oxfffff
& SOFTWARE LM7ECPUI Temperature’arningHighLimit : REG_DWOFR
(1 Adobe LM73CFUT TemperaturevyarningLowLimit: REG_DWwOF
& Asus LM73CFUZTemperatureHighLimit: REG_DWORD : OxdE
ASUS Systerm Monitoring [LM78CPUZTemperatureLowlimit : REG_DWORD : Dxfffff
= AsusMIB L7 BCPUZTemperaturetarmingHighLimit : REG_DWOFR
£ HardwareConfig LM7ECPUZTemperature’arningLowLimit : REG_DwWOF_
1 Classes LbA78FanT LowLimit: REG_DWORD - Oxbdc
Clients L7 8FanTWarningLowlLimit: REG_DWWORD : 0x7d0
30 Compag Lkd78FanZlowlimit: REG_DWORD : Oxbdc
30 Description Lkd78Fan2WarningLowlimit: REG_DWORD : Oxalc
Intel Lid78Fan3lowLlimit: REG_DWORD : Ox&dc
kicrosoft L7 8FandWarninglowlimit: REG_DWORD : Oxafc
—E10DBC Lk78INOHighLimit : REG_DWORD : Oxc94
-3 Program Groups LkA78IMOLowLimit: REG_DCWORD : 0x34c
-1 Secure LkA78IM DWW arningHighLimit : REG_DWORD : Oxc08
— 8 Windows 3.1 Migration Statug|LM7EINDWarningLowLimit : REG_DWORD : 0x3d8
—E SYSTEM LK78INTHighLimit : REG_DWORD : Oxc94
LF78INTLowLimit: REG_DWORD : 0x34c _|;|
4] [ Hin | 4
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2.3 Troubleshooting
1. How to disable the on-board LM?78, if you want to install a ASMM.

Current BIOS can not auto-detect the on-board LM78 and LM78 on ASMM card such

that a hardware conflict occurs and results in a system warning. Future BIOS will

auto-detect these two and automatically disable the on-board one. To disable the

on-board LM78 currently, the following operation steps are provided:

1) Format a bootable floppy disk (DISKA)
2) Copy the PCI control program PCICFG.EXE on to DISKA
3) Copy the DOS utility DEBUG.COM onto DISKA
note: the version of debug.com must be the same as the DOS version on DISKA
or it can not be executed.
4) Adjust the BIOS booting sequence to A:, C: (boot from floppy first)
5) Insert the DISKA and boot the system
note: Ignore the hardware monitor error as a result of LM78s confliction.
6) Under prompt sign A>, type PCICFG<enter>
7) Under prompt sign BUS00>, type WD 1 3 60 00670290
note: The on-board LM78 is now disabled
8) Under prompt sign BUS00>, type Q<enter> to exit from the PCI control program.
9) Under prompt sign A>, type DEBUG<enter>
10) Under prompt sign >, type A<enter>
11) Under prompt sign xxxx:0100, type int 19<enter>
12) Under prompt sign xxxx:01yy, type <enter>
13) Remove the DISKA from floppy drive and leave it open
14) Under prompt sign >, type G<enter>
15) Now, you can see the O.S. from hard disk boots-up and LDSM can work with the
LM78 on ASMM.

If your motherboard does not equip with LM78, everything goes fine with LDSM.

19



2. What kind of environment can be used to monitor the ASMM/ASMA information ?

ASUS LDSM OEM Release, HP Openview, NT performance Monitor, Microsoft SMS
Microsoft Web Administration , NT Event Viewer and other SNMP Management Console.

Other SNMP Management Consoles

Status On Server: HJK

erformance Counters

|
[ e

(ASUS LDSM OEM Release) (NT WEB Admin )

+ Event Viewer - Applicalion Log on \\ANDY-NTE [C[o[x]
Log View Opfions Help
Date [Time |Source [category
©18/9%8  104026AM  ASUSSNMPAgentNone 4]
Q41898 104026AM  ASUS SNMP Agent None
2 14026 AM
] 50759 Pt
& 20259 P
Q41398 120259PM  ASUS SNMP Agent None
Q4139 115223AM  ASUS SNMP Agent None
41398 T15223AM  ASUS SNMP AgentNane
E41308  115223AM  ASUS SNMP AgentNane
@30508  30035PM ASUS SNMP AgentNane
i 30025PM __ ASUS SNMPAgentNone ¥

1
1
1
1
1

—>

oml ] ‘mel ]

(HP Openview ) ASMM (H/'W) ASMA (S/W) (NT Event Viewer)

( Microsoft SMS ) ( NT Performance Monitor )

Cimix
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Chapter 3 NT Performance Monitor

NT Performance Monitor - is a graphical tool for measuring the performance of your
own computer or other computers on a network. On each computer, you can view the

behavior of objects, such as processors, memory, cache, threads, and processes.

The following overview lists how you use Performance Monitor to view the
performance of objects: Simultaneously view data from any number of computers.
View and dynamically change charts reflecting current activity and showing counter
values that are updated at a user-defined frequency. Export data from charts, logs, alert
logs, and reports to spreadsheet or database programs for further manipulation and
printing. Add system alerts that list events in the Alert Log and notify you either by
reverting to Alert view, logging the event in Event Viewer's Application log, or issuing
a network alert. Run a predefined program either every time or only the first time a
counter value goes over or under a user-defined value. Create log files containing data
about objects on different computers. Append selected sections of existing log files to a

single file, forming a long-term archive.

Performance Monitor consists of four main windows, which you display by clicking
Chart, Alert, Log, or Report on the View menu. These windows contain different
information and have only the menu bar, status bar, and toolbar in common. You can
press the F1 key to see Help about any Performance Monitor command. On the Options
menu, Data From is available in any of the four windows. Use this command to switch
from working with current values for current activity (real time data) to viewing and

manipulating existing log files. The default is current activity.

There are two ways that user can monitor system temperature, working voltages and

fan speed from NT Performance Monitor.

Method I:

1. From the Windows NT desktop, choose Start select Programs, Select ASUS
System MonitorAgent, Select Monitor.

2. From the Monitor, you can monitor the status of system's temperature, voltage

and fan speed.

Method II:
1. From the Windows NT desktop, choose Start | Programs | Administrative Tools |

Performance Monitor.
2. Choose Edit menu, Select Add to Chart
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3. Select the computer that you want to monitor, click OK.
4. From the Object Box, select ASUS System Monitor. It will displays ASUS

System Monitor performance list in the Counter Box.

22



5. To see a description of a counter, click the Counter in the Computer list box, and
click the Explain button. This displays a Counter Definition panel that describes
the counter.

6. In the Counter list box, click a performance counter you want to monitor, and click

the Add button. Repeat this step for all counters you want to monitor.

[if Performance Monitor -[8]x]
File Edit Yiew Options Help

+lel] =[o| @l

80 Add to Chart =
7
b Sormpter: [1LASUS_AGENT | =] Acd

&0 Object IASUS Systern Monitor j Instance: Cancel
CPU1 Voltage ;l Explain>>

CPL 2 Fan/Power Fan

CPU 2 Voltage
System CPU 1 Temperature [l Eop

System CPUZ Temperature/‘Regu\atm—T';I
4 r

50 Counter.

20 Coloy, [ | ol [Defout x| it | =l swie | =
15
10
5
0
Last| 0,000 Average| 0.000 Min 0.000 Max 0.000 Gragh Time 100.000
Color Scale Counter Instance Parent Object Computer

|Data Current Activity

M Start |J e ) H &} Performance Mon... | 9:17 A

7. When you are finished adding counters to the chart, close the Add to Chart dialog

box., You can now observe the color-codes graphs of the counters you have

i@ Performance Monitor HEI
Eile  Edit Yiew Options Help

+imlx| sl @l

Lastl 5769.000 Averagel 5786.584 Min 5769.000 Manx 5818.000 Graph Time 100.000
Color Scale Counter Instance Parent Object Computer
0.0100000 CPU 2 Fa : Mo

ower Fan — — A

|Data: Current Activity

A Start |J @4 Ay H # Performance Mon__ | 519 Ahd
choosen as they Illustrate current.
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Note: Using Method II, you can monitor another computer that installed ASUS

system monitor agent remotely from the network.
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To configure the threshold of Fan/Voltage/Temperature in NT performance monitor
extension

From Start, Select Programs, Select ASUS System Monitoring Agent, Select
Alert, choose the threshold you want to monitor.

Choose Edit menu, Click Add to Alert
3. Select Computer, object, counter, Set Alert threshold value, click Add, click

[if Performance Monitor - Fatal 003.pma =18]x]
File Edit Yiew Options Help

sEoE +Ex = o
Alert Interval 5 000

Alert Log:
Add to Alert E
Computer I\\ASUS_AGENT Add
Object IASUS Systern Monitor j Instance: Cancel
Counter:  [CPU 2 Fan/Power Fan =] Explain>>
CPU 2 Voltage
System CPU 1 Temperature Hel
System CPUZ Temperaturs/Ragulstor T Lo
[~
AlertLeg Alett If Run Prograrm on Aler
Color  Color: _j' & Qver I € Eirst Time
 Under & Ewery Time | ENT
EMNT
> 13000 -12v AZUS Systern Mon VWASUS_AGENT

< 42500000 +5.0%

< 28050000 +33v

< 10200

< 1500.0000 CPU 2 Fan/Power Fan

ASUS System Mon VWASUS_AGENT
ASUS System Mon VWASUS_AGENT
ASUS System Mon VWASUS_AGENT
A ol G

|Data Current Activity, Save File: Fatal 003 pma

M Start |J e ) H &} Performance Mon... ‘ 10:48 Ahd
done.

Choose Options menu, click Alert.

Select Send network message, Type the computer name where the alert message
you want to sent.

{5 Performance Monitar - Fatal003.pma

Eile  Edit Xiew Options Help
amolEl +lEx =i E
Alert Intensal: 5000

Alert Log
Alert Options [x]
I7 Switch to Alert Yiew
v Log Eventin Application Log
Cancel
- Network Alert
¥ Send network message
et Name: Help
ASUS_CONSOLE|
i Update Tim
Interval (seconds)
Alert Legend © Periadic Update 5.000
Color VYalue Cour Computer
< 0.0000 Syste | ManuslUpcete mMon YASUS_AGENT
» 57500000 -5.0%. Mon YWASUS_AGENT
> 13800 -12%

ASUS System Mon VWASUS_AGENT
ASUS System Man WASUS_AGENT

< 28050000 +3.3V ASUS System Man WASUS_AGENT

< 10200 +12v
< 15000000 CPU 2 Fan/

0]
@
O <4250.0000 +5.0V
L ]
[ ]

|Data: Current Activity, Save File: Fatal 003.pma

#Astart|| @ & A ¥ | [EPedormance Mon_ | 1101 am
e
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6. You can stop the CPU fan to generate a alert.

{& Performance Monitor - Fatal003.pma [-[5]x]
File Edit Yiew Options Help

Basg +Ex ww|
Alert Interval 5 000

Alert Log:

@10/15/98  11:0258 AM 0.000 < 1500000 CPU 2 Fan/Power Fan, ., ASUS Systern Monitor, \\ASUS_AGE

@10/15/98  11:0210.8 AM 0.000 < 1500000 CPU 2 Fan/Power Fan, . . ASUS System Manitor, WASUS_AGE
98 o 1501 CPUZ . AS Monitc S

K B U]
Alert Legend.

Color Value Counter Instance Parent Object Computer

[} < 00000 System Temperature — — AZUS Systern Mon WASUS_AGENT

@] >5760.0000 -6.0v - - ASUS Systern Man WWASUS_AGENT

@ > 13800 -12v - - ASUS Systern Man WWASUS_AGENT

(@] < 42600000 +5.0V — — ASUS System Mon {\ASUS_AGENT

@ < 2805.0000 +3.3V — — ASUS System Mon {\ASUS_AGENT

@ 10200 +124

ASUS System Mon VWASUS AGENT
( /

|Data Current Activity, Save File: Fatal 003 pma

M Start |J e ) H &} Performance Mon... ‘ 11:02 Abd

7. Using Event viewer to view this alert message.
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Diate: 10/15/98 EventlD: 2000
Time: 11:02:06 AM Source:  Perfon
User: (RN Type Information

[Belts Computer: ASUS_AGENT Category: MNone gomputer

@ 10/15 BEUS_AGENT
€ 10/15  Description BELUS_AGENT

g j‘gﬂg I&m Alert condition has occurred on Computer. \WASUS_AGENT ; Object: ;I PEE_AGENT

ASUS Systern Monitor; Counter: CPL 2 Fan/Power Fan | Instance: : Parent
: Yalue 0.000; Trigger: < 1500.000

* Byles

22
3l
a8
3a
35

HStart |J a8 ) H {3 Performanca Monitar |E§H Event Viewer - Ap... H 1105 Apd
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8. This alert message will send to CONSOLE.

Messenger Service

Message from ASUS_AGENT to ASUS_COMNSOLE on 10715798 11:01AM

"10/15/98 11:02:5 8 AM 0000 < 1500000 CPU 2 Fan/Power Fan, . .
ASUS System Manitor, VWASUS_AGENT"

Hstart|| @ 81 @ ¥ |[[iBMessenger Se | 1103am
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Chapter 4 NT Event Viewer

Event Viewer - is the tool you can use to monitor events in your system. You can use Event

Viewer to view and manage System, Security, and Application event logs.

Event: In the Windows NT operating system, an event is any significant occurrence in
the system or in an application that requires users to be notified. For critical events such
as a full server or an interrupted power supply, you may see a message on screen. For
many other events that do not require immediate attention, the Windows NT operating
system adds information to an event-log file to provide information without disturbing
your usual work. This event logging service starts automatically each time you start you

computer running Windows NT.

System Log: The System log records events logged by the Windows NT system
components. For example, the failure of a driver or other system component to load

during startup is recorded in the System log.

Security Log: The Security log records security events. This helps track changes to the
security system and identify any possible breaches to security. For example, attempts to
log on the system may be recorded in the Security log, depending on the Audit settings
in User Manager. You can view the Security log only if you are an Administrator for a

computer.

Application Log: The Application log records events logged by applications. For
example, a database application might record a file error in the Application log. ASUS

ASMA will generate some special events in this log.

ASMA events information in Event Viewer:
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: Event Viewer - Application Log on \WASUS_AGENT

Log  Wiew Options  Help
Date Time Source Category ‘Event ‘User Computer
€ 10/15/95 0 Pkd (R ASL

© 10/15/98
© 10/15/98
© 10/15/98
&, 10/15/98
&, 10/15/98
&, 10/15/98

1:61
1

1:43:50 PM
1:4350 PM
1:4350 PM
1:4350 PM
1:4350 PM
1:4350 PM

ASUS SNMP Agent None
ASUS SHMP Agent None
ASUS SHMP Agent None
ASUS SHMP Agent None
ASUS SHMP Agent None
ASUS SHMP Agent None

N7
NfA
NfA
NfA
NfA
NfA

GENT |

ASUS_AGENT

ASUS_AGENT
ASUS_AGENT
ASUS_AGENT
ASUS_AGENT
ASUS_AGENT
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To show a Automatic Server Restart Function Enable/Disable event in Event Viewer:

To show a Chassis Intrusion Function Enable/Disable event in Event Viewer

Ewvent Detail
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To show a Reboot Management function Enable/Disable event in Event Viewer:

Ewvent Detail

ASMA will generate the SNMP Trap and a event of NT event log , if an alert occurs.

Ewvent Detail
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Chapter 5 NT Web Admin

Web Administration for Microsoft Windows NT Server enables you to remotely
administer Microsoft Windows NT Server using existing HTML browsers. Web
Administration is not designed to replace existing administrative tools for Windows NT
servers; instead, it is to enable you to perform limited administrative tasks when you are
roaming, away from your usual workstation. Web administration is a tool that is
implemented to work in conjunction with Microsoft Internet Information Server 2.0.
User can monitor system temperature, working voltages and fan speed from Web
Performance Monitor. You can install the Web Administration software on any server
that run Windows NT server 4.0 and Microsoft Internet Information Server (IIS).
Installing the Web Administration software on the server causes the server to publish
web pages that include forms you can use to administer that particular server. The Web
Administration tool is intended for existing Windows NT server administrators who
have performed tasks with the regular administrative tools on Windows NT 3.51 and
NT 4.0.

You may download the Web Administration program from Microsoft Web site at

following URL: http:// vww.microsoft.com/ntserver/webadmin/dinowdLhtmp

To manage the ASMM in Web Administration program:
1. Run Web Browser (IE or Netscape).

2. Type the address at your Browser such as
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http://www.microsoft.com/ntserver/webadmin/dlnowdl.htm
http://<your_server_name>/ntadmin/ntadmin.htm

JWeb Administration Of Windows NT Server - Microsoft Internet Explorer

J Eile Edit rites  Help ‘
o s 5l 7| i =1 B
Back Rl vi/=lie) Stap Refresh Home Search  Favorites  History  Channels | Fullscreen bdail
| Address [ bt 192 72 128 184 mtacmingntacimin b =l H Links
Web Administration of _ i
Enter Network Password
Introduction ?fl.Q Flease type your user name and password
)
M Fesource 192.72.126.164
Devices Username: I"*dmi”‘s“ﬁ‘f‘r
Event Logs Password: I
File System
Maintenance ok | Cancel
Printers General Windows NT Server status information.
Services
Sessi You must be fogged on with administrative
=ES3I0NS privileges to use this tool.
Status

B

|§ ’i Fyililélmeme(zme
S| € & A% [ETWeb Admmstrat. i

3. Click the Status. Type your user name, password.
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3 Server Status - Microsoft Internet Explorer [_[5]x]

File Edit View Go Favortes Help ‘

@v»-@tﬁ‘@@@ H B

Back Fomywerd Stop Fefresh Home Search  Favorites  History  Channels | Fullscreen bail
Adldress I@ hitp:/ #1192 72 126.184/ Scripts/NTAdmin/NTAdmin dll 2AdminCommand=Statistics j H Links
Web Administration of =]

Microsoft Windows NT Server

~Status On Server:ASUS_AGENT

Introduction

Accounts

Devices Server Configuration
Click here for the server configuration information.
Event Logs

File System Performance Statistics
Click here for performance monitor statistics on the server.

Maintenance
Server Statistics

Printers = L
= Click here for statistics on the server.
Services L
Sessions
Status —
=l

@ ‘ ’_’_’_@ Intemet zone
A Start |J e84 Ay H &]5erver Status - Mi___ | 1141 A

4. Click Performance Statistics.

5. Select ASUS System Monitor and Click Counter button

JE\Ie Edit Miew Go Fawvorites Help ‘

- s @ fa) a &
Back Fomywerd Stop Fefresh Home Search  Favorites  History  Channels | Fullscreen bail
Address I@ hittpa/ /192.72.126.184/ Scripts /NTAdmin/NTAdmin.dll?AdminCommand=Statistics_Perdormance j H Links
Web Administration of =]

Microsoft Windows NT Server

~Status On Server:ASUS_AGENT

Introduction
Performance Objects

Accounts
Devices Select the object you want to see counter information for and click
Counters.
Event Logs
File System 4Back to Server Status
Maintenance I
Printers Performance Monitor Objects
Services Server Work Queues B
EE—— Paging File
Sessions Browser
ASUS System Monitor
Status  — [Gopher Service
Internet Informatinn Services Glohal | Counters I =l
2] ‘ ’_’_’_@Imemetznne
#Start “ esww H #]Performance Mon___ | 11.43 A
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6. When prompted, you can observe the status of system's temperature,

" Performance Monitor Counters - Microsoft Intemet Explorer [_[5]x]

JE\Ie Edit Miew Go Fawvorites Help ‘

J@_»,@&@@ qH &

Back s pg=lie | Stap Refresh Home Search  Favortes  History  Channels | Fullscreen bdail

JAddrESS IE TAdmindl?Server=ASUS_AGENT&AdminCommand=Performance_List&Index=2012&Command=Counters j H Links

SZSHE Mo wtows vt Sorver
~Status On Server:ASUS_AGENT

Performance Counters

Introduction

Accounts
Devices 4Back to Performance Objects
Event Logs
File System ASUS System Monitor
: System Temperature 24 j
Maintenance CPU 1 Valtage 2800
Printers CPU 2 Valtage 2864
. +3.3Y 3376
Senvices +5.0V 4933
. +12v 13056
Sessions -12v 11968
Status — 5.0V 5066
Chassis Fan 0 =l
|Q ‘ Fyililélmeme(zme
M Start |J e ) H &]Performance Mon.. | 11.57 A

voltages fan speed, and so on.
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Chapter 6 ASUS LDSM OEM Release

LANDesk Server Manager provide administrators with a proactive management solution
and emergency-management recovery tools to help maximize business-critical server
uptime. From a centralized console, LANDesk Server Manager product monitor critical
parameters on either Microsoft Windows NT or Novell Netware Server. Through enhanced
alerting features and server health monitoring, LANDesk Server Manager notify the LAN
administrator when a server reaches a predefined threshold. ( ASUS provides an ASUS
OEM version of LDSM in the package. In this LDSM, it added a ASMA patch for LDSM,;

therefore, you can monitor ASMA information from LDSM console ).

The following figure highlights the high level architecture of LDSM with new or changed

components shaded.

Management Console Features:

LDSM has been re-architected with a new console GUI that follows Microsoft COM and
MMC models. The Management Directory (MD) is the part of Management Console that
handles the under-the covers functionality of the console. Management Directory discovers
and exposes managed objects with their associated management functionality in a standard
and unified manner. One of the key features of the console is the server health view, which
offers a color-coded view of pre-defined parameter thresholds and limits. Using Active X

technology , it will be easier to create, maintain and enhance.

Managed Server Features:

Data Collection Agent (DCA), allows data from independent data sources registered with
the Message System to be grouped together. Data collection agent supports the LDSM
enriched abstractions goal, by collecting data from multiple agents, grouping it in a
meaningful way and reducing communications overhead. Rather than multiple agents or
proxies collecting data and communicating to the console through the message system, now
there is just one agent (the DCA) performing this task.

LANDesk Server Manager server side architecture is composed of several agents and
specialized pieces that gather, and share information with other agents and management

console. It is through these agents and services that the Network Operating System (NOS)
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and the Server Monitoring Module are monitored, information communicated to the

console.
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There are two alertable parameter types in LDSM:

Graphable parameters that have three independently configurable thresholds: informational,

non-critical and critical.

Event-only parameters that track single operating system event, such as loading and NLM.
The administrator can configure alerts for both Netware and Windows NT servers. The

following is a look at where the AMS?2 alert occur on the network:

1. Message Box

2. Broadcast Message

3. Windows NT Event Logging
4. Send Internet Mail

5. Program Execution

6. Paging

7. SNMP Trap

SNMP Trap Generation

AMS?2 supports the configuration of actions based on a given event or alert. One of the
action is to generate an SNMP trap. The system may be configured to send the trap to a
SNMP management console. SNMP requires that the address (either IP or IPX) for the
system receiving the trap be configured in advance. The method for specifying the trap

destination address depends on the operation system of the device generating the trap.

Common Base Agent ( CBA ) is made up of several modules that provide basic common

denominator services that are protocol and OS independent.

Message System

The messaging system is the glue that holds the Agent together. Because the native
capabilities will differ from NOS to NOS, the Agent messaging API could require features
that are not present on some OS. The CBA messaging system is a service library callable by
all Agent modules. The way it is packaged will be on each NOS; a DLL on NT, a NLM on
Netware. The messaging system has a given set of API function calls making it capable of
handing all of the messaging needs for LDSM. Message System is the CBA highest-level

module and provides local and remote process-to-process messaging.
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Ping Discovery System ( PDS )

PDS is a process by which a console node discovers other nodes that are capable of being
managed. This service is used by the LDSM console to discover the servers with LDSM

installed. This service has two parts:

Full discovery - a ping is sent over the network to which LDSM servers to reply. If a CBA is
present on the server, a ping is sent back to the requesting console with its reply
information. This information is stored on the console used to populate the discovered

server tree for that console.

Refresh discovery - is similar to full discovery option, but rather than sending a packet on
the wire to all servers, it uses the information stored at the console as a request list, and send
s a ping only to those servers. The discovered server tree list is rebuilt based on the reply
from those servers at that moment. If the server fails to reply, its discovered icon is grayed in

the tree, indicating it is no longer available.

Network Transport Service (NTS)

Network Transport Service is a set of APIs which shield LDSM from the complexities of
networking protocol detail of sending and receiving data. NTS is designed so that it will not
have to change for different operating systems. For example, the SMM agent will use the
same NTS API whether it is running on Netware or Windows NT. The NTS code is
optimized to take advantage of the services available on a particular operating system, and
are transparent to the LDSM agents. NTS offers routines, which allow for guaranteed
delivery of sequenced packets. The protocol is designed to allow packets to be sent in size
of up to 65,535 bytes. NTS will fragment the packet on the network wire and receive the
packet into a buffer of at least the same size. NTS consists of three main pieces. A transport
layer that communicates to the network. A message system that process information
between each of the multiple agents on a server. A proxy which services as a bridge

connecting this message system and transport layer.

Before you install the LDSM, please make sure you already installed the ASMM into the
server. The ASMM is fully compatible with LDSM, HP Openview, NT Performance
Monitor, NT Web Admin, Microsoft SMS and so on.
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Installing ASUS LDSM OEM

Stepl: installing and configuring SNMP.
1. At the Microsoft SNMP Properties dialog, click the Traps tab.
2. In the Community Name box, type a name for the SNMP community,
such as public.
3. Click the Add button.
4. Below the Trap Destinations box, click the Add button.

e

Type the IP address or computer name of your network's SNMP management
station.

Click the Add button.

Click the OK button.

Click the Close button.

When prompted , click the Yes button to restart your computer.

e

Step2: installing Windows NT Service Pack3 (or above).

Step3: installing LDSM.

Insert the ASUS install CD.

Click Install LDSM.

Select Install to install LDSM and Click Next.

Select Yes to agree the license and Click Next.

Type the Registration Key and Click Next.

Click Plan to view installation help, Click Next.

Select LDSM components that you wish to install, Click Next.
Select Server to install LDSM Agent. Click Next.

Specify a Windows NT group or user that can remote control the server
, Click Next.

10. Re-check your setting and Click Install.

11. Wait for Transferring files and Click Next.

12. Wait for Transferring AMS Services and Click Next.

13. Select Reboot now and Finish to restart your computer.

A R BRSO S e

Notel: If you install LDSM Agent to Windows NT, You must install ASMA first.

To configure LDSM Agent for Netware 4.x/5.x.
1. Edit \SYS\System\AUTOEXEC.NCF.at Netware Agent.
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2. LDSM default to mask sm_auto.ncf, unmask it.
3. In the last line, add asusldsm.ncf
4. Edit \SYS\System\ASUSMIB.INI to configure ASMM function at Netware Agent.
Default value is as follow.
ASREnable=0 --------------—-- Disable ASR. Set 0 to disable. Set 1 to enable.
ASRTimer=5 ----------------- ASR Polling Time (unit: Min)
ChassisIntrusionExist=0 ----- ChassisntrusionExist. Set 0 to disable,
Set 1 to enable photo sensor.
Set 2 to enable micro switch.
5. Restart Netware Server.
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To configure the LDSM for monitoring ASMM information:

1. From the Windows NT desktop, choose Start | LANDesk Server Manager | Local
Network

2. Click the Fan Group and Task.

[
I
———

Edit  Wiew

;ﬂ” & Intel Management Directory

[# Netware Device Group Subitems | Propeties | Tasks |

) Unitwiare Device Graup Subitems 0% Version__| LDSM.. [ IRMC
= [ Windows NT Device Group
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3. Configure the Thresholds step by step.
a. Select Threshold type.

Server Manager b - [Intel Manageme irectory\Local NetworkiWindows NT Devi
w Lile Edit Wiew MWindow Help =1l x|
Intel Management Directany ;Im (# Chassis Fan (RPM)
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Configure Thresholds Configure the alertthreshold settings fo
Stan/Stop & History Start or stop & history for this parameter
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Configure Data Collection  Configure the data collection method f
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719 Memory Group
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b. Set Threshold value.

Server Manager b - [Intel Managemen
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4. Configure the data collection method.
a. Modify the data collection method.
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Configure the data collection method f..

Configure the alertthreshald settings fo...
Start or stop a history for this parameter
Enahle/Disable ability to contributa to't

Use this task to modify the data collection method. (For res
and histary logs)

Farameter Mame and Method:

Chassis Fan (RPM)

& Actual Data
Actual data i the raw date collected at specified inters

£ Averaged Data

Aweraged datais raw data collected over a set period
averaged to show the over-all peformance,

(19 Voltage Group
_>l_I

i

w-@3] Histarical Data.
#istart| gintel LANDesk Serve |

48



b. Select how the server agent polls the server for data.

erver Manager 6 - [Intel Management

®/ File Edit View ‘Window Help

irectorylLocal Network\Windows NT Device Group\ASUS_AG_..

rntel Management Directory
=8 Local Netwark
[} MNetwars Device Group
[ Unixware Device Group
[ wWindows NT Device Group
= [ ASUS_AGENT

E-9 Health
& ASR (0=>Disahle, 1=:
@ Browser Group
@ Chassis Intrusion Gro
& Data MWap Hits %%
@ Fan Group
¥ Chassis Fan (RPh
¥ CPU1 Fan (RPM)
@ CPU2/Pawer Fan
(% Fan Speed Grade Gr
(7 Logical Disk Group
(7% Memary Group
(1% Paging File Group
(1 Physical Disk Group
i) Processor Group
(% SCA BackPlane Grow
¥ System Up Time
it} Termperature Group

0] [ [ [ [

G -

-

[+ Instrumentation

]

;ﬂﬂ J Chassis Fan (RPM)

Properties  Tasks |

Task Name
Configure Thresholds

I Description

Configure the alert threshold settings fo
Start/Stop a History Start or stop a history far this parameter
Enable/Disable Contributi.. Enable/Disable ability to contribute to t.

Configure Data Collection  Configure the data collection method f.

ure Data Collection

Select howthe server agent polls the senver for data.

Eoll data every,
| 2 ISe:onds

Round data to the nearest:
[ones )

El

Mote: To recluce the amount of disk space used, increase |
samples.

it} Yoltage Group
€] Historical Data,
_>l_I
A Start| wintel LANDesk Serve.. |

5. To configure the Event in LDSM.

Server Manager b - [Intel Manageme

w Lile Edit Wiew MWindow Help

ectory\Local Network\Windows NT De:

| Intel Management Directony
=8 Local Metwork
) Netwars Devica Group
[ Unisiware Device Group
[} windows NT Device Group
2§ ASUS_AGENT

= Health
w1 ASR (D=>Disahle, 1=:
]@ Browser Group
#-(1% Chassis Intrusion Gro
+- [ Data Map Hits %

(¥ Chassis Fan (RPh
¥ CPUT Fan (RPM)
# CPUZ/Power Fan
w09 Fan Speed Grade Gr
-9 Logical Disk Group
-9 Memory Group
-9 Paging File Group
[N Physical Disk Group
[

[

[

L

f @ Processar Group
f @ SCA BackPlane Grau
2 System Up Time
-1 Temperature Group
@ Voltage Group
=-¢& Historical Data

[+ & Instrumentation

]

]

;Im EB Fan Group

Subltemsl Properties Tasks |

Task Name

Configure Event Actions
Add a Parameter
71 Add a Parameter Group

C ure Event Actions

Use this task to configure the actions Server Manager perft
status changes

I Description I

Configure event/threshold actions for a...
Add a parameter to this group
Add a new parameter group

What would you like to da?
& Configure AMS2 Alerts

1 Acsign senvenacions taicriical events

a. Choose Task, Select Configure Event Action.
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% Server Manager 6 - [Intel Management

Eile Edit

Yiew Window Help

ctory\Local NetworkiWindows NT Device GrouptASUS_AG...

Intel Management Directony
=8 Local Metwork
MNetware Device Group
Unixware Device Group
=] Windows NT Device Group
2§ ASUS_AGENT
= Health
w1 ASR (D=>Disahle, 1=:
]@ Browser Group
#-(1% Chassis Intrusion Gro
+- [ Data Map Hits %
({9 Fan Group
¥ Chassis Fan (RPh
¥ CPUT Fan (RPM)
# CPUZ/Power Fan
[]---@ Fan Speed Grade Gr
@ Logical Disk Group
@ Memory Group
&% Paging File Group
[N Physical Disk Group
[
[
[
L

[
[
[
E

f @ Processar Group
f @ SCA BackPlane Grau
2 System Up Time
-1 Temperature Group
@ Voltage Group
=-¢& Historical Data

[+ & Instrumentation

]

il

;Im EB Fan Group

Subltemsl Properties Tasks |

Task Name

I Description I

onfigure Event Actions
dd a Parameter
dd a Parameter Group

_j

Configure event/threshold actions for a...
Add a parameter to this group
Add a new parameter group

Use this task to configure alert actions for each threshold s
parameter or group. Ta configure an aled action, double-c
ar group in the tree below,

MNote: Ifthe ptimary alert action fails, then the hackup actian
AMS Alert Actions may not be delivered if the server is shu

bt [l 5 s
=53 Diata Groups

R Default Alent

B Fan Group

b. Double Click Fan Group.

c. Select Send SNMP Trap, Click Next.

Select Action

Actions:

Message Box

Send Page

a[’gg Run Prograrm

((M)) Broadcast

Send Intermet Mail I@.ﬁ&and EMC Fage

< Back

| Mext > I

Cancel Help
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d. Select Action Computer, Click Next.

Select Action Computer

Select computer to perform action.

Action computer

g Microsoft Windows Metwork
N . GENT:

Options... |
Discover |

< Back I Next > I Cancel

Help

e. Select valid severities for alert action.

Select Action Severity

Selectvalid severities for alert action.

= | b mmitar

I 0K
W MNan-crifical

W Critical

XQO-ROQv

I=| Man-recoverahle

< Back I Mewd » I Cancel

Help

f. Type Action name, Select Message, Click Finish.
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Send SNMP Trap

Action name: Isnmptest

Message:

Alert parameters:
Alert <Alert Name> ;I Alert Mame -
Computer: <Haost Name>» Date
Date: <Date> Group Severity
Time: <Time> Host Name
Severity: <Severity> €< | Member Name
Source: <Source — Severity

Source

Thrashold
s Time
il _’I_I alia =

Diefault |

< Back I Finish I Cancel Help |
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g. Then Configure Event Action is OK.

rver Manager b - [Intel Management

*

ctoryilLocal Network\Windows NT Device Group{ASUS_,

FEile Edit ¥iew Window Help =|&] x|
= —
Intel Management Directany _|‘ |@ Fan Group
2 Local Netwark '
) Metware Device Group SUbhemsl Properties  Tasks |
B Unixtvare Device Group Task Name | Description
= \r\!mdnws NT Device Graup anfigure Event Actions Caonfigure event/threshold actions for a.
= [ ASUS_AGENT dd a Parameter Add a parameter to this group
=3 Health dd a Parameter Group Add & new parameter group
-9 ASR (0=>Disable, 1=:
TR} Browser Graup
=

o Data bap Hits %2

=] @ Fan Group

¥ Chassis Fan (AP
¥ CPU1 Fan (RPM)
B CPUZ/Power Fan
i-(19 Fan Speed Grade Gr
i) Logical Disk Group
i) Mermary Group

i) Paging File Group

[
=19 Chassis Intrusion Gro
[
E

+-[1% Processor Group
-1 SC4 BackPlane Grou
7 System Up Time

Mote: lfthe primary alert action fails, then the backup action
AMS Alert Actions may not be delivered if the server is shu

2% |2 &| 2|5 <
=3 Data Groups
B Default Alen
=) ﬂ> Fan Group

E
[
[
[
09 Physical Disk Graup
E
E
E
[

i) Temperature Group
w0 Voltage Group
¢z Histarical Data,
(@8 Instrumentation

0|

6. To configure a history log for ASMM information.

*§ Server Manager 6 - [Intel Management Directory\Local Network\Windows NT Device Group\ASUS_AG__

% File Edit Yiew MWindow Help

Intel Management Directany

;ﬂﬂ [ Chassis Fan (RPM)

2 Local Netwark

) Metware Device Group Froperies Tasks |

B Unixtvare Device Group Task Name

| Description |

- Windows MT Device Group
= [ ASUB_AGENT
=¥ Health
- ASR (0=>Disable, 1=:
w11 Browser Group
=19 Chassis Intrusion Gro
- Data bap Hits %2
419 Fan Group
(¥ Chassis Fan (RPh
¥ CPU1 Fan (RPM)
B CPUZ/Power Fan
@1 Fan Speed Grade Gr
] Logical Disk Group
] Mermary Group
] Paging File Group
-9 Physical Disk Group
L
L
[
[

anfiqure Thresholds

Start/Stop a

1% Processor Group
#-(1% SCa BackPlane Grou
7 System Up Time
i) Temperature Group
w0 Voltage Group
¢z Histarical Data,
(@8 Instrumentation

nable/Disable Contributi
onfigure Data Collection

Canfigure the alert threshold settings fo

g & t armeter
Enahle/Disable ability to contribute to t
Configure the data collection method 1.

Use this task to start or stop a histary. A history is a graph o
owver a specified period of ime.

What would you like to do?
@ Stap the current histary and start & new history:
" Stop the current history

o

K

a. Select Star a new History, Click Next
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3 Server Manager 6 - [Intel Management
Yiew Window Help

Eile Edit

ctory\Local NetworkiWindows NT Device GrouptASUS_AG...

Intel Management Directony

;Hﬂ 3 Chassis Fan (RPM)

=8 Local Metwork

]

MNetware Device Group
Unixware Device Group

=) Windows NT Device Group

[ ASUS_AGENT

= Health

a1 ASR (D=>Disahle, 1=:
]@ Browser Group

#-(1% Chassis Intrusion Gro
+- [ Data Map Hits %
1% Fan Group

¥ Chassis Fan (RPk
¥ CPUT Fan (RPM)
# CPUZ/Power Fan
[]---@ Fan Speed Grade Gr
@ Logical Disk Group
@ Memory Group
&% Paging File Group
[N Physical Disk Group
[

[

[

L

[
[
[
E

f @ Processar Group
f @ SCA BackPlane Gray

-1 Temperature Group
@ Voltage Group
=-¢& Historical Data
[+ & Instrumentation

g SystemUp Time

i

Properties  Tasks |

Task Name

I Description

Start/Stop

onfigure Thresholds
tarty Stop & History
nahle/Disable Contributi...
onfigure Data Collection

Configure the alert threshold settings fo..
Start or stop a histary for this parameter

Enable/Disable ahility to contribute to t...
Configure the data collection method {

What kind of histary would you like to start?

& Ralling Histary:

Acraolling history keeps the most current data for a specified
exarnple, a tolling history defined far 24 hours will continual

hours of data

" Time Period/File Size Limited Histary

Atime periodffile size limited history will stop after the spec
file size is reached. For example, & time period/file size lim

hours will record only § hours of data,

i

b. Select the kind of history, Click next

c. Set the time period the managed computer uses to collect data.

3 Server Manager 6 - [Intel Management
Yiew Window Help

» Eile

Edit

ctory\Local NetworkiWindows NT Device GrouptASUS_AG...

Intel Management Directony
=8 Local Metwork
) Netwars Devica Group

Unixware Device Group
Windows NT Device Group

o 0 ASUS_AGENT

= Health

a1 ASR (D=>Disahle, 1=:
]@ Browser Group

#-(1% Chassis Intrusion Gro
+- [ Data Map Hits %
1% Fan Group

¥ Chassis Fan (RPk
¥ CPUT Fan (RPM)
# CPUZ/Power Fan
[]---@ Fan Speed Grade Gr
@ Logical Disk Group
@ Memory Group
&% Paging File Group
[N Physical Disk Group
[

[

[

L

[
[
[
E

f @ Processar Group
f @ SCA BackPlane Gray
2 System Up Time
-1 Temperature Group
@ Voltage Group
=-¢& Historical Data

[+ & Instrumentation |

i

;Hﬂ 3 Chassis Fan (RPM)

Properties  Tasks |

Task Name

I Description

onfigure Thresholds
tarty Stop & History
nahle/Disable Contributi...
onfigure Data Collection

Configure the alert threshold settings fo..
Start or stop a histary for this parameter

Enable/Disable ahility to contribute to t...
Configure the data collection method {

Setthe time period the managed computer uses to collect

Rolling Window Duration:

¥ Save Old Histany

1 [
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7. To view a History log for ASMM information.

ﬂServer Manager 6 - [Intel Management

rectory\Local Network\Windows NT Device GrouptASUS_AG... EHEIE

® Eile Edit Yiew Window Help EET
Intel Management Directony ;Hﬂ@ History Log
=8 Local Metwark d
: MNetware Device Group Subltems |
Unixware Device Group Gyl (]
“Windows NT Device Group
[ ASUS_AGENT ENETETE I =
{3 Health 7P\ pagefile. sys. % Usag (15252,
= ¢ Historical Data 1477\ C:\pagefile.sys. % Usag (15752
=&l ] +1 BV (miv) (05-25-2000 18:04:41) AS
VI Chpagefile s gl +12% () (05-25-2000 18:04:40).ASU..
VI Cpagefilest || [&+2 54 (miv) (05-25-2000 18:04:41). AS
LBV (mv) (05-25- || [ +3.3% (miv) (05-25-2000 18:04:40) AS...
Gl 12w (v (08-25- || | +3vSB () (05-25-2000 16:04:42) AS. .
il +2 5V (m) (05-25- || [ +5V (mv) (05-25-2000 18:04:40) ASU
Bl +3.3v (v (05-25 | |l +5vS (i) (05-25-2000 18:04:41) AS..
+3VSB [rv) (05-2 (&110.% Disk Time (05-25-2000 18.04:38)...
BV (mv) (05-25-2 (&£10.% Processor Time (05-25-2000 18:0
VEVEE (m) (052 | |EHF12V () (06-26-2000 18:04:401.ASU...
0.2 Disk Time (0% %:V fmiv) (ns—ets—zgnnn wsfnq 423?23;12
@, NNOUNCEMENts SErverisec T
0% Processar T | 18 o 0 > Disable, 1->Enable (16-26-.
B =12 (i) (05-25- )
il svailable Bytes (05-25-2000 18.04:38
il 5V (mi) WS252 | BackPlane 12V (i) (05-25-2000 18.
Announcements &l | ep - o plane +6Y (mv) (05-25-2000 18:.
ASR (0=>Disable, || 51Ra ckPlane Temperatura (C) (05-25-2
Available Bytes (L {1600 % Free Space (05-25-2000 18:04:3..
BackPlans <12( || F1C Avg. Disk Queus Length (05-25-20
P et || i s =

File Edit Yiew Window Help

=€z Historical Data ;m-
-] History Log

B VPP C A pagefile.sys
B VPTG pagefile.sys
-l +1.5 (mv) [05-25-2
By +12V (V) (05-25-21
-] +2 5V (mv) (05-25-2
-] +3.3V (mv) (05-25-2
&) +3VSE (V) (05-25-
£ +BY
-] +BVSH (mv) (05-25-
gl 0.% Disk Time (05
-l 0.% Processor Tim—
-l -12Y (-m) (05-25-2
-l -5 (-m\) (05-25-20
[
[
[
E
L
L
L
[
[
[
[
£

+5Y (mV) (05-25-2000 18:04:40) ASUS_AGENT 0017

Properties |

| Property

] History Graph (actual data)

(] History Graph (everaged daily data)
History Status

05-25-2000 18:04:40).ASUS_AGENT.0017

| Description/alue |
Click to display
Clickto display
Currently running

2}
2}

741l Announcements Se
-] ASR (0=>Disable, 1
-l Available Byvies (0E
-] BackPlane +12V (rr
-] BackPlane +5v (m*
-l BackPlane Tempe
-l C: % Free Space ([

- g, Disk Q1 [ b
o] C v Dk uene (|| Jo B

3000

2000

-] Chassis Fan (RPM:
-] Chassis Intrusion (0
-l CMOS Battery (m,

-] Cooling Fan1 Speex
| » 4]

AC49E 0 nE R

nE #9c inn ne. -T nn
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3 Server Manager 6 - [Intel Management

Eile Edit

Yiew Window Help

ctory\Local NetworkiWindows NT Device GrouptASUS_AG...

l%el Management Directany

Local Netwark

=]
& (3 Heatth
¢ Histari

SR~

4]

) Netwars Devica Group

[ Unisiware Device Group

[} windows NT Device Group
0 ASUS_AGENT

cal Data

=-# Instrumentation
B OMI

ASUS DMI

-y ASMM

[+ @& BackFlanel

[+ & BackPlane2

[+ & BackFlaned (IDSELT
- BackPlaned (IDSELT

(ID=EL
(IDEELT—
(

Auto Adjust Coolir
Auto Adjust Coolir
BackPlane +12% (
BackPlane +5% (n
BackPlane Rema
BackPlangd Tem
Coaling Fan Disal
Cooling Fan Spee
Cooling Fanl {0=>

Cooling Fan1 Spe

;ﬂﬂ BackFlane +12¥ (mV)

Froperties |

Description/Valus

MNumber
Clickto display

& Description

BackPlane +12V (m

14000

12000

10000

8000

BO0N

4o00

2000 : : : :
il |

Cooling Fan2 (U:)ILI
»

&. To monitor the DMI information.

9. To Enable ASR

Set the number to 1, it will Enable the ASR

rver Manager 6

Intel Managemen

&/ File  Edit

Wiew MWindow Help

=48 Intel Manage

o [ windo

ot
&l
EPY

=] Local Metwaork
Ifl MNetware Device Group
Ifl Unixivare Device Group

B [ ASUS_AGENT

=@ DI

ment Directony

wis NT Device Graup

Health
Histarical Data
Instrurnentation

s ASUS DMI
[ g ASMM

-] +1 5 (mv)
w0 412V ()
-] +2 5 (mv)
-] +3.3V (mv)
-] +3VSE (myv
[
E
B
B

+5Y (i)
- [123] +5VSE (my
124 {-m)
B (-miv)
ASR(D=>D
-] Auto Adjust
#-3] Auta Adjust
Auto Adjust
+-3] Auta Adjust

;ﬂﬂ ASR (0=>Disable, 1=>Enable)

Froperties Tasks |

Task Name
Edlit Mumber

| Description
Editthe number value

Edit Number =

Use this task to editthe number value.

Current Number.
0

Mew MNupnher:

1loo

i3] Chassis Eﬁlll
v
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10. To configure Remote Reboot.

Set the number to 1, it will remote reboot the agent.

* Server Manager 6 - [Intel Management Directory\Local Network\Windows NT Device GrouptASUS_AG.. EEE
% File Edit Yiew MWindow Help =T
-] +EWSE (m\f;m Reboot (1=>Reboot system)

B0 12 (i)
1 3] B () Propeties  Tasks |

ASR(0=>D Task Name [ Description

2] Auto Adjust [E Edit Number Editthe number value
-] Auto Adjust
-] Auto Adjust
-] Auto Adjust
RSeS| | S———————————
B3] CMOS Bat
Er-bE] CPUT Fan (
-] CPUT Fan ¢
L
L
[
[
[
[
L
L

Use this task to editthe number value.

o= CPUT Tem
+-[=] CPUT Vear
ol CPUZ Wear
o-3) CPUZ/Pow
i3] CPUZ/Pow
+-3] CPUZ/Reg
-] NVRAM Be

Current Number.
0

Mew MNurnher:

-] Feboot (1= 1o
#-03] System Tel
7-dy BackPlanel (I
v BackPlane2 (I
v BackPlaned (Il
v BackPlaned (T

v ComponentD ¥
4 2

LDSM Application Integration Modules:

Application Integration Modules (AIMs) enable you to integrate managed desktop, mobile,
and server systems running LDSM and LCM into popular enterprise management consoles,
including:

HP Openview — Network Node Manager V5.01 for Windows NT

Tivoli TME — NetView V5.0 for Windows NT

Computer Associates Unicenter TNG for Windows NT

Key Feature:

1. Receiving and interpreting SNMP traps from LDSM/LCM managed nodes.

2. At-a-glance summary of health for managed nodes.

3. Icons that indicate warning and critical alerts on managed nodes.

4. Configuring device and send SNMP traps required several steps, as outlined by the

enterprise management application.

5. For more information, please refer to httpsiwwnintekcominetworkdATMs |
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http://www.intel.com/network/AIMs

In this OEM release, ASUS develops a DMI (2.0) CI (Component

Interface) for Intel

LDSM 6.1. This DMI CI will call ASMM  (ASUS System Monitoring Module) driver to

collect system fan

temperature.

speeds, working voltages, chassis intrusion status, system and cpu

Our customer could see/monitor these informations through LDSM.

Currently, ASUS developed this DMI CI for NT 4.0, Windows 2000 and Netware 4.x/5 X.
The follow table is ASUS LDSM OEM function.

ASUS LDSM OEM function Table

Model / Function ;jVB 1LOS 3 P2L97-DS RPS\]? 113)22 Ifezx]? ID 083 P65Up8 /
- : "7 |lwith ASMM | CUV4X |CUR-DLS
P2B-S card
Rev 1.03 Rev. 1.04
Chassis Fan X X X X X X X
CPU 1 Fan Speed X X X X X X X
CPU 2 / Power X X X X X X X
Fan Speed (Power | (CPU2 | (CPU2 | (CPU2 |(CPU2 Fan)| (Power
Fan) Fan) Fan) Fan) Fan)
Chassis Fan X X
Control
CPUI Fan X X
Control
CPU2/Power Fan X X
Control (Power)
CPU 1 Vcore X X X X X X
CPU 2 Vcore X X X X
+3.3V X X X X X X X
+5V X X X X X X X
-5V X X X X X X X
+12V X X X X X X X
-12V X X X X X X X
+1.5V X X
+2.5V X X
+3VSB X X
+5VSB X X
CMOS Battery X X
NVRAM Battery X X
System
Temperature X X X X X X X
CPU 1
Temperature X X X X X
CPU 2/ X X X X
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Regulator  |(Regulator (CPU2 | (CPU2 (CPU2
Temperature Temp.) Temp.) | Temp.) Temp.)
ASR X X X X X X
Chassis Intrusion X X X X X X
Remote Reboot
Management X X X X X X
Event Action % % %
SCSI Backpl
ackplane X X

(Notes: X is mean its VALUE is VALID in this mainboard )

LDSM can monitor the BackPlane's DriveBay status, the power system of DriveBay is
good or bad, the cooling fan status of the BackPlane and the temperature of the BackPlane.

It can also automatic adjust cooling fan speed depend on the temperature of the BackPlane.

LDSM OEM function on different BackPlane board

Function

DA-BP5
(Rev 1.03)

DA-BPSE

DA-BP4E

DA-BP3E

Temperature

X

Cooling Fanl
status

X

Cooling Fan2
status

X

Cooling Fanl
Speed (RPM)

Cooling Fan2
Speed (RPM)

o] B B B P

o] B B B P

o] B B B P

+5V (mV)

+12V (mV)

[

[

LED/Fan
Module status

Drive(1~5)
Plugin status

Drive(1~5)
Power status

Tl X XX

Cooling Fan
Speed control

Automatic
Cooling Fan
Speed Adjust

o e ] B

Cooling Fan
Enable/Disable

i

Backplane
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Configuration
Remap

Drive Power off X X X X

LDSM can monitor the CPU1/CPU2/System temperature over the fatal high threshold
value, then the event action will occur. The event action have reboot the system, power off

the system and shutdown the system.
Default configuration for those new components/paths in Health Group

- Polling Rate : 2 seconds for all components/paths for monitor MB system
5 seconds for all components/paths for monitor BackPlane system
- History Logs : ENABLED for all components/paths
- Critical Thresholds : DISABLED
- Warming Thresholds : DISABLED
- Informational Thresholds : DISABLED
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Chapter 7 SNMP Management Station

7.1 HP Openview

The Openview SNMP program broadens the capabilities of SNMP-based management
applications to control basic network devices and critical systems and applications. In
addition to managing devices like routers, bridges, and hubs, the Extensible SNMP Agent
allows you to manage applications, printers, users, and databases that are central to business
success. The ability to control access to network and system resources and effortlessly
monitor important network components gives you unprecedented visibility and control of

your network infrastructure.

User may use HP Openview program to compile the ASUS MIB file, then user adds the
compiled ASUS MIB file module to Openview to manage and operate the ASUS private
Enterprise MIB with the computer system has installed ASUS System Monitoring Agent

To install a ASUS MIB file on HP Openview

The Manage Database option is accessed from the SNMP Manager command under the
Control menu. Manager Database accesses a compiler that adds ASUS MIB file to the MIB
database; also adding to the list of variables displayed in the Defined Query window.

Installing ASUS MIB file to HP Openview

1. Click Control menu.

2. Select SNMP Manager.

3. Select Manage Database.

4. Click Import.

5. Select ASUS MIB file into File Name, Click OK button.

Add File HE

File name: Folders: 0K

|asusp2b.mib d:yasmamib

Cancel

asusall.mib - = dy =]
asusp2b.mih #= asmamib

asuspilmib
asusupd.mib

Pl

Metwork, .

[-] [-]
Listfiles of tvpe: Drives:
[MIB Files (* mib) x| |=3dasMal_LOSMEN ]
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6. From Available MIB files box, select ASUSMIB.MIB and click ADD button.

SNMP Manager - Manage Database

)] Files successfully added to database.
Available MIB Files:
ASUSP2B.MIB 09425798 -
IANAIF MIB 09411797
RFC1213.MIB 09411797
RFC1229.MIB 09411797
RFC1230.MIB 09411797
RFC1231.MIB 09411797
RFC1232.MIB 09411797
RFC1233.MIB 09411797
RFC1238.MIB 09411797
RFC1243 MIB 09411797
RFC1253.MIB 09411797 A

Import... I | Clear Database

Files in MIB Database:

ASUSF2B.MIB 09725798
RFC1213 MIB 09711797
Close I | Help

Using HP Openview to monitor ASUS Server

1. From Control menu, Select SNMP Manager, Select Defined Query.

2. Using Up and Down to \iso\org\dod\internet\private\enterprise\asus\systemMonitor

SNMP Manager - Define Query
Device Display
Name: [asus_aGENT Bl F e S m
MNetwork Address: |FI92_?2.1 26.184 j| ' Graph __p
Variables
Available Selected

[systemMonitorComponent]
[systemMonitorAlarm]
[systemMonitorASR]
[systemMonitorReboot]
[systemMonitorCPUTemp]
[systemMonitorCPUTempAlarm]

Bemove

[systemMonitorComponent]

Up | | Down I
iso.org.dod.internet private.enterprises.asus.sy Monitor.sy MonitorComponent -
1.3.6.1.41.2623.1.2

Perorm I | Save I | Close I | Help I
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3. Select the Server name from Name box.
4. From Available box, Select systemMointorComponent, Click Add, Click Perform.
Then you can view the information about ASMA

i SNMP Table - ASUS_AGENT M=l E3

@ Read-only variable. Close

E "AsusTek Computer Corporation

L
(I=] =1}
: ==

Wariable Value = Set
L ELT 0T ET ) Asus Tek Computer Corporation |
smModelNumber|AsusTek SNMP Extension Agent for Windows NT (Server-M
smManufacturerA 4Fl..No. 150, Li-Te Rd.. Peitou. Taipei, Taiwan, ROC.
smManufacturerC|{ Tel:886-2-8943447, Fax:886-2-8943449, WWW site: hitp:/ fww
smPollFreq 10

smTemperature |37

smTemperatureb| 70

smTemperaturel|-10 Help
smTemperature¥|60

smTemperature¥(0

sm¥oltycorel 592

smVaoltvcore1Hid 3220 =l

Copy

Options...

]

( View / Monitor ASMA Information )

5. Select the systemMonitorReboot, Click Add, Click Perform.

SNMF Manager - Define Query E
Device Display
Name: [AsUs_AGENT Elf e T o
ions...
Network Address: ||—'i92_?2.1 26.184 j| T Graph =P
Variables
Awailable Selected
[systemMonitorComponent] [systemMonitorReboot]
[systemMonitorAlarm]
|[systemMonitorASR]
[systemMnnitanPUTemp]
[systemMonitorCPUTempAlarm]

Up I | Down I
iso.org.dod.internet.private.enterprises.asus.systemMonitor.systemMonitorReboot -
1.3.6.1.41.262315

Perform I | Save... I | Close I | Help
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6. Modify the rmRebootSystemEnable variable from 0 to 1 and click SET.

1 SNMP Table - ASUS_AGENT =] B3
2
v
= @ o [Csan ]
Variable I Value Set
smRebootSysten|1
smRebootSyste

( Configure ASMA information )

Configing SNMP Trap for HP Openview:

1. From Auto Discovery menu, Select Layout, Select Do Basic Layout
2. From Options menu, Select Customize Trap

3. Select Unconfigured/Default, Default, Click Add.

Customize Trap Alarms [ =]
Device Class Name: Ignore?: Enterprise:

UnconfiquredjDetault B e

HP Visual OpenView 1361411121732 —
No: Trap Name: Type: Map: Log: Bell: Sewverity:

Default Default X X Informational m
0 Cold Start Generic x x Major
1 Warm Start Generic X X Normal m
2 Link Down Generic X X Warning
3 Link Up Generic X X Normal m
4 Auth Failure Generic x x Informational
5 Neighbor Loss Generic X X Informational
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4. From Extended Description box, Type $*, Click OK.

Edit Trap
T T
rap lype ’7 oK
()
I | Cancel

C e=1=VEY L S Hinformational j

Description: |Trap #$5 From OID $E

Extended $*
Description:

H

Action Acknowledge on Matching Trap and Variable
* Update Map Status | J
X Log J
[ Sound Bell
Receiving SNMP Trap

1. From Monitor menu, Select Alarm Log

i HP OpenView Alarm Log 19 [=I ]
AcknuwledgeAll ‘ Current Display Options Current: 2
Show All Alarms History: 6
| ‘ All Objects Display: 2
Status | Date | Time | Description | Object |

Filters... History Print Close Help
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2. Click more info to view the detail information.

More Alarm Information

Object: ASUS_AGENT

DatefTime: 10f15/98 15:46:15

Status: Info.

Description: Trap #51 From OID 1.3.6.1.4.1.2623

4] | 3
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7.2 Microsoft SMS

Microsoft Systems Management Server (SMS) is a solution for centralized management of
Windows-based environments. SMS offers features that can help administrators streamline
their work and increase user productivity, and Microsoft has included the product in its Zero
Administration Initiative for Windows — an effort designed to help companies lower the

total cost of owning and operating technology.

The session describes how to configure SMS to be a SNMP trap receiver. In 7.2.1, we
discuss how to set up a SNMP filter to filter which SNMP traps we are interested. In
7.2.2, we introduce how to view the SNMP traps in your site. Finally, in 7.2.3, we
provide another method (Query your site database) to get the traps that we are

interested.

7.2.1 Create an SNMP trap filter

1. Start your SMS administrator, and open sites window.

—* Microsoft SM5 Administrator
Fil= Options Tools ‘window Help

Fel| B | & 2] & % | &&=

Open SMS

window Type:

é Jobs

9 Packages Help I
& Queries —

<D Alerts

B Machine Groups
G Site Groups =

) Frogram Groups
#5] Events b

— Description

The Sites window displays a hierarchical
wiew of sites. domains. and machines in
your SMS installation.

¥ Show this dialog at startup

2. Click the site name, and select the properties from File menu.

% Microsoft SMS Administrator
IEB Edit Tree Wiew DOptions Tooks  window Help
Geer S0 SlolEl& [E=)
Close
Close All

e Ctil+M

mter

Execute Query.
Define Query Fesult Eormats
Add ta Group

FErint... Ctrl+F
Frint Setup...
Fage Setup...

Exit

[EF ASUSTEST _DOMAIN

“Wisw or modify site or domain properties ['1 iteris] selected of 1
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3. In the Site properties dialog box, choose and press SNMP Traps button, and then the
SNMP trap dialog box will be shown.

LT Microsoft SMS Administrator

File Edit Tree Wiew Options Tools ‘window
1l
Site Properties

P— p— )
Site narme Tharme Ceri=al I [ Damain |
786

Site wersion

Help

LI I B I i W el P B ey ey ey T - B - e B |

Site server ASUSTEST

Site server domain ASUSTEST_DOMAIN Help |
Install directary CASMS

Last report at [GHT) 5/9/95 1:58:59 P

Last report at [Local) 5/9/98 9.58:59 PM

Inactive domains: 0

Inactive servers
Inactive components:
Inactive senders:

coo

‘ =] Bk v g I

Trwenton Clients Services Agcount
ER-EGER AR
Parent Site D ormains Servers
T e I
Addresses Dutboxes SHMP Traps

[ 1 itemls] selected of 1

4. Check the proposed properties box and press the Create button, the other window

(SNMP Trap Filter Properties) will be popped up.

- Microsoft SMS Administrator

Eile Edit Iree ¥iew Options Tools window Help

(el Il o B = W P N =) ey B ey ey i) i B =y e B — B iy ey e

[Sie Proporties o TEE

oK |
Site code TTT
Site name Tname Cancel I [T omain
Site wersion 786
Site server T e
Site serve BRI
Install diret
Lact rapar]
Last reparl _ 5
Inactive di " Current Properties ' ‘Proposed Properties: | — I
Inactive =«
Inactive o q q -
Iactive o Trap Filters at Site TTT (Tname): vetp |
Active | Description | 1P Add: E i G ic 1
=l
Invents
<] | |
Croperties | | Create | Delete. | Up | soawn|
<1 [ 8l

[ 1 iter[=] selected of 1

- Microsoft SMS Administrator

Eile Edit Iree ¥iew Options Tools window Help
I I P P e W P N Pl e B B B ) o B e - B B e e |

Site Properties

SHNMP Trap Filter Properties
Site code
Site name I
Site version Description: ok
Site server = i
ISIt? SLSNHP Tra il
nistall ¢ — Nowi diti. .
i when a trap meets the fo cor = I
Last re
IFactiv ' Cu IP Address: | B B B
:"GC‘!" Enterprise:
nactiv
Inactiv ~ 01D =
' NT Event Source |
Generic Trap Type:
(i o ¥ Cold Start [~ Authentication Failure
e I~ W arm Start ¥ EGP MNeighbor Loss
¥ Link Down ¥ Enterprise Specific 1D:
I Link Up [
<]
Perform this action:
Add Prope: ~ _
—_— = wwirite to Database  Discard [ |
4| I

|7 iterls] selected of 1
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5. Fill out the conditions that traps will be caught and their description. In additions,
choose the action type is either Write to Database or Discard, and then press OK

button, a filter has been generated.

o7 Microsoft SMS Administrator

FEile Edit Iree Yiew Options Tools window Help
e e e e e e e e e B e e e W e W |

Site Properties

Site code
Site narne
Site wersion
Site server

Site server ELELETEE FE

Irztall direo When a trap meets the following conditions:
Last report

Last repart IP Address: [192 72 126 _154
Inactive dd " Cu

lhactive se Enterprise:

Inactive o Trap Fi = i
T HT Event Source |

Description: [Monitor the host status

Inactive se

Generic Trap Type:

[~ Cold Start I~ Authentication Eailure
I~ warm Start I EGP Meighbor Loss
I~ Link Down I~ Enterprise Specific 1D:

I~ Link Up §

|—F'elh:|lm this action: |

Prope: = wiite to Datab " Di d

El| T >

[ 1 itemis) selected of 1

6. Press OK button in SNMP Traps and Site properties window, SMS will require you

to confirm the settings you has generated mentioned above.

L7 Microsoft SMS Administrator
Eile Edit Ires Yiew Options Tools Window Help

EB ASUSTEST_DOMAIN [E0 ASUSTEST_DOMAIN | Domain

Microsoft SMS5 Administrator

@ (iE P ENTTE M e e neelele (s sie?

[ 1 item(s] selected of 1

7. SMS updates the site database for this filter rule.

7.2.2 View SNMP traps in a Site
1. Start your SMS administrator.

&0 Microsoft SMS Administrator

Eile Options Tools Window Help

= EEE E B E = = E

Open “window: SHMP Traps
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2. Open SNMP Trap window, and then all the traps recorded in the site’s database will

appear.

Microsoft SMS Administrator - [SNMP Traps]

& Fil=e Edit Yiew Options Tools MWindow Help == =]

[l si sl s[Dinl@)e) ]S (Sl (S [E =) (@) Elim)

NT Event Sourcd Generic

5
=3 192.072.12E.186 | 1.2.6.1.4.1.2623 & | a8 34023

ey 192072126186 | 1.3.6.1.4.1.2623 E|13 5024

=) 192.072.12E.186 | 1.2.6.1.4.1.2623 & | a5 35024

ey 192072126186 | 1.3.6.1.4.1.2623 E|13 36024

=) 192.072.12E.186 | 1.2.6.1.4.1.2623 |13 37025

ey 192072126186 | 1.2.6.1.4.1.311.1.1. o|o o

=) 192.072.12E.186 | 1.2.6.1.4.1.2623 |13 1015

ey 192072126186 | 1.3.6.1.4.1.2623 E|13 205

=) 192072126186 | 1.2.E.1.4.1.311.1.1. z|o =001

ey 192072126186 | 1.2.6.1.4.1.311.1.1. 2|0 3001

=) 192.072.12E.186 | 1.2.6.1.4.1.2623 |13 2016

ey 192072126186 | 1.3.6.1.4.1.2623 E|13 A6

=) 192.072.12E.186 | 1.2.6.1.4.1.2623 |13 5017

ey 192072126186 | 1.3.6.1.4.1.2623 LE |13 B0N7

=) 192.072.12E.186 | 1.2.6.1.4.1.2623 |13 Fole

ey 192072126186 | 1.3.6.1.4.1.2623 E|13 a0e

=) 192.072.12E.186 | 1.2.6.1.4.1.2623 |13 3013

ey 192072126186 | 1.3.6.1.4.1.2623 E|13 10019

=) 192.072.12E.186 | 1.2.6.1.4.1.2623 |13 11013

ey 192.072.126.186 | 1.3.6.1.4.1.2623 5|13 12020 -~
4] I -
Ready [ 1 item[s] selected of 1127

3. The traps list shows every trap in different aspect (parameter) such as IP address,
Enterprise, NT Event Source, Generic Trap Type, Specific Trap ID, Time Ticks,
Time and Date Received, Number of Variables and Variable N Data.

T Microsoft 5MS Administrator - [SHNMP Traps]

M File Edit “iew Options Tools ‘Window Help 1= =]
EEEE E R EE E R E E E N E E N E  E E A N E E = = )|

HeB 1127 'SNMP Traps’ uterrl_
[ 1P Address En
Ge} 192.072126.186 | 1.3 IP Address: [192.072.126.154 == =
Gsh 192.072.126.196 3
Ged 132072126154 | 1.3 Enterprise: |1,3,B,1,4,1,2323 Previous |
deh 192072126186 | 1.3 -
geh 192072126154 | 1.3 B0 Eoent Smmmees | &I
Geh 192072126186 | 1.3 Generic Trap Type: [Specific Trap
el 19z.07=126.154 | 1.3 - Help |
%oy 192072126186 | 1.3 Specific Trap ID:  [43
fell 192072126154 | 1.3 Time Ticks: [7062
Gsh 1920721268186 | 1.3
gl 192.072.126.154 1.2 Time Received: |412133 3:00:00 PM
deh 192072126186 | 1.3 _ _
@) 192072126154 | 1.3 Wariable | Wariable ID Data Type Data —
3 192072126186 | 1.3 ; :gg:::;g; :3"“3‘ string ;"e Fan 1
gsh 19zoFzizedss |13 | 2 |1.361.47 - | Integer
deh 192072126186 | 1.3
geh 192072126154 | 1.3
Gsh 1920721268186 | 1.3
gel 192072126154 | 1.3 . -
deh 192072126186 | 1.3
geh 192072126154 | 1.3 ~|
4] | »
Feady [ item(s] selected of 1127

4. Double click in the trap you want to investigate in detail.

5. Choose either Previous or Next button to get the proceeding or following detail trap

message.

6. Press Close button, and then return to the original SNMP Traps window.
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7.2.3 Query the database for SNMP traps
1. Start your SMS administrator.

File Options Todls Window Help

] = B R = = R

Feady

2. Open Queries window.

Edit  iews ns  Tools  window Help

2

Hame 1D Architecture C

& 2l Personal Computers EEEL;] Personal Computer | Finds all personal computers.

& Al Servers SMS002 Personal Computer | Finds personal computers with the S erve
& Computers by Last User SHE002 Personal Computer | Finds personal computers with the specifi
& Computers by Marne. SHSO004 Persomal Computer | Finds personal computers with the specifi
& Computers by Operating Syster| SMSO0S Personal Computer | Finds personal computers with the specifi
# Computers by Processor... SMSO006 Personal Computer | Finds personal computers with the specifi
& Computers by System Type. SHES007 Personal Computer | Finds personal computers with the specifi
& Cormputers with Mearly Full Disk{ SkS002 Personal Computer | Finds personal computers with disk spac

Feady [ 1 itern(s] selected of 9

3. Choose New from File menu and fill out these fields such as Query Name and

Comment.

> Fil= Edit %iew Options Tools ‘window Help
EEEE R E = E R EE N EE
Hame ID_ Query Properties
Al Personal Comput] Sk5001
all Servers SkS002 Query Hame: [Low Fan Speed

Computers by Last || SMS003 i — Cancel |
Computers by Mameg SMS004 Lomment [Fan speed s lovw

Computers by Operd SMS005 _ Add AND... |
Computers by Procd SMS006 =
Computers by Syste| SkMS007 Architecture: | Personal Computer Lll Add OR__ I

Computers with Neq SHS008 - . .-
Thactve Forsonal i SME00S Find all "Personal Computer” items where: Pro

CEEEEEEET

Delete I
ICopy) I
Faste I

LGroup I
Group NOAE I
Wngroup I

Help I

Feady | 1 itern(s) selected of 9

72



4. Choose SNMP Traps from Architecture field.

LT Microsoft SMS Admini:

ﬂ Eile

trator - [Queries]

Edit “iew Options Took ‘window Help
| E EE E E =R R R RS N N
[ Nams [ Query Properties
& Al Personal Camput] SMS001
& Al Servers SMs002 Query Name: [Low Fan Speed
& Computers by Last || SM5003 Comment: - = Cancel |
& Computers by Namd StS004 = Fan speed is low
& Computers by Operd SMS00S VAN I
& Computers by Procg SMS00S =2 =
& Computers by Syste| SMS007 Architecture: [ETRTENS = Add OR___ |
&  Computers with Neq SM5008 ) . - i
[£3 Tnactive Personsl Cf SMS009 il HHEATan-aitem-here: Pro .
Defete |
Copyl I
Paste |
Group |
Group DM |
Wrngroup |
Help I
Ready [ 1 itemis] selected of 9

5. Press Add AND or AND OR button to add your query

Query Expression Properties dialog box will be shown.

conditions, and then the

ator - [Queries]

£ File Edit iew DOptions Tools Windew Help

_ 1= x|

IFEEEE

Query Properties

AEEEENFEF R E NE N EE
1D

(=] [El=ImI
=

& Al Perzonal Comput] SkS007 oK

& Al Servers SKMS002 Query Hame: ILDw Fan Speed |

& Computers by Last | SMS5003 Comment- - Cancel I
C = [F d is | -~

£ Computers by Mamg StS004 | an speedis low

Query Expression Properties =] Add AND... |

Attribute
1P Address
E nterprise
NT Event Source
Generic Trap Type
Specific Trap ID
Time Ticks

dentification
Identification
Identification
Identification
Identification
Identification
Identification
Identification
Identification

s

MICROSOFTIIDENTIC]
MICROSOFTIDENTIF]
MICROSOFTIDENTIF]
MICROSOFTIDENTIF]
MICROSOFTIDENTIF]
MICROSOFTIDENTIF]
MICROSOFTIDENTIF]
MICROSOFTIDENTIF]
MICROSOFTIDENTIF]

MHICDACACTHRC M TIC)

Humber of Variable.
Variable 1 Data

LY T Y L

Time and Date Rec

(E

ox |

Cancel I

Add OR. ..

Eroperiesin |

Eopy) |
Faste |

Group |

Help Delete

Group MO I

Dperator: | is

=l (BT

=

Help I

Ready

condition as the expression form (Operator and Value).

7 Microsoft SMS Administrator - [Queries]
&> File Edit Wwindow Help

“iews Options Tools

| 1 itern(z) selected of 9

6. Select the Attribute column you want to operate with your expression, and fill out the

IEEE E R E = = EEF E EEE R N
— o Query Properties
& Al Personal Compui SMS001
& Al Servers SME002 Query Name: [Low Fan Speed
& Computers by Last I SM5003 Comment: - = Cancel |
& Computers by Namd SM5004 = rFa" speed is low I—I
Query Expression Properties [ <] Add AND___ |
Add OR__
Attribute ok | = |
MICROSOFTIDENTIFI IP Address Cancel | Pippertice |
MICROSOFTIDEMTIFI Enterprise
MICROSOFTHDEMTIFI| NT Event Source Holp | petete |

MICROSOFTHDENTIF]
MICROSOFTHDENTIF]
MICROSOFTIDENTIF
MICROSOFTIDENTIF
MICROSOFTHDENTIF]
MICROSOFTHDENTIF]

MHIFDACACTHNRERTIC

Generic Trap Type
Specific Trap 1D
Time Ticks

Wariable 1 Data
LY I S o

Time and Date Rec
Humber of ¥ariable:

N

Group |

Group HOOD I

Dperator: [is

=]

Wngroup I

WYalue: | 192.072.126.154

=

Help I

Feady
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7. Press OK button in Query Expression Properties and Query Properties dialog boxes,
and then the query condition is added in Query window.

&> File Edit “iew Options Tooks Window Help

Name 1D Architecture Comment

& Al Personal Compui SMS001 Persanal Computer | Finds all persenal computers.

& Al Servers SME002 Fersonal Computer | Finds personal computers with the Serve
& Computers by Last I SM5003 Personal Computer | Finds personal computers with the specif
& Computers by Mamd SMS004 Personal Computer | Finds personal computers with the spacif
& Computers by Operd SMS00S Personal Computer | Finds personal computers with the specifi
& Computers by Procd SMS006 Fersonal Computer | Finds personal computers with the specif
& Computers by Syste| SME007 Personal Computer | Finds personal computers with the specif
& Computers with Med SMS008 Personal Computer | Finds personal computers with disk space
& Inactive Persanal Cf 5MS009 Personal Computer | Finds personal computers that last scann

eady itemls] selected ol
Fiead [ itemls) selected of 10

8. Choose Execute Query from File menu.

Help
Close E3
Close All ture Comment

omputer | Finds all personal computers.

Hew. Crl+M Computer | Finds personal computers with the Serves
Froperties Aalt+E nter Computer | Finds personal camputers with the specifil
amputer | Finds personal camputers with the specifi
omputer | Finds personal computers with the specifi
omputer | Finds personal computers with the specifi

Define Qlueny Result Formats

Erin... Cul+F amputer | Finds personal computers with the specifi
Prink Sstup... armputsr | Finds personal computers with disk space
Frgr S omputer | Finds personal computers that last scann
E it
Execute a guery against the database [ 1 item(s) selected of 10

9. SMS confirms you whether the query action will be done.

Tools ‘window Help

ElE = EE N E

D Architecture Comment
& All Personal Comput SMS001 Personal Computer | Finds all personal cormputers.
£ AllServers SMS002 Personal Computer | Finds personal computers with the Serve
& Computers by Lastil Skisnne Persomal Caramber | Fimds mersomal cornmbers it Hae soecifil
& Computers by M. [ Y - |
& Computers by 0
£ Compuers by o1 Gues
Computers by Sy
& Computers with | —I':ance'
& Inactive Person: RQuery Result Format:
|& CowFancSpeed [1dentificati -1 Help I
I LLimit bo Sites:
[ @ Toame -
= Include Subsites
Fieady [ 1 itern(z) selected of 10
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10. The events you are interested will be queried out from SMS database.

51 Microsoft SMS Administrator

File Edit ‘iew Options Tools window Help

= FEE R EEE = E E R EEE EE N E E TE=E] ==

- Queries

Name
Al Servers 4 StMS002 Personal Computer | Finds personal computers with the Ser| = |

Computers by Last | SMS003 Persanal Computer | Finds personal computers with the spe
Computers by Mamd SMS004 Persanal Computer | Finds personal computers with the spe
Computers by Operd SMS005 Persanal Computer | Finds personal computers with the spe
Skl . Query Results - Low Fan Speed =
SN - Uucy Hosulls _lowlPanSpesd ==
Computers witH % Lowe Fan Speed

Inaotive Persol 23 'SHMP Traps' items at 510798 1:31:55 &M

Low Fan 5pe

Enterprise NT Event Sourc{ Generic Trap Ty| Specific Trap I[
1 EINEENERR o N [ e
182072126164 [ 1.361.21.11.0.7.1

182072126164 [ 1.3261.21.11.0.7.1
192072126154 | 1.36.1.4.1.2623
192072126154 | 1.36.1.4.1.2623
192072126154 | 1.36.1.4.1.2623
192072126154 | 1.36.1.4.1.2623
192072126154 | 1.36.1.4.1.2623
192072126154 | 1.36.1.4.1.2623
192072126154 | 1.36.1.4.1.2623
192072126154 | 1.36.1.4.1.2623

eady item[s] selected ol
Fead [ 1 itemis] selected of 23

ey

oL

oTnoonnoo

7.3 Solaris Solstice Site/SunNet/Domain Manager

In this section, we will firstly introduce how to convert our ASUS MIB to schema file
that Solstice knows, and then introduce how to load the schema file into the runtime
database of Site/SunNet/Domain Manager. Finally, we will introduce how to get/set the
values of attributes of the SNMP agent and describe how to view the SNMP traps from
Site/SunNet/Domain Manager.

7.3.1 Convert ASUS MIB to schema file

In order to use our SNMP agent characteristic, firstly you should convert our MIB to
schema file that Solstice knows. Furthermore, we also prepare our schema file, so you
can skip the step except that upload the schema file from our CD to the UNIX via the
ASCII mode of FTP and then copy the schema file into /opt/SUNWconn/snm/agents
directory.

For example, you can type as follows in command line environment.

1. cd /opt/SUNW conn/snm/agents
2. ¢p /(our asusmib.mib path)/asusmib.mib .

3. mib2schema asusmib.mib

* If you find the schema file translated from asusmib.mib that contents of A (Ctrl+A)

character, replace it with the space character in the entire file.
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7.3.2 Load the schema file from your Domain Manager console

1.From the File menu, choose LOAD, and then choose Management Database....

P.S. If you see the following error message in the footer of Domain Manager
console,and the detail error message shown in error report is duplicate attribute
name , you can ignore it.

Load of asusmib.mib failed — see error report for details.

% Management Database...

Predefined Requests..,
g THE,

192,72, 126 1182, 72,126 f1BR. 72,126, HEE. 72,126, tHEE . 72. 126, IR . 72, 126. 02, 72.126. 2. P2. 126, 2. 72,126,187

|
o o
192.72.126.128-subnet

= ey i) ety
test  192.72.126.THR. 72126 ER.72.126. 144 192, 72,126 TR, 72,126, MR, 72,126, 1E2. 72.126. 184
192.72.126.182

192.72.126. HE. 72,126 R, 72, 126, THBR. 72.126. 15192, 72. 1261 32672, 126. MR, 72.126.17892.72.126.153

|4 [»]

2. Select the file name you want to load.
= SunNet Manager Console: 192,72.126.128 =
File =1 View T) Edit = Pronsm) Requests r) Toals r) Goteor r)
-
4
192,72 126 NEE . 72,126 B2, 72126, M2, F2. 126, HBR. 72,126, NER. 72,126 TR, 72, 126 1IBE. 72.126. 183
e P e P et P ) P ety Pt e P P et
192,72 126 B2, 72.126. HBR. 72,126, REE. 72, 126 B2, 72, 126. 2. 72,126, 2. 72. 126, HEBRR. 72126, AR 72.126.187
—_—
Directory: Jopt/SUNWconn/bin
[=; 5 =i
192.72.126.128-subnet ‘1 {Goup a lavell =
Ebuild_oid B
Hbuild_tt
! Hec_confia
e, e, e, Hec_receiver =0 )
test  192.72.126. 2. 72.126. 182.7 | | Hjnstall_snm_license 126. 1782, 72.126. 184
Elmib2schema
E nla_config_dirs
[Hlnla_parser
[Hnla_updateschemas
3 ey
192.72.126.MHE. 72,126 TTHR. 72.126. (2. 72,126,182
Name: ,
(15ad)
i
i
=1
4 Iv] 1

76



7.3.3 Get/Set the values of attributes of the SNMP agent.

1. Over the target machine icon, press the right button, and choose the
Set Request 2> ASUS-MIB - systemMonitorComponent.

ager Co

192.72.126. fEE. 72,126, 182, 72.126. L. 72.1 26, B2 72. 126, WG 72. 176, 1E2 . 72.126. 8. 72.126.183

192.72.126. 11X, 72126, 1R, 72,126, tWHE. 72,126, M. 72, 126. 2. 72. 126 2. 72,126, @2, 72. 126, AR . 72.126. 187

=
192.72.126.128-subnet

test 192.72.126. B2, 72.126. HER.72. 126, hBE. 72, = [2.126 HER. 72,126, R 72,126,184

192.72.126. f1ER. 72126 HHER. 72, 126. B, 72.126. 131 HER.72.126.17092.72.126.153
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3. Input the new value of attribute that you want to modify on the middle portion.

SunkMet Manager — Se

4. Press the Set button and then the following message will be shown in the footer.

Set request of agent ASUS-MIB done successfully.
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7.3.4 View the SNMP Trap

1. Over the target machine icon, press the left button. And then from the View menu,

choose Alarm Reports....

Sunhet Manager Console: 19

S EEE——— EEm—
126, HER. 72,126, N2, 72,1 26, 1B, 721 26, THE2. 72,126, R, 72. 126, HER. 72, 126. 1B, 72, 126.183

EE. 72,126 B, 72,126, HER. 72. 126, B . 72, 126, 2. 72, 126 N2, P2, 126, HERR. P2. 126, HAR. P2.126.187

=
test  192.72.126.MHR. 72126 HER. 72,126, MBE. 72, 126. M2, 72, 126. TR, 72126, MER2. 72.126. 152, 72.126. 184

192.72.126. MHE. 72,126 NHR. 72, 126 B2, 72.126. 15192, 72. 1261 92672, 126, NHR. 72.126.17092.72. 126,153

2. Choose the trap that you want to view in detail.

source-time=00:22:30.07
trap-type=enterprise

enterprise=asus

trap-no=48

trap-name=enterprise specific trap: 48
priority=Tow

smFanZlowLimitalarm=The Fan 2 (CPU1 Fan) is too Low! (Fatall
smFan2=0
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7.4 CA-TNG

Unicenter TNG addresses today’s most pressing IT management challenges through a
tightly integrated set of core solutions. The breadth of these management solutions and
their ability to work together delivers true end-to-end management of the environment
and sets Unicenter TNG apart from other enterprise management offerings. Unicenter
TNG's ability to manage the entire enterprise from a business process perspective
renders it the industry’s only practical solution for today’s unwieldy environments. In

fact, Unicenter TNG is widely recognized as the standard for enterprise management.

To monitor the ASMA in CA-TNG:
Step 1: Copy ASUS MIB file to \tngfw\schema\excluded

Step 2: Choose the ObjectView Schema Builder and In excluded box, please select
ASUSMIB and click >> button.

@ CA-ObjectYiew Schema Builder !EIEI
Ex=cluded
craLT -
CPOHOST >3 | BEASEERD
CPOIDA CAINTOS Help |
CPOIDE Py | CAlwANTS —
CPORECOY CHIPCOM
CPQSCSI CIscO Compile Schemas |
CPOSIMFO COMPAD
CPOSRWMN CTROM
CPOSTDEQ EXAGEMT
CPOSTSYS FODICTR
CPOTHRSH HPAAGENT
CPAUFS HP-HP
ETHER IBH
LISt L' 1% Ll
Select&ll | Desslect a1l Select &l | Desslect a1l

Than click the RUN MOSY tab.

Step 3: Click the ASUSMIB in included box and fill in the name in Model Name.

MIB Properties I
— MIBE Infarmation
FIE M ame Iasusmib | Ok I
File D1 ate [5/8/98 5:05:02 P Help
File Size |333?44
— Schema Information
Fumn bosy I
Schema Mame Iasusmib_sch
Edit Schema |
File Crate |5£1 4,/98 2:00:24 P
E dit Mib |
File Size |24385
Update badel I
todel Hame I-&-SUSMlEF
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Step 4: Return to the screen of CA-ObjectView Schema Builder and click the

Complier.
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Step 5: Choose the ObjectView and fill in the IP address and ASUSMIB.
Monitor the System Temperature from ASMA

,...__Unicenlel THG ObjectYiew - [ObjectViewl]

ﬁEile Wiew DashBoard Monitor  Objectview  wWindow Help — =] =l
sEENEEEETET)
E] [1mz72128184 =] | PSR D :' [—
- M arnufacturer ;l Temperature |
tModel Mumber az

M anufacturer Address
- M anufacturer Contact
128 Paoll Freq
Temperature:
128 Temperature High Limit

128 Temperature Low Limit

128 Temperature " aming High Limit
128 Temperature " aming Low Limit

128 wolt Yoorel

128 “olt Wcorel High Limit

128 “olt Woorel Low Limit

128 “alt Woorel Wwarning High Limit

128 “olt Yoorel Wwarning Low Limit

128 Wolt Voore2

128 “olt Wcore2 High Limit

- [IBR ol Vienre? | o | imit ;I

For Help. press F1 o

Step 6: Monitor the value of Reboot Management System

nicenter THG ObjectView - [ObjectViewl]

o File Yiew DashBoard Monitor Objectview Window Help =] x|

MEEIEIEEERIE)
El [1az7r2126181 =] | IR e :l [

----- 1238 -5vLow Limit =] [ Enable
----- 128 -5 aming High Limit
----- 128 5. arming Low Limit

----- E Fan1 Laows Limnit
----- 18 Fanl ‘waming Low Limit

----- 128 Fan2 Low Limit
----- 128 Fan2'w'aming Low Limit

----- 18 Fan3'waming Low Limit
(B8] spstembdomitondlarm

For Help. press F1 o
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