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AuthenTec welcomes your input. We try to make our publications useful, interesting, and
informative, and we hope you will take the time to help us improve them. Please send any
comments or suggestions by mail or e-mail.

Disclaimer of Warranty
THE SOFTWARE, INCLUDING INSTRUCTIONS FOR ITS USE, IS PROVIDED “AS IS” WITHOUT WARRANTY OF ANY KIND. AUTHENTEC
FURTHER DISCLAIMS ALL IMPLIED WARRANTIES INCLUDING WITHOUT LIMITATION ANY IMPLIED WARRANTIES OF MERCHANTABILITY
OR OF FITNESS FOR A PARTICULAR PURPOSE. THE ENTIRE RISK ARISING OUT OF THE USE OR PERFORMANCE OF THE SOFTWARE
AND DOCUMENTATION REMAINS WITH YOU.
IN NO EVENT SHALL AUTHENTEC, ITS AUTHORS, OR ANYONE ELSE INVOLVED IN THE CREATION, PRODUCTION, OR DELIVERY OF THE
SOFTWARE BE LIABLE FOR ANY DAMAGES WHATSOEVER (INCLUDING, WITHOUT LIMITATION, DAMAGE FOR LOSS OF BUSINESS
PROFITS, BUSINESS INTERRUPTION, LOSS OF BUSINESS INFORMATION, OR OTHER PECUNIARY LOSS) ARISING OUT OF THE USE OF
OR INABILITY TO USE THE SOFTWARE OR DOCUMENTATION, EVEN IF AUTHENTEC HAS BEEN ADVISED OF THE POSSIBILITY OF SUCH
DAMAGES. BECAUSE SOME STATES OR COUNTRIES DO NOT ALLOW THE EXCLUSION OR LIMITATION OF LIABILITY FOR
CONSEQUENTIAL OR INCIDENTAL DAMAGES, THE ABOVE LIMITATION MAY NOT APPLY TO YOU.

U.S. Government Restricted Rights
The software and documentation are provided with RESTRICTED RIGHTS. Use, duplication, or disclosure by the
government is subject to restrictions as set forth in subparagraph (c)(1)(ii) of the Rights in Technical Data and Computer
Software clause at DFARS 252.227-7013 or subparagraph (c)(1) and (2) of the Commercial Computer Software –
Restricted Rights 48 CFR 52.227-19, as applicable. Manufacturer is AuthenTec, Inc., Melbourne, Florida 32901-2719.This
Agreement is governed by the laws of the State of Florida.

AuthenTec, Inc.
Post Office Box 2719
Melbourne, Florida 32902-2719
321-308-1300
www. authentec. com
apps @ authentec . com

AuthenTec, FingerLoc, FingerLoc Aware, Dynamic Optimization, TruePrint, the AuthenTec logotype, and the phrase
“Personal Security for the Real World” are trademarks or registered trademarks of AuthenTec, Inc. Microsoft and
Windows 98 are registered trademarks of Microsoft Corp. SecureSuite is a trademark of I/O Software, Inc. All other
trademarks are the property of their respective owners.
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Copyright  1998-2000 by AuthenTec, Inc. No part of this publication may be reproduced in any form or by any means
without prior written permission. Printed in the United States of America.

The material in this publication is provided for information only. It is subject to change without notice. While reasonable
efforts have been made to assure its accuracy, AuthenTec, Inc. assumes no liability resulting from errors or omissions in
the document, or from the use of the information contained herein.
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Introduction
The Software Installer Guide provides a step-by-step procedure to be used by an
Independent Software Vendor (ISV) to create a proprietary Installer program to
install AuthenTec’s Personal Authentication System (PAS) software in
conjunction with a software product provided by the ISV.

The following information can be found in this document:

•  Binary files - A list of the binary files shipped with the current
version and brief descriptions of each.

•  Registry entries and other installer duties - A list of the registry
entries required to support the AuthenTec system, and any other
actions the installer must perform.

Applicability
This edition of the Software Installer Guide is Revision 1.2 of the document. It
replaces all previous editions with changes. The information in this document
applies to all current versions of AuthenTec fingerprint sensor integrated circuits.

Binary Files
For all installations…

Table 1: PAS Binaries

FLSERVER.EXEFLSERVER.EXEFLSERVER.EXEFLSERVER.EXE The main server program that provides PAS
services to all applications.

FLRPC.DLLFLRPC.DLLFLRPC.DLLFLRPC.DLL The Dynamic Link Library file used to communicate
with FLSERVER.EXE.

FLKeyHook.DLLFLKeyHook.DLLFLKeyHook.DLLFLKeyHook.DLL The Dynamic Link Library used to allow keyboard
override of the hardware finger detection normally
used in FLSERVER.EXE.

FLCNTRLAPPLET.CPLFLCNTRLAPPLET.CPLFLCNTRLAPPLET.CPLFLCNTRLAPPLET.CPL The control panel for the PAS system.
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For Microsoft® Windows® USB installations only…

Table 2: Additional Binaries for USB

FLUSBDRV.INFFLUSBDRV.INFFLUSBDRV.INFFLUSBDRV.INF Used by Windows to locate and install the USB
driver for the Fingerprint sensor device.

FLUSBDRV.SYSFLUSBDRV.SYSFLUSBDRV.SYSFLUSBDRV.SYS The USB driver for the Fingerprint Sensor device.

Registry Entries and Other Installer Duties
1. Terminate all instances of FLSERVER.EXE that are currently executing. If

this is not done, the conversion will fail and existing databases will not be
preserved.

2. Check to see if the following installation record key exists:

HKEY_LOCAL_MACHINE\Software\Authentec\Setup\InstalledVersion

If this key exists, verify that the number is less than the value of the version
to be installed. If the installed version is newer (higher), the Installer should
exit.

If the key does not exist, this is a new installation.

3. If the version to be installed is higher, the Installer should query the user
about preserving the existing database. If an existing database is to be
preserved, query the database location key and save its value. This key is:

HKEY_LOCAL_MACHINE\Software\Authentec\Setup\FLDatabaseDir

If the database is not to be saved, use the key to locate the database files
and delete them. The name of the default database is FingerLocTS.dat. If
any additional database files are used, it is the responsibility of the
application to remove them.

4. In order to remove any old or invalid keys and key values, the Installer
should now delete the main key and all sub-keys:

HKEY_LOCAL_MACHINE\Software\Authentec
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5. Copy the binary files (listed in Table 1 in the preceding section) into the folder
for the application. If the application is redistributing the AuthenTec Control
Panel, that file (FLCNTRLAPPLET.CPL) should now be installed in the
proper location for the operating system on the target machine.

6. For Universal Serial Bus (USB) installations, two additional files (see Table 2
in the preceding section) must be available on the distribution medium.

7. Set up the required sub-keys. The location of the database is defined by the
key:

HKEY_LOCAL_MACHINE\Software\Authentec\Setup\FLDatabaseDir

This is a string key, containing the path to the directory in which the local
database is stored. If the existing database is to be saved (refer to Step 2 in
this list) the value from the previous key should be placed in the new key.

The Installer must convert the existing database to the format of the new
version by calling the AuthenTec conversion DLL, FLDSConvert.DLL.

Set up the executable location key:

HKEY_LOCAL_MACHINE\Software\Authentec\Setup\FLServer

This is a string key containing the path and filename of FLSERVER.EXE.
Normally, this file is stored in the same location as the user application’s
program files.

The software does not require the system to reboot in order to use the PAS
system.

AuthenTec, Inc.
Post Office Box 2719

Melbourne, Florida 32902-2719
321-308-1300

www.authentec.com
apps@authentec.com

http://www.authentec.com/
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