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Disclaimer

The manufacturer is not responsible for any damages, including loss of profits, loss of
information, interruption of business, personal injury, and/or any damage or consequential
damage without limitation, incurred before, during, or after the use of our products.
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About this guide

Audience

This user guide is intended for system integrators, and experienced users
with at least basic knowledge of configuring a server.

Contents

This guide contains the following parts:

Chapter 1: Getting Started

This chapter introduces the ASWM Enterpirse, and tells how to install and uninstall
it under Windows platform.

Chapter 2: Deployment Management

This chapter describes how to deploy ASWM Enterprise agents and remove agents
through AD or manually.

Chapter 3: Main Server Functions

This chapter describes the Main Server Functions, including Monitor, Account
Management, Deployment Management, Remote Control, and Server
Configuration.

Chapter 4: Client Monitor Information

This chapter describes system status and information of the client.

Appendix: Reference information
This appendix includes a glossary of terms used in this document.
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Conventions

To make sure that you perform certain tasks properly, take note of the following
symbols used throughout this manual.

i WARNING: Information to prevent injury to yourself when trying to
) complete a task.

o>

CAUTION: Information to prevent damage to the components when trying
to complete a task.

k IMPORTANT: Instructions that you MUST follow to complete a task.

% NOTE: Tips and information to aid in completing a task.

Reference

Visit the ASUS websites worldwide that provide updated information for all ASUS
hardware and software products. Refer to the ASUS contact information for details.



This chapter introduces the ASWM
Enterprise, and tells how to install and
uninstall it under Windows platform.
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1.1 Introduction to ASWM Enterprise

Welcome! Thank for buying our server products bundled with ASWM Enterprise
System Web-based Management software. The ASWM Enterprise is a proprietary
server management solution that gives a vital distinction to our servers.

In server management, system stability is a major factor, with efficiency, cost-
effectiveness, and convenience following close behind. To comply with this, we
have created a reliable and user-friendly ASWM Enterprise monitoring tool. The
ASWM Enterprise is a web-based interface that allows system administrators to
conveniently manage computers either locally (from the same server), or remotely
(using a web-browser).

With its colorful, graphical, and informative interface, the ASWM Enterprise makes
server management a delightful experience!

1.1.1 How ASWM Enterprise works

The ASWM Enterprise is composed of an “agent” that generally acts as a data
collector, and a set of HTTP web pages that serve as the user interface (Ul). The
data collected by the agent, which are essential for the continuous monitoring
operations performed by ASWM Enterprise, are displayed in the Ul.

In the monitoring process, the agent basically keeps track of the hardware and
software status of the system. The agent has “sensors” that monitor fan rotation
speeds (in RPM), working voltages, motherboard and CPU temperatures, and the
backplane (if present).

In addition, the agent also monitors hard disk drives health status through the
SMART (Self-Monitoring, Analysis, and Reporting Technology) feature, space
utilization of a file system, CPU or system memory loading, and even the traffic
status of a network device.

The agent records the history of the detected status of all monitored hardware
items. The status record includes the time of alert events (fan, voltage, or
temperature), and the type of alert event (critical, warning, or normal).

You can also configure ASWM Enterprise to react to exceptional situations. For
example, the administrator can be automatically notified by e-mail when a hard
drive starts to malfunction or when a chassis intrusion is detected. In this way,

ASWM Enterprise acts as an active guardian of the system’s key components.
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1.1.2 Supported OS platforms

The ASWM Enterprise agent supports the Microsoft Windows platform, including
Windows 2003 Server, Windows 2003 R2 Server, Windows 2008 Server, and
Windows 2008 R2 Server platform. You can choose the appropriate package
depending on the primary OS installation of your server.

The ASWM Enterprise web pages are fully compatible with W3C HTML 4.0/DOM
standard. The web browsers with Microsoft Silverlight support can work with ASWM
Enterprise:

Internet Firefox |Safari |Chrome

Windows Server
2008

Windows Server
2008 R2
Windows Server
2003, Windows
XP SP2, SP3
Windows 2000
SP4 +KB891861*
Macintosh OS
10.4.11+ (Intel-
based)

*Microsoft Consumer Supprt ends July 13, 2010 for this product.

ASUS System Web-based Management Enterprise
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1.2 ASWM Enterprise installation

You can install ASWM Enterprise in Windows platform. Proceed to the succeeding
sections for the instructions that are applicable to your operating system.

1.2.1 ASWM Enterprise main server requirement

System Requirement
+ Microsoft SQL Server 2005 or above (Including Express version)
Web Server IS 6 or above
NET Framework 3.5 SP1
NET Framework 4.0 (Full)
Active Directory (Deployment by Active Directory)
* Time zone setting must be the same

Important Notice for Windows Server 2008 or above
Ensure to add the following Features / Roles
Features: .NET Framework 3.5.1
Roles: Web Server (lIS)
Role Services under WebServer(lIS):
(A) Common Http Features (and all sub-items) have to be selected.
(B) lIS 6 Management Compatibility (and all sub-items) have to be

selected.
(C) Application Development
«  ASP.NET

NET Extensibility
ISAPI Extensions
ISAPI Filters

Chapter 1: Getting started



1.2.2 Installing ASWM Enterprise

% Any user with administrator privileges on the local system can install ASWM
L Enterprise.

To install ASWM Enterprise in Windows:

1. Insert the support DVD into [ see i erame otV Ve s mrzes s EE]
the optical drive and click
ASUS System Web-based
Management Enterprise
Edition.

‘R Ensure that your system
meets the requirements

metioned in the previous
page.

2. The ASWM Enterprise Setup =Ll

program wizard appears. Click ASWM e€Enterprise
Next to continue.

The installer will guide you through the steps required to install AWt E nterprise on your computer,

WARNING: This computer program is proteated by copyright law and intematianal eates.
Unauthorized duplication e distibution of this program. or any partion of it, map result in severe civil
o criminal penaliss, and will be prosecuted to the masimum estent possble under the law,

Cancel | < Back. | Next > I

3.  Click Next to start installation. Ex]
ASWM €Enterprise

The installer is reay to install AS'M Erterprise on your computer

ASUSTeK Computer Inc.|

Click "Nexl" to stat the installation.

Cancel < Back | Next > |

ASUS System Web-based Management Enterprise
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The system is installing ASWM

Enterprise. ASWM €Enterprise

ASUSTeK Computer inc|

ASWM Enterprise is being installed.
Please wait
Cancel < Back Heds
i i
The system is checking the 2 ot st !

installation requirements. Click ASWM E€Enterprise
Next to continue. "

| Installstion Requimerts

[ Information I

Operating System Windows Server 2008 R2 Enterpise Server
Q Intemet Information Services (11S) Is75

0 NET Framework 3.5 Installed

o NET Framework 4 (Full) Installed

) soL server nstance SQL Instances detected ; 1

Select an Authentication type L Tz st g
and click Connection Test to ASWM €Enterprise

proceed ASUSTeK Computer Inc
fc_ ﬂ Please input the information for creating ASWM Enerprise DB
'SQL Server
SQL Instance

Authentication [Windows Authentication =

SQL Server Administrator ID

Password
Connection Test
Cancel | et |

Chapter 1: Getting started



7.  After passing the Connection
Test, click OK and Next to
continue.

8.  When the installation completes,
click Close to exit the wizard.

ASWHM Enterprise Installation Wizard

ASWM €Enterprise

ASUSTeK Computer Inc|

g_ ﬂ Plezse input the information for creting ASW/M Enterprise DB
=
SQL Server
SQL Instance \6\ QL Connection tested .. [Pass] | =]
Authentication [ =l
SQL Server Adm lII -
Password

—

Cancel | Next |
51
ASWM €Enterprise

ASWM Enterprise has been successfull installed.

Click "Close” o exil

Plese use Windaws Lipdate to check for any cilical updates to the NET Framewark.

Canoe| < Back

|[oee |

ASUS System Web-based Management Enterprise
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1.3
1.3.1

Toun

1.

Uninstalling ASWM Enterprise

Uninstalling from Windows

install ASWM Enterprise from a Windows platform:

Click Start > All Programs > ASUS > ASWM Enterprise > Uninstall.

(& Internet Explorer (64-bit)
(& Internet Explorer

=1 Windows Update
Accessories
| Administrative Tools Admiistratn
§ asus ministrator
ASWM Enter
) neerprise Daocuments

|,‘ﬂ ASWM Enterprise

Uninstall
R

| Maintenance
| Mellanox Technologies T
| Microsoft Silveriight
Microsoft SQL Server 2005 Control Panel
Startup

Devices and Printers

Administrative Toals 3

Help and Support

Run...

1 Back

I Search programs and files B2} Lloaoff |»

ffstart g& E ;t;_;J 9 http: /flocalhostfasw...

The system automatically uninstalls ASWM Enterprise.

ASWM Enterprise

Chapter 1: Getting started



1.4 Login ASWM Enterprise

To login ASWM Enterprise:

1. Double-click the ASWM Enterprise shortcut on the desktop when | ’::EI
you login from the local server. If you login from the remote
server, enter the ASWM Enterprise website (http://HostName(IP)/ s cym
aswment) through the web browser. Enterprise

2.  Click Enter.

777777 PG 7

Name: |

Password: |

4& The default login name: Administrator, password: aswm. Note that the login
name and password are case sensitive. Refer to Account Management if you
would like to change the password.

ASUS System Web-based Management Enterprise 1-9
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1.5 The main page

The main control panel of the ASWM Enterprise user interface is displayed as
shown.

& Client Information - Windo
=
<1®

¥ | ClientInformation

@ http://10.10.43 201/aswment/Main asp:c¥/MainMOClientinfo

Version 1.0.3

1 | @
ASWM enterpl‘lse ASUSTeK Computer Inc.

Bl wonitor Overview

Group List

Q Account
Management Group Name Client Counts. Connection HealthStatus  UtilizationStatus
Asus@Europe 7 B [
= Deployment ASUS@TPE 5 g 7 g 7
Management s . -]) s g 1 g s

Remote
Control

33

Server -
{’ ) 4 Models in the ASUS@TPE Group
Configuration

Model Name.

Connection Alias Name os BMC WebGUI  HealthStatus  UtilizationStatus

4 OnLine (2 @E8)

!“D Online | TSS00-E6-PS4 File Server &% windows [ ves @3 o 27
W™, Online  TS700-£6-RS3 Web Server A% windows [ no os o6
4 OffLine (1 @EE)

W%, Offline | Rs300-E7/pS4 win-sesuieric G windows [ ves

@ Fullscreenview : Click this banner to switch to the full screen view and press
<Esc> to return to the normal window view. You cannot input
text in the full screen view.

9 Function buttons  : The overall functions of ASWM Enterprise, inlcuding health
monitoring, account management, deployment management,
remote control, and server configuration. Refer to later
chapters for details.

Login information  : This area displays the login ID. Different login users have
different level of controlling ASWM Enterprise. Click LogOut
to exit ASWM Enterprise.

0 Group List : The Group List shows the existing groups. It is more
convenient for administrator to manage a large number of
computers through groups.

9 Models in the group : This area shows the computers and their general information
in your selected group above.

Chapter 1: Getting started



This chapter describes how to deploy
ASWM Enterprise agents and remove
agents through AD or manually.
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2.1 Deploying new ASWM Enterprise agent

Install new ASWM Enterpise agents on computer and add them the ASWM
Enterprise server for convenient management, monitor and control.

ASWM Enterprise client agent system requirement
.NET Framework 3.5
Firewall Setting

+  Allow "Windows Management Instrumentation (WMI)"
+  Allow "File And Printer Share"
+  Allow "ICMP Packet Response"

2141 Automatically scanning the active directory
To deploy new agents

1. Click Deployment Management on the left.

Account
Management

nnnnnnnn

= Deployment
Managemen

Remote
<
Y Control

Server Models in the DefaultGroup Group
<Al Configuration

nnection Model Name Alias Name os BMC WebGUI _ Health Utlization

WM, oniine RS7020-E6-pS8  Win-aveEu7keoL ¥ windows [ No 02 013

(Lo [ [ [ [ [ [ [ ot iomsamodon |7 < R0 -

Chapter 2: Deployment Management



2. Click Deploy New ASWM Enterprise Agent.

/2 HainDH Page - Windows Internet Exp

G = [E] o oahoston aroM = (&[4[ [Sars £l

e Favortes | %5 @] SuggestedSites = ] Web Sice Galery +

ASWM Enterprise
W‘ Deployment Management

ASUSTeK Computer Inc.

o LT[ [ [ ot oeamoderoft (75~ R 00h -

3. The wizard will guide you through the deployment process. Click Start to

continue.

ST
= (B[ [Fens (oL

i) v B) - [ 0% - Page - Safety - Tods- @~

ASWM Enterprise

ASUSTeK Computer Inc.

W“ Welcome Mode Select Deploy

This wizard will guide you through the process of discovering your network, and installing agents
on computers.

[0 [ 7 [ [ [l o ocalinbanet | ProtectedMode: OFF 74 = | H100% +

ASUS System Web-based Management Enterprise




Select Automatically Scan the Active Directory and click Next to continue.
The system will automatically scan the directory for agents.

S|

2
G- [ew 15| [2]]E31E3| o (o]

i Favortes | 5 ] Suggested Stes » 2 Web Sice Galery +
& Deployment Management % v ) - [ ® - Page~ Safety~ Took - @)~

Version 1.0.5

ASUSTeK Computer Inc.

Select Deploy

—
- -
&
Y
| i |
fwowe LT[ [ [T [ R bt poecedmodeioft (75~ [0 -,

Select a Domain and click Sean to start scanning.

SE
2~

= | &[4 )l x| [ sng
e Faverttes |5 @] SuggestedsSites = ] Web Sice Gallry ~
%0 v B - [ #m - Page~ Safety~ Tods~ @~

@ Desiopmentanagement

Version 1.0.5

ASWM €Enterprise ASUSTeK Computer nc.
‘W‘ Welcome Mode Select Deploy

Domain: |aswment.asus.com |
L) Enable Group
AD Group:  Administrators -

Install _ Computer Name 1P Address. WMiEnable  Supportstatus Agentversion

T
.
B
3l Configurz

T T T [T 4k tonwamet Iprotscdmode: o |7« [ %100% =,

% Click Enable Group and select |§ \ I

a desired group to downsize SR IR ey
the scanning range. Doing so p -
shortens the time for agent o i s

deployment.

Chapter 2: Deployment Management



Enter the Name and Passowrd to login as the AD Administrator.

o —
GOk =& ol e
¢ Favortes |5 ) Sugpested Stes = @ Web Sice Galery +

& Deployment Management o (9 - Pae = Saiety~ Toos~ @)

[oooe [ LT[ [ [Ieltocinmmeinsedtodeor |7~ | #0w -

The system starts scanning.

/2 Deployment Hanagement - W =181
& =[] o foabes Bl (x| [Fem (o]
e Favortes |3 @] Sugmestedies = 2] Web Sce Galery +

& Devloyment vanagenent 5~ ) - [ 8% - Page- Safety - Took~ @

Version 1.0.5

ASUSTeK Computer Inc.

Select Deploy

scan Computer 212
piieiia
AD Group: I —

|Install__ Computer Name WMiEnable  Supportstatus Agentversion

ASUS System Web-based Management Enterprise
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Click wanted computers to deploy agents and click Start. The computer must
be listed as Support in the SupportStatus field. Click the computer that
shows Not Support, the reasons will be shown below.

If your wanted computers are listed as Not Support. Double check the

followings:

« Ifitis a supported model. Refer to the beginning of the section for details.
+ Ifithasinstalled .NET 3.5

+ Ifit has installed ASWM Enterprise Agent

+  If old ASWM version existed

! Monitor

Account

R Remote
*~ Control

Server

Domain: [ test.com =
Management LI Enable Group
- 2D Group:

Deployment
Management

Al configuration

Version 1.0.2 ( Beta )

ASUSTeK Computer Inc.

Welcome Select

Install  Computer Name 1p Address WhiEnsble  SupportStatus Agentversion

10.10.43.50

10.10.636 © ot Support 10120

w0572 Do unknown

(WMI) connection test fail.

|| sellect all "Support” computers
+ Add to ASWM Group | ASUSTeK@Taipei -~ |

Click Select all "Support" computers if you want to deploy agents on all
Support Computers.

Click Add to ASWM Group if you would like to catergorize the selected
computers to different groups.

The SupportStatus shows Unknown when WMIEnable shows OFF.

Chapter 2: Deployment Management



9. The deployment starts.

ASWM €Enterprise

Welcome Mode Select

* &
Version 1.0.2 ( Beta )

ASUSTeK Computer Inc.

Deploy

Host Name Process Step

ASWHENTDEV.test.com 3 mstalling

ASUS System Web-based Management Enterprise

Result Message

J/©) rocessing insaling Agent




2.1.2 Manually deploying the ASWM Enterpise agents

To deploy new agents

1. Click Deployment Management on the left.

2. Click Deploy New ASWM Enterprise Agent.

o [
@ vsiompage - | - Page~ Safety - Tods- @~

ASUSTeK Computer Inc.

(G5 [T i [ Localintanet [ Protected Mode: OFF [a = [Row -

3. The wizard will guide you through the deployment process. Click Start to
continue.

ASUSTeK Computer Inc.
Select Deploy

This wizard will guide you through the process of discovering your network, and installing agents
on computers.

[T T T T o I toalinranet [ProteciedMode: OF |74~ | #100% ~

Chapter 2: Deployment Management



4.  Select Manual Deploy the ASWM Enterprise Agent and click Next to
continue.

=181x]
(2]

(B[4 |[x & 5o

i~ B - Y - Page- Safety - Toos- @~

Version 1.0.5

ASWM €Enterprise ASUSTK Computer .

Welcome Mode Select Deploy

owe [ [ [ [ [ [ [/ ccamamet ipocmamdson (74~ R -

5. Click Add Target PC. You can add the target PC through IP Address or Host
Name. Fill in the required fileds and click Scan.

6.  Follow the instructions in the previous section to install the agent when the
scanning result is shown.

ASUS System Web-based Management Enterprise
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2.2 Removing ASWM Enterprise agent

You are allowed to remove the ASWM Enterprise agents from the main server or in
Active Directory.

2.2.1 Scanning the self ASWM main server
To remove the existing agents

1. Click Deployment Management on the left.

(814 [ [T

B v B - ) - Page~ Safety~ Took - @~
Version 1.0.5

ASUSTeK Computer Inc.

BMC WebGUI _ Health

RS7020-E6-p58  WIN-AVGEU7KBDL' A Windows [ NO 022
Rs70z0-e6058 | asus A windows Eves @21

fajone [T [T [ ocntaet poteciedtiode: Off |7 v | R100% ~

2. Click Remove ASWM Enterprise Agent.

SEIE]
. 2

2 Fevates. |23 ) ument )
Earovpoge T2 - B - 7m0 - Page Safety- Took~ @

ASWM €Enterprise ASUSTeK Computar .

W Deployment Management

—
o
<
.”i Remove ASWM Enterprise Agent
o

[/ Done [T T i 0 Localintanet [ Protected ode: OFF T [Rwo% -

Chapter 2: Deployment Management



3. The wizard will guide you through the uninstallation process. Click Start to

continue.
2 aorinielpoge Llalx|
T = [ o ocaost (B x| [Fees [2]

¢ Favortes | 73 2] Sugested Stes > 8 Web Sice Galery +

2+ B) - Y i v Page~ Sefety - Toos~ @~

ASWM Enterprise

ASUSTeK Computer Inc.

Welcome Mode Remove

This wizard will guide you through the process of discovering your network, and uninstalling
agents on computers.

ASWM Enterprise Server

1 1 r 1 1
—r—

Agent Agent Agent Agent Agent

[ [T o S oltone recdtiodes o7~ | 0% =

4.  Click Scan the self ASWM Enterprise Main Server and click Next to
continue. The system will scan the main server.

sl
[2-]

P - B - Ym0 Page Safety - Toos~ @~
105

ASUSTeK Computer Inc.
Select Remove

Select Agent Remove Mode

- '+ Scan the self ASWM Enterprise Main Server

1

’

[ Done: [T T [ [fo S tocalmtranet | Protected Mode: Off [

ASUS System Web-based Management Enterprise
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Select the desired computers for agent uninstallation and click Start.

[ X JC o [5[clx] - monoummsetsarece

ASWM E€Enterprise e

ASUSTeK Computer Inc.

Welcome Select Remove

ASWMENTDEV.test.com 10.10.43.90
20037264, test.com 10.10.43.85

WIN-SFIBUIEZZIG 10.10.43.249

% You can easily select all computers, all offline computers or all online computers

with the checkboxes on the bottom.

The server automatically removes the agents on the selected computers.
When done, it shows Success. Click Finish to finish the process.

© EETEERNN T
ASWM €Enterprise

ASUSTeK Computer Inc.
Welcome Mode

Remove

Account

Host Name Process Step
Management

Progress Resut

[ Taskpone [ @ success
test.com & ing  Stopping related services.
Deployment ASWMENTOEV.test, {35 Stoppingservices | © Processing | stopping
Management

e
[

Agent has been removes.
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2.2.2  Automatically scanning the Active Directory

To remove the existing agents

1.  Repeat the step 1—3 in the previous section.

2. Click Automatically Scan the Active Directory and click Next to continue.
The system will scan the Active Directory.

i Favortes |5 8 Sucgested Sies 2 WebSi

i+ B - [0 # - Pege - Safety - Took~ @)~
ASWM EntErprlse ASUSTeK Computer Inc.

} Welcome Mode Select Remove

fowe L[ [ [ [ [/l o osanon (7~ (R -

3. All the computers in Active Directory are shown here, grouped by Support
Status.

) [ ]
€5 EmTTEERCE ST

ASWM €nterprise ASUSTeK Computer Inc.

— Welcome Mode Select Remove

e Itest.com

Account
na L) Enable Group

+ Deployment AD Group:
jana

1P Address

Uninstall Serverh uter Name
I Remote
ntrol [ 2003R2x6 ASWHENTDEV 10.10.43.50
]

2003R2064 2003R2x64 10.10.43.55

Server . =
nfigur 28-2003R264

TS700-2K8X64

28eE-2008R2X64
WiN2KaxX8s
TS700-2008R2

T700-2K8R2

TS700-SvSTEM

ASUS System Web-based Management Enterprise 2-13
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Select the desired computers for agent uninstallation and click Start.

Bl '€ ° SRR EIEETET

ASWM €Enterprise ASUSTeK Computer Inc.

B3 monitor
Management LI Enable Group

~ Deployment AD Group: P
Management __Scan _

Welcome Select

Remove

Uninstall  MsinServerame  Computer ame 19 Adérezs WMIEnable  Supportstatus Agentversion

Remote
.o
|~ control e e wazso. - |@on |@support [103
e wiows  Qon  Qswor 103
Server | (10 GIRE)

Configuration 2520030254 D orF @ Unknown
Do Q) unknown
orr Q) unknown

'
]

i— D ore ) unknown
i
i
i

ZapE-2008R2x64

rs700 20082 Do © unknown
Do Q) unknon

Do Q) unknown
b4

TS700-208R2

TS700-SYSTEM

_Iselect all "Support" computers

The server automatically removes the agents on the selected computers.
When done, it shows Success. Click Finish to finish the process.

5 ERNTUSEEEEE EET—— *

Version 103 |

ASWM é€Enterprise ASUSTeK Computer Inc.

- h— Welcome Mode Select Remove

Host Name, rocess St Result Vessage
Account 2 &

2003R2x64 2est.com Taskbone Success  Agent has been removed successfull.
Management @ o ee Z

ASWHENTDE.test.com (@) Taskoone () success  agent has been removed successfully.
~ Deployment
Management

Remote
&3
| < Control

Server
Al Configuration
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This chapter describes the Main
Server Functions, including Monitor,
Account Management, Deployment
Management, Remote Control, and
Server Configuration.
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3.1 Monitor

The overview screen gives you a quick overall status check for all the computers.

To see the monitor overview

1. Click Monitor on the left.

Version 1.0.5

ASUSTeK Computer Inc.

Account
Management

+ Deployment
Management

Remote
<
~ Control

Server Models in the DefaultGroup Group
<Al configuration

Model Name Aliss Name os BMC WebGUI _ Health Utiization

RS7020-86-p58  WiN-AveEU7keL A Windows [ No ©2 013
RS702D-E6-PS8 | asus- 2003 A windows [ ves o211 012

Tl [ || o K toclmiranet IPoteciediodes O |7 - [oaoow =

2. Select a desired group from the Group List. The group clearly shows the
information of Client Counts, Connection, Health, and Utilization status.
(Red: Critical; Yellow: Warning; Green: Normal)

Version 1.0.5

ASUSTeK Computer Inc.

B Monitor

Account
Management
<

+ Deployment
Management

Remote
<
’U Control

Server Models in the DefaultGroup Group
<Al configuration

Connection Model Name Aliss Name os BMC WebGUI _ Health Utilization

Rs7020-E6-p58  win-aveeu7keoy N windows [ No ©2 013
RS702D-E6-PS8 | asus- 2003 ¥ windows [ ves o211 012

T [ || o K tolmrenet IPoteciediodes O |7 - [ oo =
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3. Inthe Models In the XXX Group, the general monitoring information of all
computer in this group is displayed as shown, including Connection status,
Model Name, Alias Name, Operating system, BMC WebGUI status, Health
status.

=&

5] [Fees

fa -8 -

i Pages Safety~ Took - @

Version 1.0.5

ASUSTeK Computer Inc.

B3 monitor

Account

Management
~+  Deployment

Management

Remote
s
'L Control

Server

Alias Name os BMC WebGUI _ Health um.m.

Rs7020-E6-pS8  Win-AveEu7keoL ¥ windows [ NoO ©2 013
roomcerss swea0s  A¥windows [ ves @21 @12

T T[T [ K o banet IProtecedtode: O [73 + [R100% =,

R +  The crossed-out BMC card means that the BMC is not installed in that
computer.

+  If the status of BMC WebGUI shows NO, the WebGUI is inaccessible.

+ When you click BMC WebGUI, a pop-up window appears. Ensure that your
web browser does not block the pop-up window.
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3.2 Account Management

Account Management allows you to see the current login account and edit the
account.

3.21 Current Login Account

Click Account Management on the left to display the current Login Account
information.

S8 [T

%) < B) - () # - Page~ Safety - Toos~ @)~

Version 1.0.5

ASWM €Enterprise T

W Account Management

[ Login Account _

Administrator

[gooe [T T [fo & tocalntranet [Protected Mode: OFf |74+ | h100% -

3.2.2 Editing the Login Account

Click Edit Account to edit the login account. Click Save when done.

=8l x|
(2]

¢ Favortes | 5 @] Suggestedites ~ £ Web Sice Gallry +
@ Account Management v B) - 0 @ - Page~ Safety- Toos~ @~

Version 1.0.5

ASWM €Enterprise ASUSTeK Computer In.

W Account Management

Login Account

Deployment
Mana ent Account Name: | Administrator

Confirm Password: |

ntre
oA m 0 tion Account E-Mail: |

~ [ 1T [ [ [l K oo mranet [ Protecedbodes o [/~ [ R io0% = ;

% The Account E-Mail shows in the Email Settings of Client Configuration.
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3.3 Deployment Management

You can deploy ASWM Enterprise agents and remove agents through AD or
manually. Refer to Chapter 2 for details.

/2 MainDM Page - Windows Internet Explorer =B x]
G@ (2] hitp:focahost/zsnmentMain.sspc# MainDM Ell&][¢+l[ x| eno [2]=]

i Favorites. |5, ] Suggestad Sites > ] Web Sike Gallry =

@ vairOM Page i - B - ) - page - safety - Toos - @~

Version 1.0.5

ASWM €Enterprise ASUSTeK Computer Inc.

'W Deployment Management

Deployment

Remote

LogOut]

[ [ [ [ [ [ [fig [ Localintranet | protected Mode: Off [Fa~[Ri0% - 2

|2 Done
[7start ?!& g u.';m] @HﬂiﬂBHPﬂM'W’l_ A [ Bl Oy ml.
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3.4 Remote Control

Click Remote Control on the left and start the Remote Desktop Web Connection.

/2 Remote Desktop Web Connection - Windows Internet Explorer =|0f x|
ol [ o wn-aveeurdy et/ &))< [ e A

i Favorites | 5 ] Suggested Sites - @] Web Sice Gallery ~

8 Remote Deskiop Web Connection | | - B - ) e - Page- Safety- Took - (@~

B

chrosgﬂ'
Windows

Remote Desktop Web Connection

Type the name of the remote computer you
vant to use, select the screen size for your sarver: |
connection, and then dlick Connect. =

When the connection page opens, you can size: |Full-screen ¥
=dd it to your Favorites for easy connaction to

the same computer.

I7 end Iegon informatien for this connection

|

[ [ [ [ [/ Trusted sites | Protected Mode: OFf [~ [®mo% -

[bone T
[1start ey ua;] @Ma\nﬂMPaﬂe—lﬂﬂndm.I@Kemmel)sktﬂn— 2 [ 5 s 3:;;:1'1-

=
4& You have to enable the Remote

Desktop on your client computer
before using the remote control
function.

* Computer Name | Hardware | Advanced Remote |

- Remote A

I= | Allow Bemote Assistanice conmestions ta this computer

Adyanced I

[ Remote Desktop

Click an option, and then specify who can connect, if needed.

" Dont allow connections to this computer

" Allow connections only from computers running Remote
Desktop with Network Level Authentication (more secure)

OK | Cancel | gy |
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3.5 Server Configuration

You are allowed to do general server configurations, including SMTP server, SNMP
Trap, security, etc..

3.5.1 SMTP Server
To set up the SMTP server

1. Setting up the correct SMTP server information if you would like to send the
notification through Email. Click Edit SMTP Setting to fill in the fields.

S vt 5 ) Sopesid s =~ £ Webohie
@ server Confiraton

Version 1.0.5

ASWM €Enterprise ASUSTeK Computer In.

m Server Configuration

SMTP Server | Security | SNMP Trap | ASWM Group | BIOS | DataBase

Deployment |

. 4 Remote
! I
|

2.  Click Send Test E-Mail and enter a

server has been successfully set
up. If so, click Save to save the
configuration.

o=
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3.5.2  Security

You can set the Access Control List, which permits or denies the specific IPs’
access.

The ACL settings is based on Cisco router settings. Fill in the blank fields and click
Add New ACL Rule to add a IP on the control list. Use the ACL Rule Test on the
bottom to test if it has been added successfully.

ASUSTeK Computer Inc.

‘! Monitor | Server Configuration

et . SMTP Server | Security | SNMP Trap  ASWM Group BIOS DataBase

[ ulianagement

1“' Deployment:

| ' Management
Remote

\

 control

ACL Rule Test
1P Address:
Message:

[T T T o M ocalintanet [Protected Mode: OFF |74 ~ [ R 100% ~
Examples of ACL settings
1. If you want to permit Class C IP addresses 192.168.0.0—192.168.0.255

Rules:
Permit: IP 192.168.0.0 Wildcard Mask: 0.0.0.255
Deny: IP 0.0.0.0 Wildcard Mask: 255.255.255.255

2. If you want to permit IP 192.168.0.200 only

Rules:
Permit: IP 192.168.0.200 Wildcard Mask: 0.0.0.0
Deny: IP 0.0.0.0 Wildcard Mask: 255.255.255.255

3. Ifyou want to deny IP 192.168.0.200 only

Rules:
Deny: IP 192.168.0.200 Wildcard Mask: 0.0.0.0
Permit: IP0.0.0.0 Wildcard Mask: 255.255.255.255
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3.5.3 SNMP Trap

Fill in the blank fields and click Add Profile to add the SNMP Trap profile. If you
would like to edit the profile, click Edit Profile.

SEIE
P~

=Bl 4[| [Fems

e Favortes |5 ) Sumpesedses - @1

& server Configuration P~ B - e - Page- Safety~ Toos- @~

Version 1.0.5

ASWM €Enterprise T

W Server Configuration

SMIP Server | Security | SNMP Trap | ASWM Group | BIOS | DataBase

Deployment

[T 1T T 1 [ i Localintranet [ Protected Mode: OFf |73 « | %.100% +

&

% The SNMP profile information is used for sending notificatiton.

3.54 ASWM Group

You can add new ASWM Groups or edit the existing groups. The information of
computers in each group is displayed when the group is selected.

LI
G = | (13|83 B [2[]
i Favorites [ i3 ] suggested sites - €] Web s
(@ server Configuration 3 - B - ) ) - Page~ Safety~ Took~ @)~

Version 1.0.5

ASWM €Enterprise ASUSTeK Computer inc

W Server Configuration

SMTP Server | Security | SNMP Trap | ASWM Group | BI0S | DataBase
ASWM Group List: | DefaultGroup
Deployment.
Manageme! s ASWM Group Name: DefaultGroup
¢
ontrol

..... sanment.sus. RS7020-£6-P58 192.168.0.20;

Model Name 1P Address

152.168.0.10;

[ Done: [T [ T [ [ [fo & Localintranet | ProtectedMode: OFF |75 ~ | ®100% =

% You cannot delete the DefaultGroup and all the clients will be regrouped under
DefaultGroup when their groups are deleted.

ASUS System Web-based Management Enterprise
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355 BIOS

The BIOS screen displays all the BIOS cache information. The ASWM Enterprise
automatically detect and download the newest BIOS from the ASUS support site.

o

gl © /10104 9 - BEX] & senver conigurion < [ bt

Version 1.0.7

ASWM e€nterprise

B monitor Server Configuration

i BIOS
TG SMTP Server | Security | SNMP Trap | ASWM Group DataBase

Management

Remove _ ModelName Version ~ Builddate Filesize Source
Z8NR-D12 (2 @IAH)
Z8NR-D12

+  Deployment
Management

11/03/2010
04/14/2010 824,258 Bytes

881,429 Bytes

Remote
R
Control

11/16/2010 800,914 Bytes
Server

Al Configuration

Remove

It is more convenient to click the check box on the bottom to select the older
version BIOS if you want to remove the older ones.

3.5.6 DataBase

You can clean the database to release some space if needed. Clicking Clean
Database only clears the cache, and no important data will be deleted.

=181
ol

@ server ot Fi B - I - Page Safety- Tods- @+

n 1.0.5

ASUSTeK Computer Inc.

Server Configuration

SMTP Server | Security SNMP Trap | ASWM Group | BIOS | DataBase

“Database Information
Database Name: ASWMENE
Database Size: 2.68 M8
Unallocated Space: 0.66 MB
Reserved Size: 1568 KB
Data size: 760 KB
Index Size: 768 KB
Unused size: 40 kB

Maximum Server memory
Config_Value: 2,147,483,647 M8

Run_Value: 2,147,483,647 MB

T T T T LTI o boiwetiponmigeor 7o [ - g
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Chapter 4

This chapter describes system status
and information of the client.

o
o
=
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=
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o
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o
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4.1 Monitor Overview

You can have detailed monitoring information of each client in realtime.

1.  Click Monitor on the left.

/2 Overview - Windows Intemet Explorer =181 x]
O = 6] o joahostosmenrio Va1 H (B[] [x] [Fers ol

T Favortes |5 2]

goested Stes - 8] Web Sice Gallry ~

2 v 6 - 0 & - Page Safely~ Todk~

@ overview

Version 1.0.5

ASWM €Enterprise TR

Overview

1Y Auto Refresh

Account

Management Client Counts ‘Connection Health Utilization

2 [ %] @2 @2

+ Deployment
Management

Remote

\'U Control

Server Models in the DefaultGroup Group
Al configuration

Comnection Model Name _ Alies Name os BMCWebGUL Health  Utiaation
4 OnLine (2 items)

Rs7020-6-ps8  WiN-aveEU7keDL 4 windows [ NO ©2 013
RS702D-£6-P58  asus-2003 A windows | [ ves 021 012

il i Loca nanet [ Protected ode: OFF Fa - [ Raon -

2. Select a desired group from the Group List.

SEIE

©)» [ reoocabos

g Favortes |55 @] Suggested Stes = €] Web Sice Galery +
G overven
Version 1.0.5

ASUSTeK Computer Inc.

B3 monitor

Account
Management
<

+ Deployment
Management

Remote
J
S Control

Server Models in the DefaultGroup Group
Configuration Connection Model Name Alias Name. os BMC WebGUI _ Health Utilization

4 Online (2 items)
W, Oniine Rs7020-E6-p58  wiN-AvsEu7kenL A windows [ NO 022 013

W, online RS7020-6-PS8  35us-2003 A windows [ ves 021 012

[ [ [ [ [ [fg & ocalibanct [protectedMode: OFF |74+ | #.100% ~
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3. Select a desired client for monitoring in the Group

=lsix
B©) = [&] reor/locahostiassmention soxsartio =84 ][x][Fens ol

¢ Favorites | 53 2] Suggested Stes » €] Web Sice Galery +

Eovervew BB - reser Sefetyr Took+ @
ASWM €Enterprise ASUSTeK Computer Inc.

Monitor Overview

Ciient Counts Connection Utiization

L.%]
Deployment
M: ment

‘Connection Model Name Alias Name os BMC WebGUI _ Health Utlization
4 Onine (2 items)

W™, Online Rs7020-E6-pS8  Win-AveEu7keDL ' windows [ NO ©22 013
W™, Online RS7020-66-P58  asus-2003 A windows [ ves o2 012

owe LT[ [ [ [ cambanet ipotscmamadero 73~ [ <

4.  The Client Information of the selected computer is displayed as shown.

Click to show the model pictures

Version 1.0.3

ASUSTeK Computer Inc.

Host Name: 2003r2x64.test.com (2003r2x64) .
08 informtion: Micosof(R) Windovs() Sarver 2003 encerprise o+ <4l GlICK 10 ShOW

BIOS Version: American Megatrends Inc. BIOS Version 1002

the monitor
sl summary of
1P Address: 10.10.43.56; ; hardware
B ——— and utilization

Sensors

The function area
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4.2 HW Sensor

Hardware sensors are responsible for voltage, fans, temperature and backplanes
monitoring. You can have a realtime notification of each component with colored
signals or customize your warning threshold.

Return the previous Client Information screen

Click to switch sensor tabs. The colored
—— signal and the number indicate the health
status of the sensors (critical or warning).

& Hardwere Sensor -

/aswment/M ain.aspx#/CSensor

£ hitp//10.1043.20;

-8 -0 & - - - G

¥ | 4 Hardware Sensor ‘

Vversior 1.0.3

ASWM Ente l'p I'I SE ASUSTeK Computer Inc.

Hardware Sensor Rellirn

Monitor

Voltage « 3 FAN Temperature Backplane Chassis

Account

Deployment 2540 1160 12400
Managemen . ) .

. 5 Remote

<
ontro

@ EEEE | ZRRat g8

Scroll down for
more Sensors

Click to set the threshold

Display the realtime value. The colored border
shows the default or your customized threshold for
sending critical, warning or normal notifications.

Chapter 3: Client Monitor Information



4.21 Setting thresholds

Click the dashboard to customized your own threshold value, including High
Critical, High Warning, Low Warning, and Low Critical.

To set the threshold

1. Click a desired dashboard for customizing.
2. Move the slider to adjust the threshold value.
3.  Click OK to save the configuration.

S Hardware Sensor - Wit
IRl 2 | i 7/10.10.43.201 /azwment/Main.aspxé/CSensar a4 x o 2 o~

Version 1.0.3

ASWM é€Enterprise ASUSTeK Computer Inc.

Monitor Hardware Sensor Return

[ Voltage « 3 -
e col it Voltage & 3 | FAN Temperature  Backplane  Chassis

fa v ®100% v

&) @ FEEE | SREss 58

% The value of High Warning must be lower than High Critical and the Low
Warning must be higher than Low Critical.

ASUS System Web-based Management Enterprise
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4.21 Hardware sensor tabs

Voltage

Scroll down for more voltage dashboards or click Return to the previous Client
Information screen.

/2 Hardware Sensor - Windows Internet Explorer =8l x|
€ [] 1t/ focabost = (&2l g L

o Favortes |25 @) s el

Erardnare senser T2 - B) - [0 - Pages Sofety- Toos @~

ASWM €Enterprise ASUSTeK Computer Inc.

W Hardware Sensor Return
Volta

oltage | FAN | Temperature | Backplane

a4 Management

+ Deployment
lanagement

. 4 Remote
ontrol

[Woone [T T [ oclnvanet [Potectedtodes Off |7 v | R100% -

Fan

This screen displays the fan status. Click Return to the previous Client Information
screen.

=Ll
-

=181 x| [T

e ot |5 ) oprndsion &)

Eridnare Sensor BB - - Pagev Sefetyr Took @

Version 1.0.5

ASUSTeK Computer Inc.
Hardware Sensor Return

Voltage | FAN | Temperature | Backplane

fone [T [ oM ioclntaet proteciedMode: Off |74+ | R 100% ~
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Temperature

This screen displays the device temperature. Click Return to the previous Client
Information screen.

ASWM Enterprise T T
’W Hardware Sensor Return

| | T Temperature ETTH ) CPU2 Temparature LT

[Eooe T e M leclntanet [ProteciedMode: OFF |74 - [R100% -

Backplane

This screen displays the blackplane status, including Drive Presence, Drive Not
Exist, Fault, and Rebuild. Click Return to the previous Client Information screen.

ASWM Enterprise TR

§ Monitor Hardware Sensor Return

Account Voltage # 1 FAN Temperature | Backplane | Chassis

Manag
\

‘ “Eickplanel WD “Backplane1 D2 " Backplanel HD3

wex . os=sm|zseetgs G- K% v

% This tab is only available when your system is equipped with backplanes.
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Chassis

This screen displays the chassis status. If the chassis of the client computer is
opened, the ChassislIntrusion Lock icon will appear unlocked. Click Return to the
previous Client Information screen.

T ETe— *

Version 1.0.7

~ ASWM €nterprise
W Hardware Sensor Return

Voltage | FAN | Temperature@ 1 | Chassis

S Chassisintrusion |
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4.3 Inventory

Inventory shows the general disk info of your installed Hard disk drive, optical disk
drive and the connected external disk drive.

4.3.1

The disk information screen includes Name, Media Type, Status, Manufacturer,

Disk Information

Size, S.M.A.R.T Support and S.M.A.R.T Status.

Inventory

Disk Info

Version 1.0.3

ASUSTeK Computer Inc.

Return

Click to show

Name:
Media Type:

Status:
Manufacturer:

size:

SMART Support:
SMART Status:

Hitachi HDS721680PLA380 ATA Device
Fixed hard disk media

Pred Fail

(standard disk drives)
82,343,278,0808Bytes (76.69 GB)
Support SMART

@ critical

disk information

“Information
Name:

Media Type:

Status:

Manufacturer:

size:

b EERE

Scroll down for more items.

J& 1nventory - Windows |
G :

/101043201 aswmen/Man sp Cnvenor
Ol - Vs

Pretec 08GB USB Device
Removable Media

oK

(Standard disk drives)
8,003,197,440Bytes (7.45 GB)

© AEAR|

G v R100% v

% | @iwentory [

ASWM €Enterprise

Monitor Inventory

Disk Info

Size:
SMART Support:
SMART Status:

B-D-0®- B0 30

ASUSTeK Computer Inc.

Return

: 82,343,278,080Bytes (76.69 GB)

Support S.M.ART
O critical

information
Name:

Media Type:

Status

Manufacturer:

Size:

: Pretec 08GB USB Device

Removable Media

: oK

(standard disk drives)

8,003,197,440Bytes (7.45 GB)

Name:
Deseription:
Drive:
Manufacturer:

Status:

JRET

ASUS DVD-ES18AGT ATA Device
CD-ROM Drive

&

(Standard CD-ROM drives)

oK

@ FmAR| EEEAT 68 G v R100% -
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43.2 S.M.A.R.T Information

2] hitp /101043 201/asvmer aspx/Clnventory.

| @1mventory

Version 1.0.3

ASUSTeK Computer Inc.

Return
Account

— Click to show
Hensgement SMART information

Read Error Rate 00000000ED002

Remote Throughput Performance 0000000000000
§
Co Spin-Up Time 0000300460085

Start/Stop Count

W23 a[pm

Name: Pretec 08GB USB Device
Media Type: Removable Media
Status: OK
Manufacturer: (Standard disk drives)

Size: 8,003,197,440Bytes (7.45 GB)

43.3 Partition Information

Inventory
2 htp//101043 201 /aswment/Main asp> ~[&] 4| x Jo ne P~

W | @iventory ] T

ASWM €Enterprise ASUSTaK Compute Ine

Monitor Inventory Return

|.pis |
Py Disk Info |

= “Partition Tnformation
Disk 0 Fixed 76.69 GB Pred Fail

e Click to show
Partition information

LogOut
== CE ] a v R100% -
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4.4 Eventlog

ASWM Enterprise automatically create and record all the significant events
happening on your system in the event logs. Click the tabs (ASWM Enterprise,
Application, System, and Security) on the top to browse different categories. The
level types are Information, Warning and Error.

& Event Log - Windows Intemel

@eventlLog B -

W

Version 1.0.3 (Beta)

ASWM €Enterprise ASUSTeK ComputerInc.

B monitor Event Log R

ASWM Enterprise | Application | System [ Security (UTC+08:00) &t

Account
Management | Levei Type DateTime Souce
e ars2011 2556118 1 Lsesr
~ Deployment L
Warning sis12011 2156119 1 isasav

Management

@ omaton ST ARHET

43 Remote @ triormation 6/9/2011 2:56:13 P4 EventLog
>~ Control @ rrformation 6/9/2011 2:56:13 M Eventiog
@ triormation 6/3/2011 2:48:15 oM Eventlog

SN Q) trrormation 6/3/2011 2148111 M userzz
haGonficuratiol] @ trformation 6/3/2011 12:00:00 P Eventlog

Qcror 72011 11:08:08 am nemocon

Warning 572001 10:36102 A wazrime
Qcror sir2011 7100015 40 Nemocon
Qcror 72001 25530 4 Nemoson

Warning E—— wazrime

6/8/2011 10:52:42 P NETLOGON

6/8/2011 10:35:33 PM w32Time

w;
Advanced Search W 412345678510

@ =man | sRE

Click a desired log to see the detailed information.

& Event Log - Windovs Intermel

i |@ewentilog

Version 1.0.3 (Beta)

ASWM €Enterprise ASUSTeK Computer nc

! T Event Log Return

ecount ASWM Enterprise Security (UTC+08:00) 41

Management [ LeveiType osteTime Source
) information 1/12/2011 231547 P Loadrert
e/5/2011 2156124 P

< Deployment
Management [ osterime: &/s/2011 2:55:2¢ o1
Source: Usereny
IMessage: Windows cannot determine the user or computer name. (Access is denied. ). Group Policy processing aborted.

2 M S preiiviptn s
@ trformation 67372011 2:56:23 o AswmSWResourceMonitor
Server ) irformation 6/9/2011 2:56:23 P AswmSensortionitor
Al configuration @ rformation e/3/2011 2:56:23 oM AswmDevicelnfoMonitor
© trrormation 6/9/2011 2156123 M AawmSenviceprovidertansger
@ tnformation 6/9/2011 2:56:23 PM MSSQUSERVER
@ trformation 6/5/2011 2156123 M MssaLssQLExPRESS
@ rrformation &/3/2011 2:56:22 P VSSQLSERVER
@ mformation 6/9/2011 2:56:22 PM MSSQLSSQLEXPRESS
@ trformation €/9/2011 2:56:22 M MSSQUSERVER

@ formation 6/9/2011 2:56:22 PM MSSQLSERVER

Advanced Search 12345678510
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Advanced Search

Click Advanced Search to use the Event Log Filter to locate your desired log
more quickly.

Evant Log Filter

Filter Type : [

Filter by Time-Span
Filter by Counts of Record

Event Type :

DO
Conditions : Custom Time Period
stort

End

© AhAR| 2Sus K8 Gv w00% -

Filtering by Time Span

If you select Filter by Time Span, you
can decide and search your desired
time period for the logs.

|__ok_|| cancel |

wsx . omemsizeEszes  a- R00% -

Filtering by Counts of Record

If you select Filter by Counts of
Record, you can decide the number
of the logs you would like to see.

Click the arrow buttons to increase or
decrease the number, or you can enter
a desired number directly.

@ siuz s un
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4.5 Utilization

Utilization Sensor shows the utilization status of disk drives, CPU, Memory and
Network. You can customized the threshold value of each sensor for sending

notifications.

451 Partition

The Partition screen shows the information of your installed hard disk drives and
the connected external storage devices. Move the slider under each disk drive to

set the warning threshold.

= (8)[6 [x) [Foes

Partition | CPU | Memory

Network

%~ B) - ) # - Page- Safety~ Toos~ @~

ASUSTeK Computer Inc.

Return

Click to show

Volumn Name:
Drive Type:

Utilization Status:

File System:

Used Space:

Available Free Space
Total Size:

HDD (Fixed)
© Normal

NTFS

32,877,301,760 Bytes (30.62 GB)
467,123,576,832 Bytes (435.04 GB)
500,000,878,592 Bytes (465.66 GB)

general information

Volumn Name:

Click to set the

Drive Type:
Utilization Status:

File System:

Used Space:

Available Free Space

[&Joone

452 CPU

This screen shows the CPU usage of each

[T T T [ [fe & tocal mtranet | rotected Mode: OFF |7

USB (Removable)
© Normal

FAT32

67,231,744 Bytes (64.12 MB)
4,034,908,160 Bytes (3.76 G8)

threshold value

a|mo% -

installed CPU.

Account
Deployment.

. y Remote

CPUID: CPU Core 0
CPU Usage: 18%

status: © Normal

e —

CPUID: CPU Core 2
CPU Usage: 3%

Status: © Normal

[ I e

The number of the CPU here is the
of the installed CPU.

ASUS System Web-based Management Enterprise

Local et | rotected Mode: OFF

sion 1.0.5

ASUSTeK Computer Inc.

Return

Tnformation

CPUID: CPU Core 1
CPU Usage: 4%

Status: @ Normal

Tnformation

=
= CPUID: CPU Core 3

CPU Usage: 2%

Status: @ Normal

logical number of the CPU, not the number
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453 Memory

This screen shows the total physical memory, used memory, the available memory,
and the memory utilization status.

/2 Utilization Sensor - Windows Internet Explorer (8] x]
O » & o mabosion e ol (&5][x] S ol

s Favortes | 5 @) Sugested Sites +

B utiaaton sensor B v B - ) @ - Page~ sofety~ Took - @~

b Sice Galery »

Version 1.0.5

ASWM €Enterprise TR T
W Utilization Sensor Return
Partition CPU | Memory | Network

4

Used Physical Memory: 2,305,351,680 Bytes (2.15 GB)

information
&
10%

Deployment.
Managemen Available Physical Memory: 19,160,178,688 Bytes (17.84 GB)
Toa Physical Memary: 21,485,530, 366 Bytes (19.99 CB)
Remote _ Memory vtzation e i vies € )
— O 0w Utiization Status: © Normal
o !. ,‘,, n

[aoone T e e tolinwanet [ProtectedMode: OFF |74 - [R100% -

45.4 Network

This screen shows the general information of the network and the network
utilization status.

72 utliza Windows Internet Explorer 18]
B0 = e ooror H[8)5) e ol
e Feertes |35 ) Suppesiedtes - ] Web Sce Gatry -

@ Utization Sensor & - " @ - Page~ Safety - Took~ @

Version 1.0.5

ASWM €Enterprise ASUSTeK Computer Inc.

w Utilization Sensor Return

Partition CPU | Memory | Network

NIC Name: Intel(R) 82574L Gigabit Network Connection #2
NIC Type: Ethernet
Connection Status: Disconnected
Link Speed: 0 Mbps
Utilization Status: @ Normal
Bytes Sent: 0 Bytes
Bytes Received: 0 Bytes

NIC Name: Intel(R) 82574L Gigabit Network Connection
NIC Type: Ethernet
Connection Status: Connected
Link Speed: 1000 Mbps
Uilzation Status: @ Normal
Bytes Sent: 4,437,114 Bytes (4 MB)

Bytes Received: 5,85

[Eowe T [ i G ot s |73 = [ =
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4.6 Software

Click Auto Refresh to refresh the monitoring screen automatically.

4.6.1 Application

Displays all the installed applications on this client and their general information.

2 Software Inkormation - Wi RERTAEETI I
00 & oo (6] .

i Favorites |5 2] sugges

& software Information 1B - Page~ Sfety~ Tos~ @~

Version 1.0.5

ASWM €Enterprise ASUSTeK Computer .

B monitor Software Information Return

Application | Services | Process | Environment Variables W Auto Refresh

Account
Management

Publisher

Install Date

Display Name Display Version
Microsoft Report Viewer Redistributable 2008 SP1

Microsoft SQL Server 2005

+ Deployment Microsoft Corporati

Management

Microsoft Corporatis

Remote Desktop Web Connection

43 Remote Microsoft SQL Server 200 Express Edition (SQLEXPRESS) 5.3.4035.00 Microsoft Corporatis 20110310
~*~ Control ASWMENt Agent 105 asus 20110310
Microsoft SQL Server Compact 3.5 SP2 ENU 3.5.8080.0 Microsoft Corporatis 20110309

Server

Microsoft Visual Studio Tools for Applications 2.0 - ENU 5035191 Microsoft Corporatit 20110309

Configuration W .c:x for microsoft visual Studio 2007 Tools for Appiiations - ENU | 1 Microsoft Corporatit

Hotfix for Microsoft Visual Studio 2007 Tools for Applications -

1 Microsoft Corporatit

Hotfx for Microsoft Visual Studio 2007 Tools for Applications - ENU | 1 Microsolft Corporatis
1

Hotfix for Microsaft Visual Studio 2007 Tools for Applications -

Microsoft Corporatit

Hotfx for Microsoft Visual Studio 2007 Tools for Applications - ENU | 1 Microsoft Corporatis

Microsoft SQL Server Setup Support Files (English) 5.00.4035.00 Microsoft Corporatii 20110310

ASWM Enterprise 105 asus 20110310

Microsoft Silveright 4.0.50917.0

Microsoft Corporatit 20110309

T [ T o K toambamet IPotecedmodes ot [75 ~ [%00% =,

4.6.2 Service

Displays the status of each installed applications. Right-click a desired service and

you can start, restart or stop the selected service.

If the Start Mode of the selected service shows Disabled, you cannot control

- that service.

/2 Software Information - Windows Internet Explorer SEIE|

B0 [ o =

{r Favortes | 535 @] Sugges

<+ ) Vieb Sce Galery +
@ software Informaton

Version 1.0.5

ASWM €Enterprise ASUSTeK Computer Inc.

B vonitor Software Information Return

Etcount Application | Services | Process  Environment Variables B Auto Refresh

Management

Display Name Description Start Mode state

Active Directory Web Services

This service provides 3 Web Service interface to instances ¢ Auto Running

< Deployment
Management

Applcation Experience Processes application compatibilty cache requests for appli  Manual Running

Application Layer Gateway Service Provides support for 3rd party protocol plug-ins for Interne! Manusl Stopped

Tgpkemote Application Host Helper Service | Provides administrative services for I, for example config | Auto Runring
~* Control Applicaton Identity Determines and veries the dentity of an applicaton. Disa Manuel Stopped
Application Information Facitates the runing of interactive applications with addit Manusl Stopped

Server Application Management Processes installation, removal, and enumeration requests * Manual Stopped
Configuration B ., e state service Provides support or out-of-process session states for ASP. Manusl Stopped

ASWM Ent Device Info Monitor AWM Ent Device Info Monitor auto Running

ASWM Ent Sensor Monitor ASWM Ent Sensor Monitor auto Running

ASWM Ent Service Provider Manag ASWM Ent Service Provider Manager Auto Running

ASWM Ent Software Resource Mo ASWH Ent Software Resource Monitor Ao Running

ASWM Ent Hardware Utlization Monitor

ASWM Ent Hardware Utiization Mc. auto Running

Windows Audio Endpoint Builder  Manages audio devices for the Windows Audio service. 1F t Manual Stopped

Manual

Windows Audio Manages audio for Windows-based programs. If tis servic Stopped

[T [ | [fo K tocnanet [Protecedmode: OFF (73~ | 100% =,
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4.6.3 Process

Displays the process of the running applications.

/2 Software Information - Windows Internet Explorer 18]

* p - Page - Safety Tools~ @~
Version 1.0.5

ASUSTeK Computer Inc.

Return

Account L
a2 Name

E
Remote csrss.exe

wininitexe Windows Start-Up Application
winlogon.exe

Isass.exe

[

suchost.exe Host Process for Windows Services
svchost.exe Host Process for Windows Services
suchost.exe Host Proces for Windows Services
svchost.exe Host Process for Windows Services

svchost.exe Host Process for Windows Services

Bom e T T T T T o IR weiromet s or (73~ [Rao% = ¢

4.6.4 Environment Variables

Displays the environment variables.

/2 Software Information - Windows Int iBlx|
G = [e] o fochestoome =1[8][4][x] [T o

iz Favortes | 55 @] Sugges 2] Web Sice Gallry ~

@ software nformaton B v B) - - page Safelyr Tos- @~

ASWM €Enterprise ASUSTeK Computer .

Bt | Software Information Return

Account Application Services Process | Environment Variables W A
&ﬁm el ame erebievaue

Deployment C:\Windows\system32\cmd.exe
- PROCESSOR_ARCHITECTU AMDSS.
os Windows_NT

Remote PROCESSOR_REVISION 105

PROCESSOR_IDENTIFIER  Intels4 Family & Model 26 Stepping 5, Genuinelntel

Server CiWindows\TEwP
nfi SvsTEM

s

C:\Windows\TEMP
No.

.COM; EXE; BAT; CMD; VBS; VBE; J5;.JSE; WSF; WSH; MSC

fpene [T T T oS ol nanet [ Protected Mode: OFF |44 v [R100% -
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4.7

Remote Control

Remote Control allows you to open the Remote Desktop and control the client
remotely.

1.

Click Connect to allow the Remote Desktop Connection.

=T
[Pk

e Do Corrmc
R
T

 Cubot  funes

==

L [ [y [/ Trstedsies | rotecied oces Off

|
[ [ =)

Cofirm the name of the remote computer and click Connect to start the
connection.

Qﬁ Windows

"9 Remote Desktop Web Connection

(D

w2 e

You have to enable the Remote

Desktop on your client computer
before using the remote control

function.

RENT

System Properties

* Computer Name | Hardware | Advanced Remote |

[~ Remote Assistance

I~ | &llow Bemate Assistance connections to this computer

Aduanced

[~ Remote Desktop
Click an option, and then specify who can connect, if needed.

¢ Dont allow connections to this computer

(= Bliow connecions from computers running any version of |
te Desktop (ess secure)

op.
" Allow connections only from computers running Remote
Desktop with Network Level Authentication (more secure)

Help me choose.

Select Users...

x|

Apply

ASUS System Web-based Management Enterprise
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4.8 BMC

BMC Information displays the general information of the installed BMC card.

% This button is available only when you BMC card to the client computer.

s Favortes |53 &)
o nfomaton

Version 1.0.5

ASWM €Enterprise ASUSTeK Computer Inc.
[ monitor BMC Information Return

Account BMC Information

Click to check
or delete

Management 1PMI Model Name: ASMB4-iKVM

+ Deployment Version: 2,11

Management SEL Number|
g Femote the SEL
ol Flash Type: Aspeed 2050 |nformat|on
Server
Al Configuration LANL | DM_LAN1 | SEL Setting C|
ick to

connect BMC
WebGUI

MAC Address: 90:E6:BA:63:4D:B6
Mask: 255.255.255.0

Gateway: 0.0.0.0

LT[ [ [ o G loainanet [Protecidbode: o [74 = [R100% ~

+  Only when there is an IP Address, you can click to access the BMC
WebGUL.

+  Ensure that your web browser does not block the pop-up window.
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4.9

BIOS Flash

BIOS Flash screen displays your current BIOS information and you can configure
the settings of BIOS Flash.

Click BIOS Flash Type and select Auto Detect ASUS BIOS FTP to flash the BIOS
from the FTP or select Manual Upload BIOS ROM File to manually upload the
BIOS ROM.

©)= [ reomcabost

e rovetn |55 g5

@105 riasn

B monitor

Account
Management

< Deployment
Management
Remote

S Control

Server
<Al configuration

ASWM €Enterprise ASUSTeK Computer Inc.

BIOS Flash Return

BIOS Information

Base Board Product Name:

The Latest BIOS Version:

i | o - Page - Safety~ Tods~ @~

B -

Version 1.0.5

Manufacturer Name: ASUSTeK Computer INC

System Product Name: RS702D-E6-PS8

28PH-D12/IFB.

Vender Name: American Megatrends Inc,

BIOS Version: 0901

BIOS Build Date: 20101116

BIOS Flash Information

BIOS Flash Type: [Auto Detect ASUS BIOS FTP

Automatic Reboot: | | Reboot After BIOS Flash

Locator LED: | Turn On

BIOS Update Message:

0 [ | o G tomranet IProteciediodes O |73 = [Raooh =

Click Reboot After BIOS Flash if you would like to reboot your system after

updating the BIOS.

If you have installed BMC card to your system, you can click to turn on the
Locator LED if needed.

ASUS System Web-based Management Enterprise
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4.10 Configuration
4.10.1 Notification

You can set up the notification types, including sending SNMP Traps and Emails,
or you can just keep the event logs.

SNMP Trap Setting

You can manually enter the Community and Receive Address of SNMP Trap or
click the amplifier button to select the built SNMP Trap profile.

| @ Conl B-B-C8 B9 6"

Version 1.0.3

ASWM €Enterprise ASUSTeK Computer .
- Monitor

Account
Management

Configuration Return

Notification | Information

SNMP Trap Setting | Email Setting

< Deployment
Management

Community : | ASWM ]

SNMP Trap Profile: | Receive SNMP Server

Receive Address : | 10.10.43.90

Remote
\
o Control

J
(OB (sove (er]

(] snmpTrap [ Email [JeventLog (] @Normal L] Warning [] @Critical

Server
<Al configuration

[N
NEEE

tu
e (14 @HE)

@ spsn | sREas g

Email Setting

You can select the E-mail address from your contacts or manually enter the E-mail
address. Use semicolons if you have more than one receivers.

@ Configuration -Win

@ Con

n 1.0.3

ASWM Enterprise T

I monitor Configuration Return

Account Notification | Information

Management

SNMP Trap Setting | Email Setting

+ Deployment
Management

Email Address: | Erwin@asus com

[ Envin@asus.com [ Add |

Remote
i ) [ save || clear.
. Control — J
L) SNP Trap [ Email [_|EventLog [ ] @Normal ] & warning L] @critical
Server )

<Al configuration

CE— )
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Customizing notifications for each sensor

You can the select the notification methods of each sensor, Hardware and
Utilization.

sl
H&ls)[x ][ o
& Configuration )~ B) - L) & - Page- Safety~ Toos~ @~

Version 1.0.5

ASWM €Enterprise ASUSTeK Compurter inc

W Configuration Return

Notification | Information

SNMP Trap Setting | Email Setting

Deployment wamary s |
Man ment
Racaive adaress 3

==
ontro
] sNup Trap ] Emil [|Eventiog [ ] @Normal [ ©warning (] @Critical
oA ..- rati i

Scroll down for
more sensors

EEEE
EEEE

4 SensorType: SWART (1 item)
Disk 0
ype: Fan (4 tems)

&
=

faone [T T T T o e Locambranet [ProteciedMode: Off |45 v | R100% -

4.10.2 Information

Click Edit Information to relocate this client computer to another group or change
its Alias Name.

Click Uninstall Client if you want to remove the ASWM Enterprise Agent from this
computer.

=18)[ [x | [Fees

i~ B - [0 5 - Page~ Safety - Tods~ @~

Version 1.0.5

ASWM €Enterprise ASUSTeK Computer nc.

W Configuration Return

Notification | Information |

efaultGroup

WIN-AV6EU7KBDLYV

[E edit information | 4§ uninstall Client

& [ [T [T [fg K localmbanct [roteciedMode: OFF |73 = [ ®100% ~

% Add or delete groups in Server Configuration > ASWM Group.
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Appendix

This appendix includes a glossary of
terms used in this document.
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A.1  Glossary

Community

Users can define their own SNMP trap community for a clearer categorization and
convenient management of SNMP traps.

Backplane
A circuit board with sockets in which additional devices can be plugged.
Event Notifier

This sends a message to administrators/users When sensors detect changes in
the system.

IS
Internet Information Server. A web server built into Windows NT and later.
IPMI

Intelligent Platform Management Interface. It is a type of firmware which continues
to monitor the system’s hardware even after a crash or the system has shut down.

Service

A Windows program that runs in the background to perform a certain function when
required such as programs for handling print jobs, e-mail or network connectivity.

SMTP

Simple Mail Transfer Protocol. The protocol used for transferring e-mail over a
network.

SNMP

Simple Network Management Protocol. A TCP/IP protocol that transmits hardware
or software status messages over the Internet.

Appendix: Reference information
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