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Notices

Federal Communications Commission Statement

This device complies with Part 15 of the FCC Rules. Operation is subject to the
following two conditions:

» Thisdevice may not cause harmful interference, and

» Thisdevice must accept any interference received, including interference that may
cause undesired operation.

This equipment has been tested and found to comply with the limits for a class B
digital device, pursuant to Part 15 of the Federal Communications Commission (FCC)
rules. These limits are designed to provide reasonable protection against harmful
interference in a residential installation. This equipment generates, uses, and can
radiate radio frequency energy and, if not installed and used in accordance with the
instructions, may cause harmful interference to radio communications. However,
there is no guarantee that interference will not occur in a particular installation. If
thisequipment does cause harmful interferenceto radio or tel evision reception, which
can be determined by turning the equipment off and on, the user is encouraged to try
to correct the interference by one or more of the following measures:

» Reorient or relocate the receiving antenna.
* Increase the separation between the equipment and receiver.

e Connect the equipment into an outlet on a circuit different from that to which the
receiver is connected.

» Consult the dealer or an experienced radio/TV technician for help.

WARNING! The use of a shielded-type power cord is required in
order to meet FCC emission limits and to prevent interference to
the nearby radio and television reception. It is essential that only
the supplied power cord be used. Use only shielded cables to con-
nect I/O devices to this equipment. You are cautioned that changes
or modifications not expressly approved by the party responsible
for compliance could void your authority to operate the equipment.

Reprinted from the Code of Federal Regulations#47, part 15.193, 1993. Washington
DC: Office of the Federal Register, National Archivesand RecordsAdministration,
U.S. Government Printing Office.

Canadian Department of Communications

Thisdigital apparatus does not exceed the Class B limits for radio noise emissions
from digital apparatus set out in the Radio I nterference Regul ations of the Canadian
Department of Communications.

This Class B digital apparatus complies with Canadian ICES-003.
Cet appareil numérique de la classe B est conforme a la norme
NMB-003 du Canada.
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Notices

FCC Radio Frequency Exposure Caution Statement

In order to maintain compliance with the FCC RF exposure guidelines,
this equipment should beinstalled and operated with minimum distance 20
cm between the radiator and your body. Use only with supplied antenna.
Unauthorized antenna, modification, or attachments could damage the
transmitter and may violate FCC regulations. Any changes of modifications
not expressly approved by the grantee of this device could void the users
authority to operate the equipment.

Installation and use of thisWirelessL AN device must bein strict accordance
with theinstructions included in the user documentation provided with the
product. Any changes or modifications (including the antennas) made to
this device that are not expressly approved by the manufacturer may void
the user’s authority to operate the equipment. The manufacturer is not
responsiblefor any radio or television interference caused by unauthorized
modification of thisdevice, or the substitution or attachment of connecting
cables and equipment other than manufacturer specified. It is the
responsibility of the user to correct any interference caused by such
unauthorized modification, substitution or attachment. Manufacturer and
itsauthorized resdllersor distributorswill assumeno liability for any damage
or violation of government regulations arising from failing to comply with
these guidelines.
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Chapter 1 - Introduction

1. Introduction

Overview

Thank you for purchasing the ASUS Wireless Router. The ASUS Wireless
Router, WL500g, complieswith | EEE 802.11g and 802.11b standards. The
ASUS 802.11b Wireless Router, WL500b, complies with IEEE 802.11b
standards. The 802.11g is as extension to 802.11b (used in mgority of
wireless LANstoday) that broadens 802.11b’s dataratesto 54 Mbpswithin
the 2.4 GHz band using OFDM (orthogonal frequency division
multiplexing) technology. The 802.11g allows backward compatibility with
802.11b devices but only at 11 Mbps or lower, depending on the range and
presence of obstructions. Wireless L ANs are complementary extensionsto
existing wired LANSs, offering complete mobility while maintaining
continuous network connectivity to both corporate and home Intranets. They
add anew level of conveniencefor LAN users. PC users stay connected to
the network anywhere throughout a building without being bound by a
LAN wires. This is accomplished through the use of Access Point
functionality of ASUSWireless Routers. ASUSWireless Router with built-
in Internet gateway capability, allows your family to share a broadband
Modem and one | SP account simultaneously from different rooms without
wires! ASUS Wireless products can keep you connected anywhere, any
time.

System Requirements

To begin using the ASUS 802.119/802.11b Wireless Router, you must
have the following minimum requirements:

» ADSL/Cable Modem and Broadband Internet Account.
* An Ethernet (10Base-T or 10/100Base-TX) adapter for wired client

* Atleast one802.11g (54Mbps) or one 802.11b (11Mbps) wireless adapter
for wireless mobile clients

e TCP/IPand an Internet browser installed

ASUS Wireless Router
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Chapter 1 - Introduction

The Product Package
Each ASUS 802.11g Wireless Router comes with:

* One ASUS 802.11g Wireless Router

One ASUS Wireless Router Quick Start Guide
One power adapter (5 Volts DC, 1 Amp)

One support CD (utilities and user’s manual)
One RJ-45 Ethernet cable (straight-through)

Each ASUS 802.11b Wireless Router comes with:

One ASUS 802.11b Wireless Router

One ASUS Wireless Router Quick Start Guide
One power adapter (5 Volts DC, 1 Amp)

One support CD (utilities and user’s manual)
One RJ-45 Ethernet cable (straight-through)

Features
The WL500g/WL500b Wireless Router features include:

Wireless Connectivity And Protect Compatibility. WL-500g Wireless
Router enables fastest 54Mbps IEEE 802.11g wireless transmission and
keep compatibility with existing | EEE 802.11b devices. WL-500g Wireless
Router complieswith |EEE 802.11b standard.

Secure wireless connectivity. The integrated Wireless Access Point with
WPA authentication and encryption functionality allowsthewirelessrouter
to link a broadband Internet connection to your local network of 802.11g
or/and 802.11bwirelessmobileclients securely. TheASUSWireless Router
Isfirmware upgradable to support WPA.

Multiplelocal network ports. Four 10/100Base-T Ethernet ports, offering
either aconnectionto ahub or switch onthelocal wired network or adirect
connection to multiple Ethernet-enabled computers. Build-in DHCP server
allowsthe Wireless Router to provide | P addressesto clients on your local
network automatically.

Broadband port. The Broadband port connects the Wireless Router to
your cable/DSL modem. Static IR, dynamically 1P and PPPoE (PPP over
Ethernet) connection to Internet are supported.

10
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Shared Internet access. All computers on the local network can access
the Internet through the Wireless Router, using only a single externa 1P
address.

Firewall protection. The wireless router use of NAT (Network Address
Trandation) providesfirewall protection for your local network.

Children Protection. Thewirelessrouter allows you to block the Internet
access within a predefined time interval and to block the WWW access
with specific keywordsin URL within a predefined timeinterval.

Wireless Firewall. Not only able to build up the conventiona firewall to
block the traffic from Internet, the ASUS Wireless Router can aso setup
another firewall to protect the traffic from the air by checking any traffic
between wireless and wired local area networks.

USB devices support. Connecting a USB storage device to the wireless
router enablesyouto set up an FTP server and sharethe USB storagedevice
with Internet or WLAN users. With aUSB web camera, thewirelessrouter
allows you to monitor locations such as your home or office from any
location through awireless LAN or over the Internet.

Printer sharing. With an additiona Printer, the ASUS Wireless Router
allowsyouto sharethe printer to your local areanetwork. Standard parallel
printers are supported.

Easy setup and management. Use your web browser from any computer
on the loca network to configure the ASUS Wireless Router.

ASUS Wireless Router
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Chapter 1 - Introduction

The ASUS Wireless Family

TheASUSWirelessfamily containsacomplete solution for wirelesslocal area
networks in the office or a home. (The illustrations are not to scale.)

For 802.11b Wireless Networks

The ASUS 802.11b Wireless
Gateway (WL -500) createsa
) wireless network using the
IEEE 802.11b wireless
standard and alows sharing a
single Internet connection.

The ASUS802.11b Wireless
Access Point (WL-300)
creates a wireless network
using the IEEE 802.11b
wireless standard.

T ) TheASUS802.11b Wireless The ASUS 802.11b USB
CF Card (WL-110) isal EEE WirdlessClient (WL-140) s
that fitsinto a Compact Flash (L:Jo?]EecthA'Ecl)\l an???:rc))tn%uttgr?;

ASUS SpaceLink Type |1 slot in a Portabl . :

Wirissd LANCF Cas D)i/gi?al Asssgtaln? (%DAO;_ € USB port with the benefit of

being able to place the
antennaanywherein order to
maximize signal strength.

TheASUS802.11b Wireless
Router (WL-500b) createsa
, Wireless network using the
adapter that fits into a ~ |EEE 802.11b wireless
PCMCIA Type Il slot in a standard and allowssharinga
Notebook PC. This new single Internet connection.
version presents a better

looking design to replace the

WL-100.

] The ASUS 802.11b Wireless
A PC Card (WL-103b) is a
|EEE 802.11b wireless LAN

12
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For 802.11b & 802.11a Wireless Networks

[ —

FiSUS so2ram e e

The ASUS WLAN 802.11b/a Router (WL-600)

creates awireless network using the |EEE 802.11b
and 802.11a wireless standards and allows sharing
asingle Internet connection.

The ASUS WLAN 802.11b/a
Cardbus Card (WL-200) is a
dual band (IEEE 802.11a/b)
wirelessL AN adapter that fitsinto
aNotebook PC's PCMCIA Type
[l dlot with Cardbus support.

The ASUSWLAN 802.11b/a
PCI Card (WL-230) isadud
band (IEEE 802.11a/b) wireless
PCI card that aso supports
Bluetooth connections.

For 802.11g & 802.11b Wireless Networks

The ASUS WLAN 802.11g [E——J]
Access Point (WL-300g)
creates a wireless network
using the IEEE 802.11g and
802.11b wireless standards.

The ASUSWLAN 802.11g PC
Card (WL-103g) is a IEEE
802.11g and 802.11b wireless
LAN adapter that fits into a
PCMCIA Type Il slot in a
Notebook PC. This new version
presents a better looking design
to replace the WL-100g.

The ASUS WLAN 802.11g
Router (WL-500q) creates a
5 wireless network using the
|EEE 802.11g and 802.11b
wireless standards and alows
sharing a single Internet
connection.

ASUS Wireless Router
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Chapter 1 - Introduction

Network Topology

The settings that you need to perform will vary depending on the role that
your ASUS Wireless Router will play.
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Network Backbone
No software setting is necessary in the ASUS Wireless Router.

Wireless

ASUS Wireless Router

Wireless Client

Wireless Client 5
Wired Client

In thistopol ogy, thewirelessrouter connectsyour wired and wirelessdevices
together to form a local area network (LAN), as shown. To connect a
computer (or other device) to theASUSWireless Router, you need anetwork
cable (UTP-Cat5) with one end connected to one of the LAN ports on the
back of the ASUS Wireless Router and the other inthe 10/100 LAN port on
that device. For wireless connections, wireless mobile clients must comply

with the |EEE 802.11b standard.
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Agent to an ISP

Internet Service Provider

1. Introduction

Wireless Client ) )
Wireless Client

Wired Client

In this topology, the wireless router is not only a backbone of your LAN
but also an agent to your Internet Service Provider (ISP). You may use an
ADSL or Cable modem to communicate with your | SP. Connect the LAN
port on the modem with the WAN port at the back of the ASUS Wireless
Router using a network cable as shown above.

Note: You also need to make sure that other connections on the
ADSL or Cable modem are correct.

ASUS Wireless Router 15
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Agent to Another Network

Wireless
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WAN

ASUS Wireless Router

k\%/ Wireless Client
v

Wireless Client Wired Client

In this topology, the wireless router is an agent between your LAN and
another network. Use anetwork cable with one end connected to the WAN
port on the wireless router and the other to the other network as shown

above.
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LED Indicators

The LEDs on the front of the ASUS Wireless Router display the status of
the ASUS Wireless Router.
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PWR (Power)

Off No power
On System ready
Flashing Firmware upgrade failed

AIR (Wireless Network)

Off No power
On Wireless system ready
Flashing Transmitting or receiving data (wireless)

WAN (Wide Area Network)

Off No power
On Has physical connection to an Ethernet network
Flashing Transmitting or receiving data (through Ethernet wire)

LAN 1-4 (Local Area Network)

Off No power
On Has physical connection to an Ethernet network
Flashing Transmitting or receiving data (through Ethernet wire)

ASUS Wireless Router 17
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2. Installation Procedure

Follow these steps to install the ASUS Wireless Router.

1. Determine the best location for the ASUS Wireless Router. Keegp in mind
the following considerations:

* Thelength of the Ethernet cable that connects the ASUS Wireless
Router to the network must not exceed 100 meters.

» Try to place the ASUS Wireless Router on aflat, sturdy surface as
far from the ground as possible, such as on top of a desk or book-
case, keeping clear of obstructions and away from direct sunlight.

* Tryto centraly locate the ASUS Wireless Router so that it will pro-
vide coverageto al of thewireless mobile devicesinthe area. Orien-
tating the antenna vertically should provide the best reception.

» Use only the power supply that came with this unit. Other power
supplies may fit but the voltage and power may not be compatible.

2. Wall mounting or vertical standing is aso possible.
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It is the responsibility of the installer and users of the ASUS Wire-
less Router to guarantee that the antenna is operated at least 20
centimeters from any person. This is necessary to insure that the
product is operated in accordance with the RF Guidelines for Hu-
man Exposure which have been adopted by the Federal Communi-
cations Commission.

4. LAN Connection: Attach oneend of an RJ}45 Ethernet cabletotheASUS
Wireless Router’s LAN port (any one of the four) and attach the other end
to the RJ45 Ethernet cable to your desktop computer.

5. Power Connection: The ASUS Wireless Router requires power from an
external power supply. The ASUS Wireless Router shipswith aUL listed,
Class 2 power supply (5V, 2A). Attach one end of the DC power adapter to
the back of the ASUS Wireless Router and the other end to apower outlet.
The Power LED on the front of the ASUS Wireless Router will light up
when the unit is powered ON. In addition, the green LAN or WAN LEDs
will turn ON to indicate that the ASUS Wireless Router has a physical
Ethernet network connection.

18 ASUS Wireless Router
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Warning: Use the ASUS Wireless Router only with the power adapter
supplied in the product package. Using another power supply may
damage the ASUS Wireless Router.
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6. Printer Connection: Connect a printer to the Wireless Router printer
port or USB port to use the router as a printing server for your local
network.

7. USB Connection: Connect a supported USB web camera or USB
storage device to the Wireless Router USB port.

Note: Before using an embedded USB application or device, refer
to the USB storage and USB camera support list on the ASUSTeK
Web site at the following Internet address: http://www.asus.com.
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Chapter 2 - Installation

Wall Mounting Option

Out of the box, the ASUS Wireless Router isdesigned to sit on araised flat
surfacelike afile cabinet or book shelf. The unit may also be converted for

mounting to awall or ceiling.
Follow these steps to mount the ASUS Wireless Router to awall:
1. Look on the underside for the four mounting hooks.
. Mark two upper holesin aflat surface using the provided hole template.

2
3. Tighten two screws until only 1/4” is showing.
4. Latch the upper two hooks of the ASUS Wireless Router onto the screws.

Note: Readjust the screws if you cannot latch the ASUS Wireless
Router onto the screws or if it is too loose.

20
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Vertical Standing Option

The ASUS Wireless Router can also stand on its side to save space. Two
hinges can be opened on theright sideto support vertical standing. Orientate
the antenna so that it points upwards.
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Support Hinge
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Chapter 2 - Installation

Connecting to the ASUS Wireless Router

Wired Connection

OneRJ}45 cableissupplied with the ASUS Wirel ess Router. Auto crossover
function isdesigned into the ASUS Wireless Router so you can use either a
straight-through or a crossover Ethernet cable. Plug one end of the cable
into the WAN port on the rear of the ASUS Wireless Router and the other
end into the Ethernet port of your ADSL or Cable modem.

Wireless-Connection

Refer to your wireless adapter user’s manual on associating withthe ASUS
WirelessRouter. Thedefault SSID of the ASUSWireless Router is“default”
(lower case), encryption isdisabled and open system authentication is used.

Printer Connection

A DB25 parallel cable should be supplied with your printer. Plug the male
connector of thisparallel cableinto the printer port on therear of theASUS
Wireless Router and the centronics end into your printer.

Printer Port

IO [ CCCODTICT [T (EICCCIITIE) - [T

@'&‘o.o.o‘o.o.o o‘o.o.o‘o.o.;; @ @ ‘ LH_r’J
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3. Software Configuration

Configuring the ASUS Wireless Router

The ASUS Wireless Router can be configured to meet various usage
scenarios. Some of thefactory default settings may suit your usage; however,
others may need changing. Prior to using the ASUS Wireless Router, you
must check the basi ¢ settingsto guaranteeit will work inyour environment.
Configuring the ASUS Wireless Router is done through a web browser.
You need a Notebook PC or desktop PC connected to the ASUS Wireless
Router (either directly or through a hub) and running a web browser as a
configuration terminal. The connection can be wired or wireless. For the
wireless connection, you need an |EEE 802.11g/b compatible device, e.g.
ASUSWLAN Card, installed in your Notebook PC. You should also disable
WEP and set the SSID to “default” for your wireless LAN device. If you
want to configure the ASUS Wireless Router or want to access the I nternet
through the ASUS Wireless Router, TCP/IP settings must be correct.
Normally, the TCP/IP setting should be on the IP subnet of the ASUS
Wireless Router.

Note: Before rebooting your computer, the ASUS Wireless Router
should be switched ON and in ready state.

Setting IP address for Wired or Wireless Connection

Get I P A u to m atl Cal Iy Internet Protocol (TCP/IP) Properties

The ASUS Wireless Router General | Aemale Configursin
incorporatesa DHCP server so the b o e oo s s e a1
easiest method isto set your PCto | "=
. I P ajd y al I d () Obtain an P address autornatically

get ItS ress alJtomatI C y an () Use the following IP address:
reboot your computer. So the
correct |P address, gateway, DNS
(Domain Name System Server) -
Caﬂ be Obtal ned from the A SU S [O] Ebtatl: DfN|!|3 s?lve[r):c;dress autod:atlcall_l,.l
W. d % ROUta‘ O & the rollowing ZEMVer a r SSSSS 3

Ir :

Note: Before rebooting your
PC, the ASUS Wireless Router ||

should be switched ON and in o [ coneel ]
ready state.

(%]
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=
=
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Chapter 3 - Software Configuration

Setting IP Manually

If you want to set your |P address
manually, the following default
settings of the ASUS Wireless
Router should be known:

 |Paddress192.168.1.1
» Subnet Mask 255.255.255.0.

If you set your computer’s |IP
manually, it needsto be on the same
segment. For example:

o |P address 192.168.1.xxX (XXX
can be any number between 2
and 254 that is not used by
another device)

Internet Protocol (TCP/IP) Properties

General

You can get |P settings assigned automatically if your network, supports
thiz capability. Otherwize, you need to ask your netwark, administrator for
the apprapriate [P settings.

() Obtain an IF address automatically
(&) Use the follawing |P address:

IP address: [192. 188 1 .8
Subnet mask: 5255255 0 |
Default gateway: 192 1 BS L .1

(®) Use the follawing DNS server addiesses:

Preferred DNS server [192. 188 1 1 |

Alternate DNS server:

l ]9 ,4[ Cancel ]
L+

e Subnet Mask 255.255.255.0 (same as the ASUS Wireless Router)
o Gateway 192.168.1.1 (thisisthe ASUS Wireless Router)
e DNS192.168.1.1 (ASUS Wireless Router | P address or your own).
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Installing the ASUS Wireless Router Utilities

Follow these steps to ingtal the ASUS Wirdess Router Utilities in Microsoft
Windows. Insert the support CD provided with the ASUS Wirdless Router and
themenuwill appear. (Double-click setup.exeif your autorun hasbeen disabled.)

ASUS Wireless-Route

Install ASUS Wireless Router Utilities
Uninstall ASUS Wireless Router Utilities
Readilnstall User Documentation
Explore CO-ROM

Browser our Web Site

(EXT '

(1) Insertthe support CD and the autorun
will show. Double-click setup.exe if
your autorun has been disabled.

Software License Agreement El

Please read the following License Agreement. Press the PAGE DOWN key to see
the rest of the agreement,

~
ASUS wireless Router Utility for "windows 98/ME/2000/P
Copyright [C] ASUSTek COMPUTER [MC. All Rights Reserved.
Thank you for purchasing A5US Wieless Router!
NOTICE
Hardware Requirements
........................ v

Do you accept all the teims of the preceding License Aagreement? If you choose No, Setup
will close. Toinstall ASUS ‘Wireless Router Ultilities, you must accept this agreement.

< Back Yes No |
L2}

Welcome E|

‘wWelcome to the A5US Wireless Router Utilities Setup
program. This program will install ASUS Wirsless
= Router Utilities on your computer,

Itig strongly recommended that you exit all Windows programs
before running this Setup program.

Click Cancel to quit Setup and then close any programs you
have running. Click Next to continue with the Setup program.

WARMING: This program is pratected by copyright law and
international treaties.

Unautharized repraduction or distribution of this program, or any
pattion of it, may result in severe civil and crimingl penalties, and
will be prosecuted to the maximum extent possible undsr law.

(2) Click Next after reading the welcome
screen.

Choose Destination Location

X

Setup will install ASUS Wireless Router Utilities in the: following
folder.

Toinstall to this folder, click Mext

Toinstal to a different folder, click Browse and select another
folder.

‘You cah choose not to install ASUS \wireless Router Utilities by
clicking Cancel to exit Setup,

Destination Folder

Ch AASL S wireless Router Utilities

Browse...

< Back Cancel |

s

(3) Click Yes after reading the license
agreement.

Select Program Folder, &‘

Setup will add program icons to the Program Folder listed below.
Y'ou may type a new folder name, or select one from the existing
Folders list. Click Mext to continue.

Program Folders:

Ezisting Folders:

Administrative Tools

£

< Back HMext > Cancel |
v\g

(4) Click Next to accept the default
destination folder or enter another.

Setup Complete

Setup has finished instaling ASUS Wireless Router Utilities on
your computer.

Setup can launch the Fead Me file and A5US Wireless Router
Utilties. Choose the options wou want below

Click Finish to complete Setup.

(5) Click Next to accept the default
program folder or enter another.

(6) Click Finish when setup is complete.

ASUS Wireless Router
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Chapter 3 - Software Configuration

Using the Wireless Router for the First Time

1. ASUS Wireless Router Utilities
Run Device Discovery from “ ASUS Utility” in Windows Start Programs.

BGEEIE Administrative Tools »

&515 Utility: Dual Band Homegateway  #

Favarites " Codec Configuration » Dual Band WLAM Card »
|57  Documents > Games 4 ‘Wireless Router @ Device Discovery
Microsoft Cffice Tools 4 ¥ & Firmware Restoration
Settings 3 Starkup » ol Printer Setup Wizard
¥ ¥ Uninstall ASUS Wireless Router Utilities
Search 3

Help and Support

Bun...

Log Off ...

Windows XP Professional

Shuk Dowern, .

2. Connect to the ASUS WLAN Web Manager

Run the ASUS WLAN Device Discovery from the Start menu and click
Config when the device is found.

% Device Discovery Proxy Settings 3]
Device SSID IP Address Subret bask Printer Servers
L WL500g  default 192.168.1.1 255, 255.255.0 E‘E— Type Eidyjatticasintig Eoit
i E HTTP: prﬂy.asus.comrtw i: |ED
Secure: . 35UIS COM; LY | ::I
FTR: o =atlE o b |l
Gopher: O3 Gt | I:I
f— ->— Socks: | 3 |
ﬁ% i [} \g e | ‘iﬂ- Esit | [¥] Use the same proxy server for all protocols
Number of found dewice(s): 1 Exceptions
Do not use proxy server for addresses beginning with:
&
& ‘ 19218511 [y |
Use semicalons { ; ) to separate entries.
Add 192.168.1.1 in the Exceptions
box if you are using a proxy server.

If your computer’s IPis not on the same subnet as the ASUS Wireless Router
(192.168.1.X), youwill be asked to changeit. ThelPaddress can beany number
from 2 to 254 that is not used by another device. Gateway is not required.

Note: Using a proxy server for your LAN requires that you set an
exception for the ASUS Wireless Router or else connection will fail.
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Enter Address or Name Manually

You can aso open your PC’sweb browser and enter the name or the default
| P address of the ASUS Wireless Router:

WL500g
http://my.router or http://my.WL500g or http://192.168.1.1

WL500b
http://my.router or http://my.WL500b or http://192.168.1.1

User Name & Password Connect to 192.168.1.1

Once connected, a window will ask
for the User name and Password in
order to log in. The factory default
values are “admin” and “admin”.

WL500g

Liser name: | € admin w |

Note: If you cannot find any the Exnoe [imsscs |
ASUS Wireless Routers due to ClRemember my password:

a problem in the IP settings,
push and hold the “Restore”

button over five seconds to re- Lo QJ =
store factory default settings.

(%]
(<))
=
=
o
™

Home Page
After logging in, you will see the ASUS Wireless Router home page.

ASUS WL500g ASUS WL500b J
Home Gateway .

\pplication Plug a USE storage to become a FTP
or plug a USE web camera to monitor your homse
environment,
+ Printer Sharing all computers share the  printer,
« IP Sharing all computess share the same IP to Intemat

» Internet Firewall protect LAN or Wireless envimnment
through fexible filter nule setting.
. log status of system in details.

This site is best viewed with IE 5.0 or above.

Cliek NEXT to start Quick Setup _MEXT

WL500g WL500b
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IMPORTANT: After entering information on any page, click the
“Apply” button Al |. If you click any other link, you will be di-
rected to another page and lose your new settings.

3. Set your own password

System Setup - Change Password

New Password:

Retype New Password

Save Clear

Wireless Home Gateway

. |§!uick Setup] allows users to complete basic setting by just answering
several ques %ms.

« 802.11g and WPA supports up to S4Mbps transmission rate, backward
compatibility with 802.11b and interoperable security enhancement.

+ Wireless Firewall protect LAMN environment from wireless access.

o USB Application plug a USBE storage to be a FTP server or plug a USE web
camera to monitor your home environment.

+ Printer Sharing all computers share the same printer.

+ IP Sharing all computers share the same IP to Internet.

+ Internet Firewall protect LAN or Wireless environment through flexible filter
rule setting.

o Status & Log log status of system in details.

This site s best viewed with IE 5.0 or above,
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Home Gateway Mode =

Home Gateway

There are three operation modes in the ASUS Wireless
Router. The default operation mode of the ASUS Wireless
Router is Home Gateway Mode. Please refer to “ System
Setup” —“Operation Mode” in detail. To start quick setup,
click Next to enter the “Quick Setup” page. Follow the
Instructions to setup the ASUS Wireless Router.

Quick Setup in Home Gateway Mode

Select your time zone or the closest
Y vemnae.+ Tegion, Click Next to continue.
[GT-1 100 Midwary |sand, Samoa -

(GMT-10:00) Hawaii
(GMT-09.00) Alaska

(GMT-08:00) Pacific Tims
(GMT-07-00) Mountain Time
(MT-07 100) Anzona

(GMT-06 00) Central Ture
(MWT-06:00) Middle America
(GMT-05.00) Indians East, Colombia
(GMT-05 000) East ime
(GMT-0400) Atls 4 'West
(GMT-04-00) Ba il \ewe Lpla
(CMAT-03.00) G

|lMTFHI‘ﬂJF| ||= 1, Grownland
(MT-02:00) M ¢NIaM|c

(IGMT) Gambia, Libena, Morocco
(GMT) England

“ADSL” uses a standard phone

WL300g supports two k |nds of cnnnectlo o [n(emet :h ough ts \-uu purt Please select

e weSodes o e v oo i e oo e eyt oyl @ “Cable” uses a heavy round

(%]
(<))
=
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Comneoten Type ,—| TV cable. Click Next to continue.
(Fav) ]

Select “N0o” to enter the information

RIS SR SN, manually. * Yes” will disablethefield,

Connect ith tte 17 .' Yoo © o Click Next to continue.

Note: If you connect to the Internet via a DSL modem with and IP
address assigned by your ISP dynamically, you may be asked to
apply for an account with a PPPoE connection. Otherwise, you will
be asked to apply for an IP address only for a Static IP connection.
If you connect to the Internet via a DSL modem with a PPTP proto-
col, you may be asked to apply for both an account and IP address,
in this case, select “No” to enter the account information manually.
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Select “No” to enter the information
Lo e e e manually. “ Yes’ will disablethefield.
s ' — Click Next to continue,
- ——
Gt DNS Surver automatically? * Ve @No —

|
Quick Setup To set up your wireless interface,

. you mwst first give it an SSID

(Service Set Identifier). The SSID
IS a unique identifier attached to
packets sent over WLANS. This
identifier emulates a password
when a wireless device attempts

Passphrase:
WEP Key 1 (10 or 26 hex digits):
WEP Key 1 (10 or 26 hex digits):
WEP Key 1 (10 or 26 hex digits):
WEF Key 1 {10 or 26 hex digits):
Default Key:

w . .
= communication on the WLAN.
= Because an SSID distinguishes
> Save & Restart WLANSs from each other, access
¢ points and wireless devices trying
You have finished the basic setting of Home Gateway. You can just press
ss:t‘t’;z:e“art button to apply your setting or perform other advanced to connect to aWLA N must use the
Save&Restart € SSI D )

Also, if you want to protect
transmitted data, select a middle or high Security Level.

Middle: allowsonly those users with the same WEP key to connect to this
access point and to transmit data using 128-bit WEP encryption.

High: alowsonly those userswith the same WPA pre-shared key to connect
to this access point and to transmit data using TKIP encryption.

Click Finish to continue. You are prompted to save the settings. Click
Save& Restart to save the settingsto the ASUS Wirel ess Router and enable
the new settings.
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— To adjust other settings, click anitem
ASUS on th(Je menu to revealgawbmenu and
follow the instructions to setup the
ASUS Wireless Router. Tips are
given when you move your cursor
over each item. The following have
submenu items:

* Wireless
IP Config
NAT Setting
Internet Firewall
Wireless Firewall
USB Application
System Setup

Status & Log

Home Gateway

(%]
(<))
=
=
o
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Wireless

Click an item on the menu to reveal a submenu. Follow
theinstructionsto set up the ASUS Wireless Router. Tips
are displayed when you move your cursor over an item.

Wireless - Interface Wireless - Interface
SSID: w5000 S0 [vi5009
Channel: At =
Channel: Auto -v| anne =
Data Rate(Mbps): Auta =
Basic Rate Set: 1,2.558 11 Mbps =
Sdg Mode:
Authentication Method:
Basic Rate Set:
Encryption: Authentication Method:
Passphrase: Encryption:
WEF Key 1 (10 or 26 hex digits): Passphrase:

WEP Key 1 (10 or 26 hex digits):

N
M

WEFP Key 2 (10 or 26 hex digits):

WEP Key 3 (10 or 26 hex digits):

e
C
=
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. WEP Key 3 (10 or 26 hex digits):
WEF Key 4 (10 or 26 hex digits):
WEP Key 4 (10 or 26 hex digits):
Default Key:
Default Key:
WPA Re-key Timer:

WPA Re-key Timer:
Block broadeast SSID:

‘
=

5
=z
=
&

5 7S

= zlli2
3 3 g 3
. ‘ 7
<

=

T

q ¢

0

=

z

i

2

i 4

Block broadcast SSID:

Yas ™ Mo
Finish Apply Finish Apply

SSID

The SSID is an identification string of up to 32 ASCII characters that
differentiate one ASUS Wireless Router AP or Access Point from other
manufacturers. The SSID is also referred to asthe “ESSID” or “Extended
Service Set ID.” You can use the default SSID and radio channel unless
more than one ASUS Wireless Router or Access Point is deployed in the
same area. In that case, you should use adifferent SSID and radio channel
for each ASUSWireless Router or Access Point. All ASUSWireless Routers
and ASUS 802.11g/802.11b WLAN client adapters must have the same
SSID to allow awirelessmobile client to roam between the ASUS Wirel ess
Routers . By default, the SSID is set to “default”.
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Channel

The 802.11g and 802.11b specifications supports up to 14 overlapping
channels for radio communication. To minimize interference, configure
each ASUS 802.11g AP to be non-overlapping; select Auto from the Channel
drop-down list to enable the system to select a clear channel during boot up
as your operating channel.

Ensure that ASUS Wirel ess Routers sharing the same channel (or channels
which are close in number) are as far away from each other as possible,
based on the results of your site survey of thefacility. Thereisasite survey
utility on the ASUS Wireless Router setup CD.

Data Rate (Mbps) ( WL500g Only)

Thisfield allows you to specify the transmission rate. Leave on “Auto” to
maximize performance versus distance.

54g Mode (WL500g Only)

This field indicates the 802.11g interface mode. Selecting “Auto” allows
802.11g and 802.11b clients to connect to the ASUS Wireless Router.
Selecting “54g Only” maximizes performance, but prevents 802.11b clients
from connecting to the ASUS Wireless Router. If “54g Protection” is
checked, G-Mode protection of 11g traffic is enabled automatically in the
presence of 11b traffic.

Basic Rate Set

This field indicates the basic rates that wireless clients must support. Use
“1& 2Mbps’ only when backward compatibility is needed for some older
wireless LAN cards with a maximum bit rate of 2Mbps.

Authentication Method

This field enables you to set different authentication methods which
determine different encryption schemes. The relationship between
Authentication Method, Encryption, Passphrase and WEP Keys is listed in
the following table. If you are not using a RADIUS server in a home
environment and all your clients support WPA, using WHRA-PSK is
recommended for better security. Selecting WK or Radius with 802.1x
as additional settings for the RADIUS server in the Wreless — Radius
field is required.

ASUS Wireless Router

33

(%]
(D)
=
=
)
™




Chapter 3 - Software Configuration

Authentication
Method Encryption Passphrase WEP Key 1~4

Open or shared key None Not required Not required
WEP-64 bits 1~64 characters 10 hex
WEP-128 bits 1~64 characters 26 hex

Shared key WEP-64 bits 1~64 characters 10 hex
WEP-128 bits 1~64 characters 26 hex

WPA-PSK TKIP only 8~63 characters Not required
AES only* 8~63 characters Not required

WPA TKIP only Not required Not required
AES only* Not required Not required

Radius with 802.1x Auto Not required Not required
WEP-64 bits 1~64 characters 10 hex
WEP-128 bits 1~64 characters 26 hex

*WL500g supports AES and TKIP encryption for WPA.
WL500b supports TKIP encryption for WPA.

Encryption (WEP)

Traditional WEP encryption isapplied when“Open or Shared Key”, “ Shared
Key” or “Radius with 802.1x” authentication methods are sel ected.

When “WPA-PSK” or “WPA” authentication methods are used, the newly
proposed TKIP (Temporal Key Integrity Protocol) or AES (Advanced
Encryption Standard) encryption schemes are applied.

e
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TKIP: TKIPusesan encryption algorithm which ismore stringent than
the WEP algorithm and also uses existing WLAN calculation facilities
to perform encryption operations. TKIP verifies the security
configuration after the encryption keys are determined.

AES: AESisasymmetric 128-bit block dataencryption techniquewhich
works simultaneously on multiple network layers.
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64/128-bit versus 40/104-bit

The following section explains low-level (64-bit) and high-level (128-hit)
WEP Encryption schemes:

64-bit WEP Encryption

64-bit WEP and 40-bit WEP are the same encryption method and can
Interoperate in a wireless network. This level of WEP encryption uses a
40-bit (10 Hex character) encryption scheme as a secret key, which is set
by the user, and a24-hbit “Initialization Vector” scheme, which is not under
user control.

Together these two schemes make a 64-bit (40 + 24) encryption scheme.
Somevendorsrefer to thislevel of WEP as40-bit and othersrefer to thisas
64-bit. ASUS WLAN products use the term 64-bit when referring to this
lower level of encryption.

128-bit WEP Encryption

104-bit WEP and 128-bit WEP are the same encryption method and can
Interoperate on a wireless network. This level of WEP encryption uses a
104-bit (26 Hex character) encryption scheme as a secret key which is set
by the user, and a 24-bit “Initialization Vector”, which is not under user
control.

Together these two schemes make a 128-hit (104 + 24) encryption scheme.
Some vendors refer to thislevel of WEP as 104-bit and othersrefer to this
as 128-bit. ASUS WLAN products use the term 128-bit when referring to
this higher level of encryption.

Passphrase
Selecting “TKIP” or “AES’ in the Encryption field is used as a password
to begin the encryption process. Note: 8 to 63 characters are required.

Selecting “WEP-64bits’ or “WEP-128hits’ in the Encryption field generates
four WEP keys automatically. A combination of up to 64 letters, numbers,
or symbolsisrequired. Alternatively, leavethisfield blank and typein four
WEP keys manually.

¥ WEP-64bit key: 10 hexadecimal digits (0~9, a~f, and A~F)
¥ WEP-128bit key: 26 hexadecimal digits (0~9, a~f, and A~F)

ASUS Wireless Router
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Note: The ASUS WLAN family of products uses the same algorithm
to generate WEP keys, eliminating the need for users to remember
passwords and to maintain compatibility between products. How-
ever, using this method to generate WEP keys is not as secure as
manual assignment.

WEP Key

You can set a maximum of four WEP keys. A WEP key is either 10 or 26
hexadecimal digits (0~9, a~f, and A~F) based on whether you select 64bits
or 128bits in the WEP pull-down menu. The ASUS Wireless Router and
ALL of itswireless clients MUST have at |least the same default key.

Default Key

The Default Key field lets you specify which of the four encryption keys
you use to transmit data on your wireless LAN. As long as the ASUS
Wireless Router or wireless mobile client with which you are communicating
has the same key in the same position, you can use any of the keys as the
default key. If the ASUS Wireless Router and ALL of its wireless clients
use the same four WEP keys, select “key rotation” to maximize security.
Otherwise, choose one key in common as the default key.

WPA Re-key Timer

Thisfield specifiesthetimeinterval (in seconds) after which aWPA group
key is changed. Enter ‘O’ (zero) to indicate that a periodic key-change is
not required.

Block Broadcast SSID

By default, “No” is selected so that wireless mobile users can see your
ASUS Wireless Router’s SSID and join. If “Yes’ is selected, your ASUS
Wireless Router will not show in site surveys by wireless mobile clients
and they will have to manually enter your ASUS Wireless Router’s SSID.
If you want to restrict access to “your” ASUS Wireless Router , thisis a
simple way to do it but for security reasons, don’t forget to change the
SSID to something other than “default”.
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Wireless

Click anitem on the menu to reveal a submenu. Follow the
Instructions to set up the ASUS Wireless Router. Tips are
displayed when you move your cursor over an item.

Bridge/Access Control List

AP Mode: [Hybrid ||
AR Only

Channel: WDS Only
Hyhrid

AP Only WDS Only

Wireless - Bridge Wireless - Bridge
Whredess bridge (also known a5 Wireless Distribution System or WDS) function allows you to Wireless bnage (also known as Wireless Distribution System or WDS) function allows you to
CONMGCE tO anB 0 Many AP HicLigh WRalASE. connect to one o many APs throwgh wircless.
D
)

AP Mode: AP Oy o
Channal: 6 =

e AP Mode: o™

o [
Connect to APs in Remote Bridge List? ves ™ Mo Channsk =
ANeN SNoN ymous? “ves ¥ o Connect 1o APs in Remote Bridge Lis? ® v No
Remote Bridge List [oe Allow anonymous?  vos ® 1o
MAC Address Remote Bridge List Dl

I
MAC Address

Hybrid
Wirsless - Bridge Wireless bridge (also known as
Coresc e o oy s e e e e e semene - \Nreless Distribution System or
a8 a e WDS) allows you to connect to one
j= = =)= .
- U or many Access Points.

o= =] 3
tpbnd U =
= =i=pa]

AP Mode: [Hvbrid 3
Channel: B =
Conneci to APs In Remots Bridge Lisi? Toas T e
Allow anonymous? T Yor ® ha
Remote Bridge List Del

MAC Address

I

| st | Finish | Apply
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AP Mode

AP (Access Point) Mode configuresthe ASUS Wireless Router for aspecific
application. By default, the ASUS Wireless Router is configured as an
Access Point which enables wireless mobile clients to connect wirelessly
to awired Ethernet network. The following options are available from the
drop-down list:

AP Only: the ASUS Wireless Router acts only as an Access Point.

WDS Only: the ASUS Wireless Router can only communicate with
other Access Points.

Hybrid: Hybrid allows you to use the ASUS Wireless Router both as
an access point and as awireless bridge.

Channel
Both Access Pointsin Wirel ess Bridge mode must be set to the same channdl.

Connect to APs in Remote Bridge List (Yes/No)
Select Yes to connect to access points in the remote bridge list.

Allow anonymous? (Yes/No)
Select Yes to allow users without accounts to connect.

Note: If “Connect to APs in Remote Bridge List” and “Allow Anony-
mous” are both set to “No”, it means that this AP will not connect with
other APs and therefore the AP mode setting will return to “AP Only”.
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Remote Bridge List

MAC Address

Enter the MAC address of the target ASUS Wireless Router in order to
designate which ASUS Wireless Router will be the partner for thisASUS
Wireless Router.

You can setup your wireless environment as shown in this figure:

(%]
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Note: The content in braces “()” is the MAC address in the Remote
Bridge List of the AP. For example, WB1 have the MAC address of
WB in its Remote Bridge List.

In this case, there are six ASUS Wireless Routers and they are linked as
wireless bridges. Take one of them, named WB, as an example. WB is not
in“AP Only” mode and “ Connect to APsin Remote Bridge List” isset as
“Yes’, so it can connect to WB3. Meanwhile, “allow anonymous” is set as
“Yes’ or “Allow anonymous” isset as“No” but it hasthe MAC addresses
of WB1, WB2, and WB4 inthe“Remote BridgeList”, soit can be connected
by WB1, WB2, and WBA4.
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Chapter 3 - Software Configuration

Wireless

Click anitem on the menu to reveal a submenu. Follow the
Instructions to set up the ASUS Wireless Router. Tips are
displayed when you move your cursor over an item.

Access Control

Wireless - Access Control Pull down menu items:

oM Corta I tati

in wirgloss stations or to bypass access . . .
e o v | Disable (no info requi red)
ol

MAC Accoss Mode:

Access Control List

= & Accept (need to input information)

AC A Reject (need to input information)

Feestore | Finish Apply |

To add security, the ASUS Wireless Router has the ability to only associate
with or not associate with wireless mobile clients that have their MAC
address entered into this page.

The default setting of “Disable” will allow any wireless mobile client to
connect. “Accept” will only allow those entered into this page to connect.
“Reect” will prevent those entered into this page from connecting.

Adding a MAC Address

To add aMAC address, enter the 12 hexadecima charactersinto the white box
next to “MAC Address” and click the Add button. The MAC address will be
placed inthe contral list below. Only atota of 31 MAC addresses can be entered
into this page so determine which will be the lesser; those you wish to accept or
those you wish to rgect and click the appropriate“MAC Access Mode’ .

Note: Click the “Finish” button to save your new settings and re-
start the ASUS Wireless Router or click “Save” and restart later.
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Wireless

Click anitem on the menu to reveal a submenu. Follow the
Instructions to set up the ASUS Wireless Router. Tips are
displayed when you move your cursor over an item.

Radius Setting

This section enables you to set up
This secl:io_n allows you to set up additional param_el:crs [o_r authorizing ajditl Onal parameterSfor Conn&tl On
T"J‘*u'l‘“ Hothed= n ~wiretess - ntertace a5 won- o -radies win - With @ RADIUS Server. Values are
Servr P Address: — required for this page when the
o o Authentication Method field in the
- - = Wireless - | nterfape scr(_een are set as
“WPA” or “Radius with 802.1x".

Refer to Authentication Method on
page 32.

Server IPAddress—specifiesthe |Paddress of the RADIUS server to use
for 802.1X wireless authentication and dynamic WEP key derivation.

Server Port — specifiesthe UDP port number used by the RADIUS server.

Wireless - RADIUS Setting

(%]
(<))
=
=
o
™

Login Secret — specifies the password used to initialize a RADIUS
connection.

Note: A RADIUS server is used for remote user authentication and
accounting. It is primarily used by Internet Service Providers, but
can also be used on any network that needs a centralized authenti-
cation function for its workstations.
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Wireless

Click anitem on the menu to reveal a submenu. Follow the
instructions to set up the ASUS Wireless Router. Tips are
displayed when you move your cursor over an item.

Advanced

Wireless - Advanced This section allows you to set up
gzlfijlicﬂﬁl:ellI;I|‘:S|-.‘$::|1E?n(::::(ll£|.a(k“tllm‘“ parameters for wireless, But ajdl tl Onal pararnaasfor the WI r‘d e$
Fragmertation Threshok: = router function. We recommend that
RTS Threshold: 2347

r— — you use the default values for all
Beacon Interval: [100 items I n thl S WI ndOW.

Enable Frame Bursting? “ ves ¥ No

Enable Radio? “ yes " No

Date to Enable Radio: :' -;nlv Mo.n ¥ Tue ¥ wed

¥ Thu ™ Fri ¥ Sat
Time of Dray to Enable Radio: [oo |i][] L |J.‘i [eg
Restore Finish Apply

Restorae: Clear the above sethngs and restors the sattings in effect
Finish: Conhrm all setings and rastart WLS00g now

Apply: Confirm above Setings and continue

Fragmentation Threshold (256~2346) — Fragmentation is used to divide
802.11 frames into smaller pieces (fragments) that are sent separately to
the destination. Enable fragmentation by setting a specific packet size
threshold. If there is an excessive number of collisions on the WLAN,
experiment with different fragmentation values to increase the reliability
of frametransmissions. The default value (2346) isrecommended for normal
use.

RTSThreshold (0~2347) —The RTS/CTS (Request to Send/Clear to Send)
function is used to minimize collisions among wireless stations. \When
RTS/CTS is enabled, the router refrains from sending a data frame until
another RTS/CTS handshake is completed. Enable RTS/CTS by setting a
specific packet size threshold. The default value (2347) is recommended.

DTIM Interval (1~255) —DTIM (Delivery Traffic Indication Message) is
awireless message used to inform clientsin Power Saving Mode when the
system should wake up to receive broadcast and multicast messages. Type
the time interval in which the system will broadcast aDTIM for clientsin
Power Saving Mode. The default value (3) is recommended.
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Beacon Interval (1~65535) — This field indicates the time interval in
millisecondsthat a system broadcast packet, or beacon, issent to synchronize
thewireless network. The default value (100 milliseconds) isrecommended.

Enable FrameBursting? —Thisfield allows you to enable frame-bursting
modeto improve performance with wireless clients that al so support frame-

bursting.

EnableRadio? - Selecting “Yes’ enablesthewirelessfunction during user-
defined dates and times. Wireless users will not be able to connect on non-
selected dates and times.

Dateto EnableRadio - Thisfield definesthe datesthat thewirelessfunction
will be enabled.

Timeto Enable Radio - Thisfield definesthe time range that the wireless
function will be enabled on each of the selected dates.

ASUS Wireless Router
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Chapter 3 - Software Configuration

IP Config

Click anitem on the menu to reveal a submenu. Follow the
instructions to set up the ASUS Wireless Router. Tips are
displayed when you move your cursor over an item.

WAN & LAN

IP Config - WAN & LAN WAN Connection Type

WLS00g supporks several connection types to WAN. These types are

selecked from the drop-down menu beside WAN Connection Type, The The A&JS \/\/i rd % ROL]te’ SJpportS

setting fields will differ depending on what kind of connection type you
select,

A Conmection Ty —— four connection types to WAN,
WAN IP Setting S - including Static 1P, PPPoE, PPTP and

‘ Automatic IP. The WAN setting fields
in this page will differ depending on
what kind of connection typeyou salect.

IF Address:
Subnet Mask:
Default Gateway:

Get DNS Server automatically? = vas T Mo

DNS Serverl:

[ .
ONS Serverz: I— WAN IP Setting

PPPoE or PPTP Account

o Fooss22s These three items are editable only

Password: when WAN Connection Typeis set

Idlle D Time In ds{option): |1800 .

- = as Static P or PPTP.

PPPoE MRU: 14492 . .

Enable PPPoE Relay? € yvas T Mo I P Addl'eSS = ThIS |S IP addl'eSS Of

the Wireless Router as seen on the

Host Mame: | .

ac Address — remote network. If you leaveit blank,

the router will get IP address from

::::::; [;375 = ;ff; DHCP Server automatically.

| Subnet Mask - Thisis Subnet Mask
() = of the Wireless Router as seen on the

Restore: Clear the above seftings and restore the settings in effect rernote network

Default Gateway - Thisis the |P address of default gateway that allows
for contact between the Wireless Router and the remote network or host.

WAN DNS Settings

You can set the DNS setting with using any WAN Connection Type (Static
|P, PPPoE, or Automatic IP).

Get DNS Server automatically? - Normally this is automatic and you
would answer “No” to the question about manually assigning DNS. If you
are given instructions from your | SP to enter DNS addresses, select “Yes’
to manually assigning DNS.
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DNS Server 1/DNS Server 2 - If you are given instructions from your | SP
to enter DNS addresses, select “Yes’ to manually assigning DNS and enter
the I P addresses here.

PPPoE or PPTP Account
These three items are editable only when WAN Connection Typeisset as
PPPoE or PPTP.

User Name - The name of your Internet account provided by your |SP.
Some | SPswork with the entire account name al ong with the hosting domain
(such as yourname@yourdomain.com) and others require that you enter
only the account name (yourname).

Password - Enter the password for your Internet account.

Idle Disconnect Timein seconds (option) - Enter the number of seconds
of inactivity to disconnect you from your ISP,

PPPoE M TU - Thisfield isshowsthe Maximum Transmission Unit (MTU)
of PPPoE packets.

PPPoE MRU - Thisfield is shows the Maximum Receive Unit (MTU) of
PPPOE packets.

Enable PPPoE Relay - Enable PPPoOE relay allows stations in LAN to
setup individual PPPOE connections that are passthrough NAT. It is also
known as PPPoOE multi-session.

Special Requirement from ISP

Thefollowing two items may be specified by some | SPs. Check with your
ISP and fill them in if required.

Host Name — Fill thisin if required by your ISP,
MAC Address—Fill thisin if required by your ISP,

LAN IP Setting
IPAddress- ThisisIPaddress of the Wireless Router as seenin your local
network. The default valueis 192.168.1.1.

Subnet Mask - Thisis Subnet Mask of the Wireless Router as seen in your
local network. The default value is 255.255.255.0.

Host Name - This is Host Name of the Wireless Router as seen in your
local network.

ASUS Wireless Router
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Chapter 3 - Software Configuration

IP Config

Click anitem on the menu to reveal a submenu. Follow the
instructions to set up the ASUS Wireless Router. Tips are
displayed when you move your cursor over an item.

DHCP Server

IP Config - DHCP Server DHCP (Dynamic Host
\l\:jld.‘all(]g Hfu|s||>ml.-; up l: 254 1P ::(Ilﬂﬂgﬂﬂ for your local network. The 1P CO nf i g urati On PrOtOCOI ) i S a
address of a local machine can be assigned manually by the netwaork . .
Zﬂ;r&r;ﬁ,:rator or obtalned automatically from WL500g it the DHCP server is prOtOCO| defl ned for dynam| Cal Iy
et e assigning | P addressesto computers
IP Pool Starting Address: ’W i n a. network. Enabl i ng the DH CP
FPes Endtg M des I server alows the Wireless Router
Lease Time: ’W .
to assign IP address to PC or NB
DS Server 1 that is set to obtain an IP address
DNS Server 2: 192.168.11 . -
P — — automatically. The ASUS Wireless
= = Router supports up to 254 |P

addresses for your local network.

Enable the DHCP Server? — This field allows you to enable or disable
DHCP server in the Wireless Router. The default valueis“Yes’

Domain Name- Thisfield indicatesthe Domain Nameto provideto clients
that request |P Address from DHCP Server.

| P Pool StartingAddress- Thisfield specifiesthefirst addressin the pool
to be assigned by the DHCP server in your local network.

| P Pool Ending Address - Thisfield specifies the last address in the pool
to be assigned by the DHCP server in your local network.

L ease Time - Thisfield specifiesthe amount of connection time a network
user be allowed with their current dynamic IP address.

DNS and WINS Server Setting

DNS Server 1/DNS Server 2 - Thisfield indicates the |P address of DNS
to provide to clients that request I1P Address from DHCP Server. You can
leave it blank, then the Wireless Router will process the DNS request.

WINS Server - The Windows Internet Naming Service managesinteraction
of each PC with the Internet. If you use aWINS server, enter IPAddress of
server here.
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IP Config

Click anitem on the menu to reveal asubmenu. Follow the
Instructions to set up the ASUS Wireless Router. Tips are
displayed when you move your cursor over an item.

Static Route

IP Config - Static Route A route is a possible path from a
o o v e s 5000 e ot comen - J1VENhOSt to another host or
i:;hf:",‘:im.,b.,? destination. If you append one or
Static Route List o more routers behind the ASUS
NetworkHost 1P Netmask Gatewy Wireless Router to share the same
| ! ' connection to I nternet, you need to
insert predefined rules of route,
called static route, into the ASUS
Wireless Router. Then the ASUS
Wireless Router could know which
router the packets from Internet with different destination |P address can
deliver to.

Restore Fnish Apply

Apply torouting table? — Selecting “ Yes’ appliesall thoserulesin Static
Route List into routing table.

Static Route List

Network/Host | P —It stands for the destination IP address of network or
host. So it could be an IP address, such as 192.168.1.1 or a range of IP
address, such as 192.168.0.0 or 192.0.0.0. If a packet with destination |P
address that match to thisfield or within the range of thisfield, it will route
to the device set in Gateway field.

Netmask — It stands for the netmask of an added network route.

Gateway - Thisfield stands for the |P address of gateway where packets
are routed. The specified gateway must be reachable first. It means you
have to set up a static route to the gateway beforehand.

ASUS Wireless Router
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Chapter 3 - Software Configuration

IP Config

Click anitem on the menu to reveal a submenu. Follow the
instructions to set up the ASUS Wireless Router. Tips are
displayed when you move your cursor over an item.

Miscellaneous

IP Config - Miscellaneous
Enable UPnP? ytas © Mo

Enable Web Access from WAN?T  yves U Mo

Port of Wab Access from WAN: W

Respond Ping Requast from WAN? & yvas © No

Enable Log for Access from WAN? L ¢ Yas = No

Remote Log Server: r

Time Zone: (GMT+01°00) Netheriand, France. Italy v
NTP Server: ’W

Dw:dmu. DNS (DDNS) allows you to ean your server to Internet with an

e name, even though you have no static 1P address. Currently, two
DDNS cllcnls are cmbeddcd in WL500g You can click Free Trial below to
start with a free trial account.

Enable UPNnP — Selecting “Yes’ to
enable UPnP, it will allow your
Wireless Router to be found
automatically by systems, such as
Windows XP. And it allows these
systems to automatically configure
the Wireless Router for various
Internet applications, such asgaming
and video conferencing.

Enable the DONS Client? © ves ® No

Enable Web Access from WAN —
This field alows you to specify the
port used to access Web server of the
ASUSWireless Router from Internet.
The default value is 8080.

If you know the WAN IP address of the Wireless Router, open your web
browser and enter the | P address. For example:

http://140.113.201.1: 8080

If you enable the DDNS with an account, please open your web browser
and enter the host nameregistered in DDNS service provider. For example:

http://wl500g.homelinux.org: 8080

WWW DYNDNS ORG |~
WAWWW DYNDNS ORG
WAV TZ0.COM

Free Trial

User Name or E-mail Address:

Password or DONS Key: |

Host Name: |
Enable wildcard? “ ves * Mo

I Update

Update Manualhy:

Note: The default web browser port 80, is reserved for the Web server
within your local network.

Port of Web Accessfrom WAN - Thisfield allows you to specify the port
used to accessthe Web server of theASUSWireless Router from the Internet.
The default value is 8080.

Respond Ping Request from WAN - This field allows you to decide if
you like to respond to ping requests from Internet.
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Enable Log for Accessfrom WAN — Thisfeature allows you to record all
network access initiated from Internet.

Remote L og Server — Thisfeature allows you to assign aremote server to
record log messages of the Wireless Router. If you leave it blank, system
will record up to 1024 messages on the Wireless Router only.

Time Zone — Thisfield indicates time zone where you are locating in.

NTP Server — NTP Server isatime server on the Internet that allows the
Wireless Router to synchronizeits system timeto. You can keep the default
IP address or set to the IP address of an NTP server that you prefer.

DDNS Setting

Dynamic- DNS(DDNSY) allowsuser to export host nameto I nternet through
DDNS service provider. Each time the ASUS Wireless Router connect to
Internet and get an | P address from ISP, this function will update your IP
addressto DDNS service provider automatically, so that any user on Internet
can access the ASUS Wireless or servers behind it through a predefined
name registered in DDNS service provider.

Enable the DDNS Client? — Selecting “Yes’ to enable DDNS update,
then each time your I1Paddressto WAN is changed, the information will be
updated to DDNS service provider automatically.

Server — Currently, clients connect to DynDNS or TZO are embedded in
the Wireless Router. You can click Free Trial link behind thisfield to start
with afreetrial account.

User Nameor E-Mail Address—Thisfield isused as an identity tolog in
Dynamic-DNS service.

Password or DDNS Key —This field is used as a password to log in
Dynamic-DNS service.

Host Name—Thisfield representsthe Host Name you register to Dynamic-
DNS service and expect to export to the world.

Enable wildcard? — Thisfield determines if domain name with wildcard
is also redirected to your | P address.

Update Manually —This button allows you to update DDNS database
manually. It is available only when automatic DDNS update failed. You
can get current status of DDNS update from System L og.

Note: Currently, clients connected to DynDNS or TZO are embed-
ded in ASUS Wireless Router. You can click Free Trial link behind
each DDNS service provider to start with a free trial account.

ASUS Wireless Router
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NAT Setting

Click this item on the menu to reveal a sub menu. Follow
the instructions to setup the ASUS wireless router. Tips are
given when you move your cursor over each item.

Port Trigger

NAT Setting - Port Trigger This function allows you to open
Polt Trigger function allows you Lo open t,el!.llll TCP or UDP Dullb o Certal n TCP Or U D P ports tO

icate with the « I connected to WLS00g. This is done by

fl"ﬂil'l"'."t'f’é"fr."“”‘L‘.T’ inconng '“".*Lhi'l‘.".‘ fon T"S“.fil.{’“'““w, « communicate with the computers

redirected to your computer,

R connected to the WL500g. This is
Trigger Port List [ra) | [ done by defining trigger ports and
WelkKnown Application: s Dsfied incoming ports. When thetrigger port

Trigger Port  Protocol Incoming Port Protocol Description

Isdetected, theinbound packetsto the
specified incoming port numbersare
redirected to your computer.

| Tce + | TCP ~ |

Enable Port Trigger? - Selecting
“Yes’ applies al therulesin the Port Trigger List to the Wireless Router.

Port Trigger List

Trigger Port - This field allows you to enter the port or port range of
outing packets that will trigger port redirect.

Protocol - Thisfield allows you to select the protocol of outgoing packets.

Incoming Port - This field allows you to enter the port or port range of
incoming packets that will be redirected to your computer.

Protocol - Thisfield allowsyou to select the protocol of incoming packets.

Description - Thisfield keeps information on what the rule is used for.
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NAT Setting

Click this item on the menu to reveal a sub menu. Follow
the instructions to setup the ASUS wireless router. Tips are
given when you move your cursor over each item.

Virtual Server

NAT Setting - Virtual Server TO make %rV| CeS, I | ke WWW, FTF),
fo ke s e v, 10 ot by ot provided by a server in your local
E‘LET&?‘?::J'J:;:-;f‘;‘hé“;,‘;’.gf?n“%ﬁi?:ﬁo"v,‘?ﬁ‘;ﬁ?;t_"ifm‘;:'iﬁa‘m’: network accessible for outside
:.Illfl‘;i:‘l:m:x"\rljl'lxtl:;:l:'r‘trl:r.ﬂ vice request from outside users to the u%rs’ you S}*]oul d Speci fy a I Ocal I P

Enable Virutal Server? & yvas C Mo

Virtual Server List £ | addressto the server. Then, add the
etknown roptcstonss oSl IP address and network protocol
Local P Port Range _ Protocal Descripton type, port number, and name of the
= J servicein the following list. Based
onthelist, the gateway will forward
service request from outside users

to the corresponding local server.

o | o | o | EnableVirtual Server ?— Selecting
“Yes” applies all those rules in
Virtual Server List into the Wireless Router.
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Virtual Server List

Local IP—Thisfield stands for the destination | P address that you like to
redirect the matched packet to.

Port Range- Thisfield stands for a port number or a range of ports. Once
the destination port of incoming packets matches the port or within the port
range, the incoming packets will be redirect to | P address specified in L ocal
IP.

Protocol- Thisfield stands for protocol of incoming packets.

Description —Thisfield allows you to record what thisrule is used for.

Virtual Server vs. DDNS

Cooperating with DDNS, your can expose your server to Internet with a
unigue name, even through dynamic WAN | P address is applied.
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Time Zone — Thisfield indicates time zone where you are locating in.

NTP Server — NTP Server isatime server on the Internet that allows the
Wireless Router to synchronize its system time. You can keep the default
| P address or set the |P address of another NTP server that you prefer.

DDNS Setting

Dynamic-DNS (DDNS) allows user to export host nameto I nternet through
DDNS service provider. Each time the ASUS Wireless Router connect to
Internet and get an | P address from ISP, this function will update your IP
addressto DDNS service provider automatically, so that any user on Internet
can access the ASUS Wireless or servers behind it through a predefined
name registered in DDNS service provider.

Enable the DDNS Client? — Selecting “Yes’ to enable DDNS update,
then each time your |Paddressto WAN is changed, the information will be
updated to DDNS service provider automatically.

Server — Currently, clients connect to DynDNS or TZO are embedded in
the Wireless Router. You can click Free Trial link behind thisfield to start
with afreetria account.

User Nameor E-Mail Address—Thisfield isused as an identity to log in
Dynamic-DNS service.

Password or DDNS Key —This field is used as a password to log in
Dynamic-DNS service.

Host Name-Thisfield representsthe Host Name you register to Dynamic-
DNS service and expect to export to the world.

Enablewildcard? — This field determines if domain name with wildcard
is also redirected to your | P address.

Update Manually —This button allows you to update DDNS database
manually. It is available only when automatic DDNS update failed. You
can get current status of DDNS update from System L og.

Note: Currently, clients connected to DynDNS or TZO are embed-
ded in ASUS Wireless Router. You can click Free Trial link behind
each DDNS service provider to start with a free trial account.
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NAT Setting

Click an item on the menu to reveal asubmenu. Follow the
Instructions to set up the ASUS Wireless Router. Tips are
displayed when you move your cursor over an item.

Virtual DMZ

NAT Setting - Virtual DMZ Virtual DMZ allows you to expose

o o e e o e ONE COMPUIter to Internet, so that all

Pl use ety o P inbound packets will be redirected

S I to the computer you set. It is useful
Dhese | o Lo while you run some applications

that use uncertain incoming ports.
Please use it carefully.

|PAddressof Exposed Station — Thisfield standsfor the | Paddress of the
computer that you want to expose to Internet.
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Internet Firewall

Click an item on the menu to reveal asubmenu. Follow the
instructions to set up the ASUS Wireless Router. Tips are
displayed when you move your cursor over an item.

LAN to WAN Filter

Firewall - WAN & LAN Filter Firewall - WAN & LAN Filter

LAN & WAHN filter allows you to block specified packels between LAN and
WAMN. AL First, you can define the date and Hme that filter will be enabled.
Then, you can choose the default action for filter in both directions and
insert the rules for any exceplions.

LAN & WAN filter allows you to block specified packets between LAN and
WAN. At first, you can define the date and time that filter will be enabled.
Then, you can choose the default action for filter in both directions and
insert the rules for any exceptions.

Enable LAN & WAN filter? Cvas ® Mo Enable LAN & WAN filter?
Log type between WAN and LAN: Mone =

Log type between WAN and LAN:

LAN to VAN Filter

P Tue ¥ wed

Flata bn Emakhila | AK ba AR Cilban:

LAN to WAN Filter WAN to LAN Filter

F 5unP Mon® Tus P
Date to Enable LAN to WAN Filter: ¥ 5un P Mon Tue P wed Date to Enable WAN to LAN Filter: Sun ™ Mon ™ Tue ™ Wed
P 1huP Fri P sat F ThuF Fri 7 Sat

Time of Day to Enable LAN to WAN Filter: |00 00 23 50 Time of Day te Enable WAN to LAN Filter: |00 oo _f23 59
Packets(LAN to WAN) not specified will be: [2CCEFT Packets{WAN to LAN) not specified will be: |ACCEFT x
Filtered ICMP{LAN te WAM) packet types: | Filtered ICMP{WAN to LAN) packet types: |
LAN to WAN Filter Table Add | Del|  Heb WAN to LAN Filter Table Add | De| | Hel
Well-Known Applications: |U‘-i9l Dehned ﬂ Well-Known Applications: |U‘.ib'l Defined ﬂ
Source IP Port Range |Destination IP Port Range  Protocol Source IP Port Range  Destination IP Port Range  Protocol

| | e+ | I | [ree 5]

Restore Finish Apsly

WAN & LAN Filter

LAN & WAN filter allows you to block specified packets between LAN
and WAN. At first, you can define the date and time that filter will be
enabled. Then, you can choose the default action for filter in both directions
and insert the rules for any exceptions.

EnableLAN & WAN filter ? —Selecting “ Yes’ enablesboth LAN to WAN
and WAN to LAN filter.

L og type between WAN and LAN — This field indicates what kind of
packets between WAN and LAN will be logged.
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Date to Enable LAN to WAN Filter — This field defines the dates that
LAN to WAN filter will be enabled.

Timeof Day to Enable LAN to WAN Filter — Thisfield definesthe time
interval that LAN to WAN filter will be enabled.

Packets (LAN to WAN) not specified will be — This field defines those
LAN to WAN packets which are not specifiedin WAN to LAN Filter Table
will be accepted or dropped.

Filtered ICMP (LAN to WAN) packet types—Thisfield defines alist of
LAN to WAN ICMP packetstype that will befiltered. For example, if you
would like to filter Echo (type 8) and Echo Reply (type 0) ICMP packets,
you need to enter a string with numbers separated by blank, such as, "0 5".

WAN to LAN Filter

Date to Enable WAN to LAN Filter — This field defines the dates that
WAN to LAN filter will be enabled.

Time of Day to Enable WAN to LAN Filter — Thisfield defines the time
interval that WAN to LAN filter will be enabled.

ASUS Wireless Router
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Chapter 3 - Software Configuration

Internet Firewall

Click an item on the menu to reveal a submenu. Follow
the instructions to set up the ASUS Wireless Router. Tips
are displayed when you move your cursor over an item.

URL Filter

Firewall - URL Filter

URL Filter allows you to block specific URL access from your local network,
Enable URL Filter? € yvas ® o

F hon F Tue P wed
F Thu ¥ Fri ¥ sat

Date to Enable URL Filter:

Time of Day to Enable URL Filter: [0 oo _fz s
URL Keyword List Add | el |

URL Keywords

Restore Finish Apoly

URL Filter allows you to block
specific URL access from your
local network.

Enable URL Filter? — Selecting
“Yes” enables URL Filter and
appliesrulesin URL Keyword List
into the Wireless Router.

Dateto Enable URL Filter— This
field defines the dates that URL
filter will be enabled..

Timeof Day to Enable URL Filter

— Thisfield defines the time interval that URL filter will be enabled.

URL Keyword List

URL Keyword —If the URL filter isenabled and URL access containsthe
keyword specified in the URL Keyword List, the DNS mapping of this

URL would be blocked.
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Wireless Firewall

Click an item on the menu to reveal a submenu. Follow
theinstructionsto set up the ASUS Wireless Router. Tips
are displayed when you move your cursor over an item.

Wireless Firewall - Basic Config Wireless Firewall - Basic Config

Wireless Flrewall allows rou to create a separated wireless local network. Wireless Firewall allows you to create a separated wireless local network.
All packets from clients under this network are controlled by filter rules All packets from clients under this network are controlled by filter rules
you set. you sel,

Enable Wireless Firewall? “vag ® No Enable Wirsless Firewall? Fias T No

IP Address: 182,168.2 IP Address:

Subnet mask: 255,255.255.0 Subnet mask:

Restore Finish Apoly Finish Apply

Wireless Firewall allows you to create a separated wireless local network.
All packets from clients under this network are controlled by filter rules
you set.

EnableWireessFirewall? —Thisfield stands for the destination | Paddress
that you like to redirect the matched packet to.

IPAddress—Thisfield stands a port number or arange of ports. Once the
destination port of incoming packets matches the port or within the port
range, theincoming packetswill beredirect to | P address specified in L ocal
IP.

Subnet mask — This field stands a port number or arange of ports. Once
the destination port of incoming packets matches the port or within the
port range, the incoming packets will be redirect to | P address specified in
Local IP.

ASUS Wireless Router
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Chapter 3 - Software Configuration

Wireless Firewall

Click an item on the menu to reveal a submenu. Follow
theinstructionsto set up the ASUS Wireless Router. Tips
are displayed when you move your cursor over an item.

4
4
[
|
i
Bz
=

M Filter
Filter

DHCP Server

Wireless Firewall - DHCP Server The ASUS Wireless Router
sl ou oot g Al el rdie vt S supportsup to 254 | P addresses for
:;ﬁf’t?cﬁlmﬂﬁ%?ggﬁrﬁ?‘[})ﬁgf&rﬁ: ﬁitif;:&?_.??'”ed y our W| rel ess networ k . T h e | P
e S address of alocal machine can be
IP Pool Starting Address: ’W asg gned manual Iy by the network
IP Pool Ending Address: [1e2188225¢ .. .
o= T — administrator or obtained
automatically from the ASUS
DME Server 1: H H
s T Wireless Router if the DHCP server
WINS Server: I I S er]abl w.

Finish Apply

Enablethe DHCP Server? —This
field allowsyouto enable or disable
DHCP server in the Wireless Router. The default valueis “Yes’

Domain Name - This field indicates the Domain Name to provide to
wireless clients that request |P Address from DHCP Server.

| P Pool StartingAddress- Thisfield specifiesthefirst addressin the pool
to be assigned by the DHCP server in your wireless network.

| P Pool Ending Address - Thisfield specifies the last address in the pool
to be assigned by the DHCP server in your wireless network.

L ease Time - Thisfield specifiesthe amount of connectiontime awireless
network user be allowed with their current dynamic I P address.

DNS and WINS Server Setting

DNS Server 1/DNS Server 2 - Thisfield indicates the |Paddress of DNSto
provide to wireless clients that request |1P Address from DHCP Server. You
can leave it blank, then the Wireless Router will process the DNS request.

WINS Server - The Windows I nternet Naming Service managesinteraction
of each PC with the Internet. If you useaWINS server, enter IPAddress of
server here.
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Wireless Firewall

Click an item on the menu to reveal a submenu. Follow
theinstructionsto set up the ASUS Wireless Router. Tips
are displayed when you move your cursor over an item.

WLAN & WAN Filter

Wireless Firewall - WLAN & WAN Filter WLAN & WAN filter allows you
ared WA, I Wiecles Fecwnll 1o crablody AL fret: yots an choos the | to block specified packets between
delault achlon for filter in both directions. Then, Insert the rules for an . .

cepti ' WLAN and WAN, if Wireless
o TJ:L&.WQZLT A il Firewall isenabled. At first, you can
Fitered ICHP(WLAN to WAN) packet types: | choose the default action for filter
Packets{WAN to WLAN) not specified will ACCEFT = . . . .
be: _ — in both directions. Then insert the
Filtered ICMP(WAN to WLAN) packet types: | .
Log type between WLAN and WAN: None =1 rules for any exceptions.

WLAN to WAN Filter Table ﬂl i‘ ﬂl

Source P FPort Range Destination IP Port Range Protocol EnabIeWLAN & WAN filter? -
[ [ [ ! e = Selecting "Yes" enables both
WLAN to WAN and WAN to

WLAN filter.

Packets (WLAN to WAN) not
WAN to WLAN Filter Table Y | I | B specified will be — This field
Source P Port Range  Destination IP Port Range  |Protocol defl neS those WLAN to WAN

[ | I | free =

packets which are not specified in
WLAN to WAN Filter Table will be accepted or dropped.

Filtered ICMP (WLAN to WAN) packet types—Thisfield defines alist
of WLAN to WAN ICMP packetstype that will befiltered. For example, if
youwould liketofilter Echo (type 8) and Echo Reply (type 0) ICMP packets,
you need to enter a string of numbers separated by blank, such as, 0 5.

Packets (WAN to WL AN) not specified will be—Thisfield definesthose
WAN to WLAN packets which are not specified in WAN to WLAN Filter
Table will be accepted or dropped.

Filtered ICMP (WAN to WL AN) packet types—Thisfield defines alist
of WAN to WLAN ICMP packetstype that will befiltered. For example, if
youwould liketofilter Echo (type 8) and Echo Reply (type 0) ICMP packets,
you need to enter a string of numbers separated by blank, such as, 0 5.

ASUS Wireless Router
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Chapter 3 - Software Configuration

L og type between WLAN and WAN — Thisfield indicates what kind of
packets between WLAN and WAN will be logged..

WLAN to WAN Filter Table and WAN to WLAN Filter Table

Source/Destination | P Address - For source or destination |P address,
you can input aspecific |Paddress, suchas"192.168.122.1", or | P addresses
within one subnet, such as "192.168.123.*", or "192.168.* .*", or all IP
addresses as "*".

Source/Destination Port or Port Range - For source or destination port
range, you can input a specific port, such as "95", or ports within a range,
such as"103:315", ">100", or "<65535".

Protocol - Thisfield indicatesthe protocol type of packetsthisruleliketo
filer.
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USB Application

Click an item on the menu to reveal a submenu. Follow
the instructions to set up the ASUS Wireless Router. Tips
are displayed when you move your cursor over an item.

FTP Server

USB Application - FTP Server FTP Server Mode — The ASUS
DR e - Wireless Router features an
A Ao Btk 10s og embedded FTP server for USB
S o storage. Before using the FTPserver,
e ensure that your USB device fulfils
Stay Timeoutin Second: o the following requirements.

» TheFTPserver only workswith supported USB devices. Supported devices
arelisted onthe ASUSTeK Web site at http://www.asus.com.

* The ASUS router supports read/write functions for FAT or FAT32 file
systemsand read-only functionsfor NTFS(NT filesystem) with compressed
or uncompressed files. Encrypted filesare not supported. If your USB
storage device is formatted as a FAT or FAT32 file system, configure the
FTP server to work from the first partition (partition 0).

* Devices with multi-partitions will be detected; however, only super users
and anonymous user's can access devices configured with multi-partitions.
Other userscan only accessthedirectory /ftp_pub or /ftp_pvt/username/ in
partition O.
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Note: Most compatible USB storage devices listed on the ASUS-
TeK Web site are plug and play; you do not have to power off the
router when connecting these devices. However, USB external stor-
age cases for IDE devices require you to restart the router after you
connect them.

The following describes the available fields in the FTP Server screen.
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Chapter 3 - Software Configuration

Forceto Eject USB Disk —When thisitem isenabled, pressing the “ Eject”
button will alow the router to write the cached data back to the USB disk
before you remove the USB disk. Remove the USB Disk only after you
press the button and get the refreshed Web page. Otherwise, you will lose
the cached data.

Enable FTP Server? — Select Yes to enable the ftp server daemon when
you have connected USB storage to the router.

Allow Anonymous User to Login? — Select Yes to enable an anonymous
user account with all accessrights. The User nameisanonymous or ftp. No
password is required.)

Login asAnonymous: click Login to log in to this FTP Server with an
Anonymous User account to access a Net Disk.

Allow Anonymous User to Login? o ey ) Mo _,_%%-"

Allow Super User to Login? — Select Yes to enable a super user account
with all access rights. The user name and password are the same as the
network administrator.

Login as Super User: click Login to log in to this FTP Server with
Super User account to access a Net Disk.

Allow Super User to Login? O vos ® g L%}'

FTPPort —Typethe port number to be used for the FTP server. The default
is21.

Maximum User sAllowed to L og in — Type the maximum number of users
allowed to simultaneously log in to the server.

Login Timeout in Seconds — This field enables you to terminate user
connections after users have been connected for the specified period of
time.

Stay Timeout in Seconds —This field enables you to terminate user
connections after userslog in but stay idlefor the specified period of time.
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User Account List

Setting

TheUser Account List enablesyou to create auser profile,
set the user password, the maximum number of timesthe
user can log in, and user access rights

User Account List sa| o User Name—Typethe user namefor
User Name Password r:;in Rights the FI_P account.

| | | |Rond;’Hri te/Erase

Passwor d —type the password of the
FTP account. Leave the field blank
or type an asterisk («) for anonymous
access.

Note: The FTP Server only supports “No encrypted password
“protection. Clients connecting with MD4 or MD5 will not be allowed.
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Max. Login — This field indicates the maximum logins allowed with this
FTP account. Leave the field blank or type zero (0) to allow unlimited
login.

Rights— This field indicates the rights assigned to this FTP account:

Read/Write/Erase: Users attached to this account can access the USB
storage device, and read, write, and erase files on the drive.

Read/Write: Usersattached to thisaccount can accessthe USB storage
device, and read, and write to the drive; however, users cannot erase
fileson the drive.

Read Only: Users attached to this account can access the USB storage
device, and read files on the drive; however, users cannot write to the
drive or erase files.

View Only: Users attached to this account can access the USB storage
device, and view files only.

Private: Usersattached to thisaccount can accessaprivatedirectory in
the USB storage (partitionl:/ftp_pvt/User Name), and is allowed al
access privileges (Read/Write/Erase/View). Please see User Account
and Privileges for details.
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User Account and Privileges

If you have aUSB disk with 3 partitions*, partition 1 is FAT32, partition 2
IS FAT, and partition 3isNTFS, the FTP directories will be constructed as

follows:

\ . Files and directories in partition 1. “Super user” or “anonymous” are allowed to access.

\partition1 . Files and directories in partition 2. “Super user” or “anonymous” are allowed to access.

\partition2 . Files and directories in partition 3. “Super user” or “anonymous” are allowed to read only.

\ftp_pub . User rights set as Read/Write/Erase, Read/Write/Read Only, or View Only, are allowed to share this directory.
\ftp_pvt . User rights set as Private, are only allowed to access the directory with the user name.

The account’s root directory and its access rights on the FTP server are
defined as follows:

Account Condition Root Directory Rights
Anonymous  “Allow Anonymous User to Login” is enabled \ Read/Write/Erase
Super User  “Allow Super User to Login” is enabled \ Read/Write/Erase
s [user] Rights is set as “Read/Write/Erase” \ftp_pub Read/Write/Erase
) [user] Rights is set as “Read/Write” \ftp_pub Read/Write
:Cr_ [user] Rights is set as “Read Only” \ftp_pub Read Only
g [user] Rights is set as “View Only” \ftp_pub View Only
8 [user] Rights is set as “Private” \ftp_pvt\[user] Read/Write/Erase

* WL500g/b can manage up to 6 partitions, but if NTFS is used on
partition 1, the system will not be able to create related system
directories, such as ftp_pub or ftp_pvt for the FTP server. In this
case, only “anonymous” or “super user” is allowed to read data in
partition 1, however they will not be able to see any other parti-
tions.
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Banned IP List

Setting

This screen enables you to enter | P addresses that you do
not want users connected to the router to access.

Banned IP List Add | pel |
IF Address
|
L
Restare I Finish Apply |

| P Address — Thisfield indicates the | P address you want to ban. Enter a
specific IPaddress, such as 192.168.1.5, or | P addresses within one subnet,
such as 192.168.* .*, or 192.168.1.*.
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Client Setting

Users can connect to the FTP server using a\Web based browser such as|E
or Netscape. To connect to the server, type the FTP URL in the browser
address bar: ftp://username@[IP address or host name of the router]/

Using other FTP-protocol programs, you can connect to the FTP Server
using either PASV or PORT.

Note: The FTP Server only supports “No encrypted password” pro-
tection. Clients connecting with MD4 or MD5 will not be allowed

access.
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USB Application

Click an item on the menu to reveal a submenu. Follow
theinstructionsto set up the ASUSWireless Router. Tips
are displayed when you move your cursor over an item.

Note: Before using the Web Camera function, refer
to USB Web Camera support listed on the ASUS-
TeK Web site at the following address: http://
www.asus.com.

Setting
Web Camera - Setting .
Web Camera Mode: Web Camera %ttlng - The ASUS
R Wireless Router implements several
o applications for a USB Web Camera,
et Time n seconds : enabling you to capture images and
Caption String: |\«'\.'r>b Camera Live Damolll
Cormection Port: o send them over the Internet.

Web Camera M ode — Select the appropriate camera mode from the drop-
down list. ActiveX Only enables users to execute ActiveX clients on an
Windows |E platform to get the best image quality. ActiveX and Refresh
enable users to get a basic image on both |E and Netscape platforms.

Web Camera Driver —When you plug a supported Web Camerainto the
wireless router, the appropriate driver is selected automatically. Refer to
the USB Web Camera support list on the following ASUSTeK Web site for
supported Web Cameras and chipset vendors: http://www.asus.com.

I mage Size — Select the image size from the drop down list. 320 x 240
provides a larger image. 160 x 120 provides faster transmission. Click
Preview to see how your web camera appears.

SenselL evel —Thisfield indicatesthe sensitivity at which image movement
IS detected.

Refresh Timein Seconds—Thisfield indicatesthetimeinterval in seconds
in which the system reloads images. The range of valuesis 1~65535.

Caption String — This field indicates the text string that is displayed on
your Webcam page.

Connection Port — Thisfield indicates the port that the server listens with
to communicate with ActiveX clients.
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Client Setting

For clients that use Netscape or other browser that don’t support ActiveX,
you don't need additional setting to view an image in browser. For client
that use |IE 5.0 or above, you need to set |E to get a better support on

ActiveX asfollowing:

1. Open Internet Explorer 5.0 or above.
2. Select Internet Options| Security | Local Intranet | ActiveX Controls.
3. Check that your settings are as follows:

2 WL500g - Microsoft Internet Explorer

© Fle Edit View Favorites [SEEES Help

: Mail and Hews b n

E g 3) e 1 = <

Back </ |£| Synchronicers: 1. Favarites @Medla 6
windows Update

: Address %@_'}Vrht;p:jjligz‘rlﬁs.l.}{

Show Related Links
Internet 0N, .,
yi— 85—

Home Gateway

Web Camera - Setl

Weh Camera Mode:
Weh Camera Driver:
Image Size:

Sense Level:

Refresh Time in seconds:

Caption String:

Connection Port:

Security Mode Setti

This function allows you
detected, WL500g will tr

Internet Options

General | Securty Privacy | Content | Connections | Programs || Advanced
Select a'wWeb content zone to specify itz security settings.

Interrnet RN Trusted sites Resticted
zites

Local intranet
q This zone contains all web sites that
S are onh Your organization's intraret. —
3 pesiEl
Security level for thiz zone

Custom
Cusztom zettings.
- To change the settings, click Custam Level.
- To uze the recommended zettings, click Default Level.

[ QustomLeveI...% [ Defaul Level ]

[ 0K H Cancel ]

Go to Internet Options from the “Tools”
menu.
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Click Local Intranet settings and click
Custom Level.
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Security Settings

Settings:

@ ActiveX controls and plug-ins -~
@ Download signed Activer controls E
9 Disable -
@) Enablz
Prompt
@ Download unsigned Activer controls
9 Disable
@) Enahlz
Prompt
@ Initialize and script Activel contrals not marked as safe

Disable
>

Prompt
P P S S O RSSOt NP \:
a3 ! ?
Reset cuskom sethings
Reset ta: | Madium-law W | [ Reset l

Security Settings

Settings:

@ Run Activey contrals and plug-ins ~

Adrinistrator approved
Disable
)

) Enable
Prompk
@ Script ActiveX controls marked safe for scripting
9 Disable
@) Enable
Prompk
@ Downloads
[= File downlaad
8 Disable
s e v

< 3

Resef cuskom sektings

Reset to: | Medium-low w | [ Reset ]

l oK %—J[ Cancel ]

Warning!

! E Are you sure you want ta change the security settings Faor this zone?
.

| EBS%HE ne_ )

Enabled the three ActiveX controls and
plug-ins.

_ By default, these items are

%g:;;{: disabled and will prevent

oeome | the ASUS  Wireless

d fouro™ | Router’s web camera
Enable function from working.

Prompk

] Initialize and scr
(@) Disable
Enable

@ Davwnload signe

Prompk

By default, these three items should
already be enabled. Enable them if they
have been changed.

Click Yes to change the security settings.
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Web Camera vs. DDNS

Cooperating with DDNS, your can monitor your home environment through
Internet, even through dynamic WAN |P address is applied.

Security Mode Setting

Thisfunction allowsyou to monitor your environment through Web Camera.
If there is any motion detected, WL500g will try to alert you by means of
email.

Enable Security M ode? — Selecting “Yes” enables the Security Function
on the date and time you set below.

Dateto Enable Security M ode— Thisfield defines the dates that Security
Mode will be enabled.

Timeto Enable Security Mode — Thisfield defines the time interval that
Security Mode will be enabled.

Send to — Thisfield indicates the email address you like to send to.

Email Server — This field indicates the email server where you like to
deliver your email to. If you leavethisfield blank, the Wireless Router will
find aMail Exchanger from your email addressin Send to field.

Subject —Thisfield allows you to edit subject of email.

Attach Image File? —This field allows you to attach detected image file
into email.

Security Mode Setting

This function allows you to monitor your environment through Web
Camera. If there is any motion detected, WL500g will try to alert you by
means of e-mail.

Enable Security Mode? Coves ® o
~ ~ FM1eV
Date to Enable Security Mode: S =Hon =g ANed
M Thu P Fri M sat
Time to Enable Security Mode: oo joo |z s
Send to: I
Email Server: |
Subject: [Motion detection alert!!
Attach Image File? ®vas T Mo
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Remote Monitor Setting

This function allows you to monitor up to 6 Web Cameras in your LAN.
You can enter the IP addresses of WL500g, WL500b or WL600, which
connect with Web Camera.

Remote Control M ode— Selecting LAN Only you can only monitor within
LAN environment. Selecting LAN and WAN you can monitor your Web
Camera from WAN. (In this mode, the Wireless Router maps certain TCP
ports automatically. Please consider security issue.)

Remote Site 1-6 — Thisfield stands for the | P address and port number of
Remote Site. It should be filled with “[IP Address]:[ Connection Port]”.

Remote Monitor Setting

This function allows you to monitor up to 6 Web Cameras in your LAN. You

w can enter the IP addresses of WL600 or WL500g which connect with Web
E Camera.
g Remote Control Mode: [LAN and WAN >|  preview
8 Remote Site 1: |192.168.123.1 TTTE
Remote Site 2: |192_168_123.‘l FETT
Remote Site 3: [192.168.1.1:7777

Remote Site 4: I

Remote Site 5: I

Remote Site 6: I

Restare | Finish | Apply |

Preview

Click Preview behind Remote Control Mode to see the view of all the
web camera sites you set in Remote Site.
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System Setup

Click thisitem onthemenuto revea asub menu. Follow theinstructionsto setup
the Wireless Router. Tips are given when you move your cursor over each item.

Operation Mode

The ASUS Wirdess Router supports three operation modes to meet different
requirements. Please sal ect the modethat matchesyour networking requirements.

Home Gateway

T T In Home Gateway mode, the WAN
WL500g support three operation modes to meet different requirements port IS assumed to a,ttach to the

from different group of people. Please selact the mode that match your

Internet via a Cable or DSL modem.

In this mode, we suppose you use WLS00g to connact . . .
e oy o yons enaanmenc e meame 1HIS @llows several wireless clients
IF to ISP,

@ Homs Gateway and PC attached to LAN portsto share

Explaining with technical terms, gateway mode is | NAT
is enabed, WAN connection is allowed by using PPPoF,

or DHCP client, or static IP. In addition, some features the I nterna Connectl On to I SF)_

which are useful for home user, such as UPnP and
DRNS, are supported.

In router mode, ve suppose vouuse visooo s Technically, gateway mode is, NAT
- Router routing protocel o mest your equirement n ofice. is enabled, WAN connection is

Explaining with technical terms, rouber mode Is, NAT Is

disabled, static and d ic i ol -

allowed fo set, and WAN connection is allowed only by allowed by using PPPoE, or DHCP
using static Ip.

11 Accese point mode, all 5 Ememet s ant el CHENT, OF St@tic [P In addition, some

devices are set to locate in the same local area

network. Those WAN related functions are not fea[ur%, Whl Ch are u%f uI for home

supported hare.

Explaining with technical terms, access point made is, uw’ wch % U Pr]P ar]d DD N S, are

NAT Is disabled, one wan port and fO;lI' lan ports of

WL500g are bridged together. wpported.
Apply |

Router
In Router mode, we suppose you use the Ethernet port to connect to LAN inyour
company. So, you can Set up routing protocol to meet your requirement in office,

Technicaly, router modeis, NAT isdisabled, satic and dynamic routing protocol
are dlowed to set, and WAN connection isalowed only by usng satic IP

Access Point

In Access Point mode, the ASUS Wireless Router acts as a bridge between
the PC attached to all Ethernet ports (LAN) and the clients on the wireless
LAN (WLAN). Both the LAN and WLAN will be on the same I P subnet,
sharing the same address range. The internal NAT isdisabled in this mode

Technically, access point modeis, NAT is disabled, one wan port and four
LAN ports are bridged together.

By default, the ASUS Wireless Router operates in Access Point mode.

ASUS Wireless Router
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Router Mode

After selecting “Router” mode and clicking “Apply”, you will enter the
“Quick Setup” page of the Router mode. Follow the instructions to setup
the ASUS Wireless Router.

Note: The Wireless, IP Config, Internet Firewall, Wireless Firewall
and Web Camera settings in Router Mode are the same as the set-
tings in Home Gateway Mode. To learn more about these settings,
please refer to the Home Gateway Mode in this user’s manual.

Quick Setup in Router Mode

After selecting “Router” mode and

I
St i e clicking “Apply”, you will enter the
Tima Zons: {GMT-11:00) Midway leland, Samoa o] “ ”
" Quick Setup” page of the Router
c =l mode. Follow the instructions to
— .
= setup the ASUS Wireless Router asa
—
® Router.
(72}
Fill TCB/IP satting for WL300g to connect to Internat thraugh WAN port Configure Wireless Interface
Gt |P autamatically? “ Yes "o :Tdd:tlclmi I; v\:vlulxglzlgilikln;:o In‘ote‘::::t :Dnlsmll:r:::ed”d ta I::::ea::“e:se‘l;‘:i:é e
1P Addrass: ’7 Security Le;_'\eif o assiQn a passwon authentication an: ta
Subiet Mask: SSID:
. Security Level:
Default Gateway: —
Get DHS Server automatically? T vos 7 Mo
WEP Key 1 (10 or 26 hex digits):
DNS Sarver 1: _ WEP Key 2 (10 or 26 hex digits):
DNS Server 2: _ WEP Key 3 (10 or 26 hex digits):

WEFP Key 4 (10 or 26 hex digits):

Default Key:

If you would like to perform other
settings, click the item on the menu
to reveal a sub menu. Follow the
instructions to setup the ASUS
Wireless Router. Tipsaregiven when
yOU move your cursor over eachitem.

72 ASUS Wireless Router



Chapter 3 - Software Configuration

Router

Click this item on the menu to reveal a sub menu. Follow
the instructions to setup the ASUS Wireless Router. Tips
are given when you move your cursor over each item.

Static Route

Router - Static Route If you connect several routers with
Redistribute static routes into RIP? © yag F No the W| rel ess Router, you may need
Set metric of static route [1-16): ,1_ . .
Orty routes speckied nroute ker wil [roT 58 AT to set up a predefined routing rule,
Static Route List _Ad || Dt | e caled static route, between those
lNetwanuHost P INedma.sI( BitslGateway routers and the ASUS W| rel ess
Router.

Redistribute static routes into
RIP? - Redistribute routing
information from a static route

T F'::;mmm Nmmfl — entries specified in the Static Route
[ List into the RIP table. So that
router near to the Wireless Router
can learn those routing rules that
you predefined.
e | Fn | ool | Set metric of static route (1-16) -

Set a metric for the matched route
when sending announcement. For RIP, valid metric values are from 1 to
16.

Only routes specified in route filter will - Thisfield defines only those
matched destination networks, which are specified in the Static Route Filter
table will be distributed or not be distributed.

Static Route List
This table allows user to maintain a predefined routing rule.

Network/Host | P - It stands for the destination |P address of network or
host. So it could be an IP address, such as 192.168.1.1 or a range of IP
address, such as 192.168.0.0 or 192.0.0.0. If a packet with destination |P
addressthat match to thisfield or within the range of thisfield, it will route
to the device set in Gateway field.

ASUS Wireless Router
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Netmask Bits - It stands for the netmask of an added network route in
numeric format. For example, if you want to set netmask as 255.255.255.0,
pleaseset “24” inthisfield, If you want to set netmask as 255.255.255.255,
please set “32” in thisfield.

Gateway - Thisfield stands for the | P address of gateway where packets
are routed. The specified gateway must be reachable first. It means you
have to set up a static route to the gateway beforehand.

Static Route Filter

Thistable allows user to decide which routing rules set in Static Route List
will be redistributed or not be redistributed to RIP.

Network/Host I P - It stands for the destination | P address of network or
host. So it could be an IP address, such as 192.168.1.1 or a range of IP
address, such as 192.168.0.0 or 192.0.0.0. If a packet with destination |P
addressthat match to thisfield or within the range of thisfield, it will route
to the device set in Gateway field.

Netmask Bits - It stands for the netmask of an added network route in
numeric format. For example, if you want to set netmask as 255.255.255.0,
please set “24” inthisfield, If you want to set netmask as 255.255.255.255,
please set “32” in thisfield.
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Router

Click thisitem on the menu to reveal a sub menu. Follow
theinstructions to setup the ASUS wireless router. Tipsare
given when you move your cursor over each item.

Dynamic Route
Router - Dynamic Route

WAN These rules can be used to Hiter the RIP path. We define four basic route
filter types to stand for the incoming or outgoing data of WAN and LAN
port. For each type, we can set only those matched networks specified in

Enable RIP on WAN? [ &

Yes " No the Route Distribution Filter table are processed or dropped.
dnithddddidid goth j— For type 0 routes, which are received from dropped =
Enable Split-horizen? & vas O o WAN, enly those specified below will be:

For type 1 routes, which are sent to WAN, ,WI
Authentication Method: Disable = anly those spackiad balow will be:

For type 2 routes, which are received from ,m
LAN, only those specified below will be: ope

For type 3 routes, which are sent to LAN,  [oomq——

Authentication Key:

LAMN only those specified below will be:

Enable RIP on LAN? Cyas P Route Distribution Filter Add | | Dl | | Helo
shmillchiatid Both =] Routs Type Network/Host IP Netmask Bits

Enable Split-horizen?  vas C No Ia [ I

Authentication Method: Disabla =

Authentication Key:

Timer

Update time:

30
Timeout time: 180
120

Garbage-collection time:

Route Metric Rules

This function allows any
RIP metric Is a value of distance for the network. Usually RIP increments .
the matric when the network information is received. Redistributed routes' de\” ce that Supports R| Pl or Rl P2

default metric offset is set to 1. These rules can be used to change the
metric offset only for the matched networks specified or excluded in the

Route Metric Offset table. But the metric offset of other networks Is still updaIeS rout| ng rul es dynarT“ Cal I y

set to 1.

Route metric offset — into your Wireless Router in router
For incoming routes, add metric offset to lm
For outgoing routes, set metric offset to lm mOde'

Route Metric Offset ﬂ ﬂ M

Direction|NetworkiHost P _[Netmask Bits WAN

= ' Enable RIP on WAN - Both the
sending and receiving of RIP packets
will be enabled or disabled on the
WAN port.

RIP Version - Thisfield enables the selected interface to send and receive
packets with RIP Version 1, RIP Version 2, or both. In the case of both,
packets will be both broadcast and multicast.

Restore Finish Apoly

Enable Split-horizon -Contral if split-horizon routing mechanismisapplied
on the WAN port. If split-horizon routing mechanism is applied on the
port, theWireless Router will not report routetodesti nationtothenei ghbor
fromwhichtheroute was learned.

ASUS Wireless Router
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Chapter 3 - Software Configuration

Authentication Method - Select if RIP packets need to be authenticated.
Selecting Text, RIP packets will be authenticated with a Text-format key.
Selecting MD5, Rip packetswill be authenticated with aMD5-format key.

Authentication Key - Key for authentication, if Authentication Method is
not disabled.

LAN

Enable RIP on LAN - Both the sending and receiving of RIP packets will
be enabled or disabled on the LAN port.

RIP Version - Thisfield enables the selected interface to send and receive
packets with RIP Version 1, RIP Version 2, or both. In the case of both,
packets will be both broadcast and multicast.

Enable Split-horizon - Control if split-horizon routing mechanism is
applied on the LAN port. If split-horizon routing mechanism is applied on
the port, the Wireless Router will not report routinginformation
todesti nationtothenei ghbor fromwhichtheroute was learned.

Authentication Method - Select if RIP packets need to be authenticated.
Selecting Text, RIP packets will be authenticated with a Text-format key.
Selecting MD5, Rip packetswill be authenticated with aMD5-format key.

Authentication Key - Key for authentication, if Authentication Method is
not disabled.

Timer

Update Time - Every update timer seconds, the RIP process is awakened
to send an unsolicited Response message containing the complete routing
table to all neighboring RIP routers.

Timeout Time - Upon expiration of the timeout, the route is no longer
valid; however, it is retained in the routing table for a short time so that
neighbors can be notified that the route has been dropped.

Garbage-Collection Time - Upon expiration of the garbage-collection
timer, the route is finally removed from the routing table.

Route Distribution Rules

Users can determine which RI P packets should be processed or dropped by
means of Route Distribution Filter. RIP packets are divided into 4 types:
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Type O: packets, which are received from WAN.
Type 1. packets, which are sent to WAN.
Type 2: packets, which are received from LAN.
Type 3. packets, which are sent to WAN.

Route Distribution Filter

Thistable alowsuser to decidewhich routing ruleslearned from its neighbor
will be redistributed.

Route Type - It stands for what type number in those 4 types of packets
thisfilter rule used for.

Network/Host | P - It stands for the destination IP address of network or
host. So it could be an IP address, such as 192.168.1.1 or a range of IP
address, such as 192.168.0.0 or 192.0.0.0. If a packet with destination |P
addressthat match to thisfield or within the range of thisfield, it will route
to the device set in Gateway field.

Netmask Bits - It stands for the netmask of an added network route in
numeric format. For example, if you want to set netmask as 255.255.255.0,
please set “24” inthisfield, If you want to set netmask as 255.255.255.255,
please set “32” in thisfield.

Route Metric Rules

RIP metric is avalue of distance for the network. Usually RIP increments
the metric when the network information isreceived. Redistributed routes
default metric offset is set to 1. These rules can be used to change the
metric offset only for the matched networks specified or excluded in the
Route Metric Offset table. But the metric offset of other networks is still
set to 1.

Route metric offset - This field stands for the metric offset that will be
added to the routes, which match the filter rules.

For incomingroutes, add metric offset to- Thisfield definesif the metric
offset will be added into those incoming routes specified in Route Metric
Offset table.

For outgoing routes, set metric offset to: Thisfield definesif the metric
offset will be added into those outgoing routes specified in Route Metric
Offset table.

ASUS Wireless Router
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Chapter 3 - Software Configuration

Route Metric Offset

This table allows user to define which routing rules' metric will be added
by the predefined metric offset.

Network/Host | P: It stands for the destination |P address of network or
host. So it could be an IP address, such as 192.168.1.1 or a range of IP
address, such as 192.168.0.0 or 192.0.0.0. If a packet with destination |P
addressthat match to thisfield or within the range of thisfield, it will route
to the device set in Gateway field.

Netmask Bits: It stands for the netmask of an added network route in
numeric format. For example, if you want to set netmask as 255.255.255.0,
please set “24” inthisfield, If you want to set netmask as 255.255.255.255,
please set “32” in thisfield.
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AP Mode

After selecting “ Access Point” mode and clicking “Apply”, you will enter
the “Quick Setup” page of the Access Point mode. Follow the instructions
to setup the ASUS Wireless Router.

Note: The Wireless settings are the same as the settings in Home
Gateway Mode. To learn more about these settings, please refer to
the Home Gateway Mode in this user’s manual.

Quick Setup in Access Point Mode

Click Next to enter the Quick Setup page. Follow the instructions to setup
the ASUS Wireless Router.

Configure Wireless Interface

Access Point

First step for setting your wireless
* Quick Setup allows users to complete basic setting by . . . .
just answering several questions. interface isto give it a name, called

+ 802.11g and WPA supports up to 54Mbps transmission

rate, backward compatibility with 802.11b and SSI D I n addltl On, If you WOUI d I | ke

interoperable security enhancement.

+ Status & Log log status of system in details. '[0 protect transm] tted daIa_’ pI ease
This site is best viewed with IE 5.0 or above. . .
select WEP protection and assign
icl o stal uick Setu| NEXT - -
e | A keys for data transmission.
Your wireless setting will be applied
Quick Setup | ntO al I | nterfaCES.

First step to set yor wireless interface is to give It a name, called SSID, In
addition, If you would like to protect transmitted data, please select the
Security Level and assign a password for authentication and data
transmission if it is required.

SSID:

(See next few pages for item
descriptions.)

Security Level:

Phassphrase:

WEP Key 1 (10 or 26 hex digits):
WEP Key 2 (10 or 26 hex digits):

WeP Koy 3 (10 or 26 nex aigrey: [

Default Key:

Finish

If you would like to perform other settings, click an item on the
menu to reveal a sub menu. Follow the instructions to setup the
ASUS Wireless Router. Tips are given when you move your cursor
over each item.
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IP Config in Access Point Mode

Click thisitem on the menu to reveal asub menu. Follow the
instructionsto setup theASUSWireless Router. Tipsaregiven
when you move your cursor over each item.

LAN

IP Config - LAN Selection items:

: :

Py— * Yes (no info required)

- E— « No (need to input information)

—— — Click Apply or Finish if you make
any changes.

Get IP Automatically

Select Yes (default) or No to get |P address automatically from a DHCP
server.

Yes

This parameter determines if the ASUS Wireless Router will send out a
DHCP request during bootup. If you have a DHCP server on the network,
set this option so that the ASUS Wireless Router can receive an automatic
| P address assignment.

If you have a DHCP (Dynamic Host Configuration Protocol) server on the
network, then the DHCP server will automatically assign the ASUS Wirdess
Router an | PaddresswhentheA SUSWirel essRouter ispowered up. Todetermine
what | P address has been assgned to the ASUS Wirdless Router, review the IP
address on the “ Status’ page available on the “Main Menu”.

No

The ASUS Wireless Router also accepts a static IP address. You may
manually configure the IP address and subnet mask on the “IP Config”
page. Enter an |P address and a subnet mask in thefield provided to assign
the ASUS Wireless Router a static IP address. If you don’'t know your
Gateway setting, leave it empty (not 0.0.0.0).
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System Setup

Click this item on the menu to revea a sub menu.
Follow the instructions to setup the ASUS Wireless
Router. Tips are given when you move your cursor
over each item.

Change Password

System Setup - Change Password

Mow Password:

Retype Hew Password

Save Claar |

This page will alow you to change the default password “admin” (lower
case) to any password of you choice. You can enter any usable characters
between 1-16 characters long (cannot be left blank). Click Save button to
save your new password. If you forget the ASUS Wireless Router’s
password, you can reset the ASUS Wireless Router to its factory settings
(see troubleshooting).

Note: The password is case sensitive.

ASUS Wireless Router
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Firmware Upgrade

Click thisitem on the menu to reveal a sub menu. Follo
instructionsto setup theASUSWirelessRouter. Tipsare

when you move your cursor over each item. ! Factory Defaul

System Setup - Firmware Upgrade

Firmware Upgrading !

Fellow instnictions listad belew: System is uparadingl Please wait until home page of WL200g sefting is shown up again.

1. Check if any new version of firmware is available on ASUS website,
zhing,

2. Download 3 proper version to your local

2. Specify the path of and name of the do gded file wr the "New Firmware File®,

4. Chck "Upload® to upload the file to WL300g. It spends about 10 seconds.

5. after raceiing 3 coract firmware fila, WL300g will automatically start the upgrade
process, [t takes a few time to finish the process and then the system will reboot.
Product ID: 'WLIkg
Firmware Version:
Bootloader Varslen:
Hardware Version:

Hew Flrmware File: [[Browse.. |

Upload

1. For a configuration parameter existing both in the old and new firmware, its setting
will be kept during e process

cess.
2. In case the upgrade s, WL300G will enter an emergent mode automatically.

The LED signals at tha front of WiL300g will indicate such situation. Usa the Firmwara
Restoration utility on the CD to do system recovery

Mote: It takes about 80 seconds.

Thispage reportsthe Flash Code (Firmware) versioninstalled intheASUS
Wireless Router. Periodically, anew Flash Codeisavailable for the ASUS
Wireless Routers on ASUS s Web site. You can update the ASUS Wireless
Router’s Flash Code using the Firmware Upgrade page under the Advanced
Setup menu of the Web Manager. If you are experiencing a problem with
your ASUS WLAN equipment, a Technical Support representative may
ask you to give your device's Flash Code (Firmware) version.

The firmware upgrade takes approximately 60 to 90 seconds. When
the firmware upgrade is completed, you will be directed to the home

page.
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System Setup

Click this item on the menu to revea a sub menu.
Follow the instructions to setup the ASUS Wireless
Router. Tips are given when you move your cursor
over each item.

Setting Management

System Setup - Setting Management
This function Slows you to 53ve CUTENt Settings of WLI00g to 3 file, or load settings from
a file.

Save As a File

Move your cursor over HERE. Then click the nght button of mouse and select “Save As
save

er HERE. TF wen
o current setting of WLI00g into & fle. (Note: While you save current settings to &
filiy, it will bir savied to flash as well.)

Load From a File

Specify the path of and name of the downloaded file in the “New Setting File® below.
Then, chek “Upload® to wate the file to WL300g. Tt takes a fow time to fiesh the process
and then the system will reboot.

Now Setting Fila: [(Browss.. |

Upload |

This function allows you to save current settings to afile, or load settings
from afile.

Save As a File

Move your cursor over the HERE link on the web page. Then click the
right button of mouse and select Save As... to save current setting into a

file.

Note: When current settings are saved to file, it will be saved to flash
as well.

Load From a File

Specify the path of and name of the downloaded file in the New Setting
File below. Then, click Upload to write the file to. It takes a few time to
finish the process and then the system will reboot.

New Setting File
Click Browse to locate the file.

ASUS Wireless Router

83

(%]
(<))
=
=
o
™




e
C
=
=
®
”

Chapter 3 - Software Configuration

System Setup

Click this item on the menu to reveal a sub menu. . e
Follow the instructions to setup the ASUS Wireless  [EE S msuunuim
Router. Tips are given when you move your cursor | Factory Defalt
over each item.

Factory Default

System Setup - Factory Default

Click the Restore buttan ta clear all settings and restore the factary defaults. Then, wait for the
hame gateway to reboot.

Restoring Factory Default Settings

Web Manager

You can reset all settingsto their factory defaults through the web manager
using the “ Factory Default” page in “ Advanced Setup”. Click the Restore
button and wait about 30 seconds beforetrying to accessthe ASUSWireless
Router.

Hardware

You can reset all settingsto their factory defaults manually by pushing the
“Restore” button in a hole on the back of the ASUS Wireless Router while
it isON. Use apen or straightened paper clip to hold the “Restore” button
depressed over 5 seconds until the power LED on the front of the ASUS
Wireless Router starts blinking.

You will be notified when factory default settings are restored while
using the web manager.
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Status & Log

The Status & L og pagesgiveyou al the necessary information for monitoring

the Wireless Router’s condition.

Status & Log - Status

Sytem Up Time: |[] Day 4 Hour . OMin . 52 Sac
WAN Type: lautomatic IP

IP Address: |

Subnet Mask: |

Gateway: |

DNS Servers: |

Link Status: || Hsconnactad

Action: Release | Rendw

Printer Model: |I {ewlatt-Fackard HP Laser.st 1200
Printer Status: |Pr|nl:ng

User: [182.188.38.10

Action: Remove

IP Address: [192 168 39 254

Subnet Mask: [255 255.255.0

Default Gateway [

Retfresh |

ASUS WL500g

|

Wireless - 11g Interface

SEID : JoeyElsa

Channel .8

Authentication: Open System or Shared Key
Encryption : None

Radio Control: Disable | Enable |

Refresh

Status - DHCP Leases

Mac Address [P Address
00:e0: 18:f4:43:b]1 192.168.1.2
04:04:04:04:02:54 152, 168.1.3

Lease Time
23 hours, 11 minutes, 52 seconds
23 hours. 15 minutes, 10 seconds

Status - DHCP Leases of Wireless Firewall

1

Mac Address [P address Leaze Time

Status

System information for WAN, LAN,
and Printer are displayed on this
page. Thebuttonsfor WAN interface
allow you to release or renew the IP
address if your WAN Connection
Type is set as Automatic IP. The
button for Printer Server is used to
remove printing jobs manually.

Wireless

Wireless clients, who connect to the
Wireless Router, aredisplayed onthis
page. You can use buttons for radio
control to manually disable or enable
the wireless function.

DHCP Leases

Clients who request |P from DHCP
server of your local area network or
DHCP server inyou'reyour wireless
network behind WirelessFirewall are
displayed in this page.

ASUS Wireless Router
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Status - Port Forwarding Port Fo rwarding
L L Information of port forwarding rules,

which are added by Port Mapping,
Virtua Server, Virtual DMZ or UPnP,
< .~ aredisplayed in this page.

Router - Routing Table ROUting Table

Jestination Galeway {jc_r_!mas_l_; » Flags Metric Rel Use = . . .
lmldle | & s w0 o ¢ Static routing rules or dynamic
i VRN .- : { rout”’]g rules updaIEd by RIP are

displayed in this page.

w Status - System Log System LOg
C lan 1 UhE:E::k :::“ :::::: rla;a.:; ‘I:‘ ‘Iig;:f‘.‘. 192, 168,.123.1% froe srlA -
E_P: by 20 174348 WP chiont: tioe 15 snchronized fo B1AGT 110 The last 1024 SyStem Iog entries are
o recorded in this page.
Refresh
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Firmware Restoration

This utility will automatically search out failed ASUS Wireless Routers
and upload a firmware that you specify. The process takes about 3 to 4
minutes and during this processthe PWR, AIR, and WAN LEDswill remain
lit whilethe LAN LED will flash slowly.

The Firmware Restoration utility is an emergency rescue tool to restore a
ASUSWireless Router which hasfailed during apreviousfirmware upload.
A failed firmware upgrade will cause the ASUS Wireless Router to enter a
failure mode, waiting for the user to use the Firmware Restoration utility to
find and upload anew firmware. Thisisnot afirmware upgrade utility and
cannot be used on a working ASUS Wireless Router. Normal firmware
upgrades must be done through the web manager.

4 Firmware Restoration |

[x
Filenarne: || Browse...

Status

Once you have specified a file, click the "Upload" button,
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Upload Close

Using a Hub

If you have problems upload a firmware while using a network hub, try
connecting your computer directly to the LAN port. Either 10Base-T or
100Base-TX connections will work.
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Setup Printer Wizard

Follow the procedures below to set up your computersto utilize the printer
server function of the ASUS Wireless Router.

Installing the Printer Driver

Adding a printer to your computer simplifies the ASUS Wireless Router
Printer Setup Wizard.

You are recommended to install a printer driver by the setup program that
comeswith your printer (seefollowing Note), and then continueto the“ Printer
Setup Wizard” in the next section. If you run the “Printer Setup Wizard”
without aprinter driver installed, you aredirected to the“ Add Printer Wizard”.

Note: Some printer setup utilities require a printer to be physically con-
nected to your PC during installation. Follow the driver installation in-
structions to connect your printer to the PC to install the driver and
reconnect the Wireless Router after the printer driver has been installed.

Add Printer Wizard How to install my printer driver

5 Install printer driver &L
ngcome to the Add Printer Please mstall the printer driver then run this wizard agan, J
Wizard
. . . We recommend you to install the printer driver hefore running our
This wizard helps you install a printer or make printer Printer Sharing Setup Wizard You can install the driver by the help of
cennections the Add Printer Wizard or the CD came along with vour printer. You
can click the button below for futhur mformaton.
i IF pau have a Plug and Play printer that connects

through & USE port [or any other hat pluggable & i ) i

part, such as IEEE 1334, infrared, and sa or, you * Install by the Add Printer Wizard

do not need to use this wizard, Click Cancel to mstall by the CD from the printer vendor

close the wizard, and then plug the printer's cable
inta your computer or point the printer toward paur
computer's infrared port, and tun the printer on. I want to install the printer driver by the
Windows will automatically install the printer for pou, Add Printer Wizard.

To continue, click Next.

Click Next button to proceed.

<t [ o | s

(1) Run the “Add Printer Wizard” from  (2) Choose “Install by the Add Printer
Start | Printers and Faxes | Add Wizard".
Printer.
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Add Printer Wizard
Local or Hetwork Printer o

The wizard needs to know which type of printer to set up.

Select the option that describes the printer you want to use:
(&) Local printer attached ta this computer
[ &wtomatically detect and install my Plug and Play printer

O & netwark, printer, or a printer attached to another computer

j ) Tosetup anstwork printer thatis nat attzched 1o 3 pint server.
\F) use the "Local printer' option,

[ <Back || Naxl>®[ Cancel |

(3) Choose “Local printer attached to
this computer”.

Add Printer Wizard
Select a Printer Port : O

Computers communicate with printers thiough ports

Select the port you want your printer to use. |f the port is not listed, you can create a
new port.

(%) Use the following port: | LPT1: [Recommended Frinter Port] »
LPT1: [Recommended Printer Part)
Note: Most computers ul LPT2: (Printer Port]
The cannectar for this plLPT2: (Printer Port]
COM1: [Serial Port]
. COMZ: [Serial Port)
L COM3: (Serial Por)

& |FILE: (Print to Fie)
hitp: /1921681231 (Intemet Part]
R

| [ Cancel |

(4) Choose “Remote Port (Printer Sharing
Port)". If this is not available, select
LPT1*. You can select a USB port later
in the “Printer Setup Wizard” if you are
using a USB printer.

* WL500b/g also supports standard based network printing protocol,
called, LPR, which is also supported by Windows XP, Windows 2000,
MAC or Unix based system. If you are a Windows XP user, please refer
to Setup for LPR client under Windows XP for setting as a LPR client.

Add Printer Wizard
Install Printer Software O
The manutacturer and model deteimine which printer software to uze. Q-’
‘7\ Select the manufacturer and model of wour printer. If your printer came with an installation
disk. click Have Disk. If your printer is not listed. consult your printer documentation for
compatible printer software:

Printers s

| Manutacturer 18]
Fuitsu 5P HP Laser)et 3200 Series PS
GEE G HP Laseret 4
Generic =

Gestetner
HF

[ This driver is digitally signed [ *Windows Update ] [ Have Disk... ]

Tell e vahw driver signing is important

[ < Back ]l Next)%J[ Cancel ]

Add Printer Wizard

Type a name for this printer. Because some progiams do not support prinker and server
name combinations of more than 31 characters, it is best to keep the name as short as
possible.

Mame Your Printer
“T'ou must agsign 8 name to this printer,

Printer name:
|HP Laserlet 4000 Series PCLE

Do you want to uge this printer as the default printer?

() Yes
O Mo

[ < Back H Nexl>N[ Cancel ]

(5) Find your manufacturer and model.
Click Have Disk if you cannot find your
printer in the list and use the driver
provided with your printer.

(6) Click Next to set this as your default
printer.

ASUS Wireless Router
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Add Printer Wizard
Print Test Page O

Ta confirmn that the printer iz installed properly, you can print a test page.
Do you want to print a test page?

&) Yes

O Mo

[ < Back ]l Next » hJ[ Cancel ]

Add Printer Wizand

Completing the Add Printer
Wizard

You have successfully completed the Add Printer Wizard.
ou specified the following printer settings:

Name: HF Laserlet 4000 Series PCLE

Share name: <Moot Shared>

Fort Remote Part

tadel HF Laserlet 4000 Series PCLE

Default: Tes

Testpage:  “es

To close this wizard, click Finish.

[ < Back ” Finish Q[ Cancel

(7) You can print a test page.

% Printers and Faxes

E@]

>

File Edit View Favorites Tools  Help

Folders

V’Gu:-

e <’ | ? /l._ ) Search

fiddress |52y Printers and Faxes

HP Laserlet
4000 Seri...

Your printer will show in the “Printers and

Faxes” window and the check mark shows

that it is set as your default printer.

(8) Click Finish to close the wizard.
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Setup for LPR client under Windows XP

Add Printer Wizard

Welcome to the Add Printer
Wizard

This wizard helps you install & printer o make printer
comections.

§ ) Mtyouhsve s Plug snd Play pinter that conrects

&/ thiough a USE por (or any other hat pluggable port
such as IEEE 1394 infrared. and 0 on), you do not
need to use this wizard, Click Cancel 1o cloge the
wizard, and then plug he printar's cable into your
camputer or paintthe printer toward your computer's
inered port and um e printer o, Windaws wil
automaticalty install fie printer foryou

To continue, click Mext

: oo )

1. Runthe “Add Printer Wizard” from
Start | Printers and Faxes | Add
Printer.

Add Printer Wizard

Select a Printer Port
Computers communicete with printers hiough pors.

Selectthe partyou want your printerto use. [fthe portis notlisted, you can creste & new part.

(D Use the following port

(8) Creete anew part
Type of port Standard TCP/P Part

[ <Back H Next> ]‘ Cancel |

3. Click on “Create a new port” and
select “Standard TCP/IP Port” in
the pull down menu. Then press
Next.

Add standard TCP/IP Printer Port Wizard

Add Part
Forwhich device do you wantto add & por?

il

Enter the Printer Name or IP address, and & port name for the desired device,

Printer Name or IP Address: 19216811

Port Name: IP_192168.1.1

5. Inputthe IP address of the WL500g
in the “Printer Name or IP Address”
field and the press Next.

Add Printer Wizard

Local or Network Printer
The wizard needs to knowwhich type of printerto satup

Selectthe option that describes the printer you want io use

["] Automatically detect and install my Plug and Play printer
(O nemwork printer, ora printer sitached to another computer

i To setup a network printer that is not attached to a print server.
N) use the "Local printer® option

[ <gock | mewr ][ concal |

2. Choose “Local printer attached to
this computer” then press Next.

Add Standard TCP/IP Printer Port Wizard z‘

Welcome to the Add Standard
TCP/IP Printer Port Wizard

“fou use this wizard 1o acld & portfor a network printer.

Before confinuing be sure that
1. The device isumed on.
2. The network is conected and configured

To continue, click Mext

: (o]

4. Click Next on the “Add Standard
TCP/IP Printer Port Wizard”.

Add standard TCP/IP Printer Port Wizard

Additional Port Information Required
The devicz could not be identified

i

The detected device is of unknown ype. Be sure that
1. The device is properly configured
2. The adlclress onthe previous page s comect

Either correctthe address and periorm another search on the network by retuming 1o the previous
wizard page or selact the device ype ifyou are sure the address is comect

DevieaTyms
(O Standard
(8 Custom

[ <gock | wewr ][ concal |

6. Select “Custom” and then click
Settings...

ASUS Wireless Router
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Configure Standard TCP/IP Port Monitor EHZ‘

Port Settings

PorName ‘IP_]BZWEB.].] ‘

Printer Name or IP Address: ‘TIEiZIIEﬂ.T 1 ‘
Protocal

ORew @LPR

Raw Sefiings

LPR Settings
Queue Name: LPRServe] |
[C]LPR Byte Counting Enabled

[[] SNMP Ststus Enabled

7. Select Protocol LPR and type
LPRServer in “Queue Name field”.

Add Standard TCP/IP Printer Port Wizard g

Completing the Add Standard
TCP/IP Printer Port Wizard

“You hawe selected a portwith the following characteristics

SNMP: Mo
Frotocel LPR LFRServer
Device 16216811
PortNeme:  IP_192168.11
Adapter Type:

To complete thig wazard, click Finish,

[ <Back | Fwish | [ cencel |

£

Add standard TCP/IP Printer Port Wizard

Additional Port Information Required
The device could not be identifisd

|

i

The detected device is of unknovin type. Be sure that
1. The device is properly configured
2. The addiess o the previous page s carect

Either correctthe address and perform another search on the network by retuming to the previous
wizerd page or select the devica type if you are sure the address is conect

Device Type
) Standard

(@) Custom

8. After completing settings, press
Next.

Add Printer Wizard
Install Printer Software
The manufacturer and model determine which printer software to use. "

3 Selectthe manuiacturer and model of your printer. If your printer came with an installation disk.

G clickHave Disk lfyour prntaris not listacl, cansultyour printar documentation for compatisle
printer software.
Manuiacturer A | Printers A
Fujitsu | rHPDeskJet 1100
oo P Deskust 11200
eneric e
Gestemer S HP Desklet 1125C
HP .|| EFHPDeskJet1200C -
1w Bl im0 ennnmone
E This chiveris digitaly signed [ windows Updete | [ HeveDisk. |
Tell me why driver signing is important
[ <Back || met> | [ concal |

9. Press Finish to complete the “Add
Standard TCP/IP Printer Port
Wizard” and go back to “Add
Printer Wizard”.

Add Printer Wizard
Neme Your Printer
‘You must assign & name o this printer 3

Type & name for this printer. Because some programs ta not support printer and senver
name combinations of more than 31 characters, itis hestio keep the name as short os
passible

Printer name:

hp deskjet 3420 series

Doyouwant to use this printer as the default printsr?
OF:
OnNa

[ <pek | _mer | [ conca |

11. Click Next to set this as your
default printer.

10. Find the manufacturer and model
of your printer. Click Have Disk if
you cannot find itin the list and use
the driver provided with your printer.

Add Printer Wizard
Print Test Page
To confirm that the printer is installedt propary, you can print a test page. 3

Do you warto pinta et page?
@les
Ong

[ <gack || mewr | [ camcal |

12. Select Yes and Next to print a test
page, otherwise select No.

13. When the “Add Printer Wizard” is complete, click Finish to close the wizard.
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Printer Setup Wizard

Make sure your printer is connected to the Wireless Router printer port or
USB port and its power is turned on. Launch the “Printer Setup Wizard”
through the Start menu. Thewizard will exploreall available ASUSWireless
Routers and model information of the printers attached to them in your

local network.

Printer Sharing Server Setup Wizard

Thiz wizard helps you install the printer sharing
driver on your PC

Please close other applications or windows before
processing with this wizard If you have some jobs
in your printer queue, Please also cancel them or
wait untl the job completed

To contimue. click Nexzt.

This page will help you to install the printer sharing
driver on your PC. Besides, we will find the printer
sharing server for youaf it's active in your LAN. By
clicking "More" button , you can confis your server
1P address mamally or pick up one server if there
are more than one server on LAN Q M""'I

WLS00g
192.168.1.1
- Canon BJC-85

b

TWe recommend you to mstall your
printer driver before processing

with this wizard. @ help

R g JEE =Bk |[[Hexz | cowl |

(1) Having a printer installed on the printer (2) If the printer is found, the name of the
port (LPT1) or a USB port makes the printer will be shown on this screen.
setup process easier (refer to the
following page).

Note: If there is an error communicating with the printer, you will  iyou can see tis meesage , s

means no Server found during

get this message. Make sure that the printer is ON, ready, and s sewrch Please cick "More

to search again after checking

connected. Click Back and Next. all the seftings.

Information il

Change Canon Bubble-Jet BIC-20 port setting
from "LETIL:" to "Remote Port" 7

The printer sharing setup is now completed. Tou
can set this printer as default printer or print the
test page in this page.

Server IP Address:  1%92.168.1.1
Prnter: Canon Bubble-Tet BIC-80

¥ Set this printer as default printer

(3) This setup wizard will change your
default printer to use “Standard TCP/
IP port” which is serviced by the ASUS |
Wireless Router.
Note: For Windows XP or Windows e[ |
2000, this setup wizard will guide you . .
to select or ad% a “Standar% TCg/IP (4) Click Done when setup is complete.
port”. Refer to “Setup for LPR client
under Windows XP” for details. For
Windows 98 or Windows ME, this
setup wizard will change your default
printer to use “Remote Port” which is
serviced by the ASUS Wireless Router.

& Print test page
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Chapter 3 - Software Configuration

*® Printers and Faxes

File Edit ‘iew Favorites Tools Help

\-\_/I ‘_) lﬂ / 2 SearCh ;‘l -

Address |CQ Printers and Faxes b | Go

Verifying Your Printer

CEX

Folders Iy
=

Morton Antivirus E, -

Pause Printing

sharing...
Use Printer Offling

Create Shortout
Delete
Rename

Properties

Printing Preferences. ..

-3 hp deskjet 3420 series Properties

General Bharmg‘ Parts ‘Advanced Color Management | Security

e " .
f‘\:ﬁ hp deskjet 3420 series

Printta the following pont(s). Documents will print to the firstfree checked
por.

Fart Descriptian Printer |
O comz Serial Fort
O coms Sefial Port
O comd Serial Port
O FILE: Printta File
IP_192.168.1.1 Standard TCR{IP Port
O Remnate Port ASUS Printer Sharing
O Local Port E
< | >
l Add Port.. ] l Delete Port ] l Caorfigure Port..

["|Enable hidirectional support
[CEnabile printer pooling

Close

After setting up the printer, a printer icon |f your printer was previously setup, the
will appear in Windows' “Printers and ASUS Wireless setup wizard changes the
Faxes”. Right click the printer icon and printing port from the computer’s local LPT1
choose Properties to configure the printer. (parallel) port or USB port to “Standard

TCP/IP port™. If necessary, you can change
this back at anytime or use Windows “Add
Printer” to setup another printer.

Note: If you use Windows 98 or ME which
do not support “Standard TCP/IP port™, you
need to use “Remote Port” which is
supported by ASUS.
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Verifying Your Printer (Cont’)

Note: If you use LPR client in Windows XP or Windows 2000, Stan-
dard TCP/IP port will be used. Please refer to Setup for LPR client
under Windows XP in details.

. ASUS Homegateway Discovery

Gereral Sharing| Parts |Advanced Security | Device Setting:

@
c""'kg HF Laseret 4000 Series PCLE
Bt | Wsesen | Mea |

Humber of found Hy ik |

Print ta the following port(z). Dacuments will prink ta the first free
checked port.

Part Description Printer

Printer Server

o Printer Port
Connected Printer Status: on-ling O LPTZ  Printer Paort

U K - l— O LPT3:  Printer Port B
sohinisemce: O comi: Serial Part
O comMz: Serial Part
O COM3: Serial Part

O com4: Serial Port L

[ Add Part... ] [ Delete Part ] [ Configure Part...

When properly setup, the ASUS Wireless
Router will show the printer name in the || Enable bigiectional suppar
“Device Discovery” utility and show “on- || DEesmes==rs
line” under the “Printer Server” on the
“Status” page of the web manager.
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u] H Cancel ][ Apply

ASUS Wireless Router 95



-
U
@D
=
—
o
=
3
Q
>
(@]
@D

Chapter 4 - Wireless Performance

4. Wireless Performance

Thissection providesthe user with ideasfor how to improvethe performance
of aASUS Wireless network.

Site Topography

For optimal performance, locate wireless mobile clients and the ASUS
Wireless Routers away from transformers, heavy-duty motors, fluorescent
lights, microwave ovens, refrigerators, and other industrial equipment.
Signal loss can occur when metal, concrete, walls or floors block
transmission. Locate the ASUS Wireless Routers in open areas or add the
ASUS Wireless Routers as needed to improve coverage.

Microwave ovens operate in the same frequency band asthe ASUS Wireless
Router. Therefore, if you use a microwave within range of the ASUS
Wireless Router you may notice network performance degradation.
However, both your microwave and your the ASUS Wireless Router will
continue to function.

Site Surveys

A site survey (utility provided with the SpacelLink PC card and CF card)
analyzes the installation environment and provides users with
recommendationsfor equipment and its placement. The optimum placement
differs for each model.
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Range

Every environment is unique with different obstacles, barriers, materials,
etc. and, therefore, it is difficult to determine the exact range that will be
achieved without testing. However, has developed some guidelines to
estimate the range that users will see when the product isinstalled in their
facility, but there are no hard and fast specifications.

Radio signals may reflect off of some obstacles or be absorbed by others
depending on their construction. For example, with two 802.11b radios,
you may achieve up to 1000' in open space outdoors where two devices
havealine of sight, meaning they see each other with no obstacles. However,
the sametwo units may only achieve up to 300" of range when used indoors.

The | EEE 802.11b specification supportsfour datarates. 11 Mbps, 5.5 Mbyps,
2 Mbps, and 1 Mbps. Operation at 1 Mbps provides greater range than
operation at 11 Mbps. The ASUS Wireless Router will automatically adjust
the data rate to maintain a usable radio connection.

Therefore, aclient that is close to the ASUS Wireless Router may operate
at 11 Mbpswhile aclient that is on the fringe of coverage may operate at 1
Mbps. Asmentioned earlier, you can configure the dataratesthat theASUS
Wireless Router will use. Note that if you limit the range of data rates
available to the ASUS Wireless Router, you may reduce the effective
wireless range of the ASUS Wireless products.

ASUS Wireless Router
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Appendix -Troubleshooting

Troubleshooting

TheASUS Wireless Router isdesigned to be very easy to install and operate.
However, if you experience difficulties, use the information in this chapter
to help diagnose and solve problems. If you cannot resolve aproblem, contact
Technical Support, aslisted on the front of this manual.

Common Problems and Solutions

Problem
ASUS Wireless Router does not power up:

Solution

* Check for faulty the ASUS Wireless Router power supply by measuring
the output voltage with an electrical test meter.

e Check failled AC supply (power outlet)

Problem

Cannot communicate with the ASUS Wireless Router through a wired
network connection.

Solution

» Verify network configuration by ensuring that there are no duplicate IP
addresses. Power down the device in question and ping the assigned IP
address of the device. Ensure no other device responds to that address.

e Check that the cables used have proper pin outs and connectors or use
another LAN cable.
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Problem

The ASUS Wirdless Router Web Manager still cannot find or connect to the
ASUS Wireless Router after verifying the IPaddressand LAN cable, changes
cannot be made, or password islost.

Solution

In case the ASUS Wireless Router isinaccessible, you can restore
the ASUS Wireless Router’s factory default settings. Use a
straightened paper clip to pressthe button located in the holelabeled
“Reset” on the back of the ASUS Wireless Router and keep it
depressed over 5 seconds. The LEDs will flash when reset is
successful.

0 (Gl O %ﬁﬁﬁ L

Reset to Defaults

Thefollowing arefactory default values. These valueswill be present when you
first receive your the ASUS Wirdess Router, if you push the reset button on the
back of the ASUSWireless Router over 5 seconds, or if you click theRestore”
button on the“ Factory Default” page under “ Advanced Setup”.

Name Default Value
User Name admin
Password admin

Enable DHCP Yes

P Address 192.168.1.1
Subnet Mask 255.255.255.0
DNS Server 1 192.168.1.1
DNS Searver 2 (blank)

SSID default
Domain Name (blank)

ASUS Wireless Router
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Appendix -Troubleshooting

Problem
My 802.11b PC Card will not associate with the ASUS Wireless Router.

Solution

Follow these steps:

1. Try to bring the devices closer together; the PC Card may be out of range
of the ASUS Wireless Router.

2. Confirmthat theASUSWireless Router and PC Card havethe same SSID.

3. Confirm that the ASUS Wireless Router and PC Card have the same
Encryption settings, if enabled.

4. Confirm that the ASUS Wirdess Router’s Air and Link LEDs are solid
green.

5. Confirm that the authorization tableincludes or excludesthe MAC address
of the Spacel.ink PC card if “Wireless Access Control” is enabled.

Problem
The throughput seems slow.

Solution

To achieve maximum throughput, verify that your antennas are well-placed,
not behind metal, and do not have too many obstacles between them. If
you move the client closer to the ASUS Wireless Router and throughput
increases, you may want to consider adding a second the ASUS Wireless
Router and implementing roaming.

» Check antenna, connectors and cabling.

* Veify network traffic does not exceed 37% of bandwidth.

* Check to seethat thewired network doesnot exceed 10 broadcast messages
per second.

* Veify wired network topology and configuration.
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Problem

| cannot find the ASUS Wireless Routers using the ASUS Wireless Router
Discovery.

Solution

To configurethe ASUS Wireless Router through awirelessLAN card, your
computer must be in the same subnet of the ASUS Wireless Router. You
cannot find the ASUS Wireless Routers with subnet different from your
computer within the same gateway. You must change your computer to the
same subnet as the ASUS Wireless Router. The factory default subnet of
the ASUS Wireless Router is"192.168.1.1".

In Windows NT/2000/XP, you must log in with Administrator privi-
leges so that all functions of the ASUS Wireless Router Manager
can function correctly. If you do not log in as a member of the Ad-
ministrator group, you cannot change IP settings but can still run
the Discovery utility if the original IP setting is correct.

Problem
How do | upgrade the firmware on the ASUS Wireless Router?

Solution

Periodically, a new Flash Code is available for ASUS Wireless Routers on
the Web site at http://www.asus.com. Update the ASUS Wireless Router s
Flash Code using the Firmware Upgrade option on the System Setup
menu of the Web manager.
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Glossary

Access Point - An access point is a device that allows wireless clients to
connect to other wireless clients and it acts as a bridge between wireless
clients and a wired Ethernet network.

Broadband - A type of data transmission in which a single medium (such
as cable) carries several channels of data at once.

Channel - Wireless access points allows you to choose different radio
channelsin the wireless spectrum. A wireless LAN device operates within
the 2.4 GHz spectrum and achannel iswithin aFCC specified range, similar
to any radio channel.

Client - A client is the desktop or mobile PC that is connected to your
network.

Devicename- Also known asDHCPclient ID or network name. Sometimes
provided by an ISP when using DHCP to assign addresses.

DHCP (Dynamic Host Configuration Protocol) - This protocol allows a
computer (or many computerson your network) to be automatically assigned
asingle IP address from a DHCP server.

DNS Server Address (Domain Name System) - DNSallows Internet host
computers to have a domain name and one or more IP addresses. A DNS
server keepsadatabase of host computersand their respective domain names
and | P addresses, so that when auser entersadomain nameinto the I nternet
browser, the user is sent to the proper |P address. The DNS server address
used by the computers on your home network is the location of the DNS
server your | SP has assigned.

DSL Modem (Digital Subscriber Line) - A DSL modem usesyour existing
phone lines to transmit data at high speeds.

Encryption - This provides wireless data transmissions with a level of
security.

ESSID (Extended Service Set | dentifier) - You must havethe same ESSID
entered into the gateway and each of its wireless clients. The ESSID isa
unique identifier for your wireless network.

Ethernet - Ethernet networks are connected by cables and hubs, and move
dataaround. Thisis a standard for computer networks.
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Frame-bursting - Refers to burst mode. Burst mode optionally allows a
station to transmit a series of frames without relinquishing control of the
transmission medium.

Firewall - A firewall determines which information passesin and out of a
network. NAT can create a natural firewall by hiding alocal network’s IP
addresses from the Internet. A Firewall prevents anyone outside of your
network from accessing your computer and possibly damaging or viewing
your files.

Gateway - A network point that managesall the datatraffic of your network,
aswell asto the Internet and connects one network to another.

Handshaking - handshaking refers to the signals that are transmitted
between communi cations networksthat establish avalid connection between
two stations.

|EEE - The Institute of Electrical and Electronics Engineers. The IEEE
sets standards for networking, including Ethernet LANs. |EEE standards
ensure interoperability between systems of the same type.

IPAddress (Internet Protocol) - An IPaddress consists of aseries of four
numbers separated by periods, that identifies a unique Internet computer
host, allowing messages intended for that computer to be delivered to the
correct destination.

ISP (Internet Service Provider) - An ISP is a business that allows
individuals or businesses to connect to the Internet. Users log on to the
Internet using an account with an ISP or Internet Service Provider. |SPs
can serve | P addresses dynamically, or assign static (fixed) |P addressesto
individual computers.

| SP Gateway Address- The | SP Gateway Addressisan | Paddressfor the
Internet router. This address is only required when using a cable or DSL
modem.

L AN (Local AreaNetwork) - A LAN isagroup of computers and devices
connected together in arelatively small area (such as a house or an office).
Your home network is considered a LAN.

MAC Address (MediaAccess Control) - AMAC addressisthe hardware
address of a device connected to a network.

ASUS Wireless Router
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NAT (Network AddressTrandation) - NAT masksalocal network’sgroup
of IP addresses from the external network, allowing a local network of
computers to share a single ISP account. This process allows al of the
computers on your home network to use one |P address. This will enable
access to the Internet from any computer on your home network without
having to purchase more I P addresses from your |SP.

PC Card - Thisis an Ethernet card that connects to the PCMCIA slot on
your Notebook PC. Thisenablesthe computer to communicate with wireless
access points.

PPP (Point-to-Point Protocol) - PPP is a protocol for communication
between computers using a serial interface, typically a personal computer
connected by phone line to a server.

PPPoE (Point-to-Point Protocol over Ether net) - Point-to-Point Protocol
is amethod of secure data transmission. PPP using Ethernet to connect to
an |SP.

Subnet Mask - A subnet mask is aset of four numbers configured like an
IP address. It is used to create |P address numbers used only within a
particular network.

TCP/IP (Transmission Control Protocol/lI nternet Protocol) - Thisisthe
standard protocol for datatransmission over the Internet. Protocols used to
connect hosts on the Internet.

WAN (Wide Area Network) - A system of LANS, connected together. A
network that connects computers located in separate areas, (i.e., different
buildings, cities, countries). The Internet is a wide area network.

WECA (Wireless Ethernet Compatibility Alliance) - An industry group
that certifies cross-vender interoperability and compatibility of 1IEEE
802.11b wireless networking products and to promote that standard for
enterprise, small business, and home environments.

WLAN (Wireless Local Area Network) - Thisis a group of computers
and other devices connected wirelessly in asmall area. A wireless network
isreferred to as LAN or WLAN.
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Licensing Information

This product includes copyrighted third-party software licensed under the
terms of the GNU General Public License.

Please see The GNU General Public License for the exact terms and
conditions of this license.

Specially, the following parts of this product are subject to the GNU GPL :

The Linux operating system kernel

The iptables packet filter and NAT software

The busybox swiss army knife of embedded linux
The zebra routing daemon implementation

The udhcpd DHCP client/server implementation
The pptp-linux PPTP client implementation

The rp-pppoe PPPoE client implementation

The pppd PPP daemon implementtion

The dproxy DNS proxy implementation

The bridge-utils package

All listed software packages are copyright by their respective authors. Please
see the source code for detailed information.

Availability of source code

ASUSTek COMPUTER Inc. has eposed the full source code of the GPL
licensed software, including any scripts to control compilation and
installation of the object code. All future firmware updates will also be
accompanied with their respective source code. For more information on
how ou can obtain our open source code, please visit our web site.
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The GNU General Public License

GNU GENERAL PUBLIC LICENSE
Version 2, June 1991

Copyright (C) 1989, 1991 Free Software Foundation, Inc.
59 Temple Place, Suite 330, Boston, MA 02111-307 USA

Everyone is permitted to copy and distribute verbatim copies of this
license document, but changing it is not allowed.
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Preamble

The licenses for most software are designed to take away your freedom to
shareand changeit. By contrast, he GNU General Public Licenseisintended
to guarantee your freedom to share and change free software—to make
sure the software is free for all its users. This General Public License
appliesto most of the Free Software Foundation’s software and to any ther
program whose authors commit to using it. (Some other Free Software
Foundation softwareis covered by the GNU Library General Public License
instead.) You can apply it to your programs, too.

When we speak of free software, we are referring to reedom, not price.
Our General Public Licenses are designed to make sure that you have the
freedom to distribute copies of free software (and charge for this service if
you wish), that you receive source code or can get it if you want it, that you
can chnge the software or use pieces of it in new free programs; and that
you know you can do these things.

To protect your rights, we need to make restrictions that forbid anyone to
deny you theserightsor to ask you to surrender the rights. These restritions
tranglate to certain responsibilities for you if you distribute copies of the
software, or if you modify it.

For example, if you distribute copies of such a program, whether gratis or
for afee, you must give the recipients all the rights that ou have. You must
make sure that they, too, receive or can get the source code. And you must
show them these terms so they know their rights.

We protect your rights with two steps: (1) copyright the software, and (2)
offer you this license which gies you legal permission to copy, distribute
and/or modify the software.

Also, for each author’s protection and ours, we want to make certain that
everyone understands that there is no warranty for thisfree software. If the
software is modified by soeone else and passed on, we want its recipients
to know that what they have is not the original, so that any problems
introduced by others will not reflect on the original authors’ reputations.

Finally, any free program is threatened constantly by sftware patents. We
wish to avoid the danger that redistributors of a free program will
individually obtain patent licenses, in effect making the program proprietary.
To prevent this, we have made it clear that any patent must be licensed for
everyone's ree use or not licensed at all.

The precisetermsand conditionsfor copying, distribution and modification
follow.

ASUS Wireless Router
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Terms & conditions for copying, distribution, & modification

0. ThisLicense appliesto any proram or other work which contains anotice
placed by the copyright holder saying it may be distributed under theterms
of this Genera Public License. The “Program”, below, refersto any such
program or work, and a “work based on the Program” means etherthe
Program or any derivative work under copyright law: that isto say, awork
containing the Program or a portion of it, either verbatim or with
modifications and/or transated into another language. (Hereinafter,
trandation isincluded without limitaton in theterm “modification”.) Each
licenseeis addressed as“you’.

Activitiesother than copying, distribution and modification are not covered
by thisLicense; they are outsideits scope. The act of running the Program
Isnot restricted, and the otput from the Programiscovered only if itscontents
constitute awork based on the Program (independent of having been made
by running the Program). Whether that istrue dependson what the Program
does.

1. You may copy and distribute verbatim copis of the Program’s source code
as you receive it, in any medium, provided that you conspicuously and
appropriately publish on each copy an appropriate copyright notice and
disclaimer of warranty; keep intact all the noticesthat refer to thisLicense
and o the absence of any warranty; and give any other recipients of the
Program a copy of this License aong with the Program.

You may charge afee for the physical act of transferring a copy, and you
maly at your option offer warranty protection in exchang for afee.

2. 'You may modify your copy or copies of the Program or any portion of it,
thus forming awork based on the Program, and copy and distribute such
modifications or work under the terms of Section 1 above, provided that
you also meet al ofthese conditions:

a) You must cause the modified files to carry prominent notices stat-
ing that you changed the files and the date of any change.

b) Youmust cause any work that you distribute or publish, that in whole
or in part contains or sderived from the Program or any part thereof,
to be licensed as a whole at no charge to al third parties under the
terms of this License.
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c) If the modified program normally reads commands interactively
when run, you must cause it, when started unning for such interac-
tive use in the most ordinary way, to print or display an announce-
ment including an appropriate copyright notice and a notice that
there is no warranty (or else, saying that you provide a warranty)
and that users may redistribute th program under these conditions,
and telling the user how to view acopy of thisLicense. (Exception:
If the Program itself isinteractive but does not normally print such
an announcement, your work based on the Program is not required
to print an announement.)

These requirements apply to the modified work asawhole. If identifiable
sections of that work are not derived from the Program, and can be
reasonably considered independent and separate worksin themselves, then
thisLicense, anditsterms, d not apply to those sectionswhen you distribute
them as separate works. But when you distribute the same sections as part
of awhole which is awork based on the Program, the distribution of the
whole must be on the terms of this License, whose permissons for other
licensees extend to the entire whole, and thus to each and every part
regardless of who wrote it.

Thus, itisnot theintent of this section to claim rights or contest your rights
to work written entirely by you; rather, the intent isto xercise the right to
control the distribution of derivative or collective works based on the
Program.

In addition, mere aggregation of another work not based on the Program
with the Program (or with awork based on the Program) on avolume of a
storageor distribution medium does not bring the other work under the
scope of thisLicense.

. You may copy and distribute the Program (or a work based on it, under
Section 2) in object code or executable form under the terms of Sections 1
and 2 above provded that you a so do one of the following:

a) Accompany it with the complete corresponding machine-readable
source code, which must be distributed under the terms of Sections
1 and 2 above on a medium customarily used for software inter-
change; or,
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b) Accompany it with awritten offer, valid for at |east three years, to
give any third party, for a charge no more than your cost of physi-
cally performing source distribution, a complete machine-readable
copy of the corresponding source code, to bedistributed under the
terms of Sections 1 and 2 above on a medium customarily used for
software interchange; or,

c) Accompany it with the information you received as to the offer to
distribute corresponding source code. (This alternative is alowe
only for noncommercia distribution and only if you received the
program in object code or executable form with such an offer, in
accord with Subsection b above.)

The source codefor awork meansthe preferred form of thework for making
modificationsto it. For an executable work, complete source code means
all the source codefor all modulesit contains, plus any associated interface
definition files, plusthe scripts used to control compilation and installation
of theexecutable. However, asaspcia exception, the source code distributed
need not include anything that is normally distributed (in either source or
binary form) with the major components (compiler, kernel, and so on) of
the operating system on which the executable runs, unless that omponent
itself accompanies the executable.

If distribution of executable or object code is made by offering access to
copy from a designated place, then offering equivalent accessto copy the
source code from the same place counts as distribution of te source code,
even though third parties are not compelled to copy the source along with
the object code.

. You may not copy, modify, sublicense, or distribute the Program except as

expressly provided under thisLicense. Any attempt otherwiseto cop, modify,
sublicenseor distributethe Programisvoid, and will automatically terminate
your rightsunder thisLicense. However, partieswho havereceived copies,
or rights, from you under thisLicensewill not havethelr licensesterminated
so long as sch parties remain in full compliance.
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5. You are not required to accept this License, since you have not signed it.
However, nothing else grants you permission to modify or distribute the
Program or itsderivative works. These actions are prohibite by law if you
do not accept this License. Therefore, by modifying or distributing the
Program (or any work based on the Program), you indicate your acceptance
of this License to do so, and all its terms and conditions for copying,
distributing or modifing the Program or works based on it.

6. Eachtimeyou redistributethe Program (or any work based onthe Program),
the recipient automatically receives alicense from the origina licensor to
copy, distribute or modify the Program subject to thesetrmsand conditions.
You may not impose any further restrictions on the recipients’ exercise of
therightsgranted herein. You are not responsiblefor enforcing compliance
by third partiesto this License.

7. If, asaconsequence of acourt judgmentor allegation of patent infringement
or for any other reason (not limited to patent i ssues), conditionsareimposed
onyou (whether by court order, agreement or otherwise) that contradict the
conditions of this License, they do not excuse you from the coditions of
thisLicense. If you cannot distribute so as to satisfy simultaneously your
obligations under this License and any other pertinent obligations, then as
aconsequence you may not distributethe Program at all. For example, if a
patent license ould not permit royalty-free redistribution of the Program by
all those who receive copies directly or indirectly through you, then the
only way you could satisfy both it and this License would be to refrain
entirely from distribution of the Program.

| any portion of this section is held invalid or unenforceable under any
particular circumstance, the balance of the section isintended to apply and
the section as awhole isintended to apply in other circumstances.

It is not the purpose of this sectin to induce you to infringe any patents or
other property right claims or to contest validity of any such claims; this
section hasthe sole purpose of protecting the integrity of the free software
distribution system, whichisimplemented by publiclicenspractices. Many
people have made generous contributions to the wide range of software
distributed through that system in reliance on cons stent application of that
system; it is up to the author/donor to decide if he or she is willing to
distribute softare through any other system and a licensee cannot impose
that choice.
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This section isintended to make thoroughly clear what is believed to be a
consequence of the rest of this License.

8. If thedistribution and/or use of the Program isrestrictd in certain countries
either by patentsor by copyrighted interfaces, the original copyright holder
who placesthe Program under thisLicense may add an explicit geographical
distribution limitation excluding those countries, so that distribution is
permtted only in or among countries not thus excluded. In such case, this
Licenseincorporatesthelimitation asif written in the body of thisLicense.

9. TheFree Software Foundation may publish revised and/or new versions of
the Genera Public Licens from time to time. Such new versions will be
similar in spirit to the present version, but may differ in detail to address
new problems or concerns.

Each version is given a distinguishing version number. |If the Program
specifiesaversion number of hisLicensewhich appliestoit and “any later
verson”, you have the option of following the terms and conditions either
of that version or of any later version published by the Free Software
Foundation. If the Program doesnot specify aversion number f thisLicense,
you may choose any version ever published by the Free Software
Foundation.

10. If you wish to incorporate parts of the Program into other free programs
whose distribution conditions are different, write to the author to ask for
permision. For software which is copyrighted by the Free Software
Foundation, write to the Free Software Foundation; we sometimes make
exceptions for this. Our decision will be guided by the two goals of
preserving the free status of all derivatives of our fre software and of
promoting the sharing and reuse of software generally.
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NO WARRANTY

11. BECAUSE THE PROGRAM IS LICENSED FREE OF CHARGE,
THEREISNOWARRANTY FOR THE PROGRAM, TOTHE EXTENT
PERMITTED BY APPLICABLE LAW. EXCEPT WHEN OTHERWISE
STATEDINWRITING THE COPYRIGHT HOLDERSAND/OR OTHER
PARTIESPROVIDE THE PROGRAM “ASIS’ WITHOUT WARRANTY
OF ANY KIND, EITHER EXPRESSED OR IMPLIED, INCLUDING,
BUT NOT LIMITED TO, THE IMPLIED WARRANTIES OF
MERCHANTABILITY AND FITNESS FOR A PARTICULAR
PURPOSE. TH ENTIRE RISK AS TO THE QUALITY AND
PERFORMANCE OF THE PROGRAM ISWITHYOU. SHOULD THE
PROGRAM PROVEDEFECTIVE, YOUASSUME THE COST OFALL
NECESSARY SERVICING, REPAIR OR CORRECTION.

12. IN NO EVENT UNLESS REQUIRED BY APPLICABLE LAW OR
AGREED TO IN WRTING WILL ANY COPYRIGHT HOLDER, OR
ANY OTHER PARTY WHOMAY MODIFY AND/ORREDISTRIBUTE
THE PROGRAM ASPERMITTED ABOVE,BELIABLETOYOU FOR
DAMAGES, INCLUDINGANY GENERAL, SPECIAL, INCIDENTAL
OR CONSEQUENTIAL DAMAGESARISING OUT OF THE USE OR
INABILITY TO SE THE PROGRAM (INCLUDING BUT NOT
LIMITED TO LOSS OF DATA OR DATA BEING RENDERED
INACCURATE OR LOSSES SUSTAINED BY YOU OR THIRD
PARTIES OR A FAILURE OF THE PROGRAM TO OPERATE WITH
ANY OTHER PROGRAMYS), EVEN IF SUCH HOLDER OR OTHER
PARTY HAS BEEN ADVISED OFTHE POSSIBILITY OF SUCH
DAMAGES.

END OF TERMSAND CONDITIONS
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