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Copyright Information

No part of this manual, including the products and software described in it,
may be reproduced, transmitted, transcribed, stored in a retrieval system,
or translated into any language in any form or by any means, except
documentation kept by the purchaser for backup purposes, without the
express written permission of ASUSTeK COMPUTER INC. (“ASUS”).

ASUS PROVIDES THIS MANUAL “AS IS” WITHOUT WARRANTY
OF ANY KIND, EITHER EXPRESS OR IMPLIED, INCLUDING BUT
NOT LIMITED TO THE IMPLIED WARRANTIES OR CONDITIONS
OF MERCHANTABILITY OR FITNESS FOR A PARTICULAR
PURPOSE. IN NO EVENT SHALL ASUS, ITS DIRECTORS, OFFICERS,
EMPLOYEES OR AGENTS BE LIABLE FOR ANY INDIRECT,
SPECIAL, INCIDENTAL, OR CONSEQUENTIAL DAMAGES
(INCLUDING DAMAGES FOR LOSS OF PROFITS, LOSS OF
BUSINESS, LOSS OF USE OR DATA, INTERRUPTION OF BUSINESS
AND THE LIKE), EVEN IF ASUS HAS BEEN ADVISED OF THE
POSSIBILITY OF SUCH DAMAGES ARISING FROM ANY DEFECT
OR ERROR IN THIS MANUAL OR PRODUCT.

Product warranty or service will not be extended if: (1) the product is
repaired, modified or altered, unless such repair, modification of alteration
Is authorized in writing by ASUS; or (2) the serial number of the product is
defaced or missing.

Products and corporate names appearing in this manual may or may not be
registered trademarks or copyrights of their respective companies, and are
used only for identification or explanation and to the owners’ benefit, without
intent to infringe.

SPECIFICATIONS AND INFORMATION CONTAINED IN THIS
MANUAL ARE FURNISHED FOR INFORMATIONAL USE ONLY, AND
ARE SUBJECT TO CHANGE AT ANY TIME WITHOUT NOTICE, AND
SHOULD NOT BE CONSTRUED ASACOMMITMENT BY ASUS. ASUS
ASSUMES NO RESPONSIBILITY OR LIABILITY FOR ANY ERRORS
OR INACCURACIES THAT MAY APPEAR IN THIS MANUAL,
INCLUDING THE PRODUCTS AND SOFTWARE DESCRIBED IN IT.

Copyright © 2003 ASUSTeK COMPUTER INC. All Rights Reserved.
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Safety Statements

Federal Communications Commission Statement

This device complies with FCC Rules Part 15. Operation is subject to the following
two conditions:

» This device may not cause harmful interference, and

* This device must accept any interference received, including interference that
may cause undesired operation.

This equipment has been tested and found to comply with the limits for a class B
digital device, pursuant to Part 15 of the Federal Communications Commission (FCC)
rules. These limits are designed to provide reasonable protection against harmful
interference in a residential installation. This equipment generates, uses, and can
radiate radio frequency energy and, if not installed and used in accordance with the
instructions, may cause harmful interference to radio communications. However,
there is no guarantee that interference will not occur in a particular installation. If
this equipment does cause harmful interference to radio or television reception, which
can be determined by turning the equipment off and on, the user is encouraged to try
to correct the interference by one or more of the following measures:

* Reorient or relocate the receiving antenna.
* Increase the separation between the equipment and receiver.

* Connect the equipment into an outlet on a circuit different from that to which
the receiver is connected.

» Consult the dealer or an experienced radio/TV technician for help.

WARNING! The use of a shielded-type power cord is required in
order to meet FCC emission limits and to prevent interference to
the nearby radio and television reception. It is essential that only
the supplied power cord be used. Use only shielded cables to con-
nect I/O devices to this equipment. You are cautioned that changes
or modifications not expressly approved by the party responsible
for compliance could void your authority to operate the equipment.

Reprinted from the Code of Federal Regulations #47, part 15.193, 1993. Washington
DC: Office of the Federal Register, National Archives and Records Administration,
U.S. Government Printing Office.

Canadian Department of Communications

This digital apparatus does not exceed the Class B limits for radio noise emissions
from digital apparatus set out in the Radio Interference Regulations of the Canadian
Department of Communications.

This Class B digital apparatus complies with Canadian ICES-003.
Cet appareil numérique de la classe B est conforme a la norme
NMB-003 du Canada.
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Safety Statements

FCC Radio Frequency Exposure Caution Statement

In order to maintain compliance with the FCC RF exposure guidelines, this
equipment should be installed and operated with minimum distance 20 cm
between the radiator and your body. Use only with supplied antenna.
Unauthorized antenna, modification, or attachments could damage the
transmitter and may violate FCC regulations. Any changes of modifications
not expressly approved by the grantee of this device could void the users
authority to operate the equipment.

Installation and use of this Wireless LAN device must be in strict accordance
with the instructions included in the user documentation provided with the
product. Any changes or modifications (including the antennas) made to
this device that are not expressly approved by the manufacturer may void
the user’s authority to operate the equipment. The manufacturer is not
responsible for any radio or television interference caused by unauthorized
modification of this device, or the substitution or attachment of connecting
cables and equipment other than manufacturer specified. It is the
responsibility of the user to correct any interference caused by such
unauthorized modification, substitution or attachment. Manufacturer and
its authorized resellers or distributors will assume no liability for any damage
or violation of government regulations arising from failing to comply with
these guidelines.
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Chapter 1 - Introduction

1. Introduction

Overview

Thank you for purchasing the ASUS Wireless Router. The ASUS Wireless
Router, WL500g, complieswith IEEE 802.11g and 802.11b standards. And
theASUS 802.11b Wireless Router, WL 500b, complieswith IEEE 802.11b
standards. 802.11g is a new extension to 802.11b (used in maority of
wireless LANstoday) that broadens 802.11b’sdataratesto 54 Mbpswithin
the 2.4 GHz band using OFDM (orthogonal frequency division
multiplexing) technology. 802.11g allows backward compatibility with
802.11b devicesbut only at 11 Mbps or lower, depending on the range and
presence of obstructions. Wireless LANs are complementary extensionsto
existing wired LANSs, offering complete mobility while maintaining
continuous network connectivity to both corporate and home Intranets. They
add anew level of conveniencefor LAN users. PC users stay connected to
the network anywhere throughout a building without being bound by a
LAN wires. This is accomplished through the use of Access Point
functionality of ASUS Wireless Routers. ASUSWireless Router with built-
in Internet gateway capability, allows your family to share a broadband
Modem and one | SP account simultaneously from different rooms without
wires! ASUS Wireless products can keep you connected anywhere, any
time.

System Requirements

To begin using the ASUS 802.11g/802.11b Wireless Router, you must
have the following minimum requirements:

« ADSL/Cable Modem and Broadband | nternet Account.
* An Ethernet (10Base-T or 10/100Base-TX) adapter for wired client

» At least one 802.11g (54Mbps) or one 802.11b (11Mbps) wireless
adapter for wireless mobile clients

e TCP/IP and an Internet browser installed

ASUS Wireless Router
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Chapter 1 - Introduction

The Product Package
Each ASUS 802.11g Wireless Router comes with:

* One ASUS 802.11g Wireless Router

One ASUS Wireless Router Quick Start Guide
One power adapter (5 Volts DC,+2 Amp)

One support CD (utilities and user’s manual)
One RJ-45 Ethernet cable (straight-through)

Each ASUS 802.11b Wireless Router comes with:

* One ASUS 802.11b Wireless Router

One ASUS Wireless Router Quick Start Guide
One power adapter (5 Volts DC, +2 Amp)
One support CD (utilities and user’s manual)
One RJ-45 Ethernet cable (straight-through)

Features
The WL500g/WL500b Wireless Router features include:

Wireless Connectivity And Protect Compatibility. WL-500g Wireless
Router enablesfastest 54Mbps | EEE 802.11g wirelesstransmission and
keep compatibility with existing IEEE 802.11b devices. WL-500g
Wireless Router complies with |EEE 802.11b standard.

Secure wireless connectivity. The integrated Wireless Access Point
withWPA authentication and encryption functionality allowsthewireless
router to link abroadband Internet connection to your local network of
802.11g or/and 802.11b wireless mobile clients securely. The ASUS
Wireless Router is firmware upgradable to support WPA.

Multiple local network ports. Four 10/100Base-T Ethernet ports,
offering either aconnection to ahub or switch onthelocal wired network
or adirect connection to multiple Ethernet-enabled computers. Build-in
DHCP server alows the Wireless Router to provide IP addresses to
clientson your local network automatically.

Broadband port. The Broadband port connects the Wireless Router to
your cable/DSL modem. Static I P, dynamically |Pand PPPoE (PPPover
Ethernet) connection to Internet are supported.

10
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Chapter 1 - Introduction

Shared Internet access. All computers on the local network can access
the Internet through the Wireless Router, using only a single external IP
address.

Firewall protection. The wireless router use of NAT (Network Address
Translation) provides firewall protection for your local network.

Children Protection. The wireless router allows you to block the Internet
access within a predefined time interval and to block the WWW access
with specific keywords in URL within a predefined time interval.

Wireless Firewall. Not only able to build up the conventional firewall
to block the traffic from Internet, the ASUS Wireless Router can also
setup another firewall to protect the traffic from the air by checking any
traffic between wireless and wired local area networks.

USB devices support. Connecting a USB storage device to the wireless
router enables you to set up an FTP server and share the USB storage
device with Internet or WLAN users. With a USB web camera, the
wireless router allows you to monitor locations such as your home or
office from any location through a wireless LAN or over the Internet.

Printer sharing. With an additional Printer, the ASUS Wireless Router
allows you to share the printer to your local area network. Standard
parallel printers are supported.

Easy setup and management. Use your web browser from any computer
on the local network to configure the ASUS Wireless Router.

ASUS Wireless Router
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Chapter 1 - Introduction

The ASUS Wireless Family

The ASUS Wireless family contains a complete solution for wireless local area
networks in the office or at home. (The illustrations are not to scale.)

For 802.11b Wireless Networks

The ASUS 802.11b Wireless
Gateway (WL-500) creates a

) wireless network using the

IEEE 802.11b wireless
standard and allows sharing a
single Internet connection.

The ASUS 802.11b Wireless
Access Point (WL-300)
creates a wireless network
using the IEEE 802.11b
wireless standard.

ASUS SpaceLink
Wireless LAN CF Card
wL.110

IEEE 802.11b 11 Mbps.

ﬂ:’,

The ASUS 802.11b Wireless
CFCard (WL-110) isa IEEE
802.11b wireless LAN
adapter that fits into a
Compact Flash Type Il slot in
a Personal Digital Assistant
(PDA).

The ASUS 802.11b USB
Wireless Client (WL-140) is
an IEEE 802.11b wireless
USB LAN adapter that
connects to any computer’s
USB port with the benefit of
being able to place the
antenna anywhere in order to
maximize signal strength.

[——]

3

The ASUS 802.11b Wireless
PC Card (WL-103b) is a
IEEE 802.11b wireless LAN
adapter that fits into a
PCMCIA Type Il slot in a
Notebook PC. This new
version presents a better
looking design to replace the
WL-100.

The ASUS 802.11b Wireless
Router (WL-500b) creates a
wireless network using the
I[EEE 802.11b wireless
standard and allows sharing
a single Internet connection.

12
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For 802.11b & 802.11a Wireless Networks
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The ASUS WLAN 802.11b/a

| _
Cardbus Card (WL-200) is a
dual band (IEEE 802.11a/b)
wireless LAN adapter that fits
into a Notebook PC's PCMCIA
Typell dotwith Cardbus support.
L

The ASUS WLAN 802.11b/a Router (WL-600)
creates awireless network using the IEEE 802.11b
and 802.11a wireless standards and allows sharing
asingle Internet connection.

The ASUSWLAN 802.11b/a
PCI Card (WL-230) isadud
band (IEEE 802.11a/b) wirdless
PCI card that also supports
Bluetooth connections.

For 802.11g & 802.11b Wireless Networks

The ASUS WLAN 802.11g [E—TJ] TheASUSWLAN 802.11g PC

Access Point (WL-300g) Card (WL-103g) is a IEEE

creates a wireless network 802.11g and 802.11b wireless

using the |EEE 802.11g and LAN adapter that fits into a

802.11b wireless standards. PCMCIA Type Il slot in a
Notebook PC.

The ASUS WLAN 802.11g
Router (WL-500q) creates a
> wireless network using the
|EEE 802.11g and 802.11b
wireless standards and alows
sharing a single Internet
connection.

ASUS Wireless Router 13
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Chapter 1 - Introduction

Network Topology

The settings that you need to perform will vary depending on the role that
your ASUS Wireless Router will play.

Network Backbone

No software setting is necessary in the ASUS Wireless Router.

Wireless

ASUS Wireless Router

Wireless Client Wireless Client

Wired Client

In this topology, the wireless router connects your wired and wireless devices
together to form a local area network (LAN), as shown. To connect a
computer (or other device) to the ASUS Wireless Router, you need a network
cable (UTP-Catb) with one end connected to one of the LAN ports on the
back of the ASUS Wireless Router and the other in the 10/200 LAN port on
that device. For wireless connections, wireless mobile clients must comply
with the IEEE 802.11b standard.

14
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Agent to an ISP
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Internet Service Provider
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) ) | Wireless

ADSL or Cable Modem W&/ /)

T
L

W ale] |
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Wireless Client
Wired Client

In this topology, the wireless router is not only a backbone of your LAN but
also an agent to your Internet Service Provider (ISP). You may use an ADSL
or Cable modem to communicate with your ISP. Connect the LAN port on
the modem with the WAN port at the back of the ASUS Wireless Router
using a network cable as shown above.

Note: You also need to make sure that other connections on the
ADSL or Cable modem are correct.

ASUS Wireless Router 15
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Agent to Another Network

Wireless

=
=1
—
=
]
o
=
(2]
=
o
>

WAN

ASUS Wireless Router

Wireless Client

Wireless Client Wired Client

In this topology, the wireless router is an agent between your LAN and
another network. Use a network cable with one end connected to the WAN
port on the wireless router and the other to the other network as shown

above.
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LED Indicators

The LEDs on the front of the ASUS Wireless Router display the status of
the ASUS Wireless Router.
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PWR (Power)

Off No power
On System ready
Flashing Firmware upgrade failed

AIR (Wireless Network)

Off No power
On Wireless system ready
Flashing Transmitting or receiving data (wireless)

WAN (Wide Area Network)

Off No power
On Has physical connection to an Ethernet network
Flashing Transmitting or receiving data (through Ethernet wire)

LAN 1-4 (Local Area Network)

Off No power
On Has physical connection to an Ethernet network
Flashing Transmitting or receiving data (through Ethernet wire)

ASUS Wireless Router 17



Chapter 2 - Installation

2. Installation Procedure

Follow these steps to install the ASUS Wireless Router.

1. Determine the best location for the ASUS Wireless Router. Keep in
mind the following considerations:

» The length of the Ethernet cable that connects the ASUS Wireless
Router to the network must not exceed 100 meters.

* Try to place the ASUS Wireless Router on a flat, sturdy surface as
far from the ground as possible, such as on top of a desk or book-
case, keeping clear of obstructions and away from direct sunlight.

* Try to centrally locate the ASUS Wireless Router so that it will pro-
vide coverage to all of the wireless mobile devices in the area. Orien-
tating the antenna vertically should provide the best reception.

» Use only the power supply that came with this unit. Other power
supplies may fit but the voltage and power may not be compatible.

2. Wall mounting or vertical standing is also possible.
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It is the responsibility of the installer and users of the ASUS Wire-
less Router to guarantee that the antenna is operated at least 20
centimeters from any person. This is necessary to insure that the
product is operated in accordance with the RF Guidelines for Hu-
man Exposure which have been adopted by the Federal Communi-
cations Commission.

4. LAN Connection: Attach one end of an RJ-45 Ethernet cable to the
ASUS Wireless Router’s LAN port (any one of the four) and attach the
other end to the RJ-45 Ethernet cable to your desktop computer.

5. Power Connection: The ASUS Wireless Router requires power from

an external power supply. The ASUS Wireless Router ships with a UL
listed, Class 2 power supply (5V, 2A). Attach one end of the DC power
adapter to the back of the ASUS Wireless Router and the other end to a
power outlet.
The Power LED on the front of the ASUS Wireless Router will light up
when the unit is powered ON. In addition, the green LAN or WAN LEDs
will turn ON to indicate that the ASUS Wireless Router has a physical
Ethernet network connection.

18 ASUS Wireless Router



Chapter 2 - Installation

Warning: Use the ASUS Wireless Router only with the power adapter
supplied in the product package. Using another power supply may

damage the ASUS Wireless Router.
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6. Printer Connection: Connect a printer to the Wireless Router printer
port or USB port to use the router as a printing server for your local

network.
7. USB Connection: Connect a supported USB web camera or USB

storage device to the Wireless Router USB port.

Note: Before using an embedded USB application or device, refer
to the USB storage and USB camera support list on the ASUSTeK
Web site at the following Internet address: http://www.asus.com.

ASUS Wireless Router 19



Chapter 2 - Installation

Wall Mounting Option

Out of the box, the ASUS Wireless Router is designed to sit on a raised flat
surface like a file cabinet or book shelf. The unit may also be converted for
mounting to a wall or ceiling.

Follow these steps to mount the ASUS Wireless Router to a wall:
1. Look on the underside for the four mounting hooks.
. Mark two upper holes in a flat surface using the provided hole template.

2
3. Tighten two screws until only 1/4” is showing.
4. Latch the upper two hooks of the ASUS Wireless Router onto the screws.
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Note: Readjust the screws if you cannot latch the ASUS Wireless
Router onto the screws or if it is too loose.

20 ASUS Wireless Router



Chapter 2 - Installation

Vertical Standing Option

The ASUS Wireless Router can also stand on its side to save space. Two
hinges can be opened on the right side to support vertical standing. Orientate

the antenna so that it points upwards.
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Chapter 2 - Installation

Connecting to the ASUS Wireless Router

Wired Connection

One RJ-45 cable is supplied with the ASUS Wireless Router. Auto crossover
function is designed into the ASUS Wireless Router so you can use either a
straight-through or a crossover Ethernet cable. Plug one end of the cable
into the WAN port on the rear of the ASUS Wireless Router and the other
end into the Ethernet port of your ADSL or Cable modem.

Wireless-Connection

Refer to your wireless adapter user’s manual on associating with the ASUS
Wireless Router. The default SSID of the ASUS Wireless Router is “default”
(lower case), encryption is disabled and open system authentication is used.

Printer Connection

A DB25 parallel cable should be supplied with your printer. Plug the male
connector of this parallel cable into the printer port on the rear of the ASUS
Wireless Router and the centronics end into your printer.

)

Printer Port

[
wzeea)e) | NP

=y x|
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3. Software Configuration

Configuring the ASUS Wireless Router

The ASUS Wireless Router can be configured to meet various usage
scenarios. Some of the factory default settings may suit your usage; however,
others may need changing. Prior to using the ASUS Wireless Router, you
must check the basic settings to guarantee it will work in your environment.
Configuring the ASUS Wireless Router is done through a web browser.
You need a Notebook PC or desktop PC connected to the ASUS Wireless
Router (either directly or through a hub) and running a web browser as a
configuration terminal. The connection can be wired or wireless. For the
wireless connection, you need an IEEE 802.11g/b compatible device, e.g.
ASUS WLAN Card, installed in your Notebook PC. You should also disable
WEP and set the SSID to “default” for your wireless LAN device. If you
want to configure the ASUS Wireless Router or want to access the Internet
through the ASUS Wireless Router, TCP/IP settings must be correct.
Normally, the TCP/IP setting should be on the IP subnet of the ASUS
Wireless Router.

Note: Before rebooting your computer, the ASUS Wireless Router
should be switched ON and in ready state.

Setting IP address for Wired or Wireless Connection

Get IP Automatically

The ASUS Wireless Router General | Afernale Configurtion

incorporates a DHCP server so the s Capaiily, ipens. o el o sk yout resrnt cimtoer o
easiest method is to setyour PCto | "™ "=

get its IP address automatically and e o

reboot your computer. So the
correct IP address, gateway, DNS
(Domain Name System Server) can
be obtained from the ASUS | Z0i0ee e =r
Wireless Router.

Note: Before rebooting your
PC, the ASUS Wireless Router

should be switched ON and in [0 [ ooedl ]
ready state.

ASUS Wireless Router
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Chapter 3 - Software Configuration

Setting IP Manually

If you want to set your IP address
manually, the following default
settings of the ASUS Wireless Router
should be known:

e |P address 192.168.1.1
e Subnet Mask 255.255.255.0.

If you set your computer’s IP
manually, it needs to be on the same
segment. For example:

o IP address 192.168.1.xxX (XXX
can be any number between 2 and
254 that is not used by another
device)

PIX

Internet Protocol (TCP/IP) Properties
General

You cat get |P zettings azsigned automatically if your nebwark, supparts
thiz capability. Otherwize, you need to ask your network administrator for
the appropriate IP settings.

() Obtain an IP address autamatically
() Usze the following IF address:

IP address: 192.168. 1 . 8

Subnet mask: 2565285285 . 0

Default gateway: 192168, 1 . 1

(&) Use the following DMS server addresses:

Prefemed DNS server: 192.168. 1 .1

Altemate DNS server:

I [u]:8 ,4 [ Cancel ]
15X,

e Subnet Mask 255.255.255.0 (same as the ASUS Wireless Router)
o Gateway 192.168.1.1 (this is the ASUS Wireless Router)
« DNS 192.168.1.1 (ASUS Wireless Router IP address or your own).
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Installing the ASUS Wireless Router Utilities

Follow these steps to install the ASUS Wireless Router Utilities in Microsoft
Windows. Insert the support CD provided with the ASUS Wireless Router and
the menu will appear. (Double-click setup.exe if your autorun has been disabled.)

ASUS Wireless Router

Inaitnll ASUIE Wirsleas Routed LHikties

irprigtad ASLES 'Wieless Router LIS

Feadinuial User Documsnimtion

Explore OO

Browser our Wb Se

e [T

(1) Insertthe support CD and the autorun
will show. Double-click setup.exe if
your autorun has been disabled.

bl =

Valebotn 15 e A5 LIS, Vet Rcwter Lnlites St
peogram. Thes peogram vl ralal ASLUS ‘wiesksnn
Flonde LItk or pour gommgien

11 sisangly recommencded thal you et Windses progams
b furwing e St pogram

Gk, Coratanl it 5o ] bty clinias iy (e i
harve narrirg, Click Mt lo contins: with the Setup prograen.

WAAFINIMG: This prograen is pestactad by copyaght Liv and
PN Nestet.

s sagrichuchon of dietrilaaton of thie poogram, of Ay
poeon of i, may sesull in severs vl and oiminal panahes, and
el ey puoccitacatiend 1 thes Arwpara edirl sl wrdier Lnw,

[ Hear,)| Cwce

(2) Click Next after reading the welcome
screen.

Choose Destination Locatinn

Snftwarn Licenoe Agresment

1 Plewipa rasd thes folloving Licenss Agresmerd. Maeas the PAGE DO key to ses
g o of ey el

-

ASLIS Weskesk Routed Lisiy for 'Wirdkms SNE A0000F
Copyright IC] ASLES Tk COMPUTER IRC. Al Pights Recerved.

Tk, g b s chuineg ASLIS Winslsds Flouted

HOTICE

rlmmqm
w

[ e el ol s borrvs o e pnpendeng Lacerrios Agroerent? || i ehesri Mo, Sehp
vell claca, T imstall AGLES Whnslstt Muter IEiEss, s rassh espd this agreesinant

sk | EMQ g |

St wall westall A5 LIS \afeabei Rowt L i e ol
Iokder.

To install iz this folder. chick Newd

T el 5 & clfidrend Foldis, Shck Misests and palicl areihias
Iedder.

i o Chads nok 5o inalal A5 LS ‘wieslsrn Mot Linkte by
ey Carcsl 16 mal St

Digeiorvisbosn Fokded
Ch NASLE Y eeless Roubed Ltk

TR

£ ack |'_ﬂﬁ}] Cacel |

(3) Click Yes after reading the license
agreement.

Snlect Frogram I older

Faibuy vl ] a1 Ul Prcagy i F et i Bl
“W'ou g By & N |okder name. of Sedect one from the editing
Fokdors . Dk M 5 goridans,

Etrosgw s Fplcer:

FSLs Ui erlec: Fios- R

Egriting Frkdos:

e

sk | Hmn’}] Cacel |
1,

(5) Click Next to accept the default
program folder or enter another.

(4) Click Next to accept the default
destination folder or enter another.

Sntup Complein

Setup has firiched iraialing ASLS Wielsss Floutes Uillies on
yra o

Sstup can Laanch B Flesd Me He srd ASLIS Wilsss Floits
LISt Chacairion b i pony wearad Do

Cheh, Frnih b iomplis Sabup

(6) Click Finish when setup is complete.

ASUS Wireless Router

%}
)
=
=
o
™




=
C
.
=
®
7

Chapter 3 - Software Configuration

ASUS Wireless Router Utilities

After installation, you can launch the utilities through the Start menu.

E BIEEETS Administrative Tools 3
'L &5115 Ltiliky Dual Band Homegateway  #
WL Favorites ' Codec Configuration 4 Cual Band WLAN Card »
|__" Documents v Games 14 Gl wireless Router g Device Discovery
= = Microsaft Cffice Tools ’ ¥ & Firmware Restoration
Settings 3 Startup 13 o Printer Setup Wizard
¥ ¥ Uninstall ASUS ‘wireless Router Utilities

Search 3

Help and Support

BE 0®vRE

Windows XP Professional

Connecting to the ASUS WLAN Web Manager
There are several methods to connect to the ASUS WLAN Web Manager:

Device Discovery

Run the ASUS WLAN Device Discovery from the Start menu and click
Config on the device.

. Device Discovery

Device | 55D | IP Addiess | 5ubnet M

1]

3k | Printer

. WLE00g  default 192.168.1.1

'ﬁ; LCanfig QJ eﬁg Search ‘ ‘_q]. Exit |

Mumber of found dewices): 1
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If your computer’s IP is not on the same subnet as the ASUS Wireless Router
(192.168.1.X), you will be asked to change it. The IP address can be any
number from 2 to 254 that is not used by another device. Gateway is not
required.

Using a proxy server for your LAN requires that you set an excep-
tion for the ASUS Wireless Router or else connection will fail.

Proxy Settings EWE
Servers
1 Type Procey address bo use Port
S|
HTTR: | procy , asUs ., cam, by ao

Secure: |

opher: |

||
|
FTP: | ||
|
||

Socks: |

Use the same proxy server For all protocals

Exceptions
(il Do not use proxy server for addresses beginning with:
Sz

[

192.163.1.1 L}S

Use semicolons { ; ) bo separate entries,

[ Ok ] [ Cancel

Add 192.168.1.1 in the Exceptions box if you are using a proxy server.

Enter Address or Name Manually

You can also open your PC’s web browser and enter the name or the default
IP address of the ASUS Wireless Router:

WL500g
http://my.router or http://my.WL500g or http://192.168.1.1

WL500b
http://my.router or http://my.WL500b or http://192.168.1.1

ASUS Wireless Router
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Chapter 3 - Software Configuration

Note: If you cannot find any the ASUS Wireless Routers due to a
problem in the IP settings, push and hold the “Restore” button over
five seconds to restore factory default settings.

User Name and Password

Once connected, a window will ask
for the User name and Password in

Connect to 192.168.1.1

order to log in. The factory default
values are “admin” and “admin”.
WLE00g
User name: |ﬂ adrin V|
Passward: | [TTTT] |
[CJremember my password:
w
C [ [0]'4 %J [ Cancel
4 Home Page
After logging in, you will see the ASUS Wireless Router home page.
WL500g WL500b

AL WSO

Wireless Home Gateway

AL WSO I :

Wireless Meme Gateway

- » Qich Swlug sk sy b compiets s st By
o LA LI, Wbty o 1 FO P ok, B e gemmaieny e ol Gl
a1 e =y & WOLLED sl WPA sapports op b | |y b -

FEFEFFENENE

WL e e e F#R ard el s sl | s e

+ i =4 ) s 1w 1 * WislaTs Firrres profet LAH prpegreed b s
- e -

R o B T T R T ——
et v o plag 1P b rasney b oo e homs

» Wil L = Fibiled Shifiig o Coviaers s B b i iees
& 1P Sharing sl gty stuss the sy BF | [nbomet
& Inimret Farwmnd] profer) LAN or Wissss st
= - th Tz il i wiling
ek T et g (7 | v Wl i b e of il . e
T uite fu Bt wwesd with Il 1.0 sbove.

[T e e —

There are three operation modes in the ASUS Wireless Router. The default
operation mode of the ASUS Wireless Router is Home Gateway Mode.
Please refer to “System Setup” — “Operation Mode” in detail.

IMPORTANT: After entering information on any page, click the
“Apply” button sty |. If you click any other link, you will be di-
rected to another page and lose your new settings.
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Home Gateway Mode

Click Next to enter the Quick Setup page. Follow the
instructions to setup the ASUS Wireless Router.

Quick Setup in Home Gateway Mode

Salect Tima Tone
Plames CROOEE Tha e [ove whong you BIW i st m

Time Juse FONT AT () bhfwrny iniarad ‘Swmms
[T, 20 (AT ierny Padeed, & Bt =
a
4 i
ar ] d
Badact Infermet Co coon T
Saldac annecton Type
L M pperis T by of Connecton 10 beremat theough ks WAl Dot Paans selsc
corrachon by you reed. [n addton, befors getirg on Irfemes, peais mebe e g s
Sfwaet bl WLIOONE WN pir? £S5 pour DIL o Catle Mades
Cannscian lyps, Cotr
Cabls |
Erg Fimadt
Sat Your Account io ISP
1F you apply an A06 SOl s dhyrarss B, 7o SR A WSS BITOUNT and pakpenrd Som
youd 5P Pases N difa nin ihe lolowing felch carefully . Or, o your apply & AL sccoued
wiih LS P, joat W ke’ e @0d plassind o it
Lammuct with wwic FT
[Ty y——
o
&
L
WAN IP SsiEng
Fill TER awing o WLIE0Y B Edvvsmet T inbamat Twigh WAk pat

Gont B i alby !
PP

Sarhined Mk

Ddowlt Loatemy,

Gl DG Sarves auismaiicaly?
BRE Saivwr 1

BNS Sarven 1

- = ¥ e 1
- - -

Blaahad Sarvices b ety
o | 7
s g g
Dt Hlusch Sarvicoas .
.-
Tiass of Doy 1a Blaerh Sartcin b b B =

—5—

Home Gateway

Select your time zone
or the closest region. Click Next to
continue.

“ADSL” uses a standard phone cable.
“Cable” uses a heavy round TV cable.
Click Next to continue.

Select “No” to enter the information
manually. “Yes” will disable the field.
Click Next to continue.

Select “No” to enter the information
manually. “Yes” will disable the field.
Click Next to continue.

You can block access to web sites,
ICQ, streaming data, telnet, FTP, or
others on specified days and time in
order to restrict use, such as when
children are concerned. Click Next
to continue.

ASUS Wireless Router
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Qulck Satup

Configure Wirsless inlerface

Vs wtogs Res s wnlrwdsssn (ntowfoces (a Bo Qive I8 tesivee, colled 5510, In
alelition, Wy would like B protect ranssmiCied dots, (sonse el U
Sascainily Lirwal mied nealn o sl lor st bicalbon i
ErmaarTsesicn | 1 i% b s (il

|
B

el clakm

Ty [t
Bacurily Level

LT

WEF by 1 (10 or 36 hex digita]
WEF Way 2 (10 or 20 hew digits]
WEP ey 3 (10 or 36 hes digite]
WP Hay d (18 or 38 hew aigite]
Drefpasn Hay

o ottt Firmmall codgues vine Nie s |
* Wirmbess Famal corfiguns pos fRer raen e

To set up your wireless interface, you
must first give itan SSID (Service Set
Identifier). The SSID is a unique
identifier attached to packets sent
over WLANSs. This identifier
emulates a password when a wireless
device attempts communication on
the WLAN. Because an SSID
distinguishes WLANS from each
other, access points and wireless
devices trying to connect to a WLAN
must use the same SSID.

Also, if you want to protect
transmitted data, select a middle or
high Security Level.

Middle: allows only those users with the
same WEP key to connect to this access
point and to transmit data using 128-bit
WEP encryption.

High: allows only those users with the
same WPA pre-shared key to connect to
this access point and to transmit data
using TKIP encryption.

Click Finish to continue. You are
prompted to save the settings. Click
Save&Restart to save the settings to
the ASUS Wireless Router and enable
the new settings.

To adjust other settings, click an item
on the menu to reveal a submenu and
follow the instructions to setup the
ASUS Wireless Router. Tips are
given when you move your cursor
over each item. The following have
submenu items:

* Wireless

* IP Config

» NAT Setting

* Internet Firewall

Wireless Firewall
USB Application
System Setup
Status & Log
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Wireless

Click an item on the menu to reveal a submenu. Follow
the instructions to set up the ASUS Wireless Router. Tips
are displayed when you move your cursor over an item.

Wireless - Intarface Wiraloss - Interface
Li=— Crannsl [fan ]
CRarms! Al .';J T
: S Coats Pt Misgen v =)
Bamic Riste Bt L Tk ¥ 'y =
b S Bdg Mode At :I I by Profacion
Auttuniscation Wrthod it Syrilein o Sharwd Hay =] D Pratis i [T ansirmm =] 0
Encryption: jhans =] Aidtwntication Method et Byl o lhareed Ry 2] (b}
Passphrase I Encryption [fes | =
WEP Ky 1 [10 or 25 hex dighs] T Pasaphrmis S =
WEP Ky 2 [10 0 36 hex dighs): ] WEF Ky 1 (10 or 78 hex sighs) = 5
WEP Ky 2 [10 or 26 hae sigh] ] WEF Ky 2 (10 or 39 hex sigl ——————— ~
WEP Kry 4 (10 or 20 hex dighs) == R N
WEP by d (10 o 36 hes digas) ]
Dl Moy =]
i £ s Dafwim Wy =
WA Re-hey Timer; ' WA Rk Thmar: I
[Bigch brosdoas SEI0 i " Iy Dicck Broadcast SHI0 —
N et | | e |

The SSID is an identification string of up to 32 ASCII characters that
differentiate one ASUS Wireless Router AP or Access Point from other
manufacturers. The SSID is also referred to as the “ESSID” or “Extended
Service Set ID.” You can use the default SSID and radio channel unless
more than one ASUS Wireless Router or Access Point is deployed in the
same area. In that case, you should use a different SSID and radio channel
for each ASUS Wireless Router or Access Point. All ASUS Wireless Routers
and ASUS 802.11g/802.11b WLAN client adapters must have the same
SSID to allow a wireless mobile client to roam between the ASUS Wireless
Routers . By default, the SSID is set to “default”.
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Channel

The 802.11g and 802.11b specifications supports up to 14 overlapping
channels for radio communication. To minimize interference, configure
each ASUS 802.11g APto be non-overlapping; select Auto from the Channel
drop-down list to enabl e the system to select aclear channel during boot up
as your operating channel.

Ensure that ASUS Wireless Routers sharing the same channel (or channels
which are close in number) are as far away from each other as possible,
based on the results of your site survey of thefacility. Thereisasite survey
utility on the ASUS Wireless Router setup CD.

Data Rate (Mbps) ( WL500g Only)

Thisfield allows you to specify the transmission rate. Leave on “Auto” to
maximize performance versus distance.

54g Mode (WL500g Only)

This field indicates the 802.11g interface mode. Selecting “Auto” allows
802.11g and 802.11b clients to connect to the ASUS Wireless Router.
Selecting “54g Only” maximizes performance, but prevents 802.11b clients
from connecting to the ASUS Wireless Router. If “54g Protection” is
checked, G-Mode protection of 119 traffic is enabled automatically in the
presence of 11b traffic.

Basic Rate Set

Thisfield indicates the basic rates that wireless clients must support. Use
“1& 2Mbps’ only when backward compatibility is needed for some older
wireless LAN cards with amaximum bit rate of 2Mbps.

Authentication Method

This field enables you to set different authentication methods which
determine different encryption schemes. The relationship between
Authentication Method, Encryption, Passphrase and WEP Keys is listed in
the following table. If you are not using a RADIUS server in a home
environment and all your clients support WPA, using WP A-PSK s
recommended for better security. Selecting WP A or Radius with 802.1x ,
as additional settings for the RADIUS server in the W ireless — Radius
field is required.

32

ASUS Wireless Router



Chapter 3 - Software Configuration

Encryption (WEP)

Authentication .
Method Encryption Passphrase WEP Key 1~4
None Not required Not required
Sge” orShared | \vep.ga bits | 1~64 characters | 10 hex
y WEP-128 bits | 1~64 characters | 26 hex
Shared Ke WEP-64 bits 1~64 characters | 10 hex
y WEP-128 bits | 1~64 characters | 26 hex
TKIP only 8~63 characters | Not required
WPA-PSK AES only* 8~63 characters | Not required
WPA TKIP only Not required Not required
AES only* Not required Not required
. : Auto Not required Not required G
podus Wil | WEP-64 bits | 1-64 characters | 10 hex ¢
' WEP-128 bits | 1~64 characters | 26 hex %
* WL500g supports AES and TKIP encryption for WPA. e
WL500b supports TKIP encryption for WPA.

Traditional WEP encryption is applied when “Open or Shared Key”, “Shared
Key” or “Radius with 802.1x” authentication methods are selected.

When “WPA-PSK” or “WPA” authentication methods are used, the newly
proposed TKIP (Temporal Key Integrity Protocol) or AES (Advanced
Encryption Standard) encryption schemes are applied.

TKIP: TKIP uses an encryption algorithm which is more stringent than
the WEP algorithm and also uses existing WLAN calculation facilities
to perform encryption operations. TKIP verifies the security
configuration after the encryption keys are determined.

AES: AES is a symmetric 128-bit block data encryption technique which
works simultaneously on multiple network layers.

ASUS Wireless Router 33
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64/128-bit versus 40/104-bit

The following section explains low-level (64-bit) and high-level (128-bit)
WEP Encryption schemes:

64-bit WEP Encryption

64-bit WEP and 40-bit WEP are the same encryption method and can
interoperate in a wireless network. This level of WEP encryption uses a 40-
bit (10 Hex character) encryption scheme as a secret key, which is set by
the user, and a 24-bit “Initialization Vector” scheme, which is not under
user control.

Together these two schemes make a 64-bit (40 + 24) encryption scheme.
Some vendors refer to this level of WEP as 40-bit and others refer to this as
64-bit. ASUS WLAN products use the term 64-bit when referring to this
lower level of encryption.

128-bit WEP Encryption

104-bit WEP and 128-bit WEP are the same encryption method and can
interoperate on a wireless network. This level of WEP encryption uses a
104-bit (26 Hex character) encryption scheme as a secret key which is set
by the user, and a 24-bit “Initialization Vector”, which is not under user
control.

Together these two schemes make a 128-bit (104 + 24) encryption scheme.
Some vendors refer to this level of WEP as 104-bit and others refer to this
as 128-bit. ASUS WLAN products use the term 128-bit when referring to
this higher level of encryption.

Passphrase

Selecting “TKIP” or “AES” in the Encryption field is used as a password to
begin the encryption process. An 8- to 63-character password is required.

Selecting “WEP-64bits” or “WEP-128bits” in the Encryption field generates
four WEP keys automatically. A combination of up to 64 letters, numbers,
or symbols is required. Alternatively, leave this field blank and type in four
WEP keys manually.

* WEP-64bit key: 10 hexadecimal digits (0~9, a~f, and A~F)
* WEP-128bit key: 26 hexadecimal digits (0~9, a~f, and A~F)

34
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Note: The ASUS WLAN family of products uses the same algorithm
to generate WEP keys, eliminating the need for users to remember
passwords and to maintain compatibility between products. How-
ever, using this method to generate WEP keys is not as secure as
manual assignment.

WEP Key

You can set a maximum of four WEP keys. A WEP key is either 10 or 26
hexadecimal digits (0~9, a~f, and A~F) based on whether you select 64bits
or 128bits in the WEP pull-down menu. The ASUS Wireless Router and
ALL of its wireless clients MUST have at least the same default key.

Default Key

The Default Key field lets you specify which of the four encryption keys
you use to transmit data on your wireless LAN. As long as the ASUS Wireless
Router or wireless mobile client with which you are communicating has the
same key in the same position, you can use any of the keys as the default
key. If the ASUS Wireless Router and ALL of its wireless clients use the
same four WEP keys, select “key rotation” to maximize security. Otherwise,
choose one key in common as the default key.

WPA Re-key Timer

This field specifies the time interval (in seconds) after which a WPA group
key is changed. Enter ‘0’ (zero) to indicate that a periodic key-change is not
required.

Block Broadcast SSID

By default, “No” is selected so that wireless mobile users can see your
ASUS Wireless Router’s SSID and join. If “Yes” is selected, your ASUS
Wireless Router will not show in site surveys by wireless mobile clients
and they will have to manually enter your ASUS Wireless Router’s SSID. If
you want to restrict access to “your” ASUS Wireless Router , this is a simple
way to do it but for security reasons, don’t forget to change the SSID to
something other than “default”.

ASUS Wireless Router
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Wireless

Click an item on the menu to reveal a submenu. Follow the
instructions to set up the ASUS Wireless Router. Tips are
displayed when you move your cursor over an item.

Bridge/Access Control List

BF Mode: My ¥
AP Cinl
Channel: :anh!r:;lll'lTnl]-
AP Only WDS Only
Im - Bridge Wireless - Bridge
w 7 a8 i:“
c " e =
= = G
("__D'-l A e AF Crly - DL
w Chasnei A e R -

[T p——
1

Cosnanl 15 APs s Remess Bildge |

immm [oaa I o F—
Remote Bridge List
Hybrid
Wireiess - Bridge Wireless bridge (also known as

S o o ST S o WA o Wireless Distribution System or

Bilaa awaryrem

Remote Bridge List

2 a8 ¥ WDS) allows you to connect to one
[+ & 4 P .
- U or many Access Points.
=l v E ==
] i
2 vy . -
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AP Mode

AP (Access Point) Mode configures the ASUS Wireless Router for a specific
application. By default, the ASUS Wireless Router is configured as an Access
Point which enables wireless mobile clients to connect wirelessly to a wired
Ethernet network. The following options are available from the drop-down
list:

AP Only: the ASUS Wireless Router acts only as an Access Point.

WDS Only: the ASUS Wireless Router can only communicate with
other Access Points.

Hybrid: Hybrid allows you to use the ASUS Wireless Router both as
an access point and as a wireless bridge.

Channel
Both Access Points in Wireless Bridge mode must be set to the same channel.

Connect to APs in Remote Bridge List (Yes/No)
Select Yes to connect to access points in the remote bridge list.

%}
)
=
=
o
™

Allow anonymous? (Yes/No)
Select Yes to allow users without accounts to connect.

Note: If “Connect to APs in Remote Bridge List” and “Allow Anony-
mous” are both set to “No”, it means that this AP will not connect with
other APs and therefore the AP mode setting will return to “AP Only”.
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Remote Bridge List

MAC Address

Enter the MAC address of the target ASUS Wireless Router in order to
designate which ASUS Wireless Router will be the partner for this ASUS
Wireless Router.

You can setup your wireless environment as shown in this figure:

Note: The contentin braces “()” is the MAC address in the Remote
Bridge List of the AP. For example, WB1 have the MAC address of
WB in its Remote Bridge List.

In this case, there are six ASUS Wireless Routers and they are linked as
wireless bridges. Take one of them, named WB, as an example. WB is not
in “AP Only” mode and “Connect to APs in Remote Bridge List” is set as
“Yes”, so it can connect to WB3. Meanwhile, “allow anonymous” is set as
“Yes” or “Allow anonymous” is set as “No” but it has the MAC addresses
of WB1, WB2, and WB4 in the “Remote Bridge List”, so it can be connected
by WB1, WB2, and WBA4.
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Wireless

Click an item on the menu to reveal a submenu. Follow the
instructions to set up the ASUS Wireless Router. Tips are
displayed when you move your cursor over an item.

Access Control
Wireless - Access Control Pull down menu items:

Disable (no info required)

Access Controd List

pEson. Reject (need to input information)

Accept (need to input information)

isevars =

To add security, the ASUS Wireless Router has the ability to only associate
with or not associate with wireless mobile clients that have their MAC
address entered into this page.

The default setting of “Disable” will allow any wireless mobile client to
connect. “Accept” will only allow those entered into this page to connect.
“Reject” will prevent those entered into this page from connecting.

Adding a MAC Address

To add a MAC address, enter the 12 hexadecimal characters into the white box
next to “MAC Address:” and click the Add button. The MAC address will be
placed in the control list below. Only a total of 31 MAC addresses can be entered
into this page so determine which will be the lesser; those you wish to accept or
those you wish to reject and click the appropriate “MAC Access Mode”.

Note: Click the “Finish” button to save your new settings and re-
start the ASUS Wireless Router or click “Save” and restart later.
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Wireless

Click an item on the menu to reveal a submenu. Follow the
instructions to set up the ASUS Wireless Router. Tips are
displayed when you move your cursor over an item.

Radius Setting

Wethen s FAP Btlioe This section enables you to set up
i i e il o e et e v additional parameters for connection
T A with a RADIUS Server. Values are
Server Pon e required for this page when the
s ' Authentication Method field in the

e o] R Wireless - Interface screen are set as

“WPA” or “Radius with 802.1x".
Refer to Authentication Method on
page 32.

Server IP Address — specifies the IP address of the RADIUS server to use
for 802.1X wireless authentication and dynamic WEP key derivation.

Server Port — specifies the UDP port number used by the RADIUS server.

Login Secret — specifies the password used to initialize a RADIUS
connection.

Note: A RADIUS server is used for remote user authentication and
accounting. It is primarily used by Internet Service Providers, but
can also be used on any network that needs a centralized authenti-
cation function for its workstations.
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Wireless

Click an item on the menu to reveal a submenu. Follow the
instructions to set up the ASUS Wireless Router. Tips are
displayed when you move your cursor over an item.

Advanced
Wireless - Advanced This section allows you to set up
T sectian allows you o set up addivonal parantes o el et glditional parameters for the wireless
Fragmentation Thrsshald T router function. We recommend that
RTE Threshold: et .
gkt o you l_Jse t_he default values for all items
Beacan inferval r__ I n th IS WI ndOW.
Ensble Frams Bursting? et ® Mo

Frsdom | Frmh Arply

Fragmentation Threshold (256~2346) — Fragmentation is used to divide
802.11 frames into smaller pieces (fragments) that are sent separately to the
destination. Enable fragmentation by setting a specific packet size threshold.
If there is an excessive number of collisions on the WLAN, experiment
with different fragmentation values to increase the reliability of frame
transmissions. The default value (2346) is recommended for normal use.

RTS Threshold (0~2347) — The RTS/CTS (Request to Send/Clear to Send)
function is used to minimize collisions among wireless stations. When
RTS/CTS is enabled, the router refrains from sending a data frame until
another RTS/CTS handshake is completed. Enable RTS/CTS by setting a
specific packet size threshold. The default value (2347) is recommended.

DTIM Interval (1~255) —- DTIM (Delivery Traffic Indication Message) is
a wireless message used to inform clients in Power Saving Mode when the
system should wake up to receive broadcast and multicast messages. Type
the time interval in which the system will broadcast a DTIM for clients in
Power Saving Mode. The default value (3) is recommended.

Beacon Interval (1~65535) — This field indicates the time interval in
milliseconds that a system broadcast packet, or beacon, is sent to synchronize
the wireless network. The default value (100 milliseconds) is recommended.

Enable Frame Bursting? — This field allows you to enable frame-bursting
mode to improve performance with wireless clients that also support frame-
bursting.

ASUS Wireless Router
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Chapter 3 - Software Configuration

IP Config

Click an item on the menu to reveal a submenu. Follow the
instructions to set up the ASUS Wireless Router. Tips are
displayed when you move your cursor over an item.

WAN & LAN

IP Config - WAN & LAN

WL SO0y supports thres connection types o WAN, Thoss types am selected
Iresira Bl dhitap-dbawn mieiic Besicle WAN Condeclion Types, The setting fekls
will differ depending on what kird of connection typse you sehect

WkN Connection Type [retomat :'-E‘
Sehe Mo 1

B Adress:

ot sk E—
S ——

Gat ONS Server sutomatically? P

one s e

. —

ne e —
s —
idie Sescarmect Time in secondsioption):  [[IHNNIIN

Host Hame |

MAC Address [ 3

P Address

Suibral Madk

Host Nams [

from DHCP Server automatically.

WAN Connection Type

The ASUS Wireless Router
supports three connection types to
WAN, including Static IP, PPPoE
and Automatic IP. The WAN setting
fields in this page will differ
depending on what kind of
connection type you select.

WAN IP Setting

These three items are editable only
when WAN Connection Type is set
as Static IP.

IP Address - This is IP address of
the Wireless Router as seen on the
remote network. If you leave it
blank, the router will get IP address

Subnet Mask - This is Subnet Mask of the Wireless Router as seen on the

remote network.

Default Gateway - This is the IP address of default gateway that allows for
contact between the Wireless Router and the remote network or host.

WAN DNS Settings

You can set the DNS setting with using any WAN Connection Type (Static

IP, PPPOE, or Automatic IP).
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Get DNS Server automatically? - Normally this is automatic and you
would answer “No” to the question about manually assigning DNS. If you
are given instructions from your ISP to enter DNS addresses, select “Yes”
to manually assigning DNS.

DNS Server 1/DNS Server 2 - If you are given instructions from your ISP
to enter DNS addresses, select “Yes” to manually assigning DNS and enter
the IP addresses here.

PPPoE Account

These three items are editable only when WAN Connection Type is set as
PPPoE.

User Name - The name of your Internet account provided by your ISP.
Some ISPs work with the entire account name along with the hosting domain
(such as yourname@yourdomain.com) and others require that you enter
only the account name (yourname).

Password - Enter the password for your Internet account.
Idle Disconnect Time in seconds (option) - Enter the number of seconds
of inactivity to disconnect you from your ISP.

Special Requirement from ISP

The following two items may be specified by some ISPs. Check with your
ISP and fill them in if required.

Host Name — Fill this in if required by your ISP.
MAC Address - Fill this in if required by your ISP.

LAN IP Setting

IP Address - This is IP address of the Wireless Router as seen in your local
network. The default value is 192.168.1.1.

Subnet Mask - This is Subnet Mask of the Wireless Router as seen in your
local network. The default value is 255.255.255.0.

Host Name - This is Host Name of the Wireless Router as seen in your
local network.

ASUS Wireless Router
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Chapter 3 - Software Configuration

IP Config

Click an item on the menu to reveal a submenu. Follow the
instructions to set up the ASUS Wireless Router. Tips are
displayed when you move your cursor over an item.

DHCP Server

iP Config - DHCP Server The ASUS Wireless Router
Lo et 234 1t ks e vl ook e SUPPOTES Up 0 254 IP addresses for
g 1 o s putpemspicallyfrom wisgem rne pner == your local network. The IP address
e e M of a local machine can be assigned
 Post Stating Asreas: [T manually by the network
i 'L__ - administrator or obtained
automatically from the ASUS
St L Wireless Router if the DHCP server
sl pm—— is enabled.

o] e L Enable the DHCP Server? — This

field allows you to enable or disable
DHCP server in the Wireless Router. The default value is “Yes”

Domain Name - This field indicates the Domain Name to provide to clients
that request IP Address from DHCP Server.

IP Pool Starting Address - This field specifies the first address in the pool
to be assigned by the DHCP server in your local network.

IP Pool Ending Address - This field specifies the last address in the pool
to be assigned by the DHCP server in your local network.

Lease Time - This field specifies the amount of connection time a network
user be allowed with their current dynamic IP address.

DNS and WINS Server Setting

DNS Server 1/DNS Server 2 - This field indicates the IP address of DNS
to provide to clients that request IP Address from DHCP Server. You can
leave it blank, then the Wireless Router will process the DNS request.

WINS Server - The Windows Internet Naming Service manages interaction
of each PC with the Internet. If you use a WINS server, enter IP Address of
server here.
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IP Config

Click an item on the menu to reveal a submenu. Follow the
instructions to set up the ASUS Wireless Router. Tips are
displayed when you move your cursor over an item.

Static Route

IP Config - Static Route This function allows you to add
s tncton slows o o st oo ks o w0 wevestit - routing rules into the ASUS
s - Wireless Router. It is useful if you
Static Route List [hai] | o connect several routers behind the
Nt P [etmanh S ASUS Wireless Router to share the

| J ! same connection to Internet.

Apply to routing table? -
Selecting “Yes” applies all those

s | P s | rules in Static Route List into
routing table.

Static Route List

Network/Host IP —It stands for the destination IP address of network or
host. So it could be an IP address, such as 192.168.1.1 or a range of IP
address, such as 192.168.0.0 or 192.0.0.0. If a packet with destination IP
address that match to this field or within the range of this field, it will route
to the device set in Gateway field.

Netmask — It stands for the netmask of an added network route.

Gateway - This field stands for the IP address of gateway where packets
are routed. The specified gateway must be reachable first. It means you
have to set up a static route to the gateway beforehand.

ASUS Wireless Router
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Chapter 3 - Software Configuration

IP Config

Click an item on the menu to reveal a submenu. Follow the
instructions to set up the ASUS Wireless Router. Tips are
displayed when you move your cursor over an item.

Miscellaneous

IP Config - Miscellanecus

Enable UPriP7

Erisbile Wb Seceds from WANT

Enable Log for Acceas from WANT

Remate Log Server: [

Time Zons [CGWIT= 108 0] Tonpe

=]

NTP Server

DONS Sefing

Drynaamibe- DNS [ DIDNS) allows you o axport pour sever (o Inleiet with an
il nnmey, owon thowgh you hnve no static [P addiess. Currently, two
DONS clisnts e embedded in WLES00G. You can chick Fres Trial below o
start with & fros triad scoount.

Enable the DONE Clent?
Earar
User Name or E-mail Address

Pessword or DDNS Hey:

Hoat Hame I

Enable wildcard?

Enable UPnP — Selecting “Yes” to
enable UPnP, it will allow your
Wireless Router to be found
automatically by systems, such as
Windows XP. And it allows these
systems to automatically configure
the Wireless Router for various
Internet applications, such as
gaming and video conferencing.

Enable Web Access from WAN —
This feature allows you to manage

i s the Wireless Router from Internet.
[te] ] e Please access the Wireless Router

with 8080 port.

If you know the WAN IP address of the Wireless Router, please open your
web browser and enter the IP address. For example:

http://140.113.201.1:8080

If you enable the DDNS with an account, please open your web browser
and enter the host name registered in DDNS service provider. For example:

http://wl500g.homelinux.org:8080

Note: The default port of browser, 80, is reserved specially for Web
Server within your local network.

Enable Log for Access from WAN —This feature allows you to record all
network access initiated from Internet.
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Remote Log Server — This feature allows you to assign a remote server to
record log messages of the Wireless Router. If you leave it blank, system
will record up to 1024 messages on the Wireless Router only.

Time Zone — This field indicates time zone where you are locating in.

NTP Server — This field allows you to set IP address of NTP Server to
synchronize your system time.

DDNS Setting

Dynamic - DNS (DDNS) allows user to export host name to Internet through
DDNS service provider. Each time the ASUS Wireless Router connect to
Internet and get an IP address from ISP, this function will update your IP
address to DDNS service provider automatically, so that any user on Internet
can access the ASUS Wireless or servers behind it through a predefined
name registered in DDNS service provider.

Enable the DDNS Client? — Selecting “Yes” to enable DDNS update, then
each time your IP address to WAN is changed, the information will be
updated to DDNS service provider automatically.

Server — Currently, clients connect to DynDNS or TZO are embedded in
the Wireless Router. You can click Free Trial link behind this field to start
with a free trial account.

User Name or E-Mail Address — This field is used as an identity to log in
Dynamic-DNS service.

Password or DDNS Key -This field is used as a password to log in
Dynamic-DNS service.

Host Name —This field represents the Host Name you register to Dynamic-
DNS service and expect to export to the world.

Enable wildcard? — This field determines if domain name with wildcard is
also redirected to your ip address.

Update Manually —This button allows you to update DDNS database
manually. Itis available only when automatic DDNS update failed. You can
get current status of DDNS update from System Log.

Note: Currently, clients connected to DynDNS or TZO are embed-
ded in ASUS Wireless Router. You can click Free Trial link behind
each DDNS service provider to start with a free trial account.

ASUS Wireless Router

a7

%}
)
=
=
o
™




=
C
.
=
®
n

Chapter 3 - Software Configuration

NAT Setting

Click an item on the menu to reveal a submenu. Follow the
instructions to set up the ASUS Wireless Router. Tips are
displayed when you move your cursor over an item.

Port Mapping

NAT Setting - Port Mapping This function allows you to redirect
Lt Meoreing i s ria o cediet cxta Mo ot CeTtain incoming TCP and UDP
s e i e e e 0 ports to  specific  computer
dynamically. These Port Mapping
Mapped Port List

rules will be set or unset
immediately each time you press Set
(or Unset) button after description
of the rule. But, if you like to save
these settings permanently, please
press  Finish  button to
Save&Restart the Wireless Router
after you have set your rules.

‘Wall-Hnowven Applications: [CRer Definea

3 |l
]

Locw P Mapped Port Dacripticn

I [ & [€]

I I I
r T -
I I I
I I I
I I i
I I I

[

i

Rebre s |

Mapped Port List

Local IP — This field stands for the destination IP address that you like to
redirect the matched packet to.

Mapped Port — This field stands a port number or a range of ports. Once
the destination port of incoming packets matches the port or within the port
range, the incoming packets will be redirect to IP address specified in Local
IP.

Description —This field allows you to record what this rule is used for.
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NAT Setting

Click an item on the menu to reveal a submenu. Follow the
instructions to set up the ASUS Wireless Router. Tips are
displayed when you move your cursor over an item.

Virtual Server

NAT Satting - Virtual Sarvar To make services, like WWW, FTP,
o ke e M L 18 e b e o e, PYOVided by a server in your local
EESIE IR TS network accessible for outside
e - users, you should specify a local IP
Virtual Server List g address to the server. Then, add the
WelKnowe Agphcations finer Do) IP address and network protocol
Locir l"“" i T"_’_f'"_‘_';]”""""‘“ type, port number, and name of the

service in the following list. Based
on the list, the gateway will forward
service request from outside users
to the corresponding local server.

] Fe | e Enable Virtual Server?—Selecting

“Yes” applies all those rules in
Virtual Server List into the Wireless Router.

Virtual Server List
Local IP — This field stands for the destination IP address that you like to
redirect the matched packet to.

Port Range- This field stands a port number or a range of ports. Once the
destination port of incoming packets matches the port or within the port range,
the incoming packets will be redirect to IP address specified in Local IP.

Protocol- This field stands a port number or a range of ports. Once the
destination port of incoming packets matches the port or within the port range,
the incoming packets will be redirect to IP address specified in Local IP.

Description —This field allows you to record what this rule is used for.

Virtual Server vs. DDNS

Cooperating with DDNS, your can expose your server to Internet with a
unigue name, even through dynamic WAN IP address is applied.
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Chapter 3 - Software Configuration

Time Zone — This field indicates time zone where you are locating in.

NTP Server — This field allows you to set IP address of NTP Server to
synchronize your system time.

DDNS Setting

Dynamic-DNS (DDNS) allows user to export host name to Internet through
DDNS service provider. Each time the ASUS Wireless Router connect to
Internet and get an IP address from ISP, this function will update your IP
address to DDNS service provider automatically, so that any user on Internet
can access the ASUS Wireless or servers behind it through a predefined
name registered in DDNS service provider.

Enable the DDNS Client? — Selecting “Yes” to enable DDNS update, then
each time your IP address to WAN is changed, the information will be
updated to DDNS service provider automatically.

Server — Currently, clients connect to DynDNS or TZO are embedded in
the Wireless Router. You can click Free Trial link behind this field to start
with a free trial account.

User Name or E-Mail Address — This field is used as an identity to log in
Dynamic-DNS service.

Password or DDNS Key —This field is used as a password to log in
Dynamic-DNS service.

Host Name —This field represents the Host Name you register to Dynamic-
DNS service and expect to export to the world.

Enable wildcard? — This field determines if domain name with wildcard is
also redirected to your ip address.

Update Manually —This button allows you to update DDNS database
manually. It is available only when automatic DDNS update failed. You can
get current status of DDNS update from System Log.

Note: Currently, clients connected to DynDNS or TZO are embed-
ded in ASUS Wireless Router. You can click Free Trial link behind
each DDNS service provider to start with a free trial account.
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NAT Setting

Click an item on the menu to reveal a submenu. Follow the
instructions to set up the ASUS Wireless Router. Tips are
displayed when you move your cursor over an item.

Virtual DMZ

NAT Satting - Virtual DMZ Virtual DMZ allows you to expose

o e e i One computer to Internet, so that all

o s ol s i e inbound packets will be redirected

e to the computer you set. It is useful
e | L | e while you run some applications

that use uncertain incoming ports.
Please use it carefully.

IP Address of Exposed Station — This field stands for the IP address of the
computer that you want to expose to Internet.

%}
)
=
=
o
™

ASUS Wireless Router 51



=
C
.
=
®
7
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Internet Firewall

Click an item on the menu to reveal a submenu. Follow the
instructions to set up the ASUS Wireless Router. Tips are
displayed when you move your cursor over an item.

LAN to WAN Filter

Firewall - WAN & LAN Filter Firewall - WAN & LAN Filtor
LAN B WAMN Iiter allows you o block speciled packets between LAN and Py
VAN, AL firBt, yods Can dafin the cata and tma that Nitsr will bo anabied, LM & WAN lilter alloves you to hlock specified packets hetween LAK and

WAN. A Tiist, youl cad dedins the dabi and B that lilber wdll be annkilod

Theen, you can choose the delalt sction Tor fllter in both diveciions ard v
st Einet 11 for MIVY RECADEONG. Thasn, wou can choosss the dielault .IIL‘IH'H-'I B Tl in bBoth directions ancd
Insnt e nubes Tof any exoogbions
= © =
— g =
Enable LAN & WAN Nsr? e E & WAN fEer? " s
Lisg type Betvenan WAN mnd LAN [Fer =

Log typs bebewen WAN ard LAN

L [ T Lim L T L

LAN o WAN Filter WWAN to LAN Filter

F oo T non F Tim F wad o F zun P mon ¥ Tus ™ wied
D to Enable LAN to WAN Filter ate to Enable YWAN to LAM Filter

P 7 ® i ¥ at P 1o ® Fn® s
Time of Day o Enable LAN to WANFiter: [0 [0 |1 Fo Time of Cay to Enable WAN to LAN Fiter: [0 oo [0 |
Packets[LAN 1o WAN) not speceied willbe:  [R0CE0T =] Packets{WAN to LAN] not specified will be! |4 CEFT =
Filtered ICHPLAN to WAN) packet tyoes: | ) Filered ICMIPTWAN bo LAN) pacist types: |
LAN to WAN Filter Table sl | pa| e WAN to LAN Filter Table Add | | Dal| | Hee
Wil-Hnown Applcations: [tar Datrma =] Vinll-Kean Appheations: [Lhsar Dwfined =l
Ssurce P Porifiange  Destinalion P PartRange  Protecsl Source 1P Port Range | Destination @ |Port Rangs | Protocol

I | | — 0 [ree = | | | | I

WAN & LAN Filter

LAN & WAN filter allows you to block specified packets between LAN
and WAN. At first, you can define the date and time that filter will be enabled.
Then, you can choose the default action for filter in both directions and
insert the rules for any exceptions.

Enable LAN & WAN filter? — Selecting “Yes” enables both LAN to WAN
and WAN to LAN filter.

Log type between WAN and LAN — This field indicates what kind of
packets between WAN and LAN will be logged.
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Date to Enable LAN to WAN Filter — This field defines the dates that
LAN to WAN filter will be enabled.

Time of Day to Enable LAN to WAN Filter — This field defines the time
interval that LAN to WAN filter will be enabled.

Packets (LAN to WAN) not specified will be — This field defines those
LAN to WAN packets which are not specified in WAN to LAN Filter Table
will be accepted or dropped.

Filtered ICMP (LAN to WAN) packet types — This field defines a list of
LAN to WAN ICMP packets type that will be filtered. For example, if you
would like to filter Echo (type 8) and Echo Reply (type 0) ICMP packets,
you need to enter a string with numbers separated by blank, such as, "0 5".

WAN to LAN Filter

Date to Enable WAN to LAN Filter — This field defines the dates that
WAN to LAN filter will be enabled.

Time of Day to Enable WAN to LAN Filter — This field defines the time
interval that WAN to LAN filter will be enabled.

%}
)
=
=
o
™

ASUS Wireless Router

53



=
C
.
=
®
n

Chapter 3 - Software Configuration

Internet Firewall

Click an item on the menu to reveal a submenu. Follow the
instructions to set up the ASUS Wireless Router. Tips are
displayed when you move your cursor over an item.

URL Filter

Firawall - URL Filter

URL Filber allows you to block specilic AL access from your kacal network

Enable URL Filter?

Date to Erable UAL Fier

Time of Dy to Enabls URL Fiter | I Fa

URL Keyword List el Y
UFL Krywords
|
Reatoir Frah Azoly

URL Filter allows you to block
specific URL access from your local
network.

Enable URL Filter? — Selecting
“Yes” enables URL Filter and
applies rules in URL Keyword List
into the Wireless Router.

Date to Enable URL Filter— This
field defines the dates that URL
filter will be enabled..

Time of Day to Enable URL Filter

— This field defines the time interval that URL filter will be enabled.

URL Keyword List

URL Keyword - If the URL filter is enabled and URL access contains the
keyword specified in the URL Keyword List, the DNS mapping of this

URL would be blocked.
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Wireless Firewall

Click an item on the menu to reveal a submenu. Follow
the instructions to set up the ASUS Wireless Router. Tips
are displayed when you move your cursor over an item.

Wiraless Firewall - Basic Config Wireless Firewall - Basic Config
Wirsless Flrmwall allows you to crests & soqoratesd wirskss ool network Vincless Flrewall allows you to creabe o separmbed windess local metwork.
All pracionts Broin clienta ymde this nefwork sm conbrolled By (@ miles AN packeds Trom cliands ender this metveork are cortrolle) by Gt rules
o st yois gk
F . & !

Enable Wirelaas Firewall? ® e ™ by Erabis Yiraless Frawsl? @ P
P Addreas [reamzs P Address i'--.'_'-"- %
Subnal maga [rs 2 Buknet mask B

Restore Frah Al Rewme i | Aizle

Wireless Firewall allows you to create a separated wireless local network.
All packets from clients under this network are controlled by filter rules
you set.

Enable Wireless Firewall? — This field stands for the destination IP address
that you like to redirect the matched packet to.

IP Address — This field stands a port number or a range of ports. Once the
destination port of incoming packets matches the port or within the port
range, the incoming packets will be redirect to IP address specified in Local
IP.

Subnet mask — This field stands a port number or a range of ports. Once
the destination port of incoming packets matches the port or within the port
range, the incoming packets will be redirect to IP address specified in Local
IP.

ASUS Wireless Router
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Chapter 3 - Software Configuration

Wireless Firewall

Click an item on the menu to reveal a submenu. Follow
the instructions to set up the ASUS Wireless Router. Tips
are displayed when you move your cursor over an item.

DHCP Server

Wireless Firewall - DHCP Server The ASUS Wireless Router
Wi, Tl e b T s s e i can SUPPOItS Up to 254 1P addresses for
wAERl s 13003 1 1 GHCP e o your wireless network. The IP
il e address of a local machine can be
Rl :_ _ assig_ne_d manually by the network
Loaes o B administrator or obtained
automatically from the ASUS
rouge — Wireless Router if the DHCP server
WS S ] E is enabled.
=3 L | e |

Enable the DHCP Server? — This
field allows you to enable or disable
DHCP server in the Wireless Router. The default value is “Yes”

Domain Name - This field indicates the Domain Name to provide to wireless
clients that request IP Address from DHCP Server.

IP Pool Starting Address - This field specifies the first address in the pool
to be assigned by the DHCP server in your wireless network.

IP Pool Ending Address - This field specifies the last address in the pool
to be assigned by the DHCP server in your wireless network.

Lease Time - This field specifies the amount of connection time a wireless
network user be allowed with their current dynamic IP address.

DNS and WINS Server Setting

DNS Server 1/DNS Server 2 - This field indicates the IP address of DNS to
provide to wireless clients that request IP Address from DHCP Server. You
can leave it blank, then the Wireless Router will process the DNS request.

WINS Server - The Windows Internet Naming Service manages interaction
of each PC with the Internet. If you use a WINS server, enter IP Address of
server here.
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Wireless Firewall

Click an item on the menu to reveal a submenu. Follow
the instructions to set up the ASUS Wireless Router. Tips
are displayed when you move your cursor over an item.

WLAN & WAN Filter

Wiraless Firewall - WLAN & WARN Filter

WLAM & WAN filter allows you i block specified packets between WLAN
arsd VAN, If Wirsless Firesoll s ernabbed, At first, you can cho

il action fos flber in both directions. Tha
||||||| Flosnm

o, Insert the

Erinbile WLAN & WAN SitarT
Packata{VWLAM to WAN] nct specified will
b

|
Fifered ICMPOALAN to WAN] packed bypen: |
Pachela{WAN to WLAN] not apectied will =)
ba: =
[
I

Filered ICHP{WAN to WLAN] packst bypes
Leg Typs Betweer WLAN snd WAN

o] o] | ]

WLAN to WAN Filter Table

Source I Pori Rengs  Destination P Purt Rengs Protocol

L : - : R

WAN to WLAN Filter Table nst | oei| e

Source I Pori Rangs  Destination P Puort Rangs Protocol
| il T [rer

WLAN & WAN filter allows you
to block specified packets between
WLAN and WAN, if Wireless
Firewall is enabled. At first, you can
choose the default action for filter
in both directions. Then insert the
rules for any exceptions.

Enable WLAN & WAN filter? —
Selecting "Yes" enables both
WLAN to WAN and WAN to
WLAN filter.

Packets (WLAN to WAN) not
specified will be — This field
defines those WLAN to WAN
packets which are not specified in

WLAN to WAN Filter Table will be accepted or dropped.

Filtered ICMP (WLAN to WAN) packet types — This field defines a list
of WLAN to WAN ICMP packets type that will be filtered. For example, if
you would like to filter Echo (type 8) and Echo Reply (type 0) ICMP packets,
you need to enter a string of numbers separated by blank, such as, 0 5.

Packets (WAN to WLAN) not specified will be — This field defines those
WAN to WLAN packets which are not specified in WAN to WLAN Filter

Table will be accepted or dropped.

Filtered ICMP (WAN to WLAN) packet types — This field defines a list
of WAN to WLAN ICMP packets type that will be filtered. For example, if
you would like to filter Echo (type 8) and Echo Reply (type 0) ICMP packets,
you need to enter a string of numbers separated by blank, such as, 0 5.

ASUS Wireless Router
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Chapter 3 - Software Configuration

Log type between WLAN and WAN - This field indicates what kind of
packets between WLAN and WAN will be logged..

WLAN to WAN Filter Table and WAN to WLAN Filter Table

Source/Destination IP Address - For source or destination IP address, you
can input a specific IP address, such as "192.168.122.1", or IP addresses
within one subnet, such as "192.168.123.*", or "192.168.*.*", or all IP

addresses as "*".

Source/Destination Port or Port Range - For source or destination port
range, you can input a specific port, such as 95", or ports within a range,
such as "103:315", ">100", or "<65535".

Protocol - This field indicates the protocol type of packets this rule like to
filer.
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USB Application

Click an item on the menu to reveal a submenu. Follow the
instructions to set up the ASUS Wireless Router. Tips are
displayed when you move your cursor over an item.

FTP Server

USE Application - FTP Sarver Set“ n g

Force bo Eject LISH Disk !il

e s s FTP Server Mode — The ASUS
PR~ e e Wireless Router features an

FTF Part

— embedded FTP server for USB
storage. Before using the FTP server
, ensure that your USB device fulfils
the following requirements.

|
kEpmimum Lisers Alowed to Log n |
Lesgn Timeout i Seconds | .

E1my Timeout in Seconds:

%}
)
=
=
o
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* The FTP server only works with supported USB devices. Supported
devices are listed on the ASUSTeK Web site at http://www.asus.com.

*  The ASUS router supports read/write functions for FAT or FAT32 file
systems and read-only functions for NTFS (NT file system). If your
USB storage device is formatted as a FAT or FAT32 file system,
configure the FTP server to work from the first partition (partition 0).

* Devices with multi-partitions will be detected; however, only super
users and anonymous users can access devices configured with multi-
partitions. Other users can only access the directory /ftp_pub or /ftp_pvt/
username/ in partition 0.

Note: Most compatible USB storage devices listed on the ASUSTeK
Web site are plug and play; you do not have to power off the router
when connecting these devices. However, USB external storage
cases for IDE devices require you to restart the router after you
connect them.

The following describes the available fields in the FTP Server screen.
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Chapter 3 - Software Configuration

Force to Eject USB Disk —When this item is enabled, pressing the “Eject”
button will allow the router to write the cached data back to the USB disk
before you remove the USB disk. Remove the USB Disk only after you
press the button and get the refreshed Web page. Otherwise, you will lose
the cached data.

Enable FTP Server? — Select Yes to enable the ftp server daemon when
you have connected USB storage to the router.

Allow Anonymous User to Login? — Select Yes to enable an anonymous
user account with all access rights. The User name is anonymous or ftp. No
password is required.)

Login as Anonymous: click Login to log in to this FTP Server with an
Anonymous User account to access a Net Disk.

Allow Anonymous User to Login? o ey o Mo Hi%n

Allow Super User to Login? — Select Yes to enable a super user account
with all access rights. The user name and password are the same as the
network administrator.

Login as Super User: click Login to log in to this FTP Server with
Super User account to access a Net Disk.

o p

* Mo u{ﬂ)n

FTP Port—Type the port number to be used for the FTP server. The default
is 21.

Maximum Users Allowed to Log in — Type the maximum number of users
allowed to simultaneously log in to the server.

Allow Super User to Login? i g

Login Timeout in Seconds — This field enables you to terminate user
connections after users have been connected for the specified period of
time.

Stay Timeout in Seconds —This field enables you to terminate user
connections after users log in but stay idle for the specified period of time.
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User Account List

User Account List s || el Setting

st [“.""'“"‘ ; The User Account List enables
you to create a user profile, set the
|Resd Onl -
(view omy user password, the maximum

|Private

number of times the user can log
in, and user access rights

User Name — Type the user name for the FTP account.

Password — type the password of the FTP account. Leave the field blank
or type an asterisk (=) for anonymous access.

Note: The FTP Server only supports “No encrypted password
“protection. Clients connecting with MD4 or MD5 will not be allowed.

Max. Login — This field indicates the maximum logins allowed with this
FTP account. Leave the field blank or type zero (0) to allow unlimited
login.

Rights — This field indicates the rights assigned to this FTP account:

Read/Write/Erase: users attached to this account can access the USB
storage device, and read, write, and erase files on the drive.

Read/Write: users attached to this account can access the USB storage
device, and read, and write to the drive; however, users cannot erase
files on the drive.

Read Only: users attached to this account can access the USB storage
device, and read files on the drive; however, users cannot write to the
drive or erase files.

View Only: users attached to this account can access the USB storage
device, and view files only.

Private: users attached to this account can access a private directory in
the USB storage (partition0:/ftp_pvt/User Name), and is allowed all
access privileges (Read/Write/Erase/View).

ASUS Wireless Router
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Banned IP List

Bannad IP List A e Settlng
l'*“"" _ This screen enables you to enter IP
| addresses that you do not want
users connected to the router to
access.
FL__ £ 5.4

IP Address — This field indicates the IP address you want to ban. Enter a
specific IP address, such as 192.168.1.5, or IP addresses within one subnet,
such as 192.168.*.*, or 192.168.1.*.

Client Setting

Users can connect to the FTP server using a Web based browser such as IE
or Netscape. To connect to the server, type the FTP URL in the browser
address bar: ftp://username@[IP address or host name of the router]/

=
C
.
=
®
n

Using other FTP-protocol programs, you can connect to the FTP Server
using either PASV or PORT.

Note: The FTP Server only supports “No encrypted password” pro-
tection. Clients connecting with MD4 or MD5 will not be allowed
access.
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USB Application

Click an item on the menu to reveal a submenu. Follow the
instructions to set up the ASUS Wireless Router. Tips are
displayed when you move your cursor over an item.

Note: Before using the Web Camera function, refer to USB Web
Camera support listed on the ASUSTeK Web site at the following
address: http://lwww.asus.com.

Setting
Web Camera Setting — The
Web Camera - Satting H
r— e ASUS Wireless _ROl_Jter
R i implements several applications
g e for a USB Web Camera, enabling

Eerrew Lewel

you to capture images and send
them over the Internet.

|
|
|
)

Rifrean Tims in seconds |
Caplien Hring: |
|

Connection Port

Web Camera Mode — Select the appropriate camera mode from the drop-
down list. ActiveX Only enables users to execute ActiveX clients on an
Windows IE platform to get the best image quality. ActiveX and Refresh
enable users to get a basic image on both IE and Netscape platforms.

Web Camera Driver — When you plug a supported Web Camera into the
wireless router, the appropriate driver is selected automatically. Refer to
the USB Web Camera support list on the following ASUSTeK Web site for
supported Web Cameras and chipset vendors: http://www.asus.com.

Image Size — Select the image size from the drop down list. 320 x 240
provides a larger image. 160 x 120 provides faster transmission. Click
Preview to see how your web camera appears.

Sense Level — This field indicates the sensitivity at which image movement
IS detected.

Refresh Time in Seconds — This field indicates the time interval in seconds
in which the system reloads images. The range of values is 1~65535.

Caption String — This field indicates the text string that is displayed on
your Webcam page.

Connection Port - This field indicates the port that the server listens with
to communicate with ActiveX clients.

ASUS Wireless Router
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Client Setting

For clients that use Netscape or other browser that don’t support ActiveX,
you don’t need additional setting to view an image in browser. For client
that use IE 5.0 or above, you need to set IE to get a better support on ActiveX
as following:

1. Open Internet Explorer 5.0 or above.
2. Select Internet Options| Security | Local Intranet | ActiveX Controls.
3. Check that your settings are as follows:

3 L5005, Microsaft Intermet Explores Go to Internet Options from the “Tools”
Bl (R yew  Fgeoter BEEE Help menu.
gmu w 3 xll ?ﬂ;ﬁmtﬁ ' [ e‘mh .G'
'l;'rmﬁsu:dbct

A&l hetpoflaz. 160,01/

— "=

Home Goteway

Web Camura Mode:

|
|
= Web Camera Driver:

[_]

[ ] Image Sle:

. -

- Sanas Laval:

& Helvesh Time in seconds

Caplion String:

Connection Part:

Security Mode Setti

This function allows you
detected, WLSDO0G will tn

Internet Options C“Ck Local Intranet SettingS and CIiCk

General| Security |F'rivacy Content | Connections | Programs | Advanced CUStom Level

Select a Web content zone to specify its security seftings.

® @ 0 @

Internet IREENGUENEE  Trusted sites Restricted
h sites
Local intranet
[~ | This zorne containg all'web sites that
W ] ale Oh your organization's intranet, -

Security level for this zone

Custom
Custarn zettings.
- To change the zettings, click Custom Lewvel.
- To use the recommended settings. click Default Level.

[ QustomLeveI...% [ Default Level ]

[ Ok ][ Cancel ]
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Security Settings

Settings:

@ Activek contrals and plug-ins ~
@ Download signed Activer conkrols
Dizable -
Enable
Prompt
Download unsigned Actives controls

Dizable
Enable
Prompt

Initialize and script Activelr controls not marked as safe

Dizable

Prompt
TPt ot ot e cle ool fe b
< ! :
Resef cuskom settings
Reset tol | Medium-low v| ’ Reset ]

Security Settings

Settings:

@ Run Activel controls and plug-ins ~
Adrinistrator approved
Disable
Enable
Prompk

@ Scripk ActiveX controls marked safe For scripting
Dizable
Enable
Prompk

[#% Downloads

@ Filz download

Disable
8 Enable

[#% mace Aol oa

£

£

|

Reset cuskom sektings

w | ’ Reset ]

’ oK %7][ Cancel ]

L ] E Are you sure you want ko change the security settings For this zone?
-

[ Yes %J i Mo i

Reset to: | Madium-low

Enabled the three ActiveX controls and
plug-ins.

By default, these items are
disabled and will prevent the
ASUS Wireless Router’s
web camera function from
working.

@ Download signe

Disable
Enable
Prompk

@ Download unsigr
Disable
Enable
Prompk
Initislize: and scr

Disable
Enable
o Prompk

By default, these three items should already
be enabled. Enable them if they have been
changed.

Click Yes to change the security settings.
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Web Camera vs. DDNS

Cooperating with DDNS, your can monitor your home environment through
Internet, even through dynamic WAN IP address is applied.

Security Mode Setting

This function allows you to monitor your environment through Web Camera.
If there is any motion detected, WL500g will try to alert you by means of
email.

Enable Security Mode? — Selecting “Yes” enables the Security Function
on the date and time you set below.

Date to Enable Security Mode — This field defines the dates that Security
Mode will be enabled.

Time to Enable Security Mode — This field defines the time interval that
Security Mode will be enabled.

Send to — This field indicates the email address you like to send to.

Email Server — This field indicates the email server where you like to
deliver your email to. If you leave this field blank, the Wireless Router will
find a Mail Exchanger from your email address in Send to field.

Subject —This field allows you to edit subject of email.

Attach Image File? —This field allows you to attach detected image file
into email.

Security Mode Setting

This function allows you to monitor your environment through Web
Camera. If there is any motion detected, WL500g will try to alert you by
means of e-mail.

Enable Security Mode? v ® p
v v W v
Date to Enable Security Mode: Sun ™ on ™ Tue ™ Hyed
M Thu P Fri ¥ sat
Time to Enable Security Mode: IOO : IOO - |23 ; |59
Send to: I
Email Server: I
Subject: IMotion detection alert!l!
Attach Image File? O T
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Remote Monitor Setting

This function allows you to monitor up to 6 Web Cameras in your LAN.
You can enter the IP addresses of WL500g, WL500b or WL600, which
connect with Web Camera.

Remote Control Mode — Selecting LAN Only you can only monitor within
LAN environment. Selecting LAN and WAN you can monitor your Web
Camera from WAN. (In this mode, the Wireless Router maps certain TCP
ports automatically. Please consider security issue.)

Remote Site 1-6 — This field stands for the IP address and port number of
Remote Site. It should be filled with “[IP Address]:[Connection Port]”.

Remote Monitor Setting

This function allows you to monitor up to 6 Web Cameras in your LAN. You

can enter the IP addresses of WL600 or WL500g which connect with Web 8
Camera. =
Remote Control Mode: [LAN and WAN ¥ preview %
Remote Site 1: |192.168.123.1 TTT8 ™
Remote Site 2: |192.168.123.1 TETT

Remote Site 3: |192.168.1.’I:TT?’?

Remote Site 4: I

Remote Site &5: I

Remote Site 6: I

Restore | Fmish | Apply |

Preview

Click Preview behind Remote Control Mode to see the view of all the
web camera sites you set in Remote Site.
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System Setup

Click this item on the menu to reveal a sub menu. Follow the instructions to
setup the Wireless Router. Tips are given when you move your cursor over
each item.

Operation Mode

The ASUS Wireless Router supports three operation modes to meet different
requirements. Please select the mode that matches your networking
requirements.

System Satup - Oparation Moda Home Gateway
i:l‘:iﬂ.:ﬂ::::;‘.";'niﬂ‘.'m i aso Babact the ottt ety et In this mode, we suppose you use the

= Home Gabeway

In this mode, we supposs you use WLSO0 to connect
Eo Diteamet Ueiaagh ADSL of Cablie Modest. And, Hsire
ANy oo i o anvionment share the aame
IP b ISP,

Eapdaining with teschidcal torms, gateway ook |5 , HAT

Ethernet port to connect to Internet
through ADSL or Cable Modem.
And, there are many people in your

s onatwad, WAN connaction ks allowed by using PPPOE,
or DHCE client, or static 1P, In sddition, somes fsbmes
wihibch are wsslil Tor home ser, ssich a8 UPRP sl
CHOMS, s mupportod

environment share the same IPto ISP.

et 55 CAN b U ey o Yo Ga ot 9 Technically, gateway mode is, NAT
e, enabled, WAN connection is
e o et e oy @llowed by using PPPOE, or DHCP
st s, Client, or static IP. In addition, some
- ”ﬁ”:ww'“m:’““”;“ features, which are useful for home

user, such as UPnP and DDNS, are
supported.

Exglanitniveg with technical Terrs, access goint mos is,

HAT |s disabled, one wan port and four lan ports of

Router
In Router mode, we suppose you use the Ethernet port to connect to LAN in your
company. So, you can set up routing protocol to meet your requirement in office.

Technically, router mode is, NAT is disabled, static and dynamic routing protocol
are allowed to set, and WAN connection is allowed only by using static IP.

Access Point

In Access Point mode, Ethernet port and wireless devices are set to locate in the
same local area network. Those WAN related functions are not supported here.

Technically, access point mode is, NAT is disabled, one wan port and four LAN
ports are bridged together.

By default, the ASUS Wireless Router operates in Access Point mode.
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Router Mode

After selecting “Router” mode and clicking “Apply”, you will enter the
“Quick Setup” page of the Router mode. Follow the instructions to setup

the ASUS Wireless Router.

Note: The Wireless, IP Config, Internet Firewall, Wireless Firewall
and Web Camera settings in Router Mode are the same as the set-
tings in Home Gateway Mode. To learn more about these settings,
please refer to the Home Gateway Mode in this user’s manual.

Quick Setup in Router Mode

Pipdin Chaoie 15e v form whern i e kaben o

Tiors Toste ST AT T ——

wapswe |
Pl TORR g o WLIO0G B ESrvmtd 1 Iharmat Hesisgh W gort

Gt B alamate aity? "

= Al |

[rrm—— |

Tinhasss i sbmwory

Gt DS S orvm fassm it cally® pes

o s  —

s e —

After selecting “Router” mode and
clicking “Apply”, you will enter the
“Quick Setup” page of the Router
mode. Follow the instructions to
setup the ASUS Wireless Router as a
Router.

Guick Satup
|:ll!“mﬂ.rt Wiliraless inlerlaee

Vit wtogs s me yost vl v (o fiices da B0 glwe 10 A (sl
ielition, Wy would like b probect anseitie dls, shenee seloct D
Sascainily Lirwanl @il nsnhpn o (oesvwond hor sithenticatbon o diks
Ermrrarnbssicn i 18 b sosgaived

SRS

Bacurily Level

LT

WEF kay 1 (10 or 36 hax digits)
WEF Way 2 (10 or 20 hew digits]

wr, Callend NS00, In

|

WEP Hay 3 (10 or 26 hea dighe]
WP Hay d (18 or 38 hes Sgite]
Dafuin Hay

=]

;

If you would like to perform other
settings, click the item on the menu
to reveal a sub menu. Follow the
instructions to setup the ASUS
Wireless Router. Tips are given when
yOU move your cursor over each item.
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Router

Click this item on the menu to reveal a sub menu. Follow
the instructions to setup the ASUS Wireless Router. Tips
are given when you move your cursor over each item.

Static Route

Router - Static Route If you connect several routers with

e the Wireless Router, you may need

ooty reses spscieamrets macvl BB to set up a predefined routing rule,

Static Route List _hae | et ]| s called static route, between those

l':'m'*"”’ _l"_"m-"*-?_-*m _ routers and the ASUS Wireless
Router.

Redistribute static routes into
RIP? - Redistribute routing
information from a static route

TR T entries specified in the Static Route

[ List into the RIP table. So that router
near to the Wireless Router can
learn those routing rules that you
predefined.

Static Route Filter pit | pei || Be|

R P | =] Set metric of static route (1-16) -
Set a metric for the matched route
when sending announcement. For RIP, valid metric values are from 1 to 16.

Only routes specified in route filter will - This field defines only those
matched destination networks, which are specified in the Static Route Filter
table will be distributed or not be distributed.

Static Route List
This table allows user to maintain a predefined routing rule.

Network/Host IP - It stands for the destination IP address of network or
host. So it could be an IP address, such as 192.168.1.1 or a range of IP
address, such as 192.168.0.0 or 192.0.0.0. If a packet with destination IP
address that match to this field or within the range of this field, it will route
to the device set in Gateway field.
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Netmask Bits - It stands for the netmask of an added network route in
numeric format. For example, if you want to set netmask as 255.255.255.0,
please set “24” in this field, If you want to set netmask as 255.255.255.255,
please set “32” in this field.

Gateway - This field stands for the IP address of gateway where packets
are routed. The specified gateway must be reachable first. It means you
have to set up a static route to the gateway beforehand.

Static Route Filter

This table allows user to decide which routing rules set in Static Route List
will be redistributed or not be redistributed to RIP.

Network/Host IP - It stands for the destination IP address of network or
host. So it could be an IP address, such as 192.168.1.1 or a range of IP
address, such as 192.168.0.0 or 192.0.0.0. If a packet with destination IP
address that match to this field or within the range of this field, it will route
to the device set in Gateway field.

Netmask Bits - It stands for the netmask of an added network route in
numeric format. For example, if you want to set netmask as 255.255.255.0,
please set “24” in this field, If you want to set netmask as 255.255.255.255,
please set “32” in this field.

ASUS Wireless Router
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Router

Click this item on the menu to reveal a sub menu. Follow
the instructions to setup the ASUS wireless router. Tips are
given when you move your cursor over each item.

Dynamic Route

M.m-ﬂgnm Route Destribution Rules
s b o o o o b bocing St VA o, L
B e Do staned o Elsi incoriing of aubgalig data of WAH and LAN
e ot For sach type, we can ot only those matchod networks spocified in
nakle P an s " thes Hembe Distribstion Filtes table pee processsesd o droppesd
RIF Version [Ban =] For type O routen, which & received from [ =]
WAH, enity thie specified below will Be kel
Enable Split-ferizen? L T For type | routel, whith e 2 to WAN, | ——— =
Authertication Method: Dvaatin = only thouw Epecifind bl Wit be ———
Foe typa 2 routen, which pre recatved from e —y
AutFermication ey | LAN, oty thte apecified balow will Ba =
For rype 3 routen, whiich are et IO LAM. ey
anfy (hoas spectfed Delow wil ke = -
Enable RS on LAN? vor ® Route Distribution Filter A I [l I Help
RIF Versian [Ban =] Routs Type HetworkiHost ———
Enable Sglit-horizon? ® e b -
x| |

Rastherication Method: Triatm
|

Autmwrdicstion Hey

Timer

Upaste tims: o
Timeast tima:
Garbage-collection time m

Route Metric Rules

This function allows any
BIP mednic s & valis ol distancs kor the nobwork. Ususlly RIP Incremisnta .
e e e L e e e device that supports RIP1 or RIP2

mskric offset only Tor the mabched petworks specilbsd or excluded in e

Panste Metyic Difsat tabls. But ths mietre offset of other robwerks I8 still updates rout'ng ruIeS dynam'cal Iy

o F into your Wireless Router in router
For incoming routes, sdd metric offsetto [ =]
Fer outgoing routes, set metric offaet ta [rone = mOde '
Rotite Metric Offset A ]| el
Direction MetworkHost B .le Bity WA N
e : Enable RIP on WAN - Both the
sending and receiving of RIP packets
_ will be enabled or disabled on the

WAN port.

RIP Version - This field enables the selected interface to send and receive
packets with RIP Version 1, RIP Version 2, or both. In the case of both,
packets will be both broadcast and multicast.

Enable Split-horizon -Control if split-horizon routing mechanism is applied
on the WAN port. If split-horizon routing mechanism is applied on the port,
the Wireless Router will not report route to destination to the neighbor
from which the route was learned.
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Authentication Method - Select if RIP packets need to be authenticated.
Selecting Text, RIP packets will be authenticated with a Text-format key.
Selecting MD5, Rip packets will be authenticated with a MD5-format key.

Authentication Key - Key for authentication, if Authentication Method is
not disabled.

LAN

Enable RIP on LAN - Both the sending and receiving of RIP packets will
be enabled or disabled on the LAN port.

RIP Version - This field enables the selected interface to send and receive
packets with RIP Version 1, RIP Version 2, or both. In the case of both,
packets will be both broadcast and multicast.

Enable Split-horizon - Control if split-horizon routing mechanism is applied
on the LAN port. If split-horizon routing mechanism is applied on the port,
the Wireless Router will not report routing information
to destination to the neighbor from which the route was learned.

Authentication Method - Select if RIP packets need to be authenticated.
Selecting Text, RIP packets will be authenticated with a Text-format key.
Selecting MD5, Rip packets will be authenticated with a MD5-format key.

Authentication Key - Key for authentication, if Authentication Method is
not disabled.

Timer

Update Time - Every update timer seconds, the RIP process is awakened
to send an unsolicited Response message containing the complete routing
table to all neighboring RIP routers.

Timeout Time - Upon expiration of the timeout, the route is no longer
valid; however, it is retained in the routing table for a short time so that
neighbors can be notified that the route has been dropped.

Garbage-Collection Time - Upon expiration of the garbage-collection
timer, the route is finally removed from the routing table.

Route Distribution Rules

Users can determine which RIP packets should be processed or dropped by
means of Route Distribution Filter. RIP packets are divided into 4 types:

ASUS Wireless Router
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Type 0: packets, which are received from WAN.
Type 1: packets, which are sent to WAN.
Type 2: packets, which are received from LAN.
Type 3: packets, which are sent to WAN.

Route Distribution Filter

This table allows user to decide which routing rules learned from its neighbor
will be redistributed.

Route Type - It stands for what type number in those 4 types of packets this
filter rule used for.

Network/Host IP - It stands for the destination IP address of network or
host. So it could be an IP address, such as 192.168.1.1 or a range of IP
address, such as 192.168.0.0 or 192.0.0.0. If a packet with destination IP
address that match to this field or within the range of this field, it will route
to the device set in Gateway field.

Netmask Bits - It stands for the netmask of an added network route in
numeric format. For example, if you want to set netmask as 255.255.255.0,
please set “24” in this field, If you want to set netmask as 255.255.255.255,
please set “32” in this field.

Route Metric Rules

RIP metric is a value of distance for the network. Usually RIP increments
the metric when the network information is received. Redistributed routes’
default metric offset is set to 1. These rules can be used to change the metric
offset only for the matched networks specified or excluded in the Route
Metric Offset table. But the metric offset of other networks is still set to 1.

Route metric offset - This field stands for the metric offset that will be
added to the routes, which match the filter rules.

For incoming routes, add metric offset to - This field defines if the metric
offset will be added into those incoming routes specified in Route Metric
Offset table.

For outgoing routes, set metric offset to: This field defines if the metric
offset will be added into those outgoing routes specified in Route Metric
Offset table.
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Route Metric Offset

This table allows user to define which routing rules’ metric will be added
by the predefined metric offset.

Network/Host IP: It stands for the destination IP address of network or
host. So it could be an IP address, such as 192.168.1.1 or a range of IP
address, such as 192.168.0.0 or 192.0.0.0. If a packet with destination IP
address that match to this field or within the range of this field, it will route
to the device set in Gateway field.

Netmask Bits: It stands for the netmask of an added network route in numeric
format. For example, if you want to set netmask as 255.255.255.0, please
set “24” in this field, If you want to set netmask as 255.255.255.255, please

set “32” in this field.
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AP Mode

After selecting “Access Point” mode and clicking “Apply”, you will enter
the “Quick Setup” page of the Access Point mode. Follow the instructions
to setup the ASUS Wireless Router.

Note: The Wireless settings are the same as the settings in Home
Gateway Mode. To learn more about these settings, please refer to
the Home Gateway Mode in this user’s manual.

Quick Setup in Access Point Mode

Click Next to enter the Quick Setup page. Follow the instructions to setup
the ASUS Wireless Router.

Configure Wireless Interface

Access Point . . .
First step for setting your wireless

+ Quick Setup allows usors o complote baskc setting by

e v sambps ansmission | 11E11ACE 1S 10 giVe it a name, called
o S SRR SR i SSID. In addition, if you would like
- 5 shtatus ol systoen (0 Ibs, -
Err i g ke to protect transmitted data, please

This site is best viewed with [E 5.0 or above,

. Select WEP protection and assign
caennexTio s auiek s S50\ ED Lavs for dlata transmission, Your
wireless setting will be applied into

Quick Satup all interfaces.

t tmtvie, colled SSI0. In
i, i seloct Ll
ailthors and ik

Vs whogs s meol yo wslrvbesy InEoefices
aielition, Wy would ke b protect b
Sascainily Lirwanl mied nealEn o sl

g e (See next few pages for item
2o s descriptions.)

WEF by 1 (10 or 36 hex digita]

WER by 3 (10 or 36 hex digita]
WEP by d (18 or 38 has digite]
Dot Hay | &

WO ka3 (10 0r 36 s st

If you would like to perform other settings, click an item on the
menu to reveal a sub menu. Follow the instructions to setup the
ASUS Wireless Router. Tips are given when you move your cursor
over each item.
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IP Config in Access Point Mode

Click this item on the menu to reveal a sub menu. Follow the
instructions to setup the ASUS Wireless Router. Tips are given
when you move your cursor over each item.

LAN

1P Config - LAN Selection items:

. .

r— T * Yes (no info required)

S rm « No (need to input information)

e — Click Apply or Finish if you make
T any changes.

Get IP Automatically

Select Yes (default) or No to get IP address automatically from a DHCP
server.

Yes

This parameter determines if the ASUS Wireless Router will send out a
DHCP request during bootup. If you have a DHCP server on the network,
set this option so that the ASUS Wireless Router can receive an automatic
IP address assignment.

Ifyou have a DHCP (Dynamic Host Configuration Protocol) server on the network,
then the DHCP server will automatically assign the ASUS Wireless Router an IP
address when the ASUS Wireless Router is powered up. To determine what IP
address has been assigned to the ASUS Wireless Router, review the IP address on
the “Status” page available on the “Main Menu”.

No

The ASUS Wireless Router also accepts a static IP address. You may
manually configure the IP address and subnet mask on the “IP Config”
page. Enter an IP address and a subnet mask in the field provided to assign
the ASUS Wireless Router a static IP address. If you don’t know your
Gateway setting, leave it empty (not 0.0.0.0).

ASUS Wireless Router
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Chapter 3 - Software Configuration

System Setup

Click this item on the menu to reveal a sub menu.
Follow the instructions to setup the ASUS Wireless
Router. Tips are given when you move your cursor
over each item.

Change Password

System Satup - Change Password

Eatyps Wi Famwsnd

This page will allow you to change the default password “admin” (lower
case) to any password of you choice. You can enter any usable characters
between 1-16 characters long (cannot be left blank). Click Save button to
save your new password. If you forget the ASUS Wireless Router’s password,
you can reset the ASUS Wireless Router to its factory settings (see
troubleshooting).

Note: The password is case sensitive.
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Firmware Upgrade

Click this item on the menu to reveal a sub menu. Follo
instructions to setup the ASUS Wireless Router. Tips are ¢
when you move your cursor over each item.

Eystem Setup - Firmware Upgrade Firmware Upgrading !
Faoliow mstructicns listed below e {8 LD BANG! Fieade wst ong| homa page of WL XK seBng 1§ shonwn up g

Tate: & Eaen sbout B0 seconds

Frmduw B
Famrware Varsan
Hesfiaadear Vonass
Har b di e Weduian

Wosw Fismmara FB80 [ egens

This page reports the Flash Code (Firmware) version installed in the ASUS
Wireless Router. Periodically, a new Flash Code is available for the ASUS
Wireless Routers on ASUS’s Web site. You can update the ASUS Wireless
Router’s Flash Code using the Firmware Upgrade page under the Advanced
Setup menu of the Web Manager. If you are experiencing a problem with
your ASUS WLAN equipment, a Technical Support representative may ask
you to give your device’s Flash Code (Firmware) version.

The firmware upgrade takes approximately 60 to 90 seconds. When
the firmware upgrade is completed, you will be directed to the home

page.
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Chapter 3 - Software Configuration

System Setup

Click this item on the menu to reveal a sub menu.
Follow the instructions to setup the ASUS Wireless
Router. Tips are given when you move your cursor
over each item.

Setting Management

1 it duerida slad S Yo “Now Salling | Re® belos

This function allows you to save current settings to a file, or load settings
from a file.

Save As a File

Move your cursor over the HERE link on the web page. Then click the
right button of mouse and select Save As... to save current setting into a
file.

Note: When current settings are saved to file, it will be saved to flash
as well.

Load From a File

Specify the path of and name of the downloaded file in the New Setting
File below. Then, click Upload to write the file to. It takes a few time to
finish the process and then the system will reboot.

New Setting File
Click Browse to locate the file.
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System Setup

Click this item on the menu to reveal a sub menu.
Follow the instructions to setup the ASUS Wireless
Router. Tips are given when you move your cursor
over each item.

Factory Default

Eystem Sefup - Factory Defaull

ok (e Ewalome botion b e o settege el revtods the fec tary delied Th
i GilEmay §0 rebost

Restoring Factory Default Settings

Web Manager

You can reset all settings to their factory defaults through the web manager
using the “Factory Default” page in “Advanced Setup”. Click the Restore
button and wait about 30 seconds before trying to access the ASUS Wireless
Router.

Hardware

You can reset all settings to their factory defaults manually by pushing the
“Restore” button in a hole on the back of the ASUS Wireless Router while
it is ON. Use a pen or straightened paper clip to hold the “Restore” button
depressed over 5 seconds until the power LED on the front of the ASUS
Wireless Router starts blinking.

You will be notified when factory default settings are restored while
using the web manager.

ASUS Wireless Router
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Status & Log

The Status & Log pages give you all the necessary information for monitoring
the Wireless Router’s condition.

Status Status
Sytem Up Time: [oe 3Har 24wan 295 . .
i ks System mformayon for WAN LAN
Connection Type P and Printer are displayed in this page.
P Addreas: froz e 1azee
Subret Mask [onams 295
Default Gatewsy: froz tes 1z
DHE Servers: FCEEL
Cormiction Status Lo semm ia. T 148
Prirter Mode| |
Sntun fottne
W User in uss: I
)
g P Address |' 07 123 1 1
§ Bubirel Mask: [p55 25 255
(.T)' Delault Gatewny |
wn
[
MiniossallgKiwhes Wireless
e - . _
el Wireless clients, who connect to the
(I Wireless Router, are displayed in this
page.
Iy |
Status - DHCP Leases DHCP Leases
SR EET TRNiimsges | Clients who request IP from DHCP
server of your local area network or
DHCP server in you’re your wireless
. = network behind Wireless Firewall are
‘Status - DHCP Leases of Wirsless Firewall displayed in this page.
Wac hadreia 1P Addeeis Leass Time -
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Status - Port Forwarding

Router - Routing Table

1P 1680200 ¢ 0.0

Redemth

R

Port Forwarding

Information of port forwarding rules,
which are added by Port Mapping,

Virtual Server, Virtual DMZ or UPnP,

are displayed in this page.

Routing Table

Static routing rules or dynamic routing
rules updated by RIP are displayed in

this page.

System Log

The last 1024 system log entries are
recorded in this page.

ASUS Wireless Router
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Chapter 3 - Software Configuration

Firmware Restoration

This utility will automatically search out failed ASUS Wireless Routers
and upload a firmware that you specify. The process takes about 3 to 4
minutes and during this process the PWR, AIR, and WAN LEDs will remain
lit while the LAN LED will flash slowly.

The Firmware Restoration utility is an emergency rescue tool to restore a
ASUS Wireless Router which has failed during a previous firmware upload.
A failed firmware upgrade will cause the ASUS Wireless Router to enter a
failure mode, waiting for the user to use the Firmware Restoration utility to
find and upload a new firmware. This is not a firmware upgrade utility and
cannot be used on a working ASUS Wireless Router. Normal firmware
upgrades must be done through the web manager.

A+ Firmware Restoration

X
Filenarne: || Browse...

Status

Cnce you have specified a file, click the "Upload" button.

Upload Close

Using a Hub

If you have problems upload a firmware while using a network hub, try
connecting your computer directly to the LAN port. Either 10Base-T or
100Base-TX connections will work.

Setup Printer Wizard

Follow the procedures below to set up your computers to utilize the printer
server function of the ASUS Wireless Router.

Installing the Printer Driver

Adding a printer to your computer simplifies the ASUS Wireless Router
Printer Setup Wizard.
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You are recommended to install a printer driver by the setup program that
comes with your printer (see following Note), and then continue to the
“Printer Setup Wizard” in the next section. If you run the “Printer Setup
Wizard” without a printer driver installed, you are directed to the “Add
Printer Wizard”.

Note: Some printer setup utilities require a printer to be physically
connected to your PC during installation. Follow the driver installa-
tion instructions to connect your printer to the PC to install the
driver and reconnect the Wireless Router after the printer driver
has been installed.

Add Printer Wirard Hiow in irdtul] vy prister drrems

R nsnall prineed divves
Welcome to the Add Printer Pirwr metal the pratee deer then rn thas wnzar apem >
Wizard
We redaymend yeu 0 snsl due proer deeer bedire rueeg o
T hat, was it bl ot il & fuwikin i P vkt Prmter Shamng Sefop Wizard Voo can mutal fe dover by e bely of
Loree tan the A& Preser Wizwd or e OO came along with vo mater Yo

ent ehel the e below [or Balley infermaton
& o W ins huren 5 Pl el Play genter o oot
"‘:‘llJ st a LISE et o ey ot el plugyabie < Inaiald by thoe Add Printey Wisand
ool fuch at IEEE 1354, mhaed and se o,y [:
S el puseed By e e e Ok Caned 1o “rvrnall bey il 0 fomm e passder vendin
oo e ] el s (e’ sl
3 VO SRR [ ]
:mm-:,umif;q':f:rm? 1wl i imwtadl ihie printen denver by il
tetircicassy vl ooty wisiald Bres Do b poa Akl Printer Wizad

T contiras, chok Rt
Chik Mot bntton ts procesd

I&M‘;I Eacl | = Bmh Ma s | sl |
(1) Run the “Add Printer Wizard” from (2) Choose “Install by the Add Printer
Start | Printers and Faxes | Add Wizard”.
Printer.

Add Printes Wirard A Printar Wirasd
A o

Select a Prores Poit
Crmpuers commursale vl prnber Frough g

Lestal o Metwh Printer

Thee warared raeds b3 b wbmch e o perder 12 10l e

foplext s cpben Bl dieccnbues B ponter yous wand 15 s Tonbac B [ o vl st it 3 ik s Dt it it o], s £ Cimalie
- rea puat
7 Lond pories e 12ty compuiten
— Iy Sp— FT1: Pt P
| Easbornistas aly oot arsd wrtnl ey Py ared Pl prdes o] B LPTT: [Facohadeeind Pinia Pes bt
A risteant gerter cr wcrnfe Wb b st compter Mot boct compuiters it roxl]
T corrmcios fos s gl 0T Pest|

LPT i

COMT - 5 ereal Pt |
COMZ [5greal Pint]
COMY 5 eveal Pirt]
CORed 5ol Port]

: ) CEE 2 |FLE: [Pkt Fla)
i o Bt i & esbvcah, pinbes Bt i ok ke o @ pard Reree g 1 181 0T et Pt
\.f] s e TLocal porder aphon N foocal Pad

back | he--.L__J' Cacel | [ cBak [ Wess | [ Caem |

. . . (4) Choose “Remote Port (Printer Sharing

) Choos? I:ocal printer attached to this Port)". If this is not available, select LPT1.
computer. You can select a USB port later in the

“Printer Setup Wizard” if you are using
a USB printer.
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Hama Yow Printer
“Viona i, g & e 16 pemin

Inatall Printar Softreain

The marudackasi ard el detearme whach frrds doftssie 15w

[ St the maradachaer and el of oo probes, I poar prnker came wath an rolallabon Tyqar o e i B gendry Bovann soene juigaen: o rod auggee! (et aral amvm
"_.-.-E] chik, ek Fives Dk M peasf puindad ik el Ritisdl Soniill pous frindsl dedambnl i, Bat e coenbanations of mors thsn T chacschens, i i baat b kesp the romes 5o shaot s
compatible pinier rofware poibie.
Fwier rusie

HP Lazeelet 4000 Semei POLE

Manulactunes ~ || Pt ~
Figloa S WP Lasailal 100 Sases PS [Dhoa yona wearnd o s this prinder as the defoul parder?
I':"-"'- 5 HP Laseslet 4 N
s gl M Laoeutet 4000 Seren PEL e
I | | ey . - b L2
EeF This chive is digitally sigred | Mwindoves Updlate | | Have Disk. |
1o rves by e ey i vt

[ cpeen | e [ Cormel | [ cpeen | M:-!:--E_l'.'un.-d]

(5) Find your manufacturer and model. ~ (6) Click Next to set this as your default
printer.

Note: Click Have Disk if you can-
not find your printer in the list
and use the driver provided
with your printer.

w
- Prink Tk I . . .
E_'-: Iutul-m:hu-lu w wisaled poapehy. o ars Binl & best page h‘iﬂprd‘?tlm me Add Printer
=
D S TLURSEAS L A page & Vi e suacesesiully complotnd the fdd Prictee Wisard
()] e Vit rpciite] b Folloasmre] pirdes batingst
o Hirme HIP Lsgslot 4000 Serins PELE
Shaename ctiot Shaseds
Pt Fiemel Furt
Moddt  HIFLanesder 000 e PELG
Oul  Tes
Tedpngr  es
T e ey vazied, ik Frash
[ cpeeh | llnd-p:!' [ Comn | [ cpeen | Fraih 1| | Concel ]
(7) You can print a test page. (8) Click Finish to close the wizard.
*& Printers and Faxes ['._|['E|E|
File Edit Wiew Favorites Tools  Help ,'
— »
€ =3 ] lm‘ 7 ) Search |~ Falders
Address |52 Printers and Faxes V| GO
-
=2
HP LagerJat
4000 Seri...

Your printer will show in the “Printers and
Faxes” window and the check mark shows
that it is set as your default printer.
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Printer Setup Wizard

Make sure your printer is connected to the Wireless Router printer port or
USB port and its power is turned on. Launch the “Printer Setup Wizard”
through the Start menu. The wizard will explore all available ASUS Wireless
Routers and model information of the printers attached to them in your
local network.

Piiinter $haring Server Salup Wicard

‘Tz weirsed belps you netall the prmber sharing
drwver on your PO

Fleaie clode caber apphiabond of wndawi before
procasimg vtk s wnsird. B vou hawe foans jobs
o ol prouter queist. Pleats alio cancel them or
wait und the job completed

To contmue chek Hea

Tlupig:ﬂrﬂywwm#tﬂhxm
oot your PC. Deradis, we wnll find the prater
sharmg server for you if ' actvs m your LAH. By
chelamg "More® bt , you cin config yeur server
IF address manually or pick up one server if there
e e than oo perver on LAN. 'y i

WLs00g
b 192.168.1.1
Canen BIC-55

ke

We recommend you to mstall your

preber &rver before procetsmg

waith this wizard o beip |

it (HplEA Comod | et [T o |

(1) Having a printer installed on the printer (2) If the printer is found, the name of the
port (LPT1) or a USB port makes the printer will be shown on this screen.

setup process easier (refer to the _
fO"OWlng page)_ Note. |f there IS an If yam eam zos il mesrugs | iy

mreans ng Server lousd durisg

€Iror COMMUNICALING s search Plase click “Mare~
with the printer, you e semmes
will get this message.

Make sure that the printer is ON, ready, and

connected. Click Back and Next.

%}
)
=
=
o
™

Infermation x|

Change Canon Bubble-Jet BIC-80 port setting
from "LFTI:" to "Remote Port" 7

(3) This setup wizard will change your
default printer to use “Remote Port”
which is serviced by the ASUS
Wireless Router.

The printer sharing setup i pow completed. Yoo
cam 5ot thes preper as defalt prnter or prs the
tert page m tha page

Sorver [F Address: 192,168,111
Froter Camren Bubble-Tet BIC-80

F et this prmter a5 default prnter

i Pk 1t page

‘MI@ Cwot_|

(4) Click Done when setup is complete.
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Verifying Your Printer

"% Printers and Faxes &' HP LaserJet 4000 Series PCL6 Properties |2|P5__<|
» . : . T ———
File Edit View Favorites Tools  Help 4 General | Sharing | Ports |Advanced Security | Device 5 ettings
—. 3
] J b ! Search Folders i ET. ]
t </ l? 4 - sl [ \a HF Laser et 4000 Series PCLE

Address |C‘,‘d Printers and Faxes Vl Go Morton Antivirus E' -

e Frint to the following port(z). Documents will print to the first free
I = checked part.

Add Printer Part Descriptian Fririkar -
O coms: Serial Port
O FILE: Print to File
. Fiemote Port Printer Sharing Port HP Lazer)et 4000 Series PC.
Printing Preferences. .. —
O praw: P Port
Pause Prinking Ok Local Part _§
: v
Sharing. .. < | =

Use Printer Offline

Create Shorteut [ Add Part.. ] [ Drelete Port ] [ Configure Port....
Delet o
Re = Enable bidirectional support
ename
[[] Enable printer poaling
Properties

Cloge

After setting up the printer, a printer icon |f your printer was previously setup,
will appear in Windows’ “Printers and the ASUS Wireless Router printer
Faxes”. Right click the printer icon and setup wizard changes the printing
choose Properties to configure the printer. port from the computer’s local LPT1
(parallel) port or USB port to “Remote
Port”. If necessary, you can change
this back at anytime or use Windows
“Add Printer” to setup another printer

=
C
.
=
®
7

&' HP LaserJet 4000 Series PCL6 Properties Px

ubret Mask, Prirter General Sharing| Parts |Advanced Security | Device Settings

5955 255 1 Hewlett-Packard HP Laseret 4000 Series

)
= \a HF Laser et 4000 Series PCLE

Frint to the following port(z). Documents will print to the first free
checked port.

% Config ‘ “E Seeel ‘ L_;ql Exit ‘ Port Deseription Prititer ~

Printer Part
O LPTZ  Printer Part
O LPTZ  Piinter Part
- O com1: Serisl Par
Printer Server O coM2: Serial Port

Connected Prirter Status: orrline g Egmif ge’fa:?': i
) ernal Forl
User in service: [ tadPor. ][ DeetePot | [ Configue Port..

When properly setup, the ASUS Wireless || Ensbie tisiesiond suppor
Router will show the printer name in the || DFeermeres
“Device Discovery” utility and show “on-line”
under the “Printer Server” on the “Status”
page of the web manager.

[ Ok, H Cancel H Apply
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4. Wireless Performance

This section provides the user with ideas for how to improve the performance
of a ASUS Wireless network.

Site Topography

For optimal performance, locate wireless mobile clients and the ASUS
Wireless Routers away from transformers, heavy-duty motors, fluorescent
lights, microwave ovens, refrigerators, and other industrial equipment. Signal
loss can occur when metal, concrete, walls or floors block transmission.
Locate the ASUS Wireless Routers in open areas or add the ASUS Wireless
Routers as needed to improve coverage.

Microwave ovens operate in the same frequency band as the ASUS Wireless
Router. Therefore, if you use a microwave within range of the ASUS Wireless
Router you may notice network performance degradation. However, both
your microwave and your the ASUS Wireless Router will continue to
function.

Site Surveys

A site survey (utility provided with the SpaceLink PC card and CF card)
analyzes the installation environment and provides users with
recommendations for equipment and its placement. The optimum placement
differs for each model.

ASUS Wireless Router
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Chapter 4 - Wireless Performance

Range

Every environment is unique with different obstacles, barriers, materials,
etc. and, therefore, it is difficult to determine the exact range that will be
achieved without testing. However, has developed some guidelines to
estimate the range that users will see when the product is installed in their
facility, but there are no hard and fast specifications.

Radio signals may reflect off of some obstacles or be absorbed by others
depending on their construction. For example, with two 802.11b radios,
you may achieve up to 1000' in open space outdoors where two devices
have a line of sight, meaning they see each other with no obstacles. However,
the same two units may only achieve up to 300' of range when used indoors.

The IEEE 802.11b specification supports four data rates: 11 Mbps, 5.5
Mbps, 2 Mbps, and 1 Mbps. Operation at 1 Mbps provides greater range
than operation at 11 Mbps. The ASUS Wireless Router will automatically
adjust the data rate to maintain a usable radio connection.

Therefore, a client that is close to the ASUS Wireless Router may operate
at 11 Mbps while a client that is on the fringe of coverage may operate at 1
Mbps. As mentioned earlier, you can configure the data rates that the ASUS
Wireless Router will use. Note that if you limit the range of data rates
available to the ASUS Wireless Router, you may reduce the effective wireless
range of the ASUS Wireless products.
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Troubleshooting

The ASUS Wireless Router is designed to be very easy to install and operate.
However, if you experience difficulties, use the information in this chapter to
help diagnose and solve problems. If you cannot resolve a problem, contact
Technical Support, as listed on the front of this manual.

Common Problems and Solutions

Problem
ASUS Wireless Router does not power up:

Solution

» Check for faulty the ASUS Wireless Router power supply by measuring
the output voltage with an electrical test meter.

» Check failed AC supply (power outlet)

Problem

Cannot communicate with the ASUS Wireless Router through a wired
network connection.

Solution

» Verify network configuration by ensuring that there are no duplicate IP
addresses. Power down the device in question and ping the assigned IP
address of the device. Ensure no other device responds to that address.

» Check that the cables used have proper pin outs and connectors or use
another LAN cable.

ASUS Wireless Router
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Appendix -Troubleshooting

Problem
The ASUS Wireless Router Web Manager still cannot find or connect to the

ASUS Wireless Router after verifying the IP address and LAN cable, changes
cannot be made, or password is lost.

Solution

In case the ASUS Wireless Router is inaccessible, you can restore
the ASUS Wireless Router’s factory default settings. Use a
straightened paper clip to press the button located in the hole labeled
“Reset” on the back of the ASUS Wireless Router and keep it
depressed over 5 seconds. The LEDs will flash when reset is

successful. - “
5 %ﬁ% ]

Reset to Defaults

The following are factory default values. These values will be present when you
first receive your the ASUS Wireless Router, if you push the reset button on the
back of the ASUS Wireless Router over 5 seconds, or if you click the “Restore”
button on the “Factory Default” page under “Advanced Setup”.

Name Default Value
User Name admin
Password admin

Enable DHCP Yes

IP Address 192.168.1.1
Subnet Mask 255.255.255.0
DNS Server 1 192.168.1.1
DNS Server 2 (blank)

SSID default
Domain Name (blank)
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Problem
My 802.11b PC Card will not associate with the ASUS Wireless Router.

Solution
Follow these steps:

1. Try to bring the devices closer together; the PC Card may be out of
range of the ASUS Wireless Router.

2. Confirm that the ASUS Wireless Router and PC Card have the same
SSID.

3. Confirm that the ASUS Wireless Router and PC Card have the same
Encryption settings, if enabled.

4. Confirm that the ASUS Wireless Router’s Air and Link LEDs are solid
green.

5. Confirm that the authorization table includes or excludes the MAC
address of the SpaceLink PC card if “Wireless Access Control” is
enabled.

Problem

The throughput seems slow.

Solution

To achieve maximum throughput, verify that your antennas are well-placed,
not behind metal, and do not have too many obstacles between them. If you
move the client closer to the ASUS Wireless Router and throughput increases,
you may want to consider adding a second the ASUS Wireless Router and
implementing roaming.

Check antenna, connectors and cabling.
Verify network traffic does not exceed 37% of bandwidth.

Check to see that the wired network does not exceed 10 broadcast
messages per second.

Verify wired network topology and configuration.
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Problem

I cannot find the ASUS Wireless Routers using the ASUS Wireless Router
Discovery.

Solution

To configure the ASUS Wireless Router through a wireless LAN card, your
computer must be in the same subnet of the ASUS Wireless Router. You
cannot find the ASUS Wireless Routers with subnet different from your
computer within the same gateway. You must change your computer to the
same subnet as the ASUS Wireless Router. The factory default subnet of
the ASUS Wireless Router is "192.168.1.1".

In Windows NT/2000/XP, you must log in with Administrator privi-
leges so that all functions of the ASUS Wireless Router Manager
can function correctly. If you do not log in as a member of the Ad-
ministrator group, you cannot change IP settings but can still run
the Discovery utility if the original IP setting is correct.

Problem
How do I upgrade the firmware on the ASUS Wireless Router?

Solution

Periodically, a new Flash Code is available for ASUS Wireless Routers on
the Web site at http://www.asus.com. Update the ASUS Wireless Router’s
Flash Code using the “Firmware Upgrade” option on the “System Setup”
menu of the Web manager.
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Access Point - An access point is a device that allows wireless clients to
connect to other wireless clients and it acts as a bridge between wireless
clients and a wired Ethernet network.

Broadband - A type of data transmission in which a single medium (such
as cable) carries several channels of data at once.

Channel - Wireless access points allows you to choose different radio
channels in the wireless spectrum. A wireless LAN device operates within
the 2.4 GHz spectrum and a channel is within a FCC specified range, similar
to any radio channel.

Client - A client is the desktop or mobile PC that is connected to your
network.

Device name - Also known as DHCP client ID or network name. Sometimes
provided by an ISP when using DHCP to assign addresses.

DHCP (Dynamic Host Configuration Protocol) - This protocol allows a
computer (or many computers on your network) to be automatically assigned
a single IP address from a DHCP server.

DNS Server Address (Domain Name System) - DNS allows Internet host
computers to have a domain name and one or more IP addresses. A DNS
server keeps a database of host computers and their respective domain names
and IP addresses, so that when a user enters a domain name into the Internet
browser, the user is sent to the proper IP address. The DNS server address
used by the computers on your home network is the location of the DNS
server your ISP has assigned.

DSL Modem (Digital Subscriber Line) - ADSL modem uses your existing
phone lines to transmit data at high speeds.

Encryption - This provides wireless data transmissions with a level of
security.

ESSID (Extended Service Set Identifier) - You must have the same ESSID
entered into the gateway and each of its wireless clients. The ESSID is a
unique identifier for your wireless network.

Ethernet - Ethernet networks are connected by cables and hubs, and move
data around. This is a standard for computer networks.
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Frame-bursting - Refers to burst mode. Burst mode optionally allows a
station to transmit a series of frames without relinquishing control of the
transmission medium.

Firewall - A firewall determines which information passes in and out of a
network. NAT can create a natural firewall by hiding a local network’s IP
addresses from the Internet. A Firewall prevents anyone outside of your
network from accessing your computer and possibly damaging or viewing
your files.

Gateway - A network point that manages all the data traffic of your network,
as well as to the Internet and connects one network to another.

Handshaking - handshaking refers to the signals that are transmitted between
communications networks that establish a valid connection between two
stations.

IEEE - The Institute of Electrical and Electronics Engineers. The IEEE
sets standards for networking, including Ethernet LANSs. IEEE standards
ensure interoperability between systems of the same type.

IP Address (Internet Protocol) - An IP address consists of a series of four
numbers separated by periods, that identifies a unique Internet computer
host, allowing messages intended for that computer to be delivered to the
correct destination.

ISP (Internet Service Provider) - An ISP is a business that allows
individuals or businesses to connect to the Internet. Users log on to the
Internet using an account with an ISP or Internet Service Provider. ISPs can
serve IP addresses dynamically, or assign static (fixed) IP addresses to
individual computers.

ISP Gateway Address - The ISP Gateway Address is an IP address for the
Internet router. This address is only required when using a cable or DSL
modem.

LAN (Local Area Network) - ALAN is a group of computers and devices
connected together in a relatively small area (such as a house or an office).
Your home network is considered a LAN.

MAC Address (Media Access Control) - AMAC address is the hardware
address of a device connected to a network.

96

ASUS Wireless Router



Glossary

NAT (Network Address Translation) - NAT masks a local network’s group
of IP addresses from the external network, allowing a local network of
computers to share a single ISP account. This process allows all of the
computers on your home network to use one IP address. This will enable
access to the Internet from any computer on your home network without
having to purchase more IP addresses from your ISP.

PC Card - This is an Ethernet card that connects to the PCMCIA slot on
your Notebook PC. This enables the computer to communicate with wireless
access points.

PPP (Point-to-Point Protocol) - PPP is a protocol for communication
between computers using a serial interface, typically a personal computer
connected by phone line to a server.

PPPoE (Point-to-Point Protocol over Ethernet) - Point-to-Point Protocol
Is a method of secure data transmission. PPP using Ethernet to connect to
an ISP.

Subnet Mask - A subnet mask is a set of four numbers configured like an
IP address. It is used to create IP address numbers used only within a
particular network.

TCP/IP (Transmission Control Protocol/Internet Protocol) - This is the
standard protocol for data transmission over the Internet. Protocols used to
connect hosts on the Internet.

WAN (Wide Area Network) - A system of LANS, connected together. A
network that connects computers located in separate areas, (i.e., different
buildings, cities, countries). The Internet is a wide area network.

WECA (Wireless Ethernet Compatibility Alliance) - An industry group
that certifies cross-vender interoperability and compatibility of IEEE
802.11b wireless networking products and to promote that standard for
enterprise, small business, and home environments.

WLAN (Wireless Local Area Network) - This is a group of computers
and other devices connected wirelessly in a small area. A wireless network
iIs referred to as LAN or WLAN.
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